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1 Reason for Contribution

The presentation should align the LOCSIP work item status with the 4th SDO Emergency Service workshop, Atlanta, GA, US, April 22-24, 2008. 
2 Summary of Contribution

The presentation provides an overview the current LOCSIP working status. It proposes the public information to be disclosed in the workshop.

3 Detailed Proposal
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Propose an agreement to use the attached presentation slides for the workshop.
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Location in SIP/IP Core Status

Richard Wu (richard.wu@nsn.com)

OMA Location Working Group







4th SDO Emergency Services Coordination Workshop

April 22th to April 24th, 2008
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LOCSIP Background

		OMA developed MLS enabler (Mobile Location Service) for exposure of terminal location to applications without any positioning determination mechanisms.

		OMA developed SUPL procedures and protocols for positioning determination of a terminal utilizing an IP connection between server and terminal.

		Both mechanisms support SIP-URI, but not to an application (e.g. IMS) within a SIP/IP core network. SIP Application Server or Terminal must implement additional non-SIP interfaces to Location Server to expose location information.

		But we want an easy implementation to SIP Application Server and Terminal when location service can utilize SIP/IP in its interface and procedure.
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LOCSIP Enabler

		LOCSIP

		Expose location information to applications (e.g. OMA XDM enabler) in a SIP/IP  network and on any application servers and terminals inside SIP/IP

		Request and respond to location subscriptions over a standardised SIP-based interface. 

		Requirement is almost done, Architecture is just started. 

		Defined requirements & use cases for some applications e.g. friend finder, advice of charge, push to talk over cellular.

		Still defining requirements and use cases for emergency service.

		Solution shall preferably reuse available IETF specifications e.g. Geopriv RFC 4119
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LOCSIP v1.0 Architecture (draft)
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Emergency Service Support (draft)

		Proposals to Requirements

		Support Location Request Results in actual location or a reference to a location

		Support mutual authentication for the Location Client and Location Server

		Support un-authorized Location Client for Emergency Service

		Support a higher priority for Emergency Service than Commercial Services
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Status

		LOCSIP 1.0 enabler package is planned to be approved as Candidate by Feb. 2009.

		IMS SIP technology is used inside OMA.

		Reuse as much as possible from IETF deliverables (e.g. PIDF-LO).

		The new enablers, still in their very beginning, should contribute to enhance emergency services.



Requirement completed

Architecture approved

Enabler approved 

as Candidate

05/2008

08/2008

02/2009

Specification completed

11/2008
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Location Services Overview


Larry A. Young


Chairman, OMA Location Working Group


SDO Emergency Services Coordination Workshop


5th and 6th October, 2006
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  OMA Role and Interoperable standards





  Focus on OMA-Location
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OMA Vision


No matter what device I have, 


no matter what service I want, 


no matter what carrier or network I’m using, 


I can communicate, access and exchange information.


”


“
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OMA Mission Statement


The mission of the Open Mobile Alliance is to 


			 facilitate global user adoption of mobile data services, by 


			 specifying market driven mobile service enablers that 


			 ensure service interoperability across devices, geographies, service providers, operators, and networks, while 


			 allowing businesses to compete through innovation and differentiation.








Enabling standards that will ensure the proliferation of mobile data services, ultimately impacting and enhancing peoples’ everyday lives in much the same manner as voice services do today





			Standards for several generations of enablers will be adopted, resulting in more diverse applications across networks, 


			OMA is actively contributing to the convergence of mobile and general applications from across the PC industry. 


			OMA will extend web services to the mobile world, enabling interoperability with the fixed Internet


			Different areas of growth in the wireless industry will be stimulated e.g., Mobile commerce, Digital rights management, Mobile gaming
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OMA: A Unique Industry Forum


			Bringing together all value chain elements


			Wireless vendors 


			Information Technology companies


			Mobile operators


			Application and Content Providers 


			Representation from companies of all sizes and regions


			Enables end-to-end interoperable services using open standards 
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OMA Membership








Around 400 OMA member companies represent a global organization with members from all regions, which complement the various parts of the end-to-end value chain


Asia Pacific


Europe


Middle East


Americas


Members By Region


Operators


Wireless Vendor


Content & Other


IT


Value Chain























*





Industry Collaboration 


			Test Tool Industry involvement 


			Engaged in drafting test specifications


			Contribute on testability and testing automation


			Conformance tool alignment with OMA specifications


			Test tool industry involvement in TestFests 
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OMA – In a nutshell


			OMA is a global standards organization creating specifications to enable interoperable mobile services agnostic of the underlying network and devices


			Membership from across the entire value chain


			Closely working with relevant fora to ensure coordination and collaboration


			High quality specifications focusing on market requirements


			TestFests to verify interoperability


			Meeting the needs of tomorrow’s mobile services
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  OMA Role and Interoperable standards





  Focus on OMA-Location
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OMA-Location role


			To develop specifications to ensure interoperability of Location Services on an end-to-end basis


			Covers the primary aspects of Location Services:


			End-To-End Architectural Framework


			Relevant application and contents interfaces


			Privacy and Security


			Charging


			Roaming 
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OMA-Location liaison with external organizations


			Currently, the group is in liaison contact with:


			3GPP


			3GPP2


			IETF


			ETSI


			GSM Association 


			Establishing a liaison with WiMAX
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OMA-Location activities


			2 Enablers defined or under definition:


			MLS (Mobile Location Services)


			MLS1.0 Candidate Enabler


			MLS1.1 Waiting Approval as Candidate Enabler by Technical Plenary


			MLS1.2 under definition


			SUPL (Secure User Plane for Location)


			SUPL1.0 Candidate Enabler


			SUPL2.0 under definition
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MLS Enabler


MLS (Mobile Location Services) is a set of 3 XML protocols: 


			MLS Mobile Location Protocol 


			MLP3.1 already published as a stand-alone protocol


			MLP3.2 part of MLS1.0


			RLP: Roaming Location Protocol (MLS 1.0)


			PCP: Privacy Control Protocol (only in MLS1.1)
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MLS Enabler


			MLS has two protocols relevant for Emergency Services


			MLP: Mobile Location Protocol v3.2


			RLP: Roaming Location Protocol v1.0


			There are two services for ES in MLS


			Emergency Location Reporting Service


			Used for Location Server to push position of terminal to PSAP


			Emergency Location Immediate Service


			Used for PSAP to query Location Server for position of terminal


			Profile of MLP defined in ETSI TS 102 164 “Emergency Location Protocol”
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SUPL v2.0 Enabler


			SUPL (Secure User Plane for Location) employs user plane data bearers for transferring location assistance information such as GPS assistance data and carrying positioning technology-related protocols between mobile terminal and the network


			Abstraction over different air interfaces, e.g., GSM, W-CDMA, CDMA, WLAN, (update as others become available)


			Supports different position methods e.g., GPS, GPS variants, Cell-ID, Enhanced Cell-ID, E-OTD, AFLT, (update as others become available GALILEO, GPS II)
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SUPL v2.0 Enabler


			SUPL v2.0 Functionality


			Locating a SET (SUPL Enabled Terminal) attached to a WLAN


			Positioning of a SET attached to an Interworking WLAN


			SET requests the location from another target terminal


			Notification and Verification based on current location


			Triggered location request “Change of area” and “Periodic” event trigger


			Transfer location information to the third party
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SUPL v2.0 Enabler


			SUPL v2.0 Emergency Services Requirements


			SUPL SHALL allow support for a location request associated with emergency services where applicable by local regulatory requirements


			It SHALL be possible for emergency services location requests to have a higher priority than other location  request based on local regulatory requirements


			




















*








Home/Requesting/Visiting


SUPL Location Center


Home/Requesting/Visiting


SUPL Positioning Center


SET 


MLS Application/SUPL Agent


MLS Application


SMS Center/


Message Center


WAP Push Proxy Gateway


SET to SCP (Lup) Non Proxy


Push OTA Protocol (POTAP- Lup)


Push Access Protocol (PAP- Lup)


SET to SLC (Lup)


SMS/Tele Service (Lup)


To Charging


Lpp


Lh/Lg/L2/L3





Control Plane


SUPL v2.0 Architecture


SMS/Tele Service (Lup)


 Emergency SUPL Location Platform


UDP/IP























































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































































*





SUPL Architecture
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Status SUPL v2.0 Enabler


			OMA-LOC-SUPL-v2.0-RD


			In Review by Requirements Working Group


			OMA-LOC-SUPL-v2.0-AD


			In Informal Review by Architecture Working Group


			OMA-LOC-SUPL-v2.0-TS-User Location Protocol


			In progress, Consistency Review scheduled to start February ‘07


			OMA-LOC-SUPL-v2.0-TS-User Location Protocol


			In progress, Consistency Review scheduled to start February ‘07
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Challenges


			Accuracy is mobile dependent on widespread availability of specific terminals.


			Widespread coordination among all existing and future access technologies and local regulatory requirements
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