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3.3
Abbreviations

	AD
	Assistance Data

	AP
	Access Point

	ARFCN
	Absolute Radio Frequency Channel Number

	BCCH
	Broadcast Control Channel

	BT
	Bluetooth

	BT LE
	Bluetooth Low Energy

	BTS
	Base Transceiver System

	BSIC
	Base transceiver Station Identity Code

	BSSID
	Basic Service Set Identifier

	CCP
	Continuous Carrier Phase

	CCPCH
	Common Control Pilot Channel

	CPICH
	Common Pilot Channel

	DSL
	Digital Subscriber Line

	E-OTD
	Enhanced Observed Time Difference

	E-UTRAN
	Evolved UTRAN

	ECID
	Enhanced Cell ID

	EDGE
	Enhanced Data rates for Global Evolution

	EGM
	Earth Gravity Model

	EPDU
	External Protocol Data Unit

	EPRE
	Energy Per Resource Element

	FDD
	Frequency-Division Duplex

	GERAN
	GSM/EDGE RAN

	GNSS
	Global Navigation Satellite System, collective name for a variety of satellite positioning systems including GPS, Galileo and GLONASS

	GSM
	Global System for Mobile communications

	HA GNSS
	High Accuracy GNSS. Refers to using continuous carrier phase measurements to deduce the accurate location of the target device.

	HeNB
	Home eNodeB

	HNB
	Home Node B

	ICI
	Indirect Code Identifier

	IPDL
	Idle Period Downlink

	LAN
	Local Area Network

	LBS
	Location-Based Services

	LCS
	Location Services

	LPP
	LTE Positioning Protocol, defined in 3GPP TS 36.355

	LPPe
	OMA LPP Extensions

	LTE
	Long Term Evolution

	NAT
	Network Address Translation

	NFC
	Near Field Communications

	OMA
	Open Mobile Alliance

	OTD
	Observed Time Difference

	OTDOA
	Observed Time Difference of Arrival

	QoR
	Quality of Reference station

	P-CPICH
	Primary Control Pilot Channel

	RAN
	Radio Access Network

	RLE
	Run-Length Encoding

	RSSI
	Received Signal Strength Indicator

	RS
	Reference Signal

	RTD
	Real Time Difference

	SLP
	SUPL Location Platform

	SRN
	Short Range Node

	SSID
	Service Set Identifier

	SUPL
	Secure User Plane Location

	SV
	Space Vehicle

	TA
	Timing Advance

	TDD
	Time-Division Duplex

	TEC
	Total Electron Content

	TECU
	TEC Unit, 1016 electrons per square meter

	TOA
	Time Of Arrival

	UARFCN
	UTRA Absolute Radio Frequency Channel Number

	UE
	User Equipment

	UMTS
	Universal Mobile Telecommunication System

	URI
	Uniform Resource Identifier [#B073]

	UTC
	Universal Time Coordinated

	UTRA
	UMTS Terrestrial Radio Access

	UTRAN
	UMTS Terrestrial RAN

	WA
	Wide Area

	WGS
	World Geodetic System

	WLAN 
	Wireless Local Area Network


6.5.8.4 WLAN AP Location Information

–
OMA-LPPe-WLAN-AP-ProvideLocationInformation

The OMA-LPPe-WLAN-AP-ProvideLocationInformation is used to provide measurements (UE-assisted) for one or more WLAN APs and at both current and historic times.

-- ASN1START

OMA-LPPe-WLAN-AP-ProvideLocationInformation ::= SEQUENCE {



wlan-AP-CombinedLocationInformation
SEQUENCE (SIZE (1..maxWLANAPSize)) OF 












OMA-LPPe-WLAN-AP-LocationInformationList
OPTIONAL,


wlan-AP-Error





OMA-LPPe-WLAN-AP-Error







OPTIONAL,


...

}

OMA-LPPe-WLAN-AP-LocationInformationList ::= SEQUENCE {


wlan-AP-LocationInformation


OMA-LPPe-WLAN-AP-LocationInformation,


relativetimestamp




INTEGER (0..65535) 
OPTIONAL,


servingFlag  





BOOLEAN, 


...

}

maxWLANAPSize
INTEGER ::= 64

-- ASN1STOP
	OMA-LPPe-WLAN-AP-ProvideLocationInformation field descriptions

	wlan-AP-CombinedLocationInformation
This parameter provides measurements for one or more WLAN APs at the current time and/or for historic times. This parameter supports part of the Location ID and Multiple Location IDs parameters in SUPL 2.0.

	wlan-AP-Error

This parameter provides error information when not all requested WLAN AP measurements can be reported. This parameter should be included when some but not all requested measurements are reported and shall be included when no requested measurements are reported.

	relativeTimeStamp

This parameter shall be included for historic WLAN AP measurements and provides the time of the historic measurements relative to current time in units of 0.01 seconds. If absent, current time is implied which is equivalent to a relativeTimeStamp of zero.

	servingFlag

This parameter indicates whether a set of WLAN AP measurements were obtained for a serving WLAN AP (TRUE) or a non-serving WLAN AP (FALSE). A target device with multiple radio support may indicate more than one type of serving access for the same time instant.


6.5.8.5 WLAN AP Location Information Elements

-
OMA-LPPe-WLAN-AP-LocationInformation

The IE OMA-LPPe-WLAN-AP-LocationInformation is used by the target device to provide measurements to the server for a serving or non-serving WLAN AP. Measurements are based on those defined in [Error! Reference source not found.].

-- ASN1START

OMA-LPPe-WLAN-AP-LocationInformation ::= SEQUENCE { 


apMACAddress


OMA-LPPe-WLAN-AP-ID,

apSSID




OCTET STRING (SIZE (1..32))

OPTIONAL,



apSignaltoNoise


INTEGER(-127..128)



OPTIONAL,


apDeviceType


OMA-LPPe-WLAN-AP-Type


OPTIONAL,

apPHYtype



OMA-LPPe-WLAN-AP-PHY-Type

OPTIONAL,

apSignalStrength

INTEGER(-127..128)



OPTIONAL,


apChannelFrequency

INTEGER(0..255)




OPTIONAL,


apRoundTripDelay

OMA-LPPe-WLAN-RTD



OPTIONAL,






apReportedLocation

OMA-LPPe-WLAN-ReportedLocation
OPTIONAL,


...

}

OMA-LPPe-WLAN-AP-PHY-Type ::= ENUMERATED { 
unknown, any, fhss, dsss, irbaseband, ofdm, hrdsss, erp,











ht, ihv, ... }
OMA-LPPe-WLAN-RTD ::= SEQUENCE { 

 
rTDValue     INTEGER(0..16777215), 

 
rTDUnits     OMA-LPPe-WLAN-RTDUnits,

 
rTDAccuracy  INTEGER(0..255)

OPTIONAL,

 
...

}

OMA-LPPe-WLAN-RTDUnits ::= ENUMERATED {

 
microseconds,


hundredsofnanoseconds,


tensofnanoseconds,


nanoseconds,


tenthsofnanoseconds,


...

}

OMA-LPPe-WLAN-ReportedLocation ::= SEQUENCE { 


locationDataLCI




OMA-LPPe-WLAN-LocationDataLCI


OPTIONAL,


...

}






OMA-LPPe-WLAN-LocationDataLCI ::= SEQUENCE {




latitudeResolution

BIT STRING (SIZE (6)),

latitude



BIT STRING (SIZE (34)),

longitudeResolution

BIT STRING (SIZE (6)),

longitude



BIT STRING (SIZE (34)),


altitudeType


BIT STRING (SIZE (4)),


altitudeResolution

BIT STRING (SIZE (6)),


altitude



BIT STRING (SIZE (30)),

datum




BIT STRING (SIZE (8)),

...

}

-- ASN1STOP

	OMA-LPPe-WLAN-AP-LocationInformation field descriptions

	apMACAddress

This field provides the 48 bit MAC address of the reported WLAN AP (which is identical to the BSSID of the AP). 

	apSSID

This field provides the SSID of the wireless network served by the AP.

	


	


	apSignaltoNoise

This field provides the AP signal to noise ratio in dB (RSNI – Received Signal to Noise Indicator) for the Beacon frame as measured at the target.

	apDeviceType

This field provides the AP device type – 802.11a, 802.11b, 802.11g or 802.11n.

	apPHYtype

This field provides the IEEE 802.11 PHY and media type. The enumerated values are as follows:
unknown

specifies an unknown or uninitialized PHY type.
any

specifies any PHY type.
fhss

specifies a frequency-hopping spread-spectrum (FHSS) PHY.
dsss

specifies a direct sequence spread spectrum (DSSS) PHY type.
irbaseband
specifies an infrared (IR) baseband PHY type.
ofdm

specifies an orthogonal frequency division multiplexing (OFDM) PHY type.
hrdsss

specifies a high-rate DSSS (HRDSSS) PHY type.
erp

specifies an extended rate PHY type (ERP).
ht

specifies the 802.11n PHY type.
ihv

specifies a PHY type that is developed by an independent hardware vendor (IHV).

	apSignalStrength

This field provides the AP signal strength (RCPI – Received Channel Power Indicator) of the Beacon frame measured at the target in dBm on the channel indicated by apChannelFrequency field. 

	apChannelFrequency

This field provides the AP channel number identification of the reported WLAN AP. 

	apRoundTripDelay

This field provides the measured round trip delay between the target and WLAN AP and optionally the accuracy expressed as the standard deviation of the delay. Units for each of these are 1000ns, 100ns, 10ns, 1ns or 0.1ns.

	


	


	


	


	apReportedLocation

This field provides the location of the WLAN AP as reported by the AP. 



	locationDataLCI

This field provides the reported location of the AP in form of the Location Configuration Information (LCI) defined in [IEEE 802.11k][RFC 3825] and includes the following subfields:
latitudeResolution: 
6-bits indicating the number of valid bits in the fixed-point value of latitude. 


(This value is the number of high-order Latitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 34 are undefined and reserved.)
latitude: 

A 34-bits fixed point value consisting of 9-bits of integer and 25-bits of fraction 


indicating the Latitude (+/- 90 degrees) of the AP.
longitudeResolution: 
6-bits indicating the number of valid bits in the fixed-point value of longitude.

 
 (This value is the number of high-order Longitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 34 are undefined and reserved.)
longitude: 

A 34-bits fixed point value consisting of 9-bits of integer and 25-bits of fraction 


indicating the Longitude (+/- 180 degrees) of the AP.
altitudeType: 
Defines the altitude type. Codes defined are:


1: Meters of altitude.


2: Building floors of altitude. altitude value 0.0 represents the floor level


    associated with ground level.
altitudeResolution: 
6-bits indicating the number of valid bits in the altitude.

 
 (This value is the number of high-order Altitude bits that should be considered


 valid. Any bits entered to the right of this limit should not be considered valid.


 Values above decimal 30 are undefined and reserved.)
altitude: 

A 30-bit fixed point value consiting of 22-bits of  integer and 8-bits of fraction


indicating the Altitude of the AP in units defined by altitudeType.
datum: 

Defines the map datum used for the coordinates. Codes defined are:


1: World Geodetic System 1984 (WGS-84)


2: North American Datum 1983 (NAD-83) with North American Vertical Datum
 

    1988 (NAVD-88)


3: North American Datum 1983 (NAD-83) with Mean Lower Low Water (MLLW)


    vertical datum.


6.5.8.6 WLAN AP Location Information Request

–
OMA-LPPe-WLAN-AP-RequestLocationInformation

The IE OMA-LPPe-WLAN-AP-RequestLocationInformation is used to request WLAN AP measurements (UE-assisted).

-- ASN1START

OMA-LPPe-WLAN-AP-RequestLocationInformation ::= SEQUENCE {


requestedMeasurements
BIT STRING {













apSSID

(0),











apSN

(1),












apDevType
(2),











apPhyType
(3),











apRSSI

(4),












apChanFreq
(5),












apRTD

(6),
















apRepLoc
(7),












non-serving
(8),












historic
(9) } (SIZE(1..16)),


...

}

-- ASN1STOP

	OMA-LPPe-WLAN-AP-RequestLocationInformation field descriptions

	requestedMeasurements 

This field specifies the WLAN AP measurements requested. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is requested; a zero‑value means not requested. The following measurement requests can be included.



apSSID: SSID of the WLAN
apSN: AP S/N received at the target

apDevType: AP Device type
apPhyType: AP PHY type
apRSSI: AP signal strength at the target

apChanFreq: AP channel/frequency of Tx/Rx

apRTD: Round Trip Delay between target and AP





apRepLoc: AP Location as reported by AP

non-serving: measurements for non-serving WLAN APs (in addition to a serving WLAN AP)

historic: historic WLAN AP measurements




6.5.8.7 WLAN AP Capability Information

–
OMA-LPPe-WLAN-AP-ProvideCapabilities

The IE OMA-LPPe-WLAN-AP-ProvideCapabilites is used by the target to provide its capabilities for WLAN AP positioning to the server. 

-- ASN1START

OMA-LPPe-WLAN-AP-ProvideCapabilities ::= SEQUENCE {


wlan-ecid-MeasSupported
BIT STRING
{













apSSID

(0),











apSN

(1),












apDevType
(2),











apPhyType
(3),











apRSSI

(4),












apChanFreq
(5),












apRTD

(6),
















apRepLoc
(7),












non-serving
(8),












historic
(9) }
(SIZE(1..16)),


wlan-types-Supported
 
OMA-LPPe-WLAN-AP-Type-List,


ap-Capability



OMA-LPPe-WLAN-AP-Capability

OPTIONAL,


wlan-ap-ADSupported
BIT STRING
{aplist




(0),










 aplocation



(1),










 locationreliability
(2),










 transmit-power


(3),










 antenna-gain


(4),










 coveragearea


(5),









 non-serving 


(6) } (SIZE(1..16)),


...

}

OMA-LPPe-WLAN-AP-Capability ::= SEQUENCE {


apMACAddress


OMA-LPPe-WLAN-AP-ID,


apTypes




OMA-LPPe-WLAN-AP-Type-List,


...

}

-- ASN1STOP

	OMA-LPPe-WLAN-AP-ProvideCapabilities field descriptions

	wlan-ecid-MeasSupported

This field specifies the E‑CID measurements supported by the target device when accessing a WLAN AP. This is represented by a bit string, with a one‑value at the bit position means the particular measurement is supported; a zero‑value means not supported. A zero-value in all bit positions in the bit string means only the basic WLAN positioning method is supported by the target device. The following bits are assigned for the indicated measurements.



apSSID: SSID of the WLAN
apSN: AP S/N received at the target

apDevType: AP Device type
apPhyType: AP PHY type
apRSSI: AP signal strength at the target

apChanFreq: AP channel/frequency of Tx/Rx

apRTD: Round Trip Delay between target and AP





apRepLoc: AP Location as reported by AP

non-serving: measurements for a non-serving WLAN AP (in addition to a serving WLAN AP)

historic: historic WLAN AP measurements



	wlan-types-Supported

This field provides the WLAN AP types supported by the target device when functioning as a WLAN station. This is represented by a bit string, with a one‑value at the bit position means the particular WLAN type is supported; a zero‑value means not supported.

	ap-Capability

This parameter if present indicates that the target can function as a WLAN AP (e.g. as a mobile broadband router). The parameter provides the MAC address of the target and the WLAN types supported when functioning as an AP.

	wlan-ap-ADSupported

This field specifies the WLAN AP assistance data supported by the target device. This is represented by a bit string, with a one‑value at the bit position means the particular assistance data is supported; a zero‑value means not supported. A zero-value in all bit positions or absence of this field means no assistance data is supported. The following bits are assigned for the indicated assistance data.

aplist: mandatory WLAN AP data

aplocation: location of each WLAN AP

locationreliability: reliability of WLAN AP location

transmit-power: transmit power for each WLAN AP

antenna-gain: antenna gain for each WLAN AP

coveragearea: coverage area for each WLAN AP

non-serving: information for WLAN APs belonging to a different operator than the serving WLAN AP (or information for multiple WLAN AP data sets if the serving WLAN AP is not associated with a PLMN operator or if the target device is not served by a WLAN AP)


6.5.8.8 WLAN AP Capability Information Request

–
OMA-LPPe-WLAN-AP-RequestCapabilities

The IE OMA-LPPe-WLAN-AP-RequestCapabilities is used to request WLAN AP positioning capabilities information from the target. 
-- ASN1START
OMA-LPPe-WLAN-AP-RequestCapabilities ::= SEQUENCE {


...

}

-- ASN1STOP

6.5.8.9 WLAN AP Error Element  
–
OMA-LPPe-WLAN-AP-Error

The IE OMA-LPPe-WLAN-AP-Error is used by the location server or target device to provide error reasons for WLAN AP positioning to the target device or location server, respectively. 

-- ASN1START

OMA-LPPe-WLAN-AP-Error ::= CHOICE {


locationServerErrorCauses

OMA-LPPe-WLAN-AP-LocationServerErrorCauses,


targetDeviceErrorCauses


OMA-LPPe-WLAN-AP-TargetDeviceErrorCauses,


...

}

-- ASN1STOP

–
WLAN-AP-LocationServerErrorCauses

The IE WLAN-AP-LocationServerErrorCauses is used by the location server to provide error reasons for WLAN AP positioning to the target device.

-- ASN1START

OMA-LPPe-WLAN-AP-LocationServerErrorCauses ::= SEQUENCE {


cause







ENUMERATED
{undefined,













requestedADNotAvailable,














notAllrequestedADAvailable,














...














},


apMandatoryDataUnavailable


NULL

OPTIONAL,


apLocationsUnavailable



NULL

OPTIONAL,


apLocationReliabilityUnavailable
NULL

OPTIONAL,


apTransmitPowerUnavailable


NULL

OPTIONAL,


apAntennaGainUnavailable


NULL

OPTIONAL,


apCoverageAreaUnavailable


NULL

OPTIONAL,


nonservingADUnavailable



NULL

OPTIONAL,


...

}

-- ASN1STOP
	OMA-LPPe-WLAN-AP-LocationServerErrorCauses field descriptions

	cause

This field provides a WLAN AP specific error cause for the server applicable to provision of assistance data. If the cause value is 'requestedADNotAvailable', none of the requested assistance data could be provided and no further information needs to be included. If the cause value is ‘notAllRequestedADAvailable’, the server was able to provide some but not all requested WLAN AP assistance data. In this case, the server should include any of the specific error indications as applicable. Note that inclusion of these fields is applicable when some of the associated information can be provided for some WLAN APs but not for all WLAN APs.


–
WLAN-AP-TargetDeviceErrorCauses

The IE WLAN-AP-TargetDeviceErrorCauses is used by the target device to provide error reasons for WLAN AP positioning to the location server.

-- ASN1START

OMA-LPPe-WLAN-AP-TargetDeviceErrorCauses ::= SEQUENCE {


cause








ENUMERATED {undefined,















requestedMeasurementsNotAvailable,















notAllrequestedMeasurementsPossible,















...















},




apSSIDnotAvailable





NULL

OPTIONAL,

apSNMeasurementNotPossible



NULL

OPTIONAL,


apDevTypeNotAvailable




NULL

OPTIONAL,

apPhyTypeNotAvailable




NULL

OPTIONAL,

apRSSIMeasurementNotPossible


NULL

OPTIONAL,


apChanFreqNotAvailable




NULL

OPTIONAL,


apRTDMeasurementNotPossible



NULL

OPTIONAL,






apRecLocNotAvailable




NULL

OPTIONAL,


non-servingMeasurementsNotAvailable

NULL

OPTIONAL,


historicMeasurementsNotAvailable

NULL

OPTIONAL,


...

}

-- ASN1STOP

	OMA-LPPe-WLAN-AP-TargetDeviceErrorCauses field descriptions

	cause

This field provides a WLAN AP specific error cause. If the cause value is 'requestedMeasurementsNotAvailable', none of the requested measurements could be provided and no further information needs to be included. If the cause value is ‘notAllRequestedMeasurementsPossible’, the target device was able to provide some but not all requested WLAN AP measurements. In this case, the target device should indicate those measurements that could not be obtained.
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