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1 Reason for Change

This Input Contribution proposes corrections for comments C088 & C089
Note: This CR also address comment C0079 in section 5.1.2.7 & 5.1.2.9 that was missed in CR OMA-LOC-2011-0205-CR_SUPL3.0_CONRR_C079_SUPL_Agent

	C088
	2011.07.2x
	T
	5.1.2.7 & more
	Source: Ericsson

Form: INP doc #0035

Comment:  statements indented to be normative don’t use keyword per RFC 2119  (example “may” in step A.

This introduces risk of ambiguous interpretation of spec and potential interoperability and testing problems.

Proposed Change:  Make CR to make use of RFC2119 keywords.
	Status: OPEN 

	C089
	2011.07.2x
	T
	5.1.2.7

5.1.2.8
	Source: Ericsson

Form: INP doc #0035

Comment: Rules for handling of D/E-SLP lists don’t use RFC 2119 keyword.  ( e.g. in step F)

Proposed Change:  Make CR to use 2119 keywords
	Status: OPEN 


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to SUPL 3.0 TS ULP.
6 Detailed Change Proposal

Change 1:  Dummy headings included to retain section numbering 
1. ----
2. ----

3. ----

4. ----

Change 2:  Actual changes starts
5. Message Flows

The message flows shown in this chapter cover Immediate Services, Emergency Services and Deferred Services including both successful and exception procedures.

Message flows define how different SUPL 3.0 services are provided to a SUPL Agent through specific interactions between the SUPL Agent, one or more SLPs and one or more SETs. The type of SLP that may appear in a message flow is limited to one of an H-SLP, D-SLP, E-SLP or V-SLP. However, some message flows apply to several types of SLP. For a message flow that applies to an SLP that can be either a D-SLP or H-SLP, the SLP is referred to in the message flow as a D/H-SLP. For a message flow that applies to an SLP that can be a D-SLP, E-SLP or H-SLP, the SLP is referred to in the message flow as a D/E/H-SLP.
NOTE
:
In SUPL 3.0 it is possible to use either LPP (by itself), LPP+LPPe or TIA-801 as positioning protocol.  Therefore the following convention applies: LPP implies use of LPP only (i.e. without LPPe), LPPe implies use of  LPP and LPPe and TIA-801 implies use of TIA-801 only. A SUPL POS (LPP/LPPe/TIA-801) message means a SUPL POS message carrying either LPP, LPP+LPPe or TIA-801 positioning payload

NOTE:
The optional parameters QoP and High Accuracy QoP used in SUPL INIT, SUPL SET INIT, SUPL START and SUPL TRIGGERED START are mutually exclusive. High Accuracy QoP is not explicitly mentioned in the call flows of this section. It is assumed that either QoP or High Accuracy QoP – but not both - may be used as optional parameters defining the desired quality of position.
NOTE:
Timers used in the call flow diagrams shown in this chapter are described in Appendix C.

NOTE:
Optional parameters in the call flow diagrams of this chapter are shown in gray.
5.1 Immediate Services

5.1.1 Network Initiated

Unchanged text omitted
5.1.2 SET Initiated

Unchanged text omitted

5.1.2.1 Single Fix – Non Roaming

Unchanged text omitted

5.1.2.2 Single Fix – Roaming

Unchanged text omitted
5.1.2.3 Single Fix – 3rd Party Location Request

Unchanged text omitted
5.1.2.4 Single Fix – 3rd Party Relative Location Request

Unchanged text omitted
5.1.2.5 Single Fix with Transfer to 3rd Party

Unchanged text omitted
5.1.2.6 Location URI Request

Unchanged text omitted

5.1.2.7 D-SLP and E-SLP Authorization by the H-SLP
This procedure may be invoked by a SET to obtain authorization from the H-SLP for D-SLPs and/or E-SLPs discovered by the SET in the SET’s local serving area and/or to receive addresses of other authorized D-SLPs and/or E-SLPs from the H-SLP for the SET’s local serving area. Note that there may be an arrangement between the provider of an H-SLP and the provider of a D-SLP or E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification.
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Figure 10: D-SLP and E-SLP Authorization by the H-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs and/or up to 10 authorized E-SLPs from the H-SLP in the local serving area. The procedure MAY be invoked under any of the following conditions once any minimum retry period for any previous invocation of this procedure has expired:

a. The SET discovers a D-SLP or E-SLP address for the local area that it would like to have authorized. Note that discovery of a D-SLP or E-SLP address is outside the scope of SUPL

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from the H-SLP and either has no currently authorized D-SLPs or has currently authorized D-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that a D-SLP remains authorized until the associated service duration has expired.

c. In the case of E-SLP authorization, the SET is accessing a network that is not the home network, needs access to an E-SLP and either has no currently authorized E-SLPs or has currently authorized E-SLPs, access to which is forbidden due to geographic area or access network restrictions. Note that an E-SLP remains authorized until the associated service duration has expired.

The SET SHALLtake appropriate action to establish a secure TLS connection to the H-SLP.

B. The  SET use the default address provisioned by the Home Network to establish a secure TLS connection to the H-SLP and send a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP and/or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the H-SLP and MAY include a list of preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of not preferred D-SLP addresses (e.g. D-SLPs the SET could not previously obtain service from). An address on the first list MAY appear on the second or third list (but not on both). For an E-SLP request, the SET MAY include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request. In the case of a request for a D-SLP address, the SET MAY also provide the QoP desired from the D-SLP. The SET SHALL also include the identity of the serving access network and its current position estimate if either is available.

C. The H-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the H-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE message contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the H-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and H-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the H-SLP during the SUPL POS message exchange or optionally in step D. The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

F. Once any position calculation is complete, the H-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested and/or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested a D-SLP address and provided a QoP associated with this request in step B, the H-SLP MAY skip providing any D-SLP addresses if the H-SLP itself can support the QoP at the SET's current location. The H-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested and/or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and SHALL replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received previously from the H-SLP. The lack of such a list or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized and the SET SHALL to remove any SLPs of this type previously authorized by the H-SLP. Note that when a previous authorization for a Proxy D-SLP or Proxy E-SLP is removed, any authorizations for D-SLPs or E-SLPs received from the Proxy D-SLP or Proxy E-SLP SHALL  also be removed. For each provided D-SLP or E-SLP address, the H-SLP MAY include the service duration for which the SLP address shall be considered valid, the service area within which the SLP may be accessed, a list of serving access networks from which the SLP may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of an authorized D-SLP address, the H-SLP MAY also provide a list of services that the SET is permitted to engage in with this D-SLP and MAY provide a preference for accessing a D-SLP versus accessing the H-SLP for any SET initiated location request. The H-SLP MAY also indicate if a D-SLP or E-SLP is a Proxy D-SLP or Proxy E-SLP, respectively, that is allowed to act as a proxy for the H-SLP and provide local D-SLP or E-SLP addresses, respectively, itself to the SET as described in the procedure for Figure 2. When D-SLP addresses are authorized by the H-SLP that are allowed to provide Network Initiated services, the H-SLP MAY indicate whether it wishes to receive a notification from the SET whenever the SET changes access to a D-SLP that can provide Network Initiated services. The H-SLP MAY also indicate whether it wishes to receive such notifications for SET access to D-SLPs authorized by a Proxy D-SLP. Whether or not the H-SLP is able to return any authorized D-SLP and/or E-SLP addresses, the H-SLP may return a minimum retry period for repeating the D-SLP and E-SLP Authorization procedure. The absence of a minimum retry period SHALL be treated the same as a zero retry period. The H-SLP May also provide any position estimate computed in step E. The SET SHALL release the TLS connection to the H-SLP and release all resources related to this session. The H-SLP SHALL release all resources related to this session. 
G. The SET MAY subsequently access for SET initiated location services any E-SLP or D-SLP authorized by the H-SLP in step F according to the following rules:
a. D-SLPs and E-SLPs SHALLbe accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
b. A D-SLP or E-SLP MAY only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the H-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
c. A D-SLP or E-SLP MAY only be accessed if the SET satisfies any provided service area and access network restrictions. If the combination type is “AND”, the SET MUST be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET MUST be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET MUST be within the service area or if the SET cannot deteremine whether it is within the service area then the SET MUST be using an access network provided for the D/E-SLP.
NOTE: A SET SHOULD use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET SHOULD NOT access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET SHOULD periodically re-verify them. If re-verification fails i.e., if the SET is no longer within the service area, the SET SHOULD cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent.
d. In the case of D-SLP access, a SET MAY only request an authorized service. This condition MAY be ignored when the H-SLP did not provide a list of authorized services.
e. In the case of D-SLP access, the SET SHALL follow any preference provided for H-SLP access. If H-SLP access is indicated as “not allowed”, the SET SHALL NOT access the H-SLP (and thus must access a D-SLP) whenever the conditions for accessing at least one D-SLP are fulfilled. If H-SLP access is indicated as “not preferred”, the SET SHALL only access the H-SLP if no D-SLP could provide the service. If H-SLP access is indicated as “preferred”, the SET shall only access a D-SLP after attempting (and failing) to obtain service from the H-SLP. If no preference is provided, the SET MAY decide its own preference for accessing a D-SLP versus the H-SLP.
For an Network Initiated service request from an authorized D-SLP, the SET MAY ignore the above restrictions as long as the D-SLP was authorized to support the particular Network Initiated service requested. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET SHOULD first follow any local regulations regarding support. A D-SLP or E-SLP authorization SHALL be considered to be terminated once any service duration has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. Authorizations are also considered to expire for any D-SLPs or E-SLPs authorized by a Proxy D-SLP or Proxy E-SLP whose service duration has expired.
5.1.2.8 D-SLP or E-SLP Authorization by a Proxy D-SLP or Proxy E-SLP
This procedure may be invoked by a SET to obtain authorization from a Proxy D-SLP or Proxy E-SLP for D-SLPs or E-SLPs, respectively, that were discovered by the SET in its local serving area. The procedure may also be invoked to receive addresses of other authorized D-SLPs from a Proxy D-SLP for the SET’s local serving area. A Proxy D-SLP or Proxy E-SLP is initially authorized by the H-SLP using the procedure for Figure 10. The H-SLP may also provide the serving area for the Proxy D/E-SLP and/or a list of access networks. When a SET satisfies all the conditions defined in step G in Figure 10 for accessing a particular Proxy D/E-SLP it may either access the Proxy D/E-SLP for location services or request authorization of other D-SLPs or E-SLPs by the Proxy D/E-SLP if these may provide better location services. Any D-SLPs or E-SLPs authorized by a Proxy D/E-SLP will be effectively restricted to providing location services for the SET within the service area for the Proxy D/E-SLP and/or from an access network authorized for the Proxy D/E-SLP according to how these restrictions are required to be combined. This is because the rules on D-SLP and E-SLP access (described further on) initially require the SET to verify access to the Proxy D/E-SLP before obtaining access to a D-SLP or E-SLP authorized by this Proxy SLP. The benefit to the H-SLP is that the H-SLP need not be aware of all D-SLPs and E-SLPs (e.g. serving small areas like shopping malls, airports, railway stations etc.) within the service area of a Proxy D/E-SLP. This benefit may be significant when the Proxy SLP is located in a different country to the H-SLP. Instead, the Proxy D/E-SLP can act as a proxy for the H-SLP in authorizing such additional D-SLPs or E-SLPs. Note that there may be an arrangement between the provider of a Proxy D/E-SLP and the provider of a D-SLP or E-SLP authorized by the Proxy D/E-SLP to avoid service overload to the D/E-SLP. The arrangement may limit the number of SETs for which the D/E-SLP can be simultaneously authorized. Such an arrangement and the manner of its support (e.g. realtime versus non-realtime) are outside the scope of this specification. A SET that supports D-SLP or E-SLP authorization from a Proxy D/E-SLP should make use of this in preference to obtaining authorization from the H-SLP whenever authorization of previously unauthorized D-SLPs or E-SLPs is needed and provided the SET also satisfies any service area or access network conditions for accessing a Proxy D/E-SLP.
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Figure 11: D-SLP or E-SLP Authorization by a Proxy D-SLP or E-SLP
A. The SET invokes the procedure to obtain the addresses of up to 10 authorized D-SLPs or up to 10 authorized E-SLPs from an authorized Proxy D-SLP or E-SLP, respectively. The Proxy D/E-SLP acts as a proxy for the H-SLP by authorizing D-SLPs or E-SLPs in its own serving area (e.g. D-SLPs or E-SLPs that are unknown to the H-SLP). The procedure MAYonly be invoked when the SET is currently able to access the Proxy D/E-SLP due to being within any associated service area and/or using any associated access network and provided any minimum retry period for a previous invocation of the procedure to the Proxy D/E-SLP has expired. When these conditions are satisfied, the SET may invoke the procedure when any of the following additional conditions apply.

a. The SET discovers a D-SLP or E-SLP address within the Proxy D/E-SLP service area and/or from an access network authorized for the Proxy D/E-SLP (according to how these conditions are required to be combined) that it would like to have authorized. 

b. In the case of D-SLP authorization, the SET is unable to obtain adequate positioning service from either the H-SLP or any authorized D-SLP (including the Proxy D-SLP and any D-SLPs currently authorized by the Proxy D-SLP).

The SET SHALL take appropriate action to establish a secure TLS connection to the Proxy D/E-SLP.

B. The SUPL Agent on the SET uses the address provided by the H-SLP for the Proxy D/E-SLP to establish a secure TLS connection to the Proxy D/E-SLP and sends a SUPL START message to start a positioning session with the Proxy D/E-SLP. The SUPL START message contains the SET capabilities (sETCapabilities). The SUPL START message also contains an SLP Query parameter (slpQuery) indicating whether the SET requests D-SLP or E-SLP addresses. For a D-SLP request, the SET SHALL include a list of any D-SLP addresses currently authorized by the Proxy D-SLP and MAY include a list of any preferred D-SLP addresses (e.g. discovered D-SLP addresses) and/or a list of any not preferred D-SLP addresses. An address on the first list MAY appear on the second or third list (but not on both). For an E-SLP request, the SET MAY include three lists of E-SLP addresses corresponding exactly to those for a D-SLP request.  In the case of a request for D-SLP addresses, the SET MAY also provide the QoP desired from the D-SLP. The SET SHALL also include the identity of the serving access network and its current position estimate if either is available.

C. The Proxy D/E-SLP proceeds to step F if it does not need to obtain the position of the SET or verify any position provided in step B. Otherwise, the Proxy D/E-SLP sends a SUPL RESPONSE message to the SET. The SUPL RESPONSE contains the intended positioning method (posMethod) and the SLP Capabilities (sLPCapabilities).

D. The SET sends a SUPL POS INIT message to the Proxy D/E-SLP. The SET SHALL send the SUPL POS INIT message even if the SET does not support the intended positioning method indicated in SUPL RESPONSE. The SUPL POS INIT message contains the SET capabilities (sETCapabilities) and optionally a SUPL POS message carrying LPP and/or TIA-801 positioning protocol messages in line with the Proxy D/E-SLP’s positioning protocol capabilities (indicated in step C in sLPCapabilities). The SET MAY also provide its position, if this is supported (as part of LPP/LPPe/TIA-801 or explicitly through the optional position parameter). If a position retrieved in - or calculated based on information received in - the SUPL POS INIT message is available that meets the required QoP, the D/H-SLP MAY directly proceed to step F and not engage in a SUPL POS session.

E. SET and Proxy D/E-SLP engage in a SUPL POS message exchange to calculate a position. The positioning methods used for this session are determined based on the capabilities exchanged by the SET and the Proxy D/E-SLP during the SUPL POS message exchange or optionally in step D. The Proxy D/E-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the Proxy D/E-SLP (SET-Based).

F. Once any position calculation is complete, the Proxy D/E-SLP determines a new set of authorized D-SLP addresses if D-SLP addresses were requested or a new set of authorized E-SLP addresses if E-SLP addresses were requested. If the SET requested D-SLP addresses and provided a QoP associated with this request in step B, a Proxy D-SLP MAY skip providing any D-SLP address if the Proxy D-SLP itself can support the QoP at the SET's current location. The Proxy D/E-SLP sends a SUPL END message to the SET with an SLP Authorization parameter (slpAuthorization) containing a list of authorized D-SLP addresses if D-SLP addresses were requested or a list of authorized E-SLP addresses if E-SLP addresses were requested. The addresses in each list are included in priority order, highest priority first, and SHALL replace any previous list of authorized D-SLPs or E-SLPs that the SET may have received from the same Proxy D/E-SLP. D-SLPs and E-SLPs that were provided by the H-SLP or by another Proxy D/E-SLP are not affected and remain authorized according to the parameters provided by the H-SLP or other Proxy D/E-SLP. The lack of such a list from the Proxy D/E-SLP being queried or a list containing no addresses for a particular requested SLP type means that no addresses for this requested SLP type were authorized by the Proxy D/E-SLP and the SET SHALL remove any addresses previously authorized by the Proxy D/E-SLP. For each provided D-SLP or E-SLP address, the Proxy D/E-SLP MAY include the service duration for which the SLP address shall be considered valid, the service area within which the SLP address may be accessed, a list of serving access networks from which the SLP address may be accessed and a combination type that defines how the service area and access network restrictions are to be combined. In the case of a provided D-SLP address, the Proxy D-SLP SHOULD not provide a list of services that the SET is permitted to engage in with this D-SLP as this may conflict with the services authorized by the H-SLP for the Proxy D-SLP. Instead, the SET SHALL assume the same services that were previously authorized by the H-SLP for the Proxy D-SLP. The proxy D-SLP SHALL  NOT provide a preference for accessing the H-SLP or provide a request for notifying the H-SLP when a D-SLP is accessed and the SET SHALL ignore any such indications if received. Whether or not the Proxy D/E-SLP is able to return authorized D-SLP and/or E-SLP addresses, the Proxy D/E MAY return a minimum retry period for repeating the D-SLP or E-SLP Authorization procedure to the same Proxy D/E-SLP. The absence of a minimum retry period is treated the same as a zero retry period.  The SET SHALL release the TLS connection to the Proxy D/E-SLP and release all resources related to this session. The Proxy D/E-SLP SHALL release all resources related to this session. 
G. The SET MAY subsequently access any E-SLP or D-SLP provided by the Proxy D/E-SLP in step F for SET initiated location services according to the following rules which employ two levels of recursion:
a. The SET SHALL initially follow the rules defined in step G of Figure 10 to determine whether to access the H-SLP or a D-SLP or E-SLP directly authorized by the H-SLP. If the SET determines that a Proxy D-SLP or Proxy E-SLP should be accessed and the Proxy D/E-SLP has itself authorized one or more other SLPs, the SET SHALL follow the rules below to determine whether to access the Proxy D/E-SLP or an SLP authorized by the Proxy D/E-SLP. 

b. D-SLPs or E-SLPs provided by the Proxy D/E-SLP SHALL be accessed in priority order – where a lower priority address is accessed only when all higher priority addresses are precluded by some other condition or cannot provide service.
c. A D-SLP or E-SLP MAY only be accessed so long as any service duration for the D-SLP or E-SLP has not expired.

NOTE: a SET SHALL terminate any session in progress with a D-SLP or E-SLP when the service duration expires unless regulatory requirements in the case of an E-SLP require otherwise. In order to avoid loss of service, it is recommended that a SET request reauthorization from the authorizing Proxy D/E-SLP of a D/E-SLP that is currently being used some time (e.g. 5 to 10 minutes) before the service duration expires.
d. A D-SLP or E-SLP provided by the Proxy D/E-SLP may only be accessed if the SET satisfies any service area and access network restrictions provided by the Proxy D/E-SLP. If the combination type is “AND”, the SET must be within the service area and using an access network provided for the D/E-SLP. If the combination type is “OR”, the SET must be within the service area or using an access network provided for the D/E-SLP. If the combination type is “Conditional OR”, the SET must be within the service area or if the SET cannot deteremine whether it is within the service area then the SET must be using an access network provided for the D/E-SLP.
NOTE: A SET SHOULD use its most recent location estimate (current or previous) to determine any service area condition. The determination may be probabilistic (i.e. determining location within the service area with some probability). Before the conditions for accessing a D/E-SLP are fulfilled, the SET SHOULD NOT access the D/E-SLP to help verify a service area condition. After the access conditions are fulfilled, the SET SHOULD periodically re-verify them. If re-verification fails, i.e., if the SET is no longer within the service area, the SET SHOULD cease access and terminate any ongoing sessions. Exact details of how these requirements are supported are implementation dependent. In the case of D-SLP access, a SET SHALL only request a service authorized by the H-SLP for the Proxy D-SLP. 
e. Preference SHOULD normally be given to accessing a D-SLP or E-SLP authorized by the Proxy D/E-SLP, provided this meets the previous conditions, rather than accessing the Proxy D/E-SLP.
For an Network Initiated service request from a D-SLP authorized by a Proxy D-SLP, the SET MAY ignore the above restrictions as long as the Proxy D-SLP was authorized by the H-SLP to support the particular Network Initiated service requested. However, privacy requirements (e.g. as defined for each Network Initiated service) should still be followed. For an Network Initiated service request from an E-SLP, whether authorized or not, the SET SHOULD first follow any local regulations regarding support. A D-SLP or E-SLP authorization from a Proxy D/E-SLP SHALL be considered to be terminated once any associated service duration for the D-SLP or E-SLP or for the parent Proxy D/E-SLP has expired. The SET may then remove any internal data associated with this D-SLP or E-SLP. 
5.1.2.9 D-SLP Access Notification to the H-SLP
This procedure is invoked by a SET to notify the H-SLP about change of D-SLP access by the SET in the event that the D-SLP supports Network Initiated services. This enables the H-SLP to track which D-SLP will have access to the SET to perform an Network Initiated location service – e.g. if a location request from an external LCS Agent sent to the H-SLP needs to be forwarded or redirected to the D-SLP. In the event that the H-SLP cannot be reached, the SET may reattempt the procedure at a later time and shall only notify the H-SLP of the most recently accessed D-SLP.
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Figure 12: D-SLP Access Notification to the H-SLP
A. The SET accesses a D-SLP that is authorized to provide Network Initiated services either for the first time or for the first time after it has accessed one or more other D-SLPs that were notified to the H-SLP. The SET takes appropriate action to establish a secure TLS connection to the H-SLP.

B. The SET uses the default address provisioned by the Home Network for an H-SLP to establish a secure TLS connection to the H-SLP and sends a SUPL REPORT message to the H-SLP. The SUPL REPORT message contains the address of the accessed D-SLP.

C. The H-SLP sends a SUPL END message to the SET indicating that the location session has ended. The H-SLP SHALL release all resources related to this session.
5.1.3 Session Info Query
Unchanged text omitted
5.1.3.1 Session Info Query with Re-notification
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Figure 13: Session Info Query with Re-notification
A. One or more triggered (or non triggered) SUPL sessions may be in progress.
B. The D/H-SLP initiates the "query for session info" session with the SET using the SUPL INIT message. The SUPL INIT message contains the positioning method (posMethod) and SLP Capabilities (sLPCapabilities). Query for session information is indicated by the positioning method (posMethod): sessioninfoquery. Before the SUPL INIT message is sent, the D/H-SLP also computes and stores a hash of the message.

C. The SET analyses the received SUPL INIT message. If found to be non authentic, the SET takes no further actions. Otherwise the SET takes needed action preparing for the establishment of a TLS connection with the D/H-SLP.

D. The SET returns the SUPL REPORT message to the D/H-SLP including a list of session-ids (sessionList) of all currently active sessions with the requesting D/H-SLP. For a request from an H-SLP, the SET SHALL also include a list of the addresses of currently authorized D-SLPs and/or E-SLPs (Authorized-D/E-SLP-List) including the addresses of any D-SLPs or E-SLPs currently authorized by a currently authorized Proxy D-SLP or Proxy E-SLP. For a request from a Proxy D-SLP, the SET SHALL include a list of the addresses of all D-SLPs (Authorized-D-SLP-List) currently authorized by this Proxy D-SLP. Currently authorized in this context means that any service duration provided earlier by the H-SLP or Proxy D-SLP for a D-SLP or E-SLP has not yet expired. The SET MAY also send the SET Capabilities (sETCapabilities) in the SUPL REPORT message. If any sessions are paused, the SET SHALL also include a list of session-ids (pauseSessionList) of all currently paused session. The SUPL REPORT message also contains a hash of the received SUPL INIT message (ver).

NOTE: 
the sessionList also includes any paused session(s) because the paused session is considered as an active session.
E. If re-notification or re-notification and verification is needed based upon a check of the subscriber privacy and the elapsed time since notification/verification last occurred for any active triggered sessions as indicated in the sessionList parameter, the SUPL NOTIFY message is sent to the SET including a list of session-ids of all sessions that needs re-notification or re-notification and verification (notificationList). The notificationList parameter also includes a notification type of each session. If there is no session that needs re-notification or re-notification and verification, the D/H-SLP SHALL directly send the SUPL END message to the SET. In the case of an H-SLP or Proxy D-SLP, the SUPL END MAY include an SLP Authorization that includes a list of authorized D-SLP addresses and/or, in the case of an H-SLP, a list of authorized E-SLP addresses. The contents and treatment of these lists SHALL be the same as that described in steps F and G of Figure 10 for an H-SLP Query or steps F and G of Figure 11 for a Proxy D-SLP Query except that if a list is not provided for a particular SLP type, the SET MAY continue to use the previous authorization for this SLP type. Note that if a list is provided that contains no SLP addresses, then the previous authorized list SHALL be removed. If the previous list contained any Proxy D/E-SLPs, then any authorization lists these provided SHALL also be removed.
F. The SET SHALL send the SUPL NOTIFY RESPONSE message to the D/H-SLP. If notification and verification was required in step E then the SUPL NOTIFY RESPONSE message includes a list of verification responses (NotificationRespList) from the user.
G. If the NotificationRespList received in step F contains one or more response types of “Not Allowed” to deny consent for the re-verification, the D/H-SLP sends the SUPL TRIGGERED STOP message to the SET including a list of session-ids of all sessions to cancel (endSessionList). The SUPL TRIGGERED STOP also contains a statusCode of “consentDeniedByUser” and may include an SLP Authorization.  The SET SHALL release all resources related to sessions indicated in the endSessionList parameter and SHALL treat any SLP Authorization the same as in step E. If there is no session to cancel, the D/H-SLP SHALL directly sends the SUPL END message to the SET and may include an SLP Authorization which SHALL be treated by the SET the same as in step E. 

H. If Step G is performed, the SET acknowledges that it has cancelled triggered sessions and interpreted any SLP Authorization with the SUPL END message sent back to the D/H-SLP. The SET SHALL release the TLS connection to the D/H-SLP and release all resources related to the Session Info Query session. The D/H-SLP SHALL release all resources related to the Session Info Query session.

I. Other remaining triggered SUPL sessions may continue.
5.1.3.2 Session Info Query with Session Termination
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Figure 14: Session Info Query with Session Termination
A. Other triggered SUPL sessions may be in progress.
B. The D/H-SLP initiates the "query for session info" session with the SET using the SUPL INIT message. The SUPL INIT message contains the positioning method (posMethod) and SLP Capabilities (sLPCapabilities). Query for session information is indicated by the positioning method (posMethod): sessioninfoquery. Before the SUPL INIT message is sent, the D/H-SLP also computes and stores a hash of the message.

C. The SET analyses the received SUPL INIT message. If found to be non authentic, the SET takes no further actions. Otherwise the SET takes needed action preparing for the establishment of a TLS connection with the D/H-SLP.

D. The SET returns the SUPL REPORT message to the D/H-SLP including a list of session-ids (sessionList) of all currently active sessions with the requesting D/H-SLP. For a request from an H-SLP, the SET SHALL also include a list of the addresses of currently authorized D-SLPs and/or E-SLPs including the addresses of any D-SLPs or E-SLPs currently authorized by a currently authorized Proxy D-SLP or Proxy E-SLP. For a request from a Proxy D-SLP, the SET SHALL include a list of the addresses of all D-SLPs currently authorized by this Proxy D-SLP. The SET MAY also send the SET Capabilities (sETCapabilities) in the SUPL REPORT message. If any sessions are paused, the SET SHALL also include a list of session-ids (pauseSessionList) of all currently paused session. The SUPL REPORT message also contains a hash of the received SUPL INIT message (ver).

E. The D/H-SLP sends the SUPL TRIGGERED STOP message to the SET to cancel any active and/or paused triggered session without waiting for the next periodic or area event trigger and in the case of an H-SLP it MAY include an SLP Authorization. The SUPL TRIGGERED STOP message contains a list of session-ids of all sessions to cancel (endSessionList) and a status code (statusCode) of “sessionStopped”. The SET SHALL release all resources related to sessions indicated in the endSessionList parameter and SHALL treat any SLP Authorization from an H-SLP or Proxy D-SLP the same as in step E in Figure 4. If there is no session to cancel, the D/H-SLP SHALL directly send the SUPL END message to the SET and in the case of an H-SLP or Proxy D-SLP MAY include an SLP Authorization which SHALL be treated by the SET the same as in step E in Figure 13.
F. The SET acknowledges that it has cancelled triggered sessions and interpreted any SLP Authorization with the SUPL END message sent back to the D/H-SLP. The SET SHALL release the TLS connection to the D/H-SLP and release all resources related to the Session Info Query session. The D/H-SLP SHALL release all resources related to the Session Info Query session.

G. Other remaining triggered SUPL sessions MAY continue.
Unchanged text omitted
5.2 Emergency Services

Regulatory requirements will dictate the conditions under which the SET should accept emergency SUPL INIT messages. For example, in many cases, the regulatory requirements only require the SET to process emergency SUPL INIT messages if the SET is currently engaged in an emergency call. Consequently, the conditions (under which the SET should accept emergency SUPL INIT messages) are outside the scope of this document.
5.2.1 Network Initiated Non-Roaming

Unchanged text omitted
5.2.2 Network Initiated Roaming

Unchanged text omitted
5.2.3 SET Initiated Non-Roaming

Unchanged text omitted
5.2.4 SET Initiated Roaming

Unchanged text omitted
5.3 Deferred Services

5.3.1 Network Initiated Triggered Periodic

Unchanged text omitted
5.3.2 Network Initiated Area and Velocity Events

Unchanged text omitted
5.3.3 SET Initiated Triggered Periodic

Unchanged text omitted
5.3.4 SET Initiated Area and Velocity Events

Unchanged text omitted
5.3.5 Generic SUPL Session

A Generic SUPL Session (GSS) is a SUPL session created to provide a SUPL session framework for positioning activities (exchange of SUPL POS messages which carry LPP/LPPe or TIA-801 payload) between a SET and an SLP. The “generic” in GSS refers to the fact that a GSS constitutes an open SUPL session i.e., a SUPL session without any directly associated SUPL service request.

A GSS can either be Network Initiated or SET Initiated. SET Initiated GSS establishment shall be subject to policy settings in the D/H-SLP. For SET Initiated sessions D/H-SLP may also choose to set up GSS without an explicit request for GSS from the SET. Once established, the D/H-SLP or the SET may invoke positioning activities without the need for formal SUPL session establishment or session termination during the entire lifetime of the GSS. GSS and non-GSS SUPL sessions may be executed simultaneously but some restrictions may apply.
The following sections define the call flows for Network and SET Initiated GSS.

5.3.5.1 Network Initiated GSS
Figure 29 shows the call flow of a Network Initiated GSS. MLP messages exchanged between the SUPL Agent and the D/H-SLP are only shown to illustrate possible interactions between SUPL Agents and the D/H-SLP during a GSS. The GSS may be established as a result of an MLP location service request by the SUPL Agent or may be established by the D/H-SLP based on some other event or condition and in the absence of any MLP location requests by the SUPL Agent.
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Figure 29: Network Initiated GSS
a. This step is optional: the SUPL Agent may send an MLP request for location service to the D/H-SLP, with which it is associated. The D/H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service requested. The D/H-SLP SHALL also provide privacy checking. The D/H-SLP MAY also verify that the target SET supports SUPL. This step is only shown as an example to illustrate that a GSS may be established as a result of an MLP location request by the SUPL Agent. A GSS may also be established by the D/H-SLP based on some other event or condition and in the absence of any MLP location requests by the SUPL Agent.
NOTE:
The specifics for determining if the SET supports SUPL are beyond the scope of SUPL 3.0. 

NOTE:
The session id used when establishing GSS must remain the same throughout the life time of the GSS. 

b. As a result of the request in step A (which is optional) or some other condition, the D/H-SLP initiates a GSS with the SET using a SUPL INIT message. The SUPL INIT message contains a positioning method (posMethod) of “GSS”. The SLP also includes the SLP Capabilities (sLPCapabilities) which are used to indicate the supported positioning protocol (LPP/LPPe or TIA-801) and the GSS Parameter (gSSParams). The GSS Parameter defines the desired duration of the GSS. If the result of the privacy check in step A indicates that notification and/or verification of the target subscriber is needed, the D/H-SLP SHALL also include the Notification parameter in the SUPL INIT message otherwise, the Notification parameter SHALL be omitted. Before the SUPL INIT message is sent, the D/H-SLP also computes and stores the hash of the SUPL INIT message.

c. The SET analyses the received SUPL INIT message. If found not to be authentic, the SET takes not further action. Otherwise, the SET takes required action to prepare for the establishment of a TLS connection with the D/H-SLP. The SET also calculates the hash of the received SUPL INIT message.

d. The SET evaluates the Notification rules and takes the appropriate action. The SET SHALL establish a TLS connection to the D/H-SLP using the D/H-SLP address which is either the H-SLP address provisioned by the Home Network or the D-SLP address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP. The SET then sends a SUPL START message to the D/H-SLP. The SUPL START message includes the SET Capabilities (sETCapabilities), GSS Parameter (gSSParams) and the hash (ver) of the received SUPL INIT message. The SET Capabilities are used to indicate to the D/H-SLP which positioning protocol(s) is/are supported by the SET. The GSS Parameter is used to indicate to the D/H-SLP which duration of GSS the SET is willing and able to support. The D/H-SLP SHALL verify that the value of the ver parameter received in SUPL START matches the one calculated and stored by the D/H-SLP in step B. If the values do not match, the D/H-SLP SHALL abort the GSS and send a SUPL END message to the SET with status code ‘authSuplinitFailure’.

e. The D/H-SLP sends a  SUPL RESPONSE message to the SET including the GSS Parameter. In line with the GSS Parameter exchange in steps B and D, the GSS Parameter is used to determine the final duration of the GSS.

f. This step is optional and may be performed by the D/H-SLP to acknowledge the MLP location request by the SUPL Agent in step A, if step A was performed.  

The GSS is now established with a pre-defined lifetime (duration). The D/H-SLP may at any time request a position activity such as assistance data provisioning, measurement and/or position request, etc. based on some condition or event. This is shown in the remainder of the call flow.

g. This step is optional but SHOULD be performed by the SET and the SLP in order to exchange their positioning capabilities unless both entities already know each other’s positioning capabilities. The positioning capabilities  exchanged in this step are those which the SET and the D/H-SLP are willing and able to use for the GSS. If SET and D/H-SLP already know each other’s positioning capabilities, this step MAY be skipped. If the exchange of positioning capabilities reveals that no suitable match exists, the D/H-SLP SHALL end the GSS by sending a SUPL END message to the SET with status code ‘gssCapabilityMismatch’.
h. This step is optional: a SUPL Agent (which may or may not be the same as the SUPL Agent of step A) sends an MLP request for location service to the D/H-SLP. The D/H-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service requested. This step is only shown as an example to illustrate that an MLP location service request may lead to a positioning activity. 

i. When the D/H-SLP decides to initiated a positioning activity (which may be the result of step H or some other condition or event) and no secure connection to the SET exists, the D/H-SLP SHALL send a SUPL REINIT message to the SET. The SUPL REINIT message SHALL contain the same session id as that of the GSS. Before the SUPL REINIT message is sent, the D/H-SLP computes and stores the hash of the SUPL REINIT message. If a secure connection already exists between SET and D/H-SLP, this step MAY be skipped.

j. This step is conditional and only occurs if step I took place. The SET analyses the received SUPL REINIT message. If found not to be authentic, the SET takes not further action. Otherwise, the SET takes required action to prepare for the establishment of a TLS connection with the D/H-SLP. The SET also calculates the hash of the received SUPL REINIT message. The SET SHALL send a SUPL POS INIT message to the D/H-SLP including the hash of the SUPL REINIT message (ver).

k. SET and D/H-SLP exchange SUPL POS messages to execute the requested positioning activity. Initial SUPL POS messages may be used if needed to provide the D/H-SLP with the access network type for the SET which may then be used to select the most appropriate positioning protocol (LPP/LPPe or TIA-801) and positioning methods.

l. This step is optional and may be performed by the D/H-SLP to provide a response to the SUPL Agent’s request for location service and may include the results of the positioning activity in step H – if step H took place. 

Steps H to L may be repeated as required and at any time during the lifetime of the GSS (this is illustrated in steps U to Y).

Z. When the end of the GSS is reached, the SET sends a SUPL END message to the D/H-SLP. SET and D/H-SLP release all resources related to the GSS.

5.3.5.2 SET Initiated GSS
Figure 30 shows the call flow of a SET Initiated GSS.
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Figure 30: SET Initiated GSS
NOTE:
The session id used when establishing GSS must remain the same throughout the life time of the GSS.
A. The SUPL Agent on the SET requests the establishment of a GSS. The SET takes appropriate action to establish a secure TLS connection to the D/H-SLP.

B. The SET uses either the default address provisioned by the Home Network for an H-SLP or the address provided or verified by the H-SLP or by a Proxy D-SLP authorized by the H-SLP for a D-SLP to establish a secure TLS connection to the D/H-SLP and sends a SUPL START message to start a GSS with the D/H-SLP. The SUPL START message contains the  SET capabilities (sETCapabilities) and GSS Parameters (gSSParams). The SET Capabilities are used to indicate to the D/H-SLP which positioning protocols are supported by the SET (LPP/LPPe or TIA-801). The GSS Parameter is used to indicate the desired duration of the GSS.

C. The D/H-SLP sends a  SUPL RESPONSE message to the SET including the SLP Capabilities and the GSS Parameter. In line with the GSS Parameter exchanged in step B, the GSS Parameter in this step is used to determine the final duration of the GSS.

The GSS is now established with a pre-defined lifetime (duration). The SUPL Agent which initiated the GSS may at any time request a position activity such as assistance data provisioning, measurement and/or position request, etc. This is shown in the remainder of the call flow.

D. This step is optional but SHOULD be performed by the SET and the SLP in order to exchange their positioning capabilities unless both entities already know each other’s positioning capabilities. The positioning capabilities  exchanged in this step are those which the SET and the D/H-SLP are willing (based on user profile, SUPL Agent Id, etc.) and able to use for the GSS. If SET and D/H-SLP already know each other’s positioning capabilities, this step MAY be skipped. If the exchange of positioning capabilities reveals that no suitable match exists, the SET SHALL end the GSS by sending a SUPL END message to the D/H-SLP with status code ‘gssCapabilityMismatch’.

E. SET and D/H-SLP exchange SUPL POS messages to execute the requested positioning activity.

Step E may be repeated as required and at any time during the lifetime of the GSS (this is illustrated in step Y).

Z. When the end of the GSS is reached, the D/H-SLP sends a SUPL END message to the SET. SET and D/H-SLP release all resources related to the GSS. 
5.3.6 Exception Procedures

5.3.6.1 Triggered Session Pause/Resume Procedure – Network Initiated
Unchanged text omitted
5.3.6.2 Triggered Session Expires while the Triggered Session is Paused – Network Initiated

This section describes the scenario where the stop time of the triggered session expires while the triggered session is paused.
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Figure 32: Network Initiated Triggered Session, triggered session expires while the triggered session is paused

A. A triggered session is ongoing.

B. The SET sends a SUPL TRIGGERED STOP message to inform the D/H-SLP that the triggered session in the SET is paused. The SUPL TRIGGERED STOP message SHALL contain the request type parameter (requestType=”pause”) to indicate that this message is sent in order to pause the current triggered session. Being paused in this context means that the triggered session is still active but that the SET SHALL NOT perform positioning and/or store enhanced cell/section measurements. In case of area event triggered services, the SET SHALL also not perform the Area ID comparison.
C. This step is optional. The D/H-SLP informs the SUPL Agent that the triggered session is paused.
NOTE: 
The implementation of this step is optional and the presence of this stepdepends on the D/H-SLP Policy and an implementation.
D. While the triggered session is paused, the stop time of the triggered session is reached.
NOTE: 
In case of a periodic triggered service, the stop time is defined by the number of fixes, the interval between fixes and the start time.
E. The target SET sends a SUPL END message to the D/H-SLP including the status code “sessionStopped” (statusCode=”sessionStopped”). The SET releases all resources related to this session.
F. The D/H-SLP sends the MLP TLRSA message to the SUPL Agent confirming cancellation of the triggered session. The D/H-SLP SHALL release all resources related to this session.
5.3.6.3 Triggered Session Pause/Resume Procedure – SET Initiated

Unchanged text omitted
5.3.6.4 Triggered Session Expires while the Triggered Session is Paused – SET Initiated

This section describes the procedure to handle the case where the stop time of the triggered session expires while the triggered session is paused.
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Figure 34: SET Initiated Triggered Session, triggered session expires while the triggered session is paused

A. A triggered session is ongoing.

B. The SET sends the a SUPL TRIGGERED STOP message to inform the D/H-SLP that the triggered session in the SET is paused. The SUPL TRIGGERED STOP message SHALL contain the request type parameter (requestType=”pause” ) to indicate that this message is sent in order to pause the current triggered session. Being paused in this context means that the triggered session is still active but that the SET SHALL NOT perform positioning and/or store enhanced cell/section measurements. In case of area event triggered services, the SET SHALL also not perform the Area ID comparisonWhile the triggered session is paused, both triggered sessions paused by the request in the D/H-SLP and the SET SHALL be still active, however the SET SHALL not perform positioning. In case of the area event triggered service, the SET SHALL not also perform the Area ID comparison.
C. While the triggered session is paused, the stop time of the triggered session is reached.
NOTE: 
In case of a periodic triggered service, the stop time is defined by the number of fixes, the interval between fixes and the start time.
D. The SET sends the a SUPL END message to the D/H-SLP including the status code “sessionStopped” (statusCode=”sessionStopped”). The SET SHALL release all resources related to this session. After receiving the SUPL END message, the D/H-SLP SHALL release all resources related to this session.
5.3.6.5 Network cancels a Triggered SUPL Session
Unchanged text omitted
5.3.6.6 SET cancels the Triggered SUPL Session
Unchanged text omitted
5.3.7 Retrieval of Historic Positions and/or Enhanced Cell Sector Measurements

Unchanged text omitted
5.3.8 Network/SET capabilities Change for Area Event Triggered Scenarios 

Area Event trigger scenarios which rely on area-ids to determine the trigger condition require updating of trigger parameters after network change since area-ids are network dependent. This assumes that a V-SLP exists which is able to update the area id parameters which are part of the trigger parameters. The described mechanism applies to Network Initiated and SET Initiated. 
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Figure 39: Network/SET capabilities change for Area Event Trigger Scenarios

A. An Area Event session is ongoing.

B. The SET monitors serving network identity and SET capabilities. If the SET detects that it has changed networks and the new serving network is not part of any downloaded area id lists or if the SET detects that the SET capabilities have changed, the SET continues to step C.

C. The SET SHALL establish a TLS connection with the D/H-SLP and send a SUPL TRIGGERED START message to request new event trigger parameters and/or positioning methods. The SUPL TRIGGERED START message contains the SET capabilities, cell/sector/AP information carried within LPP/LPPe/TIA-801 payload and the cause for re-sending the SUPL TRIGGERED START message. The SET capabilities include the supported positioning methods and positioning protocols (e.g., LPP/LPPe or TIA-801).

D. This step is optional and only applies to an H-SLP and if a network change was detected by the SET (as opposed to a change in SET capabilities only). Based on information received in the SUPL TRIGGERED START message of step C, the H-SLP determines whether a V-SLP exists which is able to update the area-id parameters. 

E. This step is optional and only applies if step D was performed: if in step D the H-SLP was able to determine a V-SLP capable of updating the area-id parameters, the H-SLP communicates with that V-SLP in order to obtain the updated area-id parameters.
F. The D/H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET including the positioning method and area event trigger parameters to be used. If a network change occurred and steps D and E were executed successfully, the SUPL TRIGGERED RESPONSE message may contain the updated area ids. If the D/H-SLP does not provide new trigger parameters in the SUPL TRIGGERED RESPONSE then the SET SHALL maintain the previous trigger parameters.

G. The Area Event session continues.
6. Security Considerations
Unchanged text omitted
7. ULP Version Negotiation

Unchanged text omitted
8. Protocols and Interfaces

Unchanged text omitted
9. ULP Message Definitions (Normative)

This section contains a normative description of the ULP messages. All messages defined in ULP contain a common part and a message specific part.

9.1 Common Part

Unchanged text omitted
9.2 Message Specific Part

The message specific part contains further parameters that are unique to each ULP message. The following sub-sections describe the message specific part of ULP messages. To maintain code backwards compatibility with SUPL 2.0, legacy SUPL 2.0 parameters are preserved in SUPL 3.0. Some parameters, however, no longer apply in SUPL 3.0. Parameters which no longer apply are marked as such in the tables of this section.

9.2.1 SUPL INIT

SUPL INIT is the initial message from the H-SLP (or D-SLP or E-SLP) to the SET in Network initiated cases.

	Parameter
	Presence
	Description

	Positioning Method
	M
	The applicability of positioning methods is limited to those methods which are bearer independent (e.g., A-GNSS, etc.). Bearer specific positioning methods (e.g., AFLT, EOTD, OTDOA, etc.) no longer apply and SHALL NOT be used. Bearer specific positioning methods are replaced by SET Assisted Generic, SET Based Generic or Other. 

This parameter defines the positioning technology desired by the SLP for the SUPL session (A-GPS SET Assisted, A-GPS SET Based, Autonomous GPS, A-GNSS SET Assisted, A-GNSS SET Based, Autonomous GNSS, SET Assisted Generic, SET Based Generic and Other).

If Positioning Method is AGNSS SET Assisted or AGNSS SET Based, the parameter GNSS Positioning Technology MUST be present to indicate the actual positioning technologies.
If Positioning Method is Autonomous GNSS, the parameter GNSS Positioning Technology MAY be present.

In line with the SET Capabilities, the SLP MAY change the positioning method used in the actual positioning session regardless of the positioning method parameter.

	Notification
	O
	When Notification Mode is Normal Notification /Verification, this field is used to provide instructions to the SET with respect to notification and privacy. If this field is not present the SET SHALL interpret the request as type “No notification & no verification“.

When Notification Mode is Notification/Verification based on location, this field SHALL NOT be used by the SLP and the SET.

	SLP Address
	CV
	This parameter is not applicable since non-proxy mode is not supported in SUPL 3.0 and is only maintained for code backwards compatibility with SUPL 2.0. This parameter SHALL NOT be used.

	QoP
	O
	Desired Quality of Position. This parameter is also used as reporting criteria for stored historical position estimates. If used in this way, only the spatial components (horacc and veracc) apply and define the accuracy requirements which must be satisfied in order to report any historic position estimate.

QoP SHALL NOT be present if High Accuracy QoP is present and vice versa.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. This parameter SHALL be set to proxy mode since non-proxy mode is not supported in SUPL 3.0.

	MAC 
	O
	Not applicable in SUPL 3.0. This parameter SHALL NOT be used.

	Key Identity
	CV
	Not applicable in SUPL 3.0. This parameter SHALL NOT be used.

	Notification Mode
	O
	This parameter indicates whether the notification and verification is based on location or not. If not present, normal notification is assumed.

	Supported Network Information
	O
	This parameter is not applicable in SUPL 3.0. This parameter SHALL NOT be used.

	Trigger Type
	CV
	This parameter indicates network initiated service type:

· Periodic

· Area event

· Velocity event
This parameter is conditional and only used if a triggered session is requested in the SUPL INIT message.

	E-SLP Address
	CV
	This parameter provides the E-SLP address.This parameter SHALL be included if the sender of the SUPL INIT is an E-SLP. Use of an FQDN is preferred over an IP address unless the request is associated with an ongoing emergency call.

	Historic Reporting
	CV
	This parameter defines the criteria for reporting of stored historical position estimates and/or enhanced cell/sector measurements.

This parameter is conditional and MUST be used if the SUPL INIT message is used to initiate retrieval of stored historical position estimates and/or enhanced cell/sector measurements. Otherwise this parameter is not used.

	Protection Level
	O
	This parameter defines the protection level of the SUPL INIT protection. This parameter is optional. If not present, no protection is implicitly assumed.

	GNSS Positioning Technology
	O
	Defines the actual GNSSs allowed for AGNSS SET Assisted, AGNSS SET Based or Autonomous GNSS in the Positioning Method parameter.

· GPS

· Galileo

· SBAS
· Modernized GPS
· QZSS
· GLONASS
NOTE: GPS MUST NOT be the only allowed GNSS in this parameter.

	Minimum Major Version
	O
	This parameter defines the minimum major version supported by the SLP which is compatible with the requested service. This parameter is optional. If not present, the only version compatible with the requested service is the version parameter (see common part in section 9.1). The minimum major version must always be smaller than the major version.

Range: 0 to 255

	SLP Capabilities
	O
	This parameter defines the SLP capabilities which include the supported positioning protocols (LPP/LPPe and/or TIA-801).

	GSS Parameters
	CV
	This parameter is only used for GSS in which case it is mandatory. The parameter defines the length of the Generic SUPL Session in terms of either duration or number of SUPL POS messages allowed within one GSS.

	Extended Notification
	O
	This parameter provides additional notification information to the SET.

	D-SLP Address
	CV
	This parameter provides the address of a D-SLP and SHALL be included when the sender of the SUPL INIT is a D-SLP.

	High Accuracy QoP
	O
	This parameter is used to specify the desired quality of position for high accuracy positioning. If this parameter is present, high accuracy positioning should be used if supported and applicable.

This parameter is also used as reporting criteria for stored historical position estimates. If used in this way, only the spatial components (horacc and veracc) apply and define the accuracy requirements which must be satisfied in order to report any historic position estimate.

QoP and High Accuracy QoP are mutually exclusive.


Table 9: SUPL INIT Message

9.2.2 SUPL REINIT

SUPL REINIT is a message from the SLP to the SET. SUPL REINIT is used in Network Initiated GSS scenarios where the SLP initiates a positioning activity with the SET when no secure connection exists. SUPL REINIT only applies to an existing GSS. Except for Common Part parameters, SUPL REINIT does not have any parameters.
9.2.3 SUPL SET INIT

Unchanged text omitted
9.2.4 SUPL START

Unchanged text omitted
9.2.5 SUPL RESPONSE

Unchanged text omitted
9.2.6 SUPL POS INIT

Unchanged text omitted
9.2.7 SUPL POS

Unchanged text omitted
9.2.8 SUPL END

Unchanged text omitted
9.2.9 SUPL TRIGGERED START

SUPL TRIGGERED START is the initial message from the SET to the H-SLP or D-SLP for establishing a triggered session.

	Parameter
	Presence
	Description

	SET capabilities
	M
	Defines the capabilities of the SET

	Location ID
	M
	This parameter is not applicable in SUPL 3.0. Since the parameter is mandatory, it MUST be present and the Cell Info element SHALL be set to ‘noCellInfo’.

	Ver
	CV
	This parameter contains a hash of the SUPL INIT message. In Network Initiated mode, the SET SHALL calculate the hash of the received SUPL INIT message and include the result in this parameter.

This parameter SHALL NOT be included in a  SUPL TRIGGERED START sent to request new trigger parameters.

	QoP
	O
	Desired Quality of Position.

QoP and High Accuracy QoP are mutually exclusive.

	Multiple Location IDs
	O
	This parameter is not applicable in SUPL 3.0. Since the parameter is mandatory, it should be set to an arbitrary but fixed value.

	Third Party
	CV
	The identity of the Third Party.

This parameter is not applicable in SUPL 3.0 and SHALL NOT be used.

	>Third Party ID
	M
	The identity of the Third Party.

	Application ID
	O
	The identifier of the requesting application on the SET.

	Trigger Type
	CV
	This parameter indicates SET initiated trigger service type:

· Periodic

· Area event

· Velocity event
For network initiated trigger service, it MUST not be present.

	Trigger Params
	CV
	This parameter indicates parameters of the trigger session.
For network initiated trigger service, this parameter MUST NOT be present.
For SET initiated trigger service, this parameter MUST be present.

	Position
	O
	Defines the position of the SET.

	Reporting Capability
	CV
	This parameter defines the reporting capabilities of the SET on a per SUPL session basis (there is a Reporting Capability parameter as part of SET Capabilities -> Service Capabilities which reflects the generic SET Reporting Capabilities). This parameter is conditional and only used for triggered periodic scenarios. The values of this parameter MUST be consistent with the values of Reporting Capability as part of SET Capabilities.

For periodic triggered services, this parameter MUST be present.
For area or velocity event triggered services, this parameter MUST NOT be present.

	>minimum interval between fixes
	M
	Defines the minimum interval between fixes allowed by the SET.

This parameter is used by the H-SLP or D-SLP to avoid conflict between the desired interval between fixes and the SET’s capabilities. Range: 1 to 3600, Units in seconds.

	>maximum interval between fixes
	O
	Defines the maximum interval between fixes allowed by the SET.

This parameter is used by the H-SLP or D-SLP to avoid conflict between the desired interval between fixes and the SET’s capabilities. This parameter is optional. If not present, no maximum interval between fixes is specified.

Range: 1 to 1440, Units in minutes.

	>Rep Mode
	M
	This parameter is a bit map indicating the supported reporting mode(s):

· Real time

· Quasi real time

· Batch reporting
At least one of the three reporting modes must be supported.

	>Batch Report Capability
	CV
	If batch reporting is supported as reporting mode, this parameter defines the type of reports which are supported:

· Position

· Measurement data

· Position and Measurement data

The maximum number of positions and/or measurements the SET is able to store are defined as:

· Maximum number of positions

· Maximum number of measurements

These parameters are optional. If not present, no limit is specified.

	Cause Code 
	O
	This parameter indicates the reason for sending this message during an ongoing triggered session. The value could be:
· Serving Network not in Area Id list 
· SET capabilities has changed
· No SUPL coverage

	Positioning Payload
	CV
	The LPP/LPPe or TIA-801 payload.

In the context of Network Change for Area Event Triggered scenarios (see section 5.3.8), this parameter SHALL be provided by the SET. Otherwise this parameter MUST NOT be used. 

	Reference Point Id
	CV
	This parameter provides a Reference Point Id and is used to indicate that  the requested position estimate should be expressed relative to a reference position (relative position). This parameter is only used in the context of periodic triggered services.

This parameter SHALL be included when the SET requests a relative location estimate and SHALL otherwise be absent.

The SLP should reject the request by sending a SUPL END if unable to support location relative to the provided reference point.

Note: the reference point is defined via its unique Id and not via coordinate points.

The definition of Reference Point Id is as per [OMA-LPPe].

	High Accuracy QoP
	O
	This parameter is used to specify the desired quality of position for high accuracy positioning. If this parameter is present, high accuracy positioning should be used if supported and applicable.
QoP and High Accuracy QoP are mutually exclusive.


Table 16: SUPL TRIGGERED START Message
Unchanged text omitted
10. Parameter Definitions (Normative)

This section contains descriptions of the parameters used in ULP messages.

Unchanged text omitted
10.6   Position

	Parameter
	Presence
	Value/Description

	Position
	
	This parameter describes the position of the SET. The parameter also contains a timestamp and optionally the velocity. 

	>Timestamp
	M
	Time when position fix was calculated.

	>Position Estimate
	M
	

	>>Sign of latitude
	M
	Indicates North or South.

	>>Latitude
	M
	Integer (0..223-1). 

The latitude encoded value (N) is derived from the actual latitude X in degrees (0°..90°) by this formula:

N ( 223 X /90 < N+1

	>>Longitude
	M
	Integer (-223.. 223-1).

The longitude encoded value (N) is derived from the actual longitude X in degrees (-180°..+180°) by this formula:

N ( 224 X /360 < N+1

	>>Uncertainty ellipse (semi major, semi minor, major axis)
	O
	Contains the latitude/longitude uncertainty code associated with the major axis, and the uncertainty code associated with the minor axis and the orientation, in degrees, of the major axis with respect to the North. For the correspondence between the latitude/longitude uncertainty code and meters refer to [3GPP GAD] for details.

	>>Confidence
	O
	Represents the confidence by which the position of a target entity is known to be within the shape description (i.e., uncertainty ellipse for 2D‑description, uncertainty ellipsoid for 3D‑description) and is expressed as a percentage.

This is an integer (0..100).

	>>Altitude information
	O
	SHALL be present for a 3D position information; it SHALL remain absent for 2D position information.

	>>>Altitude direction
	M
	Indicates height (above the WGS84 ellipsoid) or depth (below the WGS84 ellipsoid).

	>>>Altitude
	M
	Provides altitude information in meters. 

Integer (0..215-1). Refer to [3GPP GAD] for details

	>>>Altitude uncertainty
	M
	Contains the altitude uncertainty code. Refer to [3GPP GAD] for details 

	>>highAccuracy3Dposition
	O
	Defines the high accuracy 3D position as defined in [OMA-LPPe]

	>Velocity 
	O
	Speed and bearing values as defined by the Velocity type.


Table 28: Position Parameter

The definition and coding of the position estimate parameter (ellipsoid point with altitude, uncertainty ellipse and altitude uncertainty) is based on [3GPP GAD]. The Datum used for all positions are WGS-84.

The definition and coding of the high accuracy 3D position is based on [OMA-LPPe]. If a LPPe version has been selected for the positioning session, then that same version SHALL be used. Otherwise version 1.0 of LPPe SHALL be used. 

Since the low accuracy position estimate is mandatory, both low accuracy and high accuracy position estimate SHALL be sent in case of high accuracy position estimate reporting. When both are sent, they SHALL be consistent with each other.

Unchanged text omitted
10.17.2.1  Periodic Params

This section describes the construct of the Periodic Triggers Params. This parameter is required if trigger type is set to Periodic.

	Parameter
	Presence
	Value/Description

	Number Of Fixes
	M
	Describes the number of fixes during the periodic triggered session. (range: 1 to 8639999).

For compatibility with MLP and RLP number of fixes * interval between fixes SHALL not exceed 8639999 (100 days).

	Interval Between Fixes
	M
	Describes the interval between the start of position fixes for periodic trigger. Units in seconds (range: 1 to 8639999)

	StartTime
	O
	It indicates when the SET is to start the first position fix. Start Time is interpreted relative to the current time i.e. to the time when the message containing the parameter is received by the H-SLP or D-SLP or the SET.
Start Time is OPTIONAL. If not present, the SET is to start the first fix immediately. Units in seconds (range: 0 to 2678400).


Table 43: Periodic Params Parameters

10.17.2.2   Area Event Params

This section describes the construction of the Area Event trigger Params. This parameter is required if trigger type is set to Area Event (for more information about Area Event Triggers see Appendix G and H).

The Area Event trigger can be one of the following types:
· Entering: the SET reports to the SLP when it first detects that it is inside the predefined area. If repeated reporting is present, the SET then reports once more for each time it detects that it has re-entered the predefined area after having left in the meantime.

· Inside: the SET reports to the SLP when it is within the predefined area.
· Outside: the SET reports to the SLP when it is outside the predefined area.

· Leaving: the SET reports to the SLP when it first detects that it is outside the predefined area. If repeated reporting is present, the SET then reports once more for each time it detect that it has exited the predefined area after having been inside again.

	Parameter
	Presence
	Value/Description

	Area Event Type
	M
	Describes the area event trigger type. This parameter describes what kind of event should trigger a report. The valid types are:
· Entering event type
· Inside event type
· Outside event type

· Leaving event type

	Location estimate
	M
	The value of this parameter is “true” or “false”. If true, it indicates the location estimates is required. If false, it indicates the location estimates is not required. For SET-Initiated triggered services this parameter is not useful and therefore in this case it SHALL be ignored by the SLP.

	Repeated reporting
	O
	Defines the parameters for repeated reporting. If not present, only one report SHALL be sent.
When repeated reporting is used, the SET and the SLP SHALL maintain the triggered event session until the maximum number of reports has been sent, the stop time (if included) has been reached, or either the SET or the SLP has sent a SUPL TRIGGERED STOP or a SUPL END to end the session.

	>Minimum Interval Time
	M
	Defines the minimum time between reports from SET in an Area Event Trigger session. For repeated reporting, an area event trigger cannot  be fulfilled unless the minimum time interval has elapsed since the last report.

Range: (1..604800). Units in seconds.

	>Maximum Number of Reports
	M
	Defines the maximum number of reports in an Area Event Trigger session.

Range: (1..1024)

	Start Time
	O
	Indicates the start of the period when the trigger condition is able to be fulfilled. Start Time is interpreted relative to the current time i.e. to the time when the message containing the parameter is received by the H-SLP or D-SLP or the SET.

Start Time is OPTIONAL. If not present, a Start Time of 0 SHALL be used and the trigger condition is allowed to be fulfilled immediately. Units in seconds (range: 0 to 2678400).

	Stop Time
	O
	Stop Time is interpreted relative to the current time i.e. to the time when the message containing the parameter is received by the H-SLP or D-SLP or the SET. It indicates when the SET shall stop the triggered session if it has not already been stopped for other reasons. The SET SHALL use a SUPL END message as defined in section 5.3.2.1, Figure 23 for Network Initiated sessions. For SET Initiated sessions, the SET SHALL use a SUPL END message as defined in section 5.3.4.1, Figure 27 .
Stop Time is OPTIONAL. If not present, a Stop Time of 8639999 seconds after the start time SHALL be used. Stop Time SHALL be greater than Start Time (if present). Stop Time – Start Time SHALL NOT be more than 8639999 (100 days in seconds)

Units in seconds (range: 0 to 11318399).

	Geographic Target Area List
	O
	Defines a list of geographic target areas. This parameter is OPTIONAL.
Maximum number of areas are according to element Max Geo Target Area in SET capabilities.

	> Geographic Target Area
	M
	Defines a geographic target area in terms of either: 

· CircularArea 

· EllipticalArea 

· Polygon

	Area Id Lists
	CV
	This parameter contains one or more Area Id lists. This parameter is REQUIRED when the Geographic Target Area List is NOT present and is OPTIONAL when the Geographic Target Areas are present. The maximum number of Area Id lists to be included is determined by the element “Max Area Id List” in SET capabilities. 
Note: if this parameter is included in the SUPL TRIGGERED START message it is ignored by the SLP.

	>Area Id list
	M
	Each Area Id list consists of a set of Areas Ids. If Geographic Target Area List is present then it may include a Geographic Area Mapping List.

	>>Area Id Set
	M
	A list of area ids. The area ids listed can be any combination of GSM Area Ids, WCDMA/TD-SCDMA Area Ids, CDMA Area Ids, HRPD-Area Ids, LTE-Area Ids, WLAN Area Ids or WiMAX Area Ids. Each set can contain from 1 to [MaxAreaId] area ids. Note that if Area Ids of different bearer networks are provided, Border and Within lists can only be considered complete if the SET monitors each of the bearers.

	>>Area Id Set Type
	CV
	This parameter indicates the position of the Area Id Set relative to the Geographic Target Area, This parameter can be of type

· “Border” (of the Geographic Target Area) 
· “Within” (the Geographic Target Area)

This parameter is conditional and may only be present when the Geographic Target Area List parameter is present.

The “within” area id list is completely within the geographic target area and the “border” area id list combined with the “within” area id list SHOULD completely cover the geographic target area. Both area id lists are mutually exclusive.

Using this parameter the SET may decide whether or not to use high precision positioning. 

(See Appendix B.7 for additional information).

	>> Geographic Area Mapping List
	O
	Represents the Geographic Target Areas to which the Area Id list applies. (Example: 1,3,7,8).

The number of entries can be from 1 to the number of Geographic Target Area elements 

The value of each entry can be from 1 to the number of Geographic Target Area elements. 


Table 44: Area Event Parameters

10.17.2.3  Velocity Event Params

This section describes the Velocity Event trigger Params. This parameter is required if trigger type is set to Velocity Event.

The Velocity Event trigger can be one of the following types:
· Increasing Above: the SET reports to the SLP when its speed increases above the target speed. If repeated reporting is enabled, the SET reports each time its speed increased above the target speed provided the minimum time between reports has elapsed (this implies that in between reports, the speed of the SET has decreased below the target speed).
· Above: the SET reports to the SLP when its speed is above the target speed. If repeated reporting is enabled, the SET reports each time its speed is above the target speed provided the minimum time between reports has elapsed since the last report.
· Decreasing Below: the SET reports to the SLP when its speed decreases below the target speed. If repeated reporting is enabled, the SET reports each time its speed decreases below the target speed provided the minimum time between reports has elapsed (this implies that in between reports, the speed of the SET has increased above the target speed).
· Below: the SET reports to the SLP when its speed is below the target speed. If repeated reporting is enabled, the SET reports each time its speed is below the target speed provided the minimum time between reports has elapsed since the last report.

	Parameter
	Presence
	Value/Description

	Velocity Event Type
	M
	Describes the velocity event trigger type. This parameter describes what kind of event should trigger a report. The valid types are:

· Increasing Above
· Above
· Decreasing Below
· Below

	Velocity estimate
	M
	The value of this parameter is “true” or “false”. If true, it indicates the velocity estimates is required. If false, it indicates the velocity estimates is not required. For SET-Initiated triggered services this parameter is not useful and therefore in this case it SHALL be ignored by the SLP.

Note: velocity is always reported as part of position.

	Repeated reporting
	O
	Defines the parameters for repeated reporting. If not present, only one report SHALL be sent.
When repeated reporting is used, the SET and the SLP SHALL maintain the triggered event session until the maximum number of reports has been sent, the stop time (if included) has been reached, or either the SET or the SLP has sent a SUPL TRIGGERED STOP or a SUPL END to end the session.

	>Minimum Interval Time
	M
	Defines the minimum time between reports from the SET in a Velocity Event Trigger session. For repeated reporting, an velocity event trigger cannot  occur unless the minimum time interval has elapsed since the last report.

Range: (1..604800). Units in seconds.

	>Maximum Number of Reports
	M
	Defines the maximum number of reports in a Velocity Event Trigger session.

Range: (1..1024)

	Start Time
	O
	Indicates the time the trigger is armed. Start Time is interpreted relative to the current time i.e. to the time when the message containing the parameter is received by the H-SLP or D-SLP or the SET.

Start Time is OPTIONAL. If not present, a Start Time of 0 SHALL be used and the trigger is armed immediately. Units in seconds (range: 0 to 2678400).

	Stop Time
	O
	Stop Time is interpreted relative to the current time i.e. to the time when the message containing the parameter is received by the H-SLP or D-SLP or the SET. It indicates when the SET shall stop the triggered session if it has not already been stopped for other reasons. The SET SHALL use a SUPL END message as defined in section 5.3.2.1, Figure 23 for Network Initiated sessions. For SET Initiated sessions, the SET SHALL use a SUPL END message as defined in section 5.3.4.1, Figure 27.

Stop Time is OPTIONAL. If not present, a Stop Time of 8639999 seconds after the start time SHALL be used. Stop Time SHALL be greater than Start Time (if present). Stop Time – Start Time SHALL NOT be more than 8639999 (100 days in seconds)

Units in seconds (range: 0 to 11318399).

	Target Speed
	O
	The target speed (speed which triggers a velocity trigger event).


Table 52: Velocity Event Parameters 

Unchanged text omitted
10.31 SLP Query
The SLP Query parameter is used to request a list of authorized D-SLP and/or E-SLP addresses, from the H-SLP, a proxy D-SLP or a proxy E-SLP, that are applicable to the current SET location and/or serving access network.

	Parameter
	Presence
	Value/Description

	SLP Query
	-
	Requests provision of one or more D-SLP and/or E-SLP addresses.

	> D-SLP Query
	O
	This parameter SHALL be included in a request for authorized D-SLP addresses.

	>> Authorized D-SLP Address List
	CV
	This parameter provides a list of the addresses of any D-SLPs previously authorized by the SLP to which the SLP Query is sent. 

	>> Preferred D-SLP Address List
	O
	This parameter provides a list of any D-SLP addresses preferred by the SET. This list may include addresses of previously authorized D-SLPs and/or addresses of new D-SLPs discovered by the SET.

	>> Not preferred D-SLP Addresses
	O
	This parameter provides a list of any D-SLP addresses not preferred by the SET. This list may include addresses of previously authorized D-SLPs (e.g. that were not able to provide adequate service).

	>> QoP
	O
	This parameter indicates which QoP is requested. This parameter may be used by the SLP to authorize D-SLPs.dy that Proxy D-SLP.LP, the SUPL REPORT message contains the addresses of all currently authorized D-SLPs 

	> E-SLP Query
	O
	This parameter SHALL be included in a request for authorized E-SLP addresses.

	>> Authorized E-SLP Address List
	CV
	This parameter provides a list of the addresses of any E-SLPs previously authorized by the SLP to which the SLP Query is sent. 

	>> Preferred E-SLP Address List
	O
	This parameter provides a list of any E-SLP addresses preferred by the SET. This list may include addresses of previously authorized E-SLPs and/or addresses of new E-SLPs discovered by the SET.

	>> Not preferred E-SLP Addresses
	O
	This parameter provides a list of any E-SLP addresses not preferred by the SET. This list may include addresses of previously authorized E-SLPs (e.g. that were not able to provide adequate service).

	> Access Network
	CV
	This parameter identifies the serving access network. This parameter SHALL be provided if available.


Table 66: SLP Query Parameter
Unchanged text omitted
10.32   SLP Authorization
The SLP Authorization parameter is used to provide one or more authorized D-SLP and/or E-SLP addresses and provide optional limitations on the use of these addresses. 
	Parameter
	Presence
	Value/Description

	SLP Authorization
	-
	Provides one or more authorized D-SLP and/or E-SLP Addresses.

	> D-SLP Authorization List
	CV
	This parameter is included to provide one or more authorized D-SLP addresses and associated conditions for accessing each address. D-SLP addresses are provided in priority order (highest priority first) where a higher priority D-SLP shall be accessed by the SET in preference to a lower priority D-SLP when associated service area and access network conditions are satisfied. In a response to a SET request for D-SLP addresses, the absence of this parameter or the presence of this parameter containing no D-SLP addresses indicates no D-SLPs are authorized: any D-SLPs previously authorized by the SLP sending the response shall then be considered de-authorized by the SET with any associated SUPL sessions in progress being terminated by the SET with a SUPL END message. If a previously authorized Proxy D-SLP is thereby de-authorized, any D-SLPs authorized by the Proxy D-SLP are also de-authorized.  

	>> D-SLP List
	M
	This parameter provides the authorized D-SLP addresses and conditions for accessing each address.

	>>> D-SLP Address
	M
	This field provides an authorized D-SLP address in the form of an FQDN.

	>>> Service Duration
	O
	This parameter provides the duration of the D-SLP authorization. If this parameter is absent, the duration is unlimited.

	>>> Service Area
	O
	This parameter provides a geographic area within which the authorized D-SLP may be accessed. If this parameter is absent, no service area is explicitly authorized though access to the D-SLP may still be permitted via the Access Network List.

	>>> Access Network List
	O
	This parameter provides a list of access networks from which the authorized D-SLP address may be accessed. If this parameter is absent, no access networks are explicitly authorized though access to the D-SLP may still be permitted via the Service Area.

	>>> Combination Type
	O
	This parameter defines how the Service Area and Access Network List restrictions are combined. The alternatives are:

· AND (SET  must be within the service area AND using an allowed access network)

· OR (SET must be within the service area OR using an allowed access network)

· Conditional OR (SET must be within the service area. If the SET cannot determine whether it is within the service area, the SET must use an allowed access network)

The default if this parameter is not included is OR.

	>>> Services
	O
	This parameter provides a list of services that a SET may engage in with the authorized D-SLP. Allowed services are indicated by a Boolean TRUE value and disallowed services are indicated by FALSE values. A SET SHALL not request or accept a request for any disallowed service. This parameter SHALL not be included for a D-SLP authorized by a Proxy D-SLP and SHALL be ignored if included. If this parameter is absent for an authorization received from the H-SLP, all services are allowed. In the case of authorization by a Proxy D-SLP, the services allowed for the D-SLP being authorized are the same as those authorized by the H-SLP for the Proxy D-SLP.

	>>> Proxy D-SLP
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This presence of this parameter indicates that the D-SLP can act as a proxy for the H-SLP to provide authorized D-SLP addresses to the SET. Any D-SLP addresses provided by a Proxy D-SLP are treated separately to addresses provided by the H-SLP or by another Proxy D-SLP.

	>> H-SLP Access Preference
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This parameter indicates whether the H-SLP may be accessed by the SET instead of a D-SLP for SET initiated location services. The following values are supported: 

J. Access to H-SLP not allowed

· Access to H-SLP not preferred (H-SLP to be used as a backup)

· Access to H-SLP preferred (D-SLP to be used as a backup) 

Absence of the parameter means there is no preference and the SET may access either the H-SLP or a D-SLP.  
Note: existing H-SLP sessions SHALL not be affected by this parameter.

	>> Report D-SLP Access
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This parameter is included to request notification from the SET to the H-SLP when the SET changes access to any D-SLP authorized to provide Network Initiated services. The notification can assist the H-SLP to redirect or forward location requests for the SET from external SUPL Agents to the most recently notified D-SLP. 

	>>> Include Proxy D-SLP Authorized D-SLPs
	M
	This parameter indicates whether D-SLPs authorized by a Proxy D-SLP that supports Network Initiated services shall be notified to the H-SLP (TRUE) or not (FALSE) in addition to D-SLPs directly authorized by the H-SLP.

	> E-SLP Authorization List
	CV
	This parameter is included to provide one or more authorized E-SLP addresses and associated conditions for accessing each address. E-SLP addresses are provided in priority order (highest priority first) where a higher priority E-SLP shall be accessed by the SET in preference to a lower priority E-SLP when associated service area and access network conditions are satisfied. In a response to a SET request for E-SLP addresses, the absence of this parameter or the presence of this parameter containing no E-SLP addresses indicates no E-SLPs are authorized: any E-SLPs previously authorized by the SLP sending the response shall then be considered de-authorized by the SET with any associated SUPL sessions in progress being terminated by the SET by sending a SUPL END. If a previously authorized Proxy E-SLP is thereby deauthorized, any E-SLPs authorized by the Proxy E-SLP are also de-authorized. Exceptions to these rules may exist according to local regulatory requirements – e.g. a SET may accept an Network Initiated request for a single fix from an E-SLP when engaged in an emergency call regardless of whether the E-SLP was or was not authorized by the H-SLP.

	>> E-SLP List
	M
	This parameter provides the authorized E-SLP addresses and conditions for accessing each address.

	>>> E-SLP Address
	M
	This field provides an authorized E-SLP address in the form of an FQDN.

	>>> Service Duration
	O
	This parameter provides the duration of the E-SLP authorization. If this parameter is absent, the duration is unlimited.

	>>> Service Area
	O
	This parameter provides a geographic area within which the authorized E-SLP may be accessed. If this parameter is absent, no service area is explicitly authorized though access to the E-SLP may still be permitted via the Access Network List.

	>>> Access Network List
	O
	This parameter provides a list of access networks from which the authorized E-SLP address may be accessed. If this parameter is absent, no access networks are explicitly authorized though access to the E-SLP may still be permitted via the Service Area.

	>>> Combination Type
	O
	This parameter defines how the Service Area and Access Network List restrictions are combined. The alternatives are:

· AND (UE must be within the service area AND using an allowed access network)

· OR (UE must be within the service area OR using an allowed access network)

· Conditional OR (UE must be within the service area. If the UE cannot determine whether it is within the service area, the UE must use an allowed access network)

The default if this parameter is not included is OR.

	>>> Proxy E-SLP
	CV
	This parameter is conditional and may only be sent by the H-SLP.

This presence of this parameter indicates that the E-SLP can act as a proxy for the H-SLP to provide authorized E-SLP addresses to the SET. Any E-SLP addresses provided by a Proxy E-SLP are treated separately to addresses provided by the H-SLP or by another Proxy E-SLP.

	> Minimum retry period
	O
	This parameter provides the minimum time period that the SET must wait before instigating a new D-SLP or E-SLP Authorization request. The parameter is valid in both a response to a SET SLP Authorization request and in an unsolicited SLP Authorization (e.g. for the Session Info Query procedure or in the SUPL END sent by the H-SLP or by a Proxy D-SLP or E-SLP for any SUPL session). The parameter only applies to the SLP that sent it – e.g. the minimum retry period for a Proxy D-SLP does not affect requests to the H-SLP and vice versa.


Table 67: SLP Authorization Parameter
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