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1. Scope

This document is a combined document that includes requirements, architecture and the technical specification of the SUPL Configuration Services (SUPLCS) enabler.

The purpose of the SUPL Configuration Service 1.0 enabler is to provide a mobile operator the ability to host a SUPL configuration and provisioning service that SUPL devices may query to obtain SUPL configuration information.

The configuration information may include but not be limited to:

· A Commercial SLP or Emergency Services SLP for each roaming partner of a mobile operator.

· A Commercial SLP for the use of the handset OEM.

· A Commercial SLP for operating system vendors.

· A Commercial SLP for a defined regional area.  This SLP may be a D-SLP
· A Commercial SLP to utilize for an individual application.

· Application Identifier information to be used when using the SUPL 2.0 or above enablers.

This complex SLP configuration mechanism is needed to allow the mobile operator the most flexibility when building their mobile LBS platforms.  Implementing the SUPL Configuration Services will minimize the expense of the operator as they will no longer have to pay SLP vendors for application use where the operator does not sponsor the application.

This document will define the methods for obtaining SUPL configuration data from a mobile operator.  The architecture for transferring the configuration data will be implemented using the OMADM Management [OMA DM] enabler. 
2. References

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SUPL MO]
	“OMA Management Object for SUPL”, Version 2.0, Open MobileAlliance™, OMA-TS-SUPL-MO-V2_0, 
URL:http//www.openmobilealliance.org/

	[OMA-DM-V1_2_1]
	"Device Management", Version 1.2.1, Open Mobile Alliance™, OMA-ERP-DM-V1_2_1, URL:http://www.openmobilealliance.org/


	[OMA-DM-V1_3]
	"Device Management", Version 1.3, Open Mobile Alliance™, OMA-ERP-DM-V1_3, URL:http://www.openmobilealliance.org/

	[OMA-DM-V2_0)]
	"Device Management", Version 2.0, Open Mobile Alliance™, OMA-ERP-DM-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-DM-StdObj]
	"OMA Device Management Standardized Objects", Version 2.0, Open Mobile Alliance™, OMA-TS-DM_StdObj-V2_0-20100609-D

	[OMA-SUPL-V1_0]
	“Secure User Plane Location”, Version 1.0, Open Mobile Alliance™, OMA-ERP-SUPL-V1_0, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_0]
	“Secure User Plane Location”, Version 2.0, Open Mobile Alliance™, OMA-ERP-SUPL-V2_0, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_0_1]
	“Secure User Plane Location”, Version 2.0.1, Open Mobile Alliance™, OMA-ERP-SUPL-V2_0_1, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V2_1]
	“Secure User Plane Location”, Version 2.1, Open Mobile Alliance™, OMA-ERP-SUPL-V2_1, URL:http://www.openmobilealliance.org/

	[OMA-SUPL-V3_0]
	“Secure User Plane Location”, Version 3.0, Open Mobile Alliance™, OMA-ERP-SUPL-V3_0, URL:http://www.openmobilealliance.org/

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	
	


2.2 Informative References
	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	[OMA DM]
	This reference will be used when referring to OMA DM content that is not release specific.  See Normative References for OMA DM specific references.

	[SUPL]
	This reference will be used when referring to OMA SUPL content that is not release specific.  See Normative References for OMA SUPL specific references.


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	SUPL Configuration Services
	The SUPL Configuration Services (SUPL CS) enabler allows a mobile operator to define and configure multiple SLP's to be enabled for their subscribers handsets to utilize.

	SUPL Roaming
	For positioning not associated with an emergency services call, SUPL roaming occurs when a SET leaves the service area of its H-SLP.   The service area of an H-SLP or E-SLP includes the area within which the H-SLP or E-SLP can provide a position estimate for a SET or relevant assistance data to a SET without contacting other SLPs.  It should be noted that an H-SLP or E-SLP service area is not necessarily associated with the service area(s) of the underlying wireless network(s).


3.3
Abbreviations
	D-SLP
	Discovered SLP

	DM
	OMA Device Management

	E-SLP
	Emergency SLP

	FQDN
	Fully Qualified Domain Name

	H-SLP
	Home SLP

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	MVNO
	Mobile Virtual Network Operator

	SET
	SUPL Enabled Terminal

	SLP
	SUPL Location Platform

	SUPL
	Secure User Plane Location


4. Introduction

The SUPL Configuration Services (SUPLCS) enabler allows an operator to maximize the configuration of SLP's to be utilized in their environment.  Multiple SLP's are desirable to maximize revenue and minimize expenses for the mobile operator.  SUPLCS will be architected to be independent of the SUPL releases defined in OMA.  This approach will enable SUPL to continue on its track and the SUPLCS can evolve independently.  A mobile operator may choose to not even utilize this enabler.  The use cases are developed so mobile operator can choose the features defined in this enabler.
4.1 Version 1.0

The version 1.0 of the SUPL Configuration Services (SUPLCS) will enable a mobile operator to configure multipl SLP's to be utilized for SUPL services.  The goal for version 1.0 is to enable SLP's to be configured for all of the SLP deployment models described in the SUPL releases ([OMA-SUPL-V1_0], [OMA-SUPL-V2_0], [OMA-SUPL-V2_0_1], [OMA-SUPL-V2_1] and [OMA-SUPL-V3_0]).
The SUPLCS defines configuration information that may include but not be limited to:

· A Commercial SLP or Emergency Services SLP for each roaming partner of a mobile operator.

· A Commercial SLP for the use of the handset OEM.

· A Commercial SLP for operating system vendors.

· A Commercial SLP for a defined regional area.  This SLP may be a D-SLP

· A Commercial SLP to utilize for an individual application.

· Application Identifier information to be used when using the SUPL 2.0 or above SLPs.

· 
· 
· 
· 
· 
· 

5. Requirements
(Normative)

The requirements in this section define the full SUPL Configuration Services Enabler.

5.1 High-Level Functional Requirements
	Label
	Description
	Release

	SUPLCS-HLF-01
	SUPLCS SHALL support configuring an H-SLP for a mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-02
	SUPLCS SHALL support configuring an E-SLP for a mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-03
	SUPLCS SHALL support configuring a Commercial SLP for an MVNO.
	SUPLCS V1.0

	SUPLCS-HLF-04
	SUPLCS SHALL support configuring an Emergency Services SLP for an MVNO.
	SUPLCS V1.0

	SUPLCS-HLF-05
	SUPLCS SHALL support configuring a Commercial SLP for each roaming partner of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-06
	SUPLCS SHALL support configuring an Emergency Services SLP for each roaming partner of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-09
	SUPLCS SHALL support configuring a Commercial SLP for each mobile OEM vendor of the mobile operator.
	SUPLCS V1.0

	SUPLCS-HLF-10
	SUPLCS SHALL support configuring a Commercial SLP on a per application basis.
	SUPLCS V1.0

	
	
	

	SUPLCS-HLF-11
	SUPLCS SHALL support configuring one or more Commercial SLP's for a specific regional area.
	SUPLCS V1.0

	SUPLCS-HLF-12
	SUPLCS SHALL support one or more regional areas for each D-SLP.
	SUPLCS V1.0

	SUPLCS-HLF-13
	SUPLCS SHALL support configuring the Application Identifier information for each application.
	SUPLCS V1.0


5.2 Security
	Label
	Description
	Release

	SUPLCS-SEC-01
	SUPLCS SHALL utilize the security mechanisms defined in [OMA DM].
	SUPLCS V1.0

	SUPLCS-SEC-02
	SUPLCS MAY query an [OMA DM] instance within an operators network to restrict the information that is sent to requesting client.
	SUPLCS V1.0


5.3 Authentication

	Label
	Description
	Release

	SUPLCS-AUT-01
	SUPLCS SHALL utilize the authentication mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.4 Authorization

	Label
	Description
	Release

	SUPLCS-AUTH-01
	SUPLCS SHALL utilize the authorization mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.5 Data Integrity

	Label
	Description
	Release

	SUPLCS-DI-01
	Management Objects defined for SUPLCS SHALL be valid based on the schema definitions for [OMA DM].
	SUPLCS V1.0


5.6 Confidentiality

None identified.

5.7 Charging
None identified.

5.8 Administration and Configuration

	Label
	Description
	Release

	SUPLCS-ADMC-01
	SUPLCS SHALL utilize the administration and configuration mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.9 Usability
None identified.

5.10 Interoperability
	Label
	Description
	Release

	SUPLCS-IOP-01
	SUPLCS SHALL be independent of the [OMA DM] release.
	SUPLCS V1.0

	SUPLCS-IOP-02
	SUPLCS SHALL be independent of the [SUPL] release.
	SUPLCS V1.0

	SUPLCS-IOP-03
	A mobile operator MAY utilize the [SUPL MO] management object to define their H-SLP or this Enabler.
	SUPLCS V1.0


5.11 Privacy

	Label
	Description
	Release

	SUPLCS-PRIV-01
	SUPLCS SHALL utilize the privacy mechanisms defined in [OMA DM].
	SUPLCS V1.0


5.12 
	
	
	

	
	
	


6. Architectural Model

This section defines the functional components and the interfaces of the SUPL Configuration Services (SUPLCS) enabler, thus providing its architecture.  The architecture is in alignment with the requirements that have been captured in the Requirements Section of this document.  The architecture is described in the following sections.

The SUPLCS enabler defines the requirements and specification for an OMA DM Management Object that will be used to define multiple SLP's and other configuration items for a SET.

6.1 Dependencies

The SUPLCS architecture is directly dependent on the architectures defined for OMA DM.  Any defined release for the OMA DM enabler may be used to implement or deploy the SUPL Configuration Service.  This is possible as the core schema definition for the OMA DM Managment Object is backwards compatible across releases.

The SUPLCS architecture is dependent on the architectures defined in:

	[OMA-DM-V1_2_1]
	"Device Management", Version 1.2.1, Open Mobile Alliance™, OMA-ERP-DM-V1_2_1, URL:http://www.openmobilealliance.org/

	[OMA-DM-V1_3]
	"Device Management", Version 1.3, Open Mobile Alliance™, OMA-ERP-DM-V1_3, URL:http://www.openmobilealliance.org/

	[OMA-DM-V2_0)]
	"Device Management", Version 2.0, Open Mobile Alliance™, OMA-ERP-DM-V2_0, URL:http://www.openmobilealliance.org/


6.2 Architectural Diagram
 The architecture diagram in [OMA DM] shows the high level components of the OMA DM architectural model.  The SUPLCS Management Object is stored within the DM Data Repository.   One or more SUPLCS Management Objects may be defined within the DM Data Repository depending on the mobile operator needs.
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Figure 1: SUPL Configuration Services Component Architecture
6.3 Functional Components and Interfaces/reference points definition

See the references in [OMA DM] for a description of the OMA DM components and interfaces.
6.3.1 Components

6.3.1.1 SUPLCS Client

The SUPLCS MO Client is a logical entity, which is responsible for querying the SUPLCS MO Server. The results of the queries will drive the SUPL Location Platform to utilize for an individual location request. The SUPLCS MO Client leverages the DM Client to communicate with the SUPLCS MO Server.
6.3.1.2 SUPLCS Server

The SUPLCS MO Server is a logical entity, which is dedicated to respond to queries submitted by the SUPLCS MO Client. The SUPLCS MO Server leverages the functionalities provided by the DM Server to communicate with the SUPLCS MO Client.
6.3.1.3 DM Client

The OMA DM Client is defined in the [OMA DM] enabler and is the subject of those specifications.
6.3.1.4 DM Server

The OMA DM Server is defined in the [OMA DM] enabler and is the subject of those specifications.
6.3.2 Interfaces

6.3.2.1 SUPLCS-1 Interface

The SUPLCS-1 interface allows the SUPLCS MO Client to send queries for the SUPLCS MO elements from the SUPLCS MO Server using the underlying DM-1 interface.
6.3.2.2 DM-1 Interface

The DM-1 interface is defined in the [OMA DM] enabler and is the subject of those specifications. It provides a generic interface over which device management commands, status and MO data are exchanged between the SUPLCS MO Server and the SUPLCS MO Client.

7. Implementation Considerations

7.1 Precedence Rules
SUPLCS provides a rich set of tools to configure multiple SLP's in the operator's ecosystem.  A set of precedence rules must be in place so each SET will not have conflicts on which SLP to utilize.  Table 1 and Table 2 give the static precedence order from highest to lowest.  The SET should query the OperatorInfo element to see which use cases the operator has provisioned. 
Determining the appropriate SLP to use:
1. From the precedence list defined in Table 1 or Table 2 query the SUPLCS MO to find a matching SLP entry.

2. If the entry has set that either a Regional SLP or Roaming Partner SLP can override the static precedence, continue to search for a Regional SLP and/or Roaming Partner that matches the query criteria.

3. Once you determine the highest precedence SLP that matches, use that SLP.

4. If no SLP's match the search criteria, use the configured H-SLP or E-SLP for the operator.
	Static Precedence
	Provisioned Commercial SLP
	Override Static Precedence

	1

	Application ID
	Regional SLP or Roaming Partner

	2

	OEM Handset Manufacturer
	Regional SLP or Roaming Partner

	3

	OS Vender
	Regional SLP or Roaming Partner

	4

	Discovered SLP, Regional SLP
	N/A

	5

	Roaming Partner
	N/A

	6

	MVNO
	N/A

	7

	Home Operator
	N/A


	Table 1 - Commercial SLP Precedence Rules
	Static Precedence
Provisioned Emergency SLP
Override Static Precedence
1
Roaming Partner
N/A
2
MVNO
N/A
3
Home Operator
N/A
Table 2 - Emergency SLP Precedence Rules


7.2 Application Identifier
SUPL 2.0 [OMA-SUPL-V2_0] and above added the Application Identifier information to be sent from the SUPL agent on the mobile to the SLP.  Currently there are no location API's available on mobiles to pass in this information.  A secure method to send the information is required.  Figure 2: Mobile Device High Level Architecture provides a high level block diagram for a device.  

Application ID information should not be determined and passed on the Application Layer.  This would be an unsecure means as once a known set of parameters worked; they could be copied over and over making the application identification useless.

The SUPLCS Management Object is designed to have each application queryable by having a lower layer on the handset stack extract information about the application and pass to the SUPLCS MO. The information to be used is a combination of the packaging of the software app and the digital signature.  The digitial signature for an individual application can be obtained in all current operating system and programming languages at the Application, Location Library and Operating System layers.  
SUPLCS MO design for application:

1. The SET will build a query key based on the application package name and hashcode of the digital signature of the application.

2. The SUPLCS MO will have two data elements.  The first is what the application is sending in and the second is what the operator has provisioned for the application.

3. If this is the first location request for an application, the SUPLCS MO will indicate the SET should send in the application information it has including application packaging, application version and hashcode of the digital signature.  As this is the first time of call, the SUPLCS will have no operator provisioned data to send back.

4. The operator will analyze the applications data and decide if they want to override the application information and if they want to provision an SLP to route the request to.
5. On the next query for the application to the SUPLCS MO, the SUPLCS will return the operators provisioned data and SLP to use if provisioned.
6. The information can then securely be passed to the SUPL Agent for use in the Lup protocol.
If the operator needs to block an application, they can provision an SLP to use that will always return a SUPL END with failure code.
This design allows for a large number of applications to be initially routed to an operators network and have the operator set the application information as they desire and route the requests to the various SLPs.  For applications that behave poorly, the operator can override the Application Information derived from the application or block as they see fit.
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Figure 2: Mobile Device High Level Architecture

7.3 Inter-SLP Behavior
The SET may have multiple sessions with multiple SLPs in progress at any point in time.  Sessions are only maintained within a single SLP unless explicitly allowed by SUPL.  Data on the SET may be shared across sessions.  For example, the SET may have current satellite reference data from a session with the operators H-SLP.  The SET may utilize this data in a session with another SLP.  Positions calculated on individual sessions MAY be shared across sessions.

The primary goal is to not introduce complexity by mixing sessions across SLPs and to minimize processing and maximize battery life on the SET.
7.4 Guide to the SUPL CS Management Object

This section describes the overall design of the SUPL CS management object.
	Major Node
	Description

	OperatorInfo
	The OperatorInfo node defines the type of information that the operator has provisioned in their instance of the SUPL CS Managent Object.   The MOElementCounts have the number of elements provisioned in each list representing each use case.  If the element count is zero, then the operator does not support that use case.
Individual clients may query this node to determine the values or they may bypass and perform direct queries to the rest of the MO and may experience not found events.

	ApplicationList
	This node provides a list of applications that is indexed by the digital signing certificate of the application making the location request.  The client may query for the ApplicationID information as defined in SUPL 2.0 and above, and the SLP to route the request to.  If the SLP is not provisioned, the precedence rules should be followed to determine the appropriate SLP.

	CurrentServingOperatorList
	The CurrentServingOperatorList is used to determine the SLP to utilize.  The current serving operator will be one of the Home Operator, a Roaming Partner or an MVNO.  The name of the operator is used as an index into the list.  For each type of operator, a commercial or emergency SLP may be defined.

	OEMList
	The OEMList enables an operator to enable each handset OEM to process location requests on their own SLP.  There is a single SLP allowed per OEM in the list.  The SUPL CS service will query the OMA DM instance to obtain the client information of the requesting SET.  Based on the client information, only the appropriate OEMList data will be sent to the SET.  This will enable OEM's not seeing each others configuration data.

	OSList
	The OSList enables an operator to enable each handset OS vendor to process location requests on their own SLP.  There is a single SLP allowed per OS vendor in the list.

	RegionalSLPList
	The RegionalSLPList allows for configuration of an SLP on a regional basis.  The SLP may support D-SLP features or it may not.  This approach was taken to enable regional SLP's for Malls, Airports etc., but not be dependent on the entire eco-system complying with the D-SLP feature.  Regions are defined on a location point and radius.  The D-SLP feature allows a much richer definition of regions and a single D-SLP's may support multiple regions.  The handset may find a D-SLP utilizing the SUPL CS RegionalSLPList method and then based on interaction with the D-SLP enable additional capabilities.  D-SLP settings within the SUPL protocol SHALL always override the RegionalSLPList configuration to prevent conflicts.

	SLPList
	The SLPList node contains a list of SLP's configured by the operator.  For each SLP the address of the SLP is provided.  Optionally client and server certificates may be provisioned.  A minimum SLP Capability List is provided, that only includes the positioning protocol that is supported.  Based on the current serving network and SET capabilities, the SET can avoid utilizing SLP's that it is not compatible with.


Table 3 - Guide to the SUPL CS Management Object
7.5 Handset optimization

Given the complexity of the SUPLCS feature, it could very easily add significant overhead to each location request performed.  The SUPLCS MO has been designed to minimize the number of requests required.

xx provides a list of the majore elements of the MO and advice on when to query the elements.

	Major Node
	Query Frequency

	OperatorInfo
	The OperatorInfo element should be read if not in the handset or at power-on as it is the main element that describes the use cases the operator has provisioned and the timestamps the majore elements were last updated.  The OperatorInfo element should be requeried on a periodic basis to evaluate the timetamps and counts of the provisioned elements to decide if they should be requeried.

	CurrentServingOperatorList, OEMList, OSList, RegionalSLPList
	Each of these elements should be read if enabled in OperatorInfo.  They should be read if not in the handset or at power-on.  These elements will change infrequently and should be re-read based on the timestamp updates in OperatorInfo.

	SLPList
	The SLPList can either be queried in its entirety or on an individual SLP basis.

	ApplicationList
	Depending on the operator's use of the ApplicationList, this element could be small or quite large.  Depending on the element counts in OperatorInfo, the handset can read the entire list or a per application basis.  An individual application can be queried on a periodic basis and not for each location request.


Table 4 - Major Element Query Strategy

8. OMA SUPL Configuration Services Management Object

The OMA SUPL Configuration Services management object (MO) is an object, which is used to manage OMA SUPL settings.  The MO enables management of OMA SUPL related settings on behalf of the end user. E.g. it SHOULD be possible to set SUPL and Application configuration data without notifying the end user.  The OMA SUPL Configuration Services MO is defined using the OMA DM Device Description Framework as described in [OMA DM].
The Management Object Identifier is: urn:oma:mo:oma-suplcs:1.0
The following diagram describes the same structure visually.
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Figure 3: The OMA SUPL Configuration Services Management Object tree

8.1 Management Object Parameters

This section describes the parameters for OMA SUPL Configuration Services Management Object.

	<x>

	
	
	
	

	
	
	
	

	

	<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This interior node acts as a placeholder for one or more accounts or for a fixed node. Management Object Identifier for the SUPLCS MO MUST be: “urn:oma:mo:oma-suplcs:1.0”.


	<x>/OperatorInfo

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	node
	Get
	

	
	This optional node specifies the SUPLCS capabilities the mobile operator has configured for their specific SUPLCS MO.


	<x>/OperatorInfo/MOTimestamps

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This is a series of timestamps when the major nodes have been updated to minimize interaction with the SET.


	<x>/OperatorInfo/MOTimestamps/ApplicationList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the ApplicationList was last updated.


	<x>/OperatorInfo/MOTimestamps/CurrentServingOperatorList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the CurrentServingOperatorList was last updated.


	<x>/OperatorInfo/MOTimestamps/OEMList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the OEMList was last updated.


	<x>/OperatorInfo/MOTimestamps/OSList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the OSList was last updated.


	<x>/OperatorInfo/MOTimestamps/RegionalSLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the RegionalSLPList was last updated.


	<x>/OperatorInfo/MOTimestamps/SLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The timestamp the SLPList was last updated.


	<x>/OperatorInfo/MOElementCounts

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	This is a series of the number of elements provisioned for each major element.


	<x>/OperatorInfo/MOElementCounts/ApplicationList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	int
	Get
	

	
	The count of the serving applications provisioned.


	<x>/OperatorInfo/MOElementCounts/CurrentServingOperatorList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The count of the serving operator SLP's provisioned.


	<x>/OperatorInfo/MOElementCounts/OEMList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The count of the OEM SLP's provisioned.


	<x>/OperatorInfo/MOElementCounts/OSList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The count of the OS List SLP's provisioned.


	<x>/OperatorInfo/MOElementCounts/RegionalSLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The count of the Regional SLP's provisioned.


	<x>/OperatorInfo/MOElementCounts/SLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	time
	Get
	

	
	The count of the SLPs provisioned.


	<x>/ApplicationList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	List of Applications configured.


	<x>/ApplicationList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	The ApplicationList/<x> element is made up of the concatenation of the application name, ":" and the hashcode ot the digital signature of the application.  e.g. "com.myloccompany.navapp:186509321"
Each operating system may obtain this information differently.  The following is the recommended method per operating system.
Operating System

Method

Android
Application Name - Use the Label from AndroidManifest.xml.  This is tied to R.string.app_name.
Hashcode of Digital Signature - Obtain the digital signature from PackageManager.GET_Signatures.  Use Signature.hashCode() to retrieve hash code.
Java

FFS
Windows

FFS



	<x>/ApplicationList/<x>/allowRegionalSLPOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a regional SLP can override the setting for this application.  False if not.


	<x>/ApplicationList/<x>/allowRoamingPartnerOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a roaming partner SLP can override the setting for this application.  False if not.


	<x>/ApplicationList/<x>/hasOperatorProvisionedAppData

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True operator has provisioned Application ID data.  False if not.


	<x>/ApplicationList/<x>/hasProvisionedSLP

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True operator has provisioned an SLP for this application.  False if not.


	<x>/ApplicationList/<x>/DeviceProvidedInfo

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Add, Replace
	

	
	This element is provided by the device.  The only access types are Add or Replace.  This allows applications to push their information in, but prevents applications from reading and re-using data.


	<x>/ApplicationList/<x>/DeviceProvidedInfo/AppProvider

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Add, Replace
	

	
	The application provider.


	<x>/ApplicationList/<x>/DeviceProvidedInfo/AppName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Add, Replace
	

	
	The application name.


	<x>/ApplicationList/<x>/DeviceProvidedInfo/AppVersion

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Add, Replace
	

	
	The application version.


	<x>/ApplicationList/<x>/OperatorProvisionedData

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	The individual elements for an application as defined in SUPL 2.0 and above.


	<x>/ApplicationList/<x>/OperatorProvisionedData/AppProvider

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The application provider.


	<x>/ApplicationList/<x>/OperatorProvisionedData/AppName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The application name.


	<x>/ApplicationList/<x>/OperatorProvisionedData/AppVersion

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The application version.


	<x>/ApplicationList/<x>/CommercialSLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The SLP ID for this application.  Refers to SLPList.  If provisioned allows per application steering to an SLP.  If omitted, the SLP precedence rules apply.


	<x>/CurrentServingOperatorList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	node
	Get
	

	
	The list of possible home operator, roaming partners or MVNOs.


	<x>/CurrentServingOperatorList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	The list of possible home operator, roaming partners or MVNOs. <x> is the name of the current serving operator.


	<x>/CurrentServingOperatorList/<x>/OperatorName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The name of the serving operator.


	<x>/CurrentServingOperatorList/<x>/OperatorType

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The type of the serving operator.  Valid values are HOME, MVNO, ROAMING.


	<x>/CurrentServingOperatorList/<x>/CommercialSLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The commercial SLP ID for the operator, roaming partner or MVNO.  Refers to SLPList.  This element is optional and not provisioned if an alternative SUPL CS service is provisioned.


	<x>/CurrentServingOperatorList/<x>/EmergencySLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The emergency services SLP ID for the operator or MVNO.  Refers to SLPList. This element is optional and not provisioned if an alternative SUPL CS service is provisioned or if emergency services is not supported for this node.


	<x>/CurrentServingOperatorList/<x>/AlternateSUPLCS

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The AlternateSUPLCS node refers to another instance of the SUPL CS.  The SUPL CS may be operated by the roaming partner or MVNO associated with the home operator.  The node reference is to a DM Account Managment Object provisioned in the operator's main DM service.


	<x>/OEMList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The list of OEM that implement their own SLP.


	<x>/OEMList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	An individual OEM.  <x> should be populated with the same element as DevInfo/Man from [OMA-DM-StdObj].


	<x>/OEMList/<x>/allowRegionalSLPOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a regional SLP can override the setting for this OEM.  False if not.


	<x>/OEMList/<x>/allowRoamingPartnerOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a roaming partner SLP can override the setting for this OEM.  False if not.


	<x>/OEMList/<x>/OEMName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The name of the OEM.


	<x>/OEMList/<x>/CommercialSLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The commercial SLP ID for the OEM.  Refers to SLPList.


	<x>/OSList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The list of operating system vendors that implement their own SLP.


	<x>/OSList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	An individual operating system vendor.


	<x>/OSList/<x>/allowRegionalSLPOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a regional SLP can override the setting for this OS SLP.  False if not.


	<x>/OSList/<x>/allowRoamingPartnerOverride

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if a roaming partner SLP can override the setting for this OS SLP.  False if not.


	<x>/OSList/<x>/OSName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The name of the operating system vendor.


	<x>/OSList/<x>/CommercialSLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The commercial SLP ID for the operating system vendor.  Refers to SLPList.


	<x>/RegionalSLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The list of regional SLPs associated with the operator.


	<x>/RegionalSLPList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	An individual operating system vendor.


	<x>/RegionalSLPList/<x>/RegionName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	chr
	Get
	

	
	The name of the region.


	<x>/RegionalSLPList/<x>/CommercialSLPID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The commercial SLP ID for the region.  Refers to SLPList.


	<x>/RegionalSLPList/<x>/Latitude

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The the latitude of the region in decimal degrees.


	<x>/RegionalSLPList/<x>/Longitude

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The the longitude of the region in decimal degrees.


	<x>/RegionalSLPList/<x>/Radius

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The radius of the circle from the latitude and longitude of the regional service in meters.


	<x>/SLPList

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	The list of SLPs provisioned by the operator.


	<x>/SLPList/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	OneOrMore
	node
	Get
	

	
	An individual SLP.


	<x>/SLPList/<x>/ProviderID

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	The provider ID of the SLP.


	<x>/SLPList/<x>/Name

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrOne
	chr
	Get
	

	
	The name of the SLP.


	<x>/SLPList/<x>/Addr

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	Provides the IP address or Fully Qualified Domain Name of the SLP.


	<x>/SLPList/<x>/SLPClientCertificate

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	b64
	Get
	

	
	The certificate to be sent by the client if applicable.


	<x>/SLPList/<x>/SLPServerCertificate

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	b64
	Get
	

	
	The certificate to be used by the client to validate the server.


	<x>/SLPList/<x>/supportedPosProtocol

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	One
	node
	Get
	

	
	A list of supported positioning protocols.  Add entry for each positioning protocol supported


	<x>/SLPList/<x>/supportedPosProtocol/<x>

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Optional
	ZeroOrMore
	node
	Get
	

	
	An entry for one of the positioning protocols


	<x>/SLPList/<x>/supportedPosProtocol/<x>/ProtocolName

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The protocol name.  Must be one of tia801, rrlp, rrc, lpp, lppe.


	<x>/SLPList/<x>/supportedPosProtocol/<x>/ProtocolVersion

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	chr
	Get
	

	
	The protocol version must adhere to the concatenated values defined in [SUPL TS].  For example LPPe has a major and minor version field.  The Protocol Version would be set to <Major>.<Minor>. 


	<x>/SLPList/<x>/isDSLP

	
	Status
	Occurrence
	Format
	Min. Access Types
	

	
	Required
	One
	bool
	Get
	

	
	True if this SLP is a D-SLP, False if it is not.


9. Release Information

9.1 Supporting File Document Listing 
9.2 
9.3 
9.4 
9.5 
	Doc Ref
	Permanent Document Reference
	Description

	Supporting Files

	
	
	


	
	
	


	[SUPLCS XML]
	OMA-SUPL_Configuration_Services-V1_0-yyyymmdd-X.
	The XML definition for the SUPL CS Management Object.


Table 5: Listing of Supporting Documents in SUPL Configuration Services Release
9.6 OMNA Considerations

· 
· 
· 
· 
· 
· 
· 
· 




The OMNA portal [Error! Reference source not found.] needs to maintain the following schema namespace into Schema Namespace Registry
	Description
	Registered URN
	Schema Links

	XSD Schema for SUPLCS 1.0 
	urn:oma:mo:oma-suplcs:1.0
	http://www.openmobilealliance.org/tech/profiles/OMA-SUPL_Configuration_Services-V1_0.xml


Table 6- OMNA Considerations


9.7 



Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-ER-SUPL_Configuration_Services-V1_0
	18 Oct 2012
	all
	Baseline definition

	
	13 Nov 2012
	all
	· OMA-LOC-2012-0263-CR_SUPLCS_1_0_ER_Ch1_Content
· OMA-LOC-2012-0264-CR_SUPLCS_1_0_ER_Ch2_Content
· OMA-LOC-2012-0265-CR_SUPLCS_1_0_ER_Ch3_Content
· OMA-LOC-2012-0266-CR_SUPLCS_1_0_ER_Ch4_Content
· OMA-LOC-2012-0267-CR_SUPLCS_1_0_ER_Ch5_Baseline_Content
· OMA-LOC-2012-0268R02-CR_SUPLCS_1_0_ER_Ch5_Content
· OMA-LOC-2012-0269R01-CR_SUPLCS_1_0_ER_Ch6_Content
· OMA-LOC-2012-0270-CR_SUPLCS_1_0_ER_Ch7_Content

	Candidate Version

OMA-ER-SUPL_Configuration_Services-V1_0
	
	all
	


Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements.  The section can be removed if the document does not contain any requirements.

Use cases are additional to the main text and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the document) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.

DELETE THIS COMMENT >>

<text here>

B.1 <Use Case Title>

<< The level of detail of descriptions shall be above technical implementations of protocols. The sub-sections below should consist of one or two sentences.

DELETE THIS COMMENT >>
<text here>

B.1.1 Short Description

<< Describe the interaction that occurs in this use case.
(mandatory)

DELETE THIS COMMENT >>

<text here>

B.1.2 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)

DELETE THIS COMMENT >>

<text here>

B.2 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section B.1 should be followed.  DELETE THIS COMMENT >>

Appendix C. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

This section can be removed in case this document describes a reference release.

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

C.1 ERDEF for <<ENABLER>> - Client Requirements

This section is normative.
	Item
	Feature / Application
	Requirement

	OMA-ERDEF-<<ENABLER>>-C-001-<<M/O>>
	<<ENABLER>> Client
	

	
	
	


Table 7: ERDEF for <<ENABLER>> Client-side Requirements

C.2 ERDEF for <<ENABLER>> - Server Requirements

This section is normative.

	Item
	Feature / Application
	Requirement

	OMA-ERDEF-<<ENABLER>>-S-001-<<M/O>>
	<<ENABLER>> Server
	

	
	
	


Table 8: ERDEF for <<ENABLER>> Server-side Requirements

C.3 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


C.4 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix D. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT

D.1 App Headers

<More text>

D.1.1 More Headers

<More text>

D.1.1.1 Even More Headers

<More text>
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