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1 Reason for Change

This CR proposes fixes to a few minor ASN.1 errors.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this CR and apply the proposed changes to LPPe 2.0 TS.
6 Detailed Change Proposal

5.2.1.1 Broadcast Message Extension (version 1.1)
The IE OMA-LPPe-ver1-1-BroadcastContainer is used to encapsulate ciphered or unciphered LPP and LPP/LPPe Provide Assistance Data messages for delivery via broadcast. The use of this container enables transfer of information needed for ciphering support (e.g. cipher key identifier), message authentication (e.g. public key identifier and digital signature) and information that a target can use to quickly identify the types of information being broadcast, the applicable area and time period and whether the data duplicates data already received. A target that identifies a duplicate broadcast message or assistance data that is not of interest, not applicable or not supported can cease reception without the need to receive, decipher, decode and possibly authenticate the encapsulated LPP or LPP/LPPe message. Except for the encapsulated LPP or LPP/LPPe message, the parameters in an OMA-LPPe-ver1-1-Broadcast-Container are not ciphered.

-- ASN1START

OMA-LPPe-ver1-1-BroadcastContainer ::= SEQUENCE {


digitalSignature

OMA-LPPe-ver1-1-DigitalSignature
OPTIONAL,


messageContents


OCTET STRING,


...

}

-- the messageContents octet string contains the encoded content of data type OMA-LPPe-ver1-1-BroadcastMessage

OMA-LPPe-ver1-1-BroadcastMessage ::= SEQUENCE {


broadcastControlIEs

OMA-LPPe-ver1-1-BroadcastControlIEs,


cipheringIEs


OMA-LPPe-ver1-1-CipheringIEs


OPTIONAL,


broadcastMessage

OCTET STRING,


...
}

-- broadcastMessage contains an unciphered LPP-Message as defined in [LPP] or a ciphered LPP-Message

OMA-LPPe-ver1-1-BroadcastControlIEs ::= SEQUENCE {


serverID




OMA-LPPe-ver1-1-ServerID,


messageID




OCTET STRING (SIZE (4))


OPTIONAL,


validity-time



OMA-LPPe-ValidityPeriod


OPTIONAL,
--Cond DigitalSignature


validity-area



OMA-LPPe-ValidityArea


OPTIONAL,


broadcastADTypes


OMA-LPPe-ver1-1-BroadcastADTypes
OPTIONAL,


...

}

OMA-LPPe-ver1-1-CipheringIEs ::= SEQUENCE {


cipherSetID




OMA-LPPe-ver1-1-CipherSetID,

d0






BIT STRING (SIZE (1..128)),

...

} 
OMA-LPPe-ver1-1-DigitalSignature ::= SEQUENCE {


authenticationSetID


OMA-LPPe-ver1-1-AuthenticationSetID,


signature




BIT STRING (SIZE (2048)),


...
}

-- ASN1STOP
–
OMA-LPPe-ver1-1-GroundMorphologyModel

The OMA-LPPe-ver1-1-GroundMorpholgyModel is used to provide models for ground altitude and buildings height. Altitude model and buildings height model are encoded in a grid of points, one grid for each kind of information.

-- ASN1START

OMA-LPPe-ver1-1-GroundMorphologyModel  ::= SEQUENCE {


altitudeModel



OMA-LPPe-ver1-1-AltitudeModel




OPTIONAL, 


buildingsProfileModel

OMA-LPPe-ver1-1-BuildingHeightModel



OPTIONAL, 


... 


}

OMA-LPPe-ver1-1-AltitudeModel  ::= SEQUENCE {


northWestCorner



Ellipsoid-Point, -- coordinates of North West corner of rectangle


northwestCornerAltitude

INTEGER (-500..9000), -- altitude of North West corner of rectangle

nrows





INTEGER (2..1012), -- number of rows along West-East direction


ncols





INTEGER (2..1012), -- number of columns along North-South direction


spanX





INTEGER (6..14),

spanY





INTEGER (6..14),


deltaAltUnits



INTEGER (1..128), -- units in meter


altitudeGrid



SEQUENCE SIZE (1..10000) OF DeltaAltitudes,


...


}

OMA-LPPe-ver1-1BuildingsHeightModel  ::= SEQUENCE {


northWestCorner



Ellipsoid-Point, -- coordinates of North West corner of rectangle

northwestCornerHeigth

INTEGER (0..500), -- hight of North West corner of rectangle

nrows





INTEGER (2..1012), -- number of rows along West-East direction

ncols





INTEGER (2..1012), -- number of columns along North-South direction


spanX





INTEGER (6..14),

spanY





INTEGER (6..14),

deltaHeightUnits


INTEGER (1..16), -- units in meter


buildingsHeightGrid


SEQUENCE SIZE(1..10000) OF DeltaHeight,




... 

}

DeltaAltitudes ::= SEQUENCE {


deltaAlt


INTEGER (-15..16), -- in units of deltaAltUnits


numGridPoints

INTEGER (0..255)},


...


}

DeltaHeight ::= SEQUENCE {


deltaHeight


INTEGER (-15..16), -- in units of deltaHeightUnits


numGridPoints

INTEGER (0..255)},


...


}

-- ASN1STOP

– 
OMA-LPPe-ver1-1-AuthenticationSet
The IE OMA-LPPe-ver1-1-AuthenticationSet is used only in LPPe 1.1 and defines an authentication set comprising an authentication ID, an RSA public key value and a salt length for encoding. 
-- ASN1START

OMA-LPPe-ver1-1-AuthenticationSet ::= SEQUENCE {


authenticationSetID

OMA-LPPe-ver1-1-AuthenticationSetID,


rsaPublicKey


SEQUENCE
{









modulus


BIT STRING (SIZE (2048)),









exponent

BIT STRING (SIZE (2..2048))








},


saltLength



INTEGER (0..32),

...

}

-- ASN1STOP
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