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1. Scope
(Informative)

<< Briefly describe the scope of this document – how it presents the architecture of this particular enabler.  Include an explanation of how this architecture relates to Open Mobile Alliance activity.  If it adds clarity, also describe what is not in the scope of this architecture.  DELETE THIS COMMENT >>

2. References

2.1 Normative References

	[OSE]
	“OMA Service Environment”, Open Mobile Alliance™,
URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL:http://www.ietf.org/rfc/rfc2119.txt 

	[LOCSIP-RD]
	“Location in SIP/IP core Requirements”, Open Mobile Alliance™, OMA-RD-LOCSIP-V1_0,
URL:http://www.openmobilealliance.org/ 

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B. Roach, June 2002, RFC 3265,
URL: http://www.ietf.org/rfc/rfc3265.txt

	[RFC4662]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al, August 2006, RFC 4662,
URL: http://www.ietf.org/rfc/rfc4662.txt

	[OMA XDMAD]
	“OMA XML Document Management (XDM) Architecture, V2.0”,OMA-AD-XDM-V2_0, Open Mobile Alliance™,
URL: http://www.openmobilealliance.org/

	[URILISTSUB]
	“Subscriptions to Request-Contained Resource Lists in the Session Initiation Protocol (SIP)”, G. Camarillo, A. Roach, O. Levin, November 2007,
URL: http://www.ietf.org/internet-drafts/draft-ietf-sip-uri-list-subscribe-02.txt
Note: IETF Draft work in progress

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228,
URL: http://www.3gpp.org/ftp/Specs/archive/23_series/23.228/

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2,
URL: http://www.3gpp2.org/Public_html/specs/index.cfm


2.2 Informative References

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.6, Open Mobile Alliance™,
OMA-ORG-Dictionary-V2_6, URL:http://www.openmobilealliance.org/

	
	

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Location Server
	Functional entity that handles location service subscription request and retrieves the location information of the target. 

	Location Client
	Functional entity that subscribes to a Location Server in order to obtain location information for one or more targets.


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	L-RLS
	Location Resource List Server

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server


4. Introduction
(Informative)

The Location Service in SIP/IP core network (LOCSIP) provides an SIP based interface to expose the location information of targets.  The location information may be processed and utilized by other applications or services in the SIP/IP core network to enrich the end user experience.  Examples of services that may utilize location information are Presence and PoC.

LOCSIP does not constitute any position determination functionality.  It is assumed that positioning determination is performed by another enabler such as OMA SUPL.
4.1 Planned Phases

<< Specify where this architecture is within the projected phases (e.g. phase 1.0, phase 2.0, etc.).  If the current phase is greater than phase 1.0, briefly describe how this version of the architecture differs from the previous version.  It may be appropriate to include a separate sub-section for the various phases. 

If no additional phases are planned beyond this architecture then state so.

DELETE THIS COMMENT >>

4.2 Security Considerations

<<Describe possible security considerations that may arise due to the architecture proposed. Particularly please consider the following issues:

Does the AD introduce any functionality that may require a review by the Security Group?

Does the AD define or make use of any security features? (e.g. Authentication, Encryption, etc). If so please list potential security threats that lead to the introduction of these security features.  Please reference the relevant security sections

Is any security functionality needed by the enabler and considered outside the scope of the AD? If this is the case please state in this section. 

DELETE THIS COMMENT >>

5. Architectural Model

5.1 Dependencies

<< This section MUST enumerate all of the dependencies this architecture has.  Dependencies in this context include other enablers, specifications, etc. this enabler calls (i.e. re-uses).  Each dependency MUST include a reference to the document(s) that specifies the dependency.  All of these references MUST also be included in Section 2.1.

The enumeration would be along the lines of a list with entries such as

    - IMAP binary extension [RFC3516]
where the reference (e.g. RFC3516 in this example) would link to the fully qualified reference in section 2.1 table.

If this architecture has no dependencies, then this section only needs to contain a statement as such.

DELETE THIS COMMENT >>

5.2 Architectural Diagram

Figure 1 illustrates the OMA LOCSIP architecture.
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Figure 1: LOCSIP Architectural Model

Editor’s Note: A name for the box around the Location Server is needed

Elements shown in bold are defined in this architecture document.  The remaining elements are external to this specification.

The reference points shown here in bold are those that are specified in the LOCSIP Enabler.  Other relevant reference points (XDM-1, XDM-2, XDM-3, XDM-4) are specified in the XDM Enabler [OMA XDMAD].

5.3 Functional Components and Interfaces

5.3.1 LOCSIP Functional Entities

5.3.1.1 Location Client

A Location Client is an entity that requests Location Information about a Target from the Location Server.  For this, a Location Client supports the following:

· Subscribes to Location Information using [RFC3265], [RFC4662], [URILISTSUB] and TBD.

5.3.1.2 Location Server

The Location Server supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [RFC3265] and TBD;
· Subscribes to changes to documents stored in the Shared policy XDMS;
· Fetches documents from the Shared policy XDMS.

5.3.1.3 Location Resource List Server (L-RLS)

The L-RLS is the functional entity that accepts and manages subscriptions to Location Lists, which enables a Location Client application to subscribe to the Location Information of multiple Targets using a single subscription transaction.  The L-RLS supports the following:

· Authorizes Location Server subscriptions and distributes Location Information using [URILISTSUB], [RFC3265], [RFC4662] and TBD;
· Performs back-end subscriptions on behalf of the Location Client [RFC3265], [RFC4662] and TBD.

5.3.2 External Entities Providing Services to LOCSIP

5.3.2.1 SIP IP/Core

The SIP/IP Core is a network of servers, such as proxies and/or registrars that perform a variety of services in support of LOCSIP (e.g., routing, authentication).  The specific features offered by different types of SIP/IP Core networks will depend on the particulars of those networks.
When LOCSIP is realized using IMS or MMD, it will utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.  In such cases the IMS network performs the following additional functions in support of LOCSIP:

· Routes the SIP signalling between the LOCSIP functional entities;
· Provides discovery and address resolution services;
· Performs authentication and authorization of the LOCSIP functional entities;
· Maintains the registration state;
· Provides charging information.
5.3.2.2 Shared XML Document Management Server (XDMS)

The functionality of the Shared XDMS is described in [OMA XDMAD].

5.3.2.3 Aggregation Proxy 

The functionality of the Aggregation Proxy is described in [OMA XDMAD].

5.3.2.4 XML Document Management Client (XDMC)

The XDMC is defined in [OMA XDMAD] and supports the following functions:
· Manages XML documents;
· Subscribes to changes to documents stored in any XDMS.
5.3.3 Description of the Reference Points

The Reference Points named as LS are in scope of this Architecture.

5.3.3.1 Reference point LS-1

The LS-1 reference point supports the communication between the Location Client and the SIP/IP Core network.  The protocol for the LS-1 reference point is SIP and the traffic is routed to (and from) the Location Server via the SIP/IP Core.

LS-1 reference point is used to:

· Subscribe to Targets’ Location Information and receive notifications;
· Subscribe to Location Information and receive notifications for Resource lists [RFC4662] and for Request-Contained Resource List, based on [URILISTSUB];
· Include Location Client preferences in subscription requests.

5.3.3.2 Reference point LS-2

The LS-2 reference point supports the communication between the SIP/IP Core network and the L-RLS.  The protocol for the LS-2 reference point is SIP.

LS-2 reference point is used to route the SIP messages from the SIP/IP Core to and from the appropriate L-RLS in order to:
· Receive a subscription and send aggregated notifications for Resource lists [RFC4662] and for Request-Contained Resource List, based on [URILISTSUB];
· Subscribe to Location Information and receive notifications for each Target in a List;
· Regulate the aggregated notifications of a List, as requested by Location Clients;
· Propagate the Location Clients’ request to regulate the distribution of Location Information in the back-end subscriptions;
· Subscribe to changes to documents stored in the Shared List XDMS and receive notifications.

5.3.3.3 Reference point LS-3

The LS-3 reference point supports the communication between the SIP/IP Core network and the Location Server.  The protocol for the LS-3 reference point is SIP.

LS-3 reference point provides the following functions:

· Receive subscriptions to a single Target’s Location Information and send notifications pertaining to this Target;
· Subscribe to changes to documents stored in the Shared policy XDMS and receive notifications.

5.3.3.4 Reference point LS-4

The LS-6 reference point supports the communication between the Location Server and the Shared XDMS.  The protocol for the LS-6 reference point is XCAP.
The LS-6 reference point supports the following function:

· Retrieval of user access policy data in Shared Policy XDMS.
5.3.3.5 Reference point LS-5

The LS-5 reference point supports the communication between the Location Server and the Shared XDMS.  The protocol for the LS-5 reference point is XCAP.
The LS-5 reference point supports the following function:

· Transfer of URI Lists to the L-RLS.
Note: If Request-Contained Resource List is found to be sufficient for the list functionality, LS-5 may be omitted.
5.4 Flows

<< The objective of this section is to describe the high-level logical flows between the architectural entities.

DELETE THIS COMMENT >>

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	
	
	


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-AD-LOCSIP-V1_0
	02 Dec 2007
	All
	Initial Draft

	
	21 Mar 2008
	2.1, 3.3, 5, 5.2, 5.3 (All)
	Incorporated the following approved CR:

· OMA-LOC-2008-052-CR_LOCSIP_1_0_AD_ArchModel

	
	
	
	








( 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20080101-I]
 ( 2008 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ArchDoc-20071005-I]

_1263725253.vsd
???


Application server


Location client


Location Server


SIP IP/Core


LS-1


LS-2


Shared XDMSs


XDM-2


XDM-3


XDMC


Aggregation proxy


XDM-4


XDM-1


Location Resource List Server


Shared policy XDMS


LS-4


LS-3


Shared list XDMS


LS-5



