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1. Scope

The purpose of this specification is to specify the Stage 3 details of an inter-Location Server interface based on MLP as specified in [OMA-MLP]. This specification refers to [OMA-MLP] where applicable.

2. References

2.1 Normative References

	[CREQ]
	“Specification of WAP Conformance Requirements”. Open Mobile Alliance(. WAP‑221‑CREQ. URL:http//www.wapforum.org/ <to be replaced by an OMA ref when available>

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”. S. Bradner. March 1997.
URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. 
November 1997. URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC 2616]
	"Hypertext Transfer Protocol –HTTP/1.1"

 June 1999. URL http://www.ietf.org

	[RFC 2246]
	"The TLS Protocol Version 1.0"

January 1999. URL:  http://www.ietf.org

	[xml-1.0]
	"Extensible Markup Language (XML) 1.0" W3C Recommendation: REC-xml-20001006

URL:  http://www.w3c.org

	[iana]
	Internet Assigned Numbers Authority (IANA)

URL: http://www.iana.org/

	[OMA-MLP]
	“Mobile Location Protocol”. Open Mobile Alliance(. OMA-LIF-MLP‑v300. 

	[23.271]
	3GPP TS 23.271: "Functional stage 2 description of LCS"


2.2 Informative References

	
	


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

Notational Conventions and Generic Grammar

The following rules are used throughout this specification to describe basic parsing constructs. ANSI X3.4-1986 defines the US-ASCII coded character set, see ref. [5]

	CR 
	= <US-ASCII CR, carriage return (13)>

	LF
	= <US-ASCII LF, linefeed (10)>

	SP
	= <US-ASCII SP, space (32)>


A set of characters enclosed in brackets ([]) is a one-character expression that matches any of the characters in that set. E.g., "[lcs]" matches either an "l", "c", or "s". A range of characters is indicated with a dash. E.g., "[a-z]" matches any lower-case letter. 

The one-character expression can be followed by an interval operator, for example [a-zA-Z]{min,max} in which case the one-character expression is repeated at least min and at most max times. E.g., "[a-zA-Z]{2,4}" matches for example the strings "at", "Good", and "biG".

DTD Syntax Notation

The table below describes the special characters and separators used in the DTDs defining the different services.

	Character
	Meaning

	+
	One or more occurrence

	*
	Zero or more occurrences

	?
	Optional

	()
	A group of expressions to be matched together

	|
	OR...as in, "this or that"

	,
	Strictly ordered. Like an AND


3.2 Definitions

<<Add definitions as needed.>>

<<Term 1>> - <<definition of term>>

<<Term 2>> - <<definition of term>>

3.3 Abbreviations


	WAP
	Wireless Application Protocol

	ANSI
	American National Standards Institute

	DTD
	Document Type Definition

	GMLC
	Gateway Mobile Location Center

	GMT
	Greenwich Mean Time 

	HTTP
	Hypertext Transfer Protocol 

	HTTPS
	HTTP Secure

	LCS
	Location Services

	MLC
	Mobile Location Center

	MLP
	Mobile Location Protocol

	MPC
	Mobile Positioning Center 

	MS
	Mobile Station

	MSID
	Mobile Station Identifier

	SSL
	Secure Socket Layer

	TLS
	Transport Layer Security

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	UTM 
	Universal Transverse Mercator

	WGS
	World Geodetic System

	XML
	Extensible Markup Language


4. Introduction


<<From a market perspective...  

I.
What can you do with this specification?

II.
What problem does this solve?

III.
How can this specification be applied?

IV.
Consider the target audience and provide deployment examples as possible.

>>

The purpose of this specification is to specify the Stage 3 details of an inter-Location Server interface based on MLP as specified in [OMA-MLP]. This specification refers to [OMA-MLP] where applicable.

5. Inter-Location Server Mobile Location Protocol

5.1.1 Overview

The picture below shows the general arrangement. Functional Requirements for both Application to Location Server interface and inter-Location Server interface for 3GPP networks may be found in 23.271 Rel6 [Ref#]. Protocol specifics for Application to Location Server interface can be found in [OMA-MLP].
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5.1.2 Inter-Location Server MLP structure

The general structure of the inter-Location Server MLP follows the structure of MLP and is found in [OMA-MLP].

5.1.3 Inter-Location Server MLP extension mechanism 

The extension mechanism in inter-Location Server MLP is analogous to MLP and is found in [OMA-MLP].

6. Normative Behavior

The following section describes normative behavior with regards to the inter-Location Server specification.

6.1 Parsing of DTDs

Location Servers MUST be able to parse all well formed and valid location XML instance documents.

Although certain elements are used only for optional functionality, all implementations MUST still be able to parse any well-formed and valid location XML instance document and respond with an appropriate error code if necessary. 

For example, an implementation not supporting the standard roaming location immediate service must still be able to parse an emergency roaming immediate request and respond that the service is not supported.

6.2 Version Handling of DTDs

TBC

6.3 Invalid Values

This specification specifies valid values and ranges for most elements and attributes in request messages. If  any value beyond such constraints - e.g. a negative requested accuracy - is provided in a request message then the Location Server SHALL return the error code "INVALID PROTOCOL ELEMENT VALUE" for invalid element values, and "INVALID PROTOCOL ELEMENT ATTRIBUTE VALUE" for invalid attribute values.
6.4 QoP

Quality of position, QoP, can mean either of the following or a combination of them - possibly with a precedence order:

· Response time requirement – i.e. how long the application is willing to wait for the location information

· Age of the location information - i.e. when was the information actually collected.

· Accuracy of the location information (a system estimation).

6.4.1 Quality of Position in Request Messages

Response time requirement:

TBC

Age of location information:

Location Servers may specify a requested maximum age using the max_loc_age element in a request message. This information may be used by the Location Server of the target's serving network to, for example, select an appropriate location method.

Accuracy of location information:

Location Servers may specify a requested accuracy using the eqop element in a request message. This information may be used by the Location Server of the target's serving network to, for example, select an appropriate location method.

Requested quality of position cannot be provided:

The behaviour of the Location Server of the target's serving network when a requested quality of position cannot be provided depends on the implementation. This Location Server MAY or MAY NOT return a location estimate even if the requested quality of position was not satisfied. Any other Location Server which only passes on the result MUST NOT change the result it received.

6.4.2 Quality of Position in Answer and Report Messages

Maximum age of location information:

1. The maximum age of delivered location information MUST be indicated in answer and report messages (unless unknown), through a time stamp. The time stamp MUST specify the time when the location information was originally determined. Note: "time" here MUST also give an indication about the time zone or offset to GMT.

2. If no specific maximum age is specified in the request message, then the maximum age of the delivered location information is up to the Location Server of the target's serving network (e.g., it can do a best effort, use the most efficient location method, use cached data, etc.). The age of the delivered information MUST still be indicated through the time stamp (unless unknown).

3. Depending on what is available, the actual delivered maximum age MAY be larger than the requested maximum age. It is recommended that applications check the time stamp of the delivered location information, if the age of the location information is important. Any Location Server which only passes on the result MUST not change the result it received.

Accuracy of location information:

1. Any delivered accuracy information MUST relate to the point in time when the location information was originally determined, as specified by the time stamp.

2. If no specific accuracy was requested, then the accuracy of the delivered location information is up to the Location Server of the target's serving network (e.g., it can do a best effort, use the most efficient or the most accurate location method, etc.). The Location Server MUST return accuracy information in the response to indicate the actual delivered accuracy (unless unknown).

Depending on what is available, the actual delivered accuracy MAY be less than the requested accuracy. Even if the delivered accuracy of the Location Server of the target's serving network is less than the requested one any intermediate Location Server MUST pass the result unchanged, and MUST NOT translate it into, e.g. an error message such as "QOP NOT ATTAINABLE". Note: If accuracy is important, it is recommended that applications check the actual accuracy of the delivered location information.

Confidence of accuracy information:

A Location Server MAY indicate a confidence level for delivered accuracy information, e.g. “with 65% confidence”. The level of confidence is indicated in answer and report messages using the lev_conf element. If no lev_conf element is present in an answer or report message, then the level of confidence is unspecified.

The level of confidence applies to all accuracy elements within a pd element.

6.5 Types of Location Information

The RLP specification allows a Location Server to request several different types of location information, such as various coordinate reference systems. In addition to location information an implementation MAY support additional information such as speed, direction and altitude.

All implementations MUST support the following location information:

· The coordinate reference system 4326 of the EPSG database

Implementations MAY support:

· Other coordinate reference systems

· speed

· direction

· altitude

6.5.1 Location Information in Request Messages

Location Servers may request that the location information is returned in a specific coordinate reference system, by including a geo_info element in request messages.

6.5.2 Location Information in Answer and Report Messages

1. If no specific location information was requested in a corresponding request message, then the Location Server MUST return the result in terms of the coordinate reference system 4326 of the EPSG database.

2. If the speed, direction and altitude are known the Location Server SHOULD return the information together with the location information. 

6.6 Priority

Location Servers may specify a requested priority by including a prio element in request messages with the exception of emergency request, which are always treated with the highest priority. 

It is up to the Location Server of the network that finally performs the positioning what actual priority is given to any particular request. Any intermediate Location Server MUST NOT change the priority it received prior to forwarding it. A requested priority SHOULD be honoured if possible. Emergency request MUST be handled with the highest priority possible.

If a specific priority is not specified in a request message (no prio element is included) - except emergency requests -, it defaults to "NORMAL".

6.7 Target Identities

Location Servers MUST specify the identity of the target device in the msid element. This element allows that the target device is uniquely addressed in multiple ways including MSISDN, IMSI, IP address, etc.

All implementations MUST support the following identities:

· …

· …

· …

All other identities allowed by the protocol MAY be supported.

7. Mobile Location Service Definitions

7.1 Transport Protocol Layer Definitions

Transport Protocol Layer Definitions are found in [OMA-MLP].

7.2 Element Layer Definitions

7.2.1 Identity Element Definitions

Identity Element Definitions are found in [OMA-MLP].

7.2.2 Function Element Definitions

Function Element Definitions are found in [OMA-MLP].

7.2.3 Location Element Definitions

	<!-- RLP_LOC -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE rlp_svc_xxx PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_xxx>

      ...

   </rlp_svc_xxx>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	

	
	
	

	<!ELEMENT
	pos
	(msid, (pd | poserr))>

	<!ELEMENT
	eme_pos
	(msid, (pd | poserr), esrd?,
 esrk?)>

	<!ELEMENT
	pd
	(time, shape, (alt, alt_acc?)?,
 speed?, direction?,
 lev_conf?)>

	<!ELEMENT
	poserr
	(result, add_info?, time)>

	<!ELEMENT
	time
	(#PCDATA)>

	<!ATTLIST
	time
	

	
	utc_off CDATA
	"0000">

	<!ELEMENT
	alt
	(#PCDATA)>

	<!ELEMENT
	alt_acc
	(#PCDATA)>

	<!ELEMENT
	direction
	(#PCDATA)>

	<!ELEMENT
	speed
	(#PCDATA)>

	<!ELEMENT
	lev_conf
	(#PCDATA)>

	<!ELEMENT
	geo_info
	(CoordinateReferenceSystem)>

	<!ELEMENT
	CoordinateReferenceSystem
	(Identifier)>

	<!ELEMENT
	Identifier
	(code, codeSpace, edition)>

	<!ELEMENT
	code
	(#PCDATA)>

	<!ELEMENT
	codeSpace
	(#PCDATA)>

	<!ELEMENT
	edition
	(#PCDATA)>

	
	
	

	<!ENTITY
	% mlp_res.dtd 
	SYSTEM "MLP_RES_310.DTD">

	%mlp_res.dtd;
	


7.2.4 Result Element Definitions

Result Element Definitions are found in [OMA-MLP]. 

7.2.5 Shape Element Definitions

Shape Element Definitions are found in [OMA-MLP].

7.2.6 Quality of Position Element Definitions

Quality of Position Element Definitions are found in [OMA-MLP].

7.2.7 Network Parameters Element Definitions

	<!-- RLP_GSM_NET -->
	

	<!ELEMENT
	gsm_net_param
	(cgi?, neid?, nmr?, ta?, lmsi?, v_ls?, pce?, imsi?)>

	<!ELEMENT
	neid
	(vmscid?, sgsn?, vlrid?)>

	<!ELEMENT
	vmscid
	(cc?, ndc?, vmscno)>

	<!ATTLIST
	vmscid
	

	
	capability (1 | 2 | 3 | 4)
	#REQUIRED>

	<!ELEMENT
	vlrid
	(cc?, ndc?, vlrno)>

	<!ATTLIST
	vlrid
	

	
	capability (1 | 2 | 3 | 4)
	#REQUIRED>

	<!ELEMENT
	sgsn
	(#PCDATA)>

	<!ATTLIST
	sgsn
	

	
	capability (1 | 2 | 3 | 4)
	#REQUIRED>

	<!ELEMENT
	imsi
	(#PCDATA)>

	<!ELEMENT
	v_ls
	(#PCDATA)>

	<!ELEMENT
	pce
	(#PCDATA)>

	<!ELEMENT
	cgi
	(mcc, mnc, lac, cellid)>

	<!ELEMENT
	nmr
	(#PCDATA)>

	<!ELEMENT
	mcc
	(#PCDATA)>

	<!ELEMENT
	mnc
	(#PCDATA)>

	<!ELEMENT
	ndc
	(#PCDATA)>

	<!ELEMENT
	cc
	(#PCDATA)>

	<!ELEMENT
	vmscno
	(#PCDATA)>

	<!ELEMENT
	vlrno
	(#PCDATA)>

	<!ELEMENT
	lac
	(#PCDATA)>

	<!ELEMENT
	cellid
	(#PCDATA)>

	<!ELEMENT
	ta
	(#PCDATA)>

	<!ELEMENT
	lmsi
	(#PCDATA)>


Note:
The above table corresponds to GSM specific network element identifiers and network parameters. This information may be considered operator sensitive.

7.2.8 Roaming Context and Privacy Element Definitions

	<!-- RLP_CTXT -->
	

	<!ELEMENT 
	client
	(servicetype, id?, serviceid?,  requestmode?, clientname?, pseudoid?, poi?)>

	<!ATTLIST
	client
	

	
	type (1 | 2 | 3)
	"1">

	<!ELEMENT
	id
	(#PCDATA)>

	<!ELEMENT 
	requestor
	(#PCDATA)>

	<!ATTLIST
	requestor
	

	
	type (MSISDN | NAME | E-MAIL | URL | SIPURL | IMS)
	"MSISDN">

	<!ELEMENT
	pwd
	(#PCDATA)>

	<!ELEMENT 
	serviceid
	(#PCDATA)>

	<!ELEMENT
	requestmode
	EMPTY>

	<!ATTLIST
	requestmode
	(requestor | session)?

	
	type (ACTIVE | PASSIVE)
	"PASSIVE">

	<!ELEMENT
	requestmode     
	(requestor | session)?>

	<!ATTLIST
	requestmode     
	type (ACTIVE | PASSIVE) "PASSIVE">

	<!ELEMENT
	subclient
	(id, pwd?, serviceid?)>

	<!ATTLIST
	subclient
	

	
	last_client (YES | NO)
	"NO">

	<!ELEMENT
	locationserver
	(id, pwd?)>

	<!ELEMENT
	clientname
	(#PCDATA)>

	
	
	

	<!ELEMENT
	serving_node_action
	EMPTY>

	<!ATTLIST
	serving_node_action
	

	
	type (POSITION | NOTIFY_AND_POSITION | POSITION_IF_NOT_DISALLOWED | POSITION_IF_ALLOWED)
	"POSITION">

	<!ELEMENT
	poi
	EMPTY>

	<!ATTLIST
	poi
	

	
	flag (ON | OFF)
	"OFF">

	<!ELEMENT
	pseudoid
	(#PCDATA)>

	<!ELEMENT
	servicetype
	(#PCDATA)>


Note:
If requestmode is set to PASSIVE then requestor or session MUST NOT be present. If either requestor or session is present the Location Server MUST return an error.

7.3 Service Layer Definitions

Service layer definitions specific to inter-Location Server interface are covered in this chapter. Additional information regarding service layer definitions is found in [OMA-MLP].

7.3.1 Header Components

The general outline of the header in MLP location request is given in [OMA-MLP]. The specifics for the inter-Location Server interfaces are covered in this section. 

7.3.1.1 Roaming Header DTD

	<!-- RLP_HDR -->
	

	
	
	

	<!ELEMENT
	rlp_hdr
	(locationserver, client?, serving_node_action?, gsm_net_param?)>

	<!ATTLIST
	rlp_hdr 
	

	
	ver CDATA
	#FIXED "1.0.0">

	
	


Example 6.3.1.1-1: ASP as Initiator

<rlp_svc_init>

   <rlp_hdr ver="1.0.0">

      <locationserver>

         <id>461018768787</id>

         <pwd>remoteLocationServer1</pwd>

      </locationserver>

      <client>

         <id>theasp</id>

         <serviceid>0005</serviceid>

         <requestmode type="PASSIVE"/>

         <clientname>TheClientName</clientname>

         <pseudoid>358401234567</pseudoid>

      </client>

      <gsm_net_param>

         <neid>

            <vmscid capability="1">461028544781612</vmscid>

         </neid>

         <imsi>217567810164</imsi>

      </gsm_net_param>

   </rlp_hdr>

...

</rlp_svc_init>

Example 6.3.1.1-2: MS as Initiator

<rlp_svc_init>

   <rlp_hdr ver="1.0.0">

      <locationserver>

         <id>461018768787</id>

         <pwd>remoteLocationServer1</pwd>

      </locationserver>

      <client>

         <id>theasp</id>

         <serviceid>0005</serviceid>

         <requestmode type="ACTIVE"/>

         <clientname>TheClientName</clientname>

         <pseudoid>358401234567</pseudoid>

      </client>

      <gsm_net_param>

         <neid>

            <vmscid capability="1">461028544781612</vmscid>

         </neid>

         <imsi>217567810164</imsi>

      </gsm_net_param>

   </rlp_hdr>

...

</rlp_svc_init>

7.3.2 Standard Roaming Location Immediate Service

This is a standard service for requesting the location of one Mobile Subscriber while roaming. The service is used when a location response is required immediately (within a set time).  This service may be initiated either synchronously or asynchronously.

The service consists of the following messages:

· Standard Roaming Location Immediate Request

· Standard Roaming Location Immediate Answer

· Standard Roaming Location Immediate Report

The following message flow encapsulates this service:


[image: image3.wmf] 

Location Server

 

Location Server

 

standard roaming location immediate request

 

standard 

roaming 

location immediate answer

 

standard 

roaming 

location immediate report

 

 

If (needed)

 


7.3.2.1.1 Standard Roaming Location Immediate Request DTD

	<!-- RLP_SRLIR -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_init PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_init>

      ...

   </rlp_svc_init>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.param
	"">

	
	
	

	<!ELEMENT
	srlir
	(msid, codeword?, eqop?, geo_info?, loc_type?, prio?, pushaddr? %extension.param;)>

	<!ATTLIST
	srlir 
	

	
	ver CDATA
	#FIXED "1.0.0"

	
	res_type (SYNC | ASYNC)
	"SYNC" 

	
	recv_role (HLS | VLS)
	#REQUIRED>


Example  6.3.2.1.1-1

        <srlir ver="1.0.0" res_type="SYNC" recv_role="HLS">

                <msid>461018765712</msid>

                <eqop>

                        <resp_req type="LOW_DELAY" />

                        <hor_acc>1000</hor_acc>

                </eqop>

                <geo_info>

                        <CoordinateReferenceSystem>

                                <Identifier>

                                <code>4004</code>

                                <codeSpace>EPSG</codeSpace>

                                <edition>6.1</edition>

                                </Identifier>

                                </CoordinateReferenceSystem>

                </geo_info>

                <loc_type type="CURRENT_OR_LAST" />

                <prio type="HIGH" />

        </srlir>

7.3.2.1.2 Standard Roaming Location Immediate Answer DTD

	<!-- RLP_SRLIA -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_result PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <roaming_svc_result>

      ...

   </roaming_svc_result>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.param
	"">

	
	
	

	<!ELEMENT
	srlia
	((pos | req_id | (result, add_info?)) %extension.param;)>

	<!ATTLIST
	srlia 
	

	
	ver CDATA
	#FIXED "1.0.0">


Example 6.3.2.1.2-1: Successful positioning of roaming subscriber (Synchronous response)

<srlia ver="1.0.0" >

  <pos>

    <msid>461011334411</msid>

    <pd>

      <time utc_off="+0200">20020623134453</time>

      <shape>

        <CircularArea srsName="www.epsg.org#4326">

             <coord>

              <X>30 16 28.308N</X>

              <Y>45 15 33.444E</Y>

             </coord>

             <radius>240</radius>

        </CircularArea>

      </shape>

    </pd>

  </pos>

</srlia>

Example 6.3.2.1.2-2: Asynchronous response

<srlia ver="1.0.0" >

  <req_id>25267</req_id>

</srlia>

7.3.2.1.3 Standard Roaming Location Immediate Report DTD

	<!-- RLP_SRLIREP -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE rlp_svc_result PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_result>

      ...

   </rlp_svc_result>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.param
	"">

	
	
	

	<!ELEMENT
	srlirep
	(req_id, pos %extension.param;)>

	<!ATTLIST
	srlirep 
	

	
	ver CDATA
	#FIXED "1.0.0">


Example 6.3.2.1.3-1: Asynchronous Report
<srlirep ver="1.0.0">

  <req_id>25267</req_id>

  <pos>

    <msid>461011334411</msid>

    <pd>

      <time utc_off="+0300">20020813010423</time>

      <shape>

        <CircularArea srsName="www.epsg.org#4326">

          <coord>

            <X>35 03 28.244N</X>

            <Y>135 47 08.711E</Y>

          </coord>

          <radius>15</radius>

        </CircularArea>

      </shape>

    </pd>

  </pos>

</srlirep>

7.3.3 Triggered Roaming Location Reporting Service

The aspects of this service are FFS. The reason is that 3GPP is still investigating where deferred location requests shall be registered. 

7.3.4 Emergency Roaming Location Immediate Service

When Mobile Number Portability is supported the MSISDN is not always enough to deterministically determine the HPLMN of the subscriber.

The emergency roaming location immediate service is used to retrieve the position of a mobile subscriber when Mobile Number Portability is in use. In this case the MSISDN points to the original network before the subscriber changed his/her operator. The purpose of this service is to transparently forward the location request to the network currently serving the subscriber.

The service consists of the following messages:

· Emergency Roaming Location Immediate Request

· Emergency Roaming Location Immediate Answer

The following message flow encapsulates this service:


[image: image4.wmf] 

Location Server 1

 

Location Server 2

 

emergency roaming location immediate request

 

emergency roaming location immediate answer

 


7.3.4.1.1 Emergency Roaming Location Immediate Request DTD

	<!-- RLP_ERLIR -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE rlp_svc_init PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_init>

      ...

   </rlp_svc_init>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.param
	"">

	
	
	

	<!ELEMENT
	erlir
	(msid, eqop?, geo_info?, loc_type? %extension.param;)>

	<!ATTLIST
	erlir 
	

	
	ver CDATA
	#FIXED "1.0.0"

	
	recv_role (HLS | VLS)
	#REQUIRED>


Example 6.3.4.1.1-1

  <erlir ver="1.0.0" recv_role="HLS">

                <msid type="MSISDN">461011334411</msid>

                <geo_info>

                        <CoordinateReferenceSystem>

                                <Identifier>

                                <code>4004</code>

                                <codeSpace>EPSG</codeSpace>

                                 <edition>6.1</edition>

                                </Identifier>

                        </CoordinateReferenceSystem>

                </geo_info>

                <loc_type type="CURRENT_OR_LAST"/>

    </erlir>

7.3.4.1.2 Emergency Location Immediate Answer DTD

	<!-- RLP_ERLIA -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE rlp_svc_result PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_result>

      ...

   </rlp_svc_result>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.param
	"">

	
	
	

	<!ELEMENT
	erlia
	((eme_pos | (result, add_info?)) %extension.param;)>

	<!ATTLIST
	erlia 
	

	
	ver CDATA
	#FIXED "1.0.0">


Example 6.3.4.1.2-1

<erlia ver="1.0.0">

  <eme_pos>

    <msid type="MSISDN">461011334411</msid>

    <pd>

      <time utc_off="+0300">20020623134453</time>

      <shape>

        <CircularArea srsName="www.epsg.org#4326">

          <coord>

            <X>30 24 43.53N</X>

            <Y>45 28 09.534W</Y>

          </coord>

          <radius>15</radius>

        </CircularArea>

      </shape>

    </pd>

    <esrk>7839298236</esrk>

  </eme_pos>

</erlia>

7.3.5 General Error Message Definition

Error handling mechanism is described in [OMA-MLP].

8. Elements and attributes in DTD

8.1 cc

	Description:

	Specifies the country code

	Type:
	Element

	Format:
	Char String

	Defined values:
	1-3 digits e.g. 355 for Albania

	Default value:
	-

	Example:
	<cc>355</cc>

	Note:
	


8.2 pseudoid

	Description:

	Pseudoid is used for backwards compatibility purposes to force the correct privacy action in the VPLMN when receiving network element doesn’t support 3GPP Release 6 (for more information see [23.271]. In the 3GPP system this element is specified as being an E.164 number.

	Type:
	Element

	Format:
	Char string

	Defined values:
	

	Default value:
	-

	Example:
	<pseudoid>358401234567</pseudoid>

	Note:
	-


8.3 cellid

	Description:

	Identifies the Cell identity

	Type:
	Element

	Format:
	Char String

	Defined values:
	0-65535

	Default value:
	-

	Example:
	<cellid>546</cellid>

	Note:
	


8.4 client

	Description:

	This element holds information regarding Client. To be used for privacy checking procedures.

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	-

	Note:
	


8.4.1 type

	Description:

	The type of the client, i.e. Commercial, internal, emergency or lawful intercept.

	Type:
	Attribute

	Format:
	Char String

	Defined values:
	1
	Commercial or Value added client

	
	2
	Lawful Intercept client

	
	3
	Emergency Services Client

	Default value:
	-

	Example:
	<client type=”1”>
    <id>SomeId</id>
</client>

	Note:
	


8.5 clientname

	Description:

	The name of the LCS Client stored in the Requesting Location Server. To be used for notification and verification purposes to the target UE.

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	<clientname>MLPFriendFinder</clientname>

	Note:
	


8.6 id 

	Description:

	A string defining the name of a registered user performing a location request. In this context the user may either be a Client or a Location Server. In the 3GPP system this element corresponds to an external client id and is specified as being an E.164 number.

	Type:
	Element

	Format:
	Char string

	Defined values:
	

	Default value:
	

	Example:
	<id>358401234567</id>

	Note:
	  


8.7 imsi 

	Description:

	The International Mobile Subscriber Identity number as specified in 3GPP TS 23.003 and ITU-T E212 Recommendation. This will only be provided and used in roaming cases.

	Type:
	Element

	Format:
	Char string

	Defined values:
	-

	Default value:
	-

	Example:
	<imsi>2344512344565</imsi>

	Note:
	The IMSI consists of 4 octets


8.8 lac

	Description:

	Identifies the Location Area Code

	Type:
	Element

	Format:
	Char String

	Defined values:
	1-65535

	Default value:
	-

	Example:
	<lac>234</lac>

	Note:
	


8.9 lmsi

	Description:

	A local identity allocated by the VLR to a given subscriber for internal management of data in the VLR as defined in 29.002

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	Editor’s note: Example of LMSI to be added 

	Note:
	


8.10 mcc

	Description:

	Specifies the mobile country code

	Type:
	Element

	Format:
	Char String

	Defined values:
	Up to 3 digits, e.g. 234 for the UK  

	Default value:
	-

	Example:
	<mcc>234</lmcc>

	Note:
	


8.11 mnc

	Description:

	Specifies the mobile network code.

	Type:
	Element

	Format:
	Char String

	Defined values:
	Up to 3 digits e.g. 15 for Vodafone

	Default value:
	-

	Example:
	<mnc>215</mnci>

	Note:
	


8.12 ndc

	Description:

	Specifies the national destination code.

	Type:
	Element

	Format:
	Char String

	Defined values:
	Variable length depending upon the requirements of the destination country.

	Default value:
	-

	Example:
	<ndc>215</ndc>

	Note:
	


8.13 nmr

	Description:

	Network specific measurement result for the target MS.

	Type:
	Element

	Format:
	Char String

	Defined values:
	For example see relevant standards documents. (GSM 04.08 – Rel. 98 section 10.5.2.20)

	Default value:
	-

	Example:
	

	Note:
	This element remains to de defined.


8.14 pce

	Description:

	Holds the address to the Privacy Checking Entity of the target subscriber.

	Type:
	Element

	Format:
	Char string

	Defined values:
	-

	Default value:
	-

	Example:
	<pce>http://host:port/pce/</pce>

	Note:
	-


8.15 poi

	Description:

	Privacy Override Inidicator. This element indicates whether the POI flag should be set in the PROVIDE_SUBSCRIBER_LOCATION message to override the privacy checks in the serving node. Details related to this parameter is found in [23.271] Rel 6.

	Type:
	Element

	Format:
	Char string

	Defined values:
	-

	Default value:
	

	Example:
	<poi flag=”ON”>

	Note:
	-


8.15.1 flag

	Description:

	Flag indicates whether the POI must be set or not.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	ON
	The POI must be set

	
	OFF
	The POI must not be set

	Default value:
	OFF

	Example:
	<poi flag=”ON”>

	Note:
	-


8.16 serving_node_action

	Description:

	Indicates the action to be taken by the serving node for LCS Notification Invoke procedure depending on the privacy settings of the target subscriber, i.e. whether the subscriber should be notified or if verification from the subscriber is required. Details related to this parameter is found in [23.271] Rel 6.

	Type:
	Element

	Format:
	Char string

	Defined values:
	-

	Default value:
	-

	Example:
	<privacy_notification action=”3”>

	Note:
	-


8.16.1 type

	Description:

	The action to be used by the serving node for the LCS Notification Invoke procedure.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	POSITION 
	Positioning allowed without notifying the UE user

	
	NOTIFY_AND_POSITION
	Positioning allowed with notification to the UE user

	
	POSITION_IF_NOT_DISALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user or if there is no response to the notification

	
	POSITION_IF_ALLOWED
	Positioning requires notification and verification by the UE user; positioning is allowed only if granted by the UE user.

	Default value:
	POSITION

	Example:
	<privacy_notification action=”3”>

	Note:
	-


8.17 pwd

	Description:

	The password for the registered user performing a location request. In this context the user may either be a Client or an Location Server.

	Type:
	Element

	Format:
	Char string

	Defined values:
	

	Default value:
	-

	Example:
	<pwd>the5pwd</pwd>

	Note:
	-


8.18 serviceid

	Description:

	Specifies an id that is used by an entity to identify the service or application that is accessing the network.

	Type:
	Element

	Format:
	Char string

	Defined values:
	

	Default value:
	-

	Example:
	<serviceid>0005</serviceid>

	Note:
	-


8.19 servicetype

	Description:

	This element indicates the service category of the Client as given in 3GPP 22.071 Rel 6.

	Type:
	Element

	Format:
	Char string

	Defined values:
	

	Default value:
	-

	Example:
	<servicetype>0005</servicetype>

	Note:
	-


8.20 sgsn

	Description:

	Uniquely specifies a VMSC within a network.

	Type:
	Element

	Format:
	Char string

	Defined values:
	In GSM this is the Global Title address. The Global Title is in the same format as an E.164 number.

	Default value:
	-

	Example:
	<sgsn capability="4">1541154871</sgsn>

	Note:
	-


8.20.1 capability

	Description:

	Defines the LCS capability of the serving node as specified in [23.271] Rel 6.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	1
	LCS capability set 1: R98 and R99 LCS (pre-Rel’4 LCS)

	
	2
	LCS capability set 2: Rel’4 LCS

	
	3
	LCS capability set 3: Rel’5 LCS

	
	4
	LCS capability set 4: Rel’6 or later LCS

	Default value:
	-

	Example:
	<sgsn capability="4">1541154871</sgsn>

	Note:
	


8.21 ta

	Description:

	This Radio Access Network element that can arguably be used to offer enhanced positioning. (Timing Advance)

	Type:
	Element

	Format:
	Char String

	Defined values:
	0-63

	Default value:
	-

	Example:
	<ta>3</ta>

	Note:
	Further Information regarding this element can be found in the relevant GSM Specifications


8.22 requestmode

	Description:

	Defines the type of the service that has been requested by the ASP.

	Type:
	Element

	Format:
	Void

	Defined values:
	-

	Default value:
	-

	Example:
	<requestmode type="ACTIVE"/>

	Note:
	 


8.22.1 type

	Description:

	Defines the type of the service that has been requested by the ASP

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	PASSIVE
	The service is one that is not directly initiated by the user.

	
	ACTIVE
	The service is one that the user is initiating personally.

	
	
	

	Default value:
	PASSIVE

	Example:
	<requestmode type="ACTIVE" />

	Note:
	The default value is set to PASSIVE, as this is likely to be the one that is most restrictively defined by the user.


8.23 requestor

	Description:

	Location requests from the external Clients may be originated by external entities (i.e. Requestor). The Client should authenticate the Requestor but this is outside the scope of this specification.

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	<requestor type="MSISDN">461011334411</requestor>

	Note:
	 


8.23.1 type

	Description:

	Indicates the type of requestor

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	MSISDN
	MSISDN number of the requestor

	
	NAME
	A logical name of the requestor

	
	E-MAIL
	E-mail address of the requestor

	
	URL
	An URL of the requestor

	
	SIPURL
	A SIP URL of the requestor

	
	IMS
	An IMS Public Identity of the requestor

	Default value:
	

	Example:
	<requestor type="MSISDN">461011334411</requestor>

	Note:
	


8.24 vlrid

	Description:

	Uniquely specifies a VLR within a network.

	Type:
	Element

	Format:
	Char String

	Defined values:
	In GSM this is the Global Title address. The Global Title is in the same format as an E.164 number.

	Default value:
	

	Example:
	<vlrid capability="4">1541154871</vlrid>

	Note:
	


8.24.1 capability

	Description:

	Defines the LCS capability of the serving node as specified in [23.271] Rel 6.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	1
	LCS capability set 1: R98 and R99 LCS (pre-Rel’4 LCS)

	
	2
	LCS capability set 2: Rel’4 LCS

	
	3
	LCS capability set 3: Rel’5 LCS

	
	4
	LCS capability set 4: Rel’6 or later LCS

	Default value:
	-

	Example:
	<vlrid capability="4">1541154871</vlrid>

	Note:
	


8.25 vlrno

	Description:

	Uniquely specifies a VLR within a network.

	Type:
	Element

	Format:
	Char String

	Defined values:
	In GSM this is the Global Title address. The Global Title is in the same format as an E.164 number.

	Default value:
	

	Example:
	<vlrno>1541154871</vlrno>

	Note:
	


8.26 v_ls

	Description:

	Address to the visited Location Server, i.e. a location server associated with the network the subscriber is currently roaming in.

	Type:
	Element

	Format:
	Char String

	Defined values:
	-

	Default value:
	-

	Example:
	<v_ls>http://host:port/LocationServer/</v_ls>

	Note:
	


8.27 vmscid

	Description:

	Uniquely specifies a VMSC within a network.

	Type:
	Element

	Format:
	Char String

	Defined values:
	In GSM this is the Global Title address. The Global Title is in the same format as an E.164 number.

	Default value:
	

	Example:
	<vmscid capability="4">1541154871</vmscid>

	Note:
	


8.27.1 capability

	Description:

	Defines the LCS capability of the serving node as specified in [23.271] Rel 6.

	Type:
	Attribute

	Format:
	Char string

	Defined values:
	1
	LCS capability set 1: R98 and R99 LCS (pre-Rel’4 LCS)

	
	2
	LCS capability set 2: Rel’4 LCS

	
	3
	LCS capability set 3: Rel’5 LCS

	
	4
	LCS capability set 4: Rel’6 or later LCS

	Default value:
	-

	Example:
	<vmscid capability="4">1541154871</vmscid>

	Note:
	


8.28 vmscno

	Description:

	Uniquely specifies a VMSC within a network.

	Type:
	Element

	Format:
	Char String

	Defined values:
	In GSM this is the Global Title address. The Global Title is in the same format as an E.164 number.

	Default value:
	

	Example:
	<vmscno>1541154871</vmscno>

	Note:
	


8.29 recv_role

	Description:

	This attribute indicates the role the receiving Location Server should assume when receiving a location request over RLP.

	Type:
	Attribute

	Format:
	Char String

	Defined values:
	HLS
	Home Location Server

	
	VLS
	Visited Location Server

	Default value:
	N/A

	Example:
	<srlir ver=”1.0.0” recv_role=”HLS”>…</srlir>

	Note:
	


8.30 sservice attributes

In addition to the service_attributes specified in [OMA-MLP] this specification introduces the recv_role attribute to indicate the role a Location Server should play when receiving a location request over RLP.

9. Result codes 

9.1 Result codes

Result codes are defined in [OMA-MLP]. Result codes specific to inter-Location Server interface are given in the table below.

	Resid
	Slogan
	Description

	TBW
	
	

	
	
	

	
	
	


10. Adaptation to 3GPP LCS: (informative)

10.1 Version mapping between 3GPP TS23.271 and this specification

The following table shows the version number of this specification  fully conforming to a certain version of  [TS23.271], i.e. the version of this specification for the correct reference in a certain version of the 3GPP specification.

	3GPP TS23.271 version number
	Conforming version number of this specification

	Release 6 
	Version X


Note: In case there are versions not appearing in this table, it should be interpreted that such update did not affect the other specification. That is, the version number not appearing in the table should apply to the conformance mapping for the closest smaller version number in the table.  

10.2 The terminology mapping table with 3GPP LCS Specifications

The following is a list of the terms in MLP used differently from the ones defined for 3GPP:

	Term
	
	Notes

	OMA
	3GPP
	

	PCE
	PPR
	

	
	
	

	
	
	

	
	
	


10.3 The corresponding terms used for the location procedures in 3GPP LCS Definition 

The following is a list of terms defined in MLP corresponding to the 3GPP LCS definition in TS23.271 for the location procedures.

	Location procedures defined in 3GPP(23.271)
	Services defined in MLP
	

	
	
	

	
	
	


10.4 Error Mapping (informative)

The following list provides a mapping between the errors defined for LCS in MAP (see [13] (resolve refernce)) and [OMA-MLP] (see section 6)

	MAP error
	MLP resid

	
	


11. HTTP Mapping

The HTTP mapping for the protocol is found in [OMA-MLP]. For the inter-Location Server interface the request and response encapsulation below apply.

11.1 Request and Response Encapsulation

A request and a response consist of a header part and a body part so to be able to make a location request with a single XML document the header and the body are encapsulated in the same service initiation DTD. The context header holds the authentication and authorization data pertinent to a particular location request. The body part is described in section [] .
11.1.1 Inter-Location Server Service Initiation DTD

	<!-- RLP_SVC_INIT -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

MLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_init PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_init>

      ...

   </rlp_svc_init>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	<!ENTITY
	% extension.message
	"">

	
	
	

	<!ELEMENT
	rlp_svc_init
	(rlp_hdr, (srlir | erlir %extension.message;))>

	<!ATTLIST
	rlp_svc_init 
	

	
	ver CDATA
	#FIXED "1.0.0">

	
	
	

	<!ENTITY
	% rlp_ctxt.dtd
	SYSTEM "RLP_CTXT_100.DTD">

	%rlp_ctxt.dtd;

	<!ENTITY
	% mlp_id.dtd
	SYSTEM "MLP_ID_300.DTD">

	%mlp_id.dtd;

	<!ENTITY
	% mlp_func.dtd
	SYSTEM "MLP_FUNC_300.DTD">

	%mlp_func.dtd;

	<!ENTITY
	% mlp_qop.dtd
	SYSTEM "MLP_QOP_300.DTD">

	%mlp_qop.dtd;

	<!ENTITY
	% rlp_loc.dtd
	SYSTEM "RLP_LOC_100.DTD">

	%rlp_loc.dtd;

	<!ENTITY
	% mlp_shape.dtd
	SYSTEM "MLP_SHAPE_300.DTD">

	%mlp_shape.dtd;
	
	

	<!ENTITY
	% rlp_gsm_net_param.dtd
	SYSTEM "RLP_GSM_NET_100.DTD">

	%rlp_gsm_net_param.dtd;

	<!ENTITY
	% rlp_hdr.dtd
	SYSTEM "RLP_HDR_100.DTD">

	%rlp_hdr.dtd;

	<!ENTITY
	% rlp_srlir.dtd
	SYSTEM "RLP_SRLIR_100.DTD">

	%rlp_srlir.dtd;

	<!ENTITY
	% rlp_erlir.dtd
	SYSTEM "RLP_ERLIR_100.DTD">

	%rlp_erlir.dtd;


Example

<?xml version="1.0" ?>

<!DOCTYPE rlp_svc_init SYSTEM "RLP_SVC_INIT_100.DTD">

<rlp_svc_init ver="1.0.0">

  <rlp_hdr ver="1.0.0">

    ...

  </rlp_hdr>

  <srlir ver="1.0.0">

    ...

  </srlir>

</rlp_svc_init>

11.1.2 Inter-Location Server Service Result DTD

	<!-- RLP_SVC_RESULT -->

	<!--

RLP V1.0 Document Type Definition

Copyright Open Mobile Alliance Ltd., 2003

          All rights reserved

RLP is an XML language. Typical usage:

   <?xml version="1.0"?>

   <!DOCTYPE svc_result PUBLIC "-//OMA//DTD {abbrev x.y}//EN"

             "http://www.openmobilealliance.org/DTD/{filename}"

             [<?oma-{ref}-ver supported-versions="{versions}"?>]>

   <rlp_svc_result>

      ...

   </rlp_svc_result}>

Terms and conditions of use are available from the 

Open Mobile Alliance Ltd. web site at

http://www.openmobilealliance.org/useterms.html

-->

	
	
	

	<!ENTITY
	% extension.message
	"">

	<!ELEMENT
	rlp_svc_result
	(rlp_hdr?, (srlia | srlirep | erlia %extension.message;))>

	
	
	

	<!ATTLIST
	rlp_svc_result
	

	
	ver CDATA
	#FIXED "1.0.0">

	
	
	

	<!ENTITY
	% rlp_ctxt.dtd
	SYSTEM "RLP_CTXT_100.DTD">

	%rlp_ctxt.dtd;

	<!ENTITY
	% mlp_id.dtd
	SYSTEM "MLP_ID_300.DTD">

	%mlp_id.dtd;

	<!ENTITY
	% mlp_func.dtd
	SYSTEM "MLP_FUNC_300.DTD">

	%mlp_func.dtd;

	<!ENTITY
	% mlp_qop.dtd
	SYSTEM "MLP_QOP_300.DTD">

	%mlp_qop.dtd;

	<!ENTITY
	% rlp_loc.dtd
	SYSTEM "RLP_LOC_100.DTD">

	%rlp_loc.dtd;

	<!ENTITY
	% mlp_shape.dtd
	SYSTEM "MLP_SHAPE_300.DTD">

	%mlp_shape.dtd;

	<!ENTITY
	% rlp_gsm_net_param.dtd
	SYSTEM "RLP_GSM_NET_100.DTD">

	%rlp_gsm_net_param.dtd;

	<!ENTITY
	% rlp_hdr.dtd
	SYSTEM "RLP_HDR_100.DTD">

	%rlp_hdr.dtd;

	<!ENTITY
	% rlp_srlia.dtd
	SYSTEM "RLP_SRLIA_100.DTD">

	%rlp_srlia.dtd;

	<!ENTITY
	% rlp_srlirep.dtd
	SYSTEM "RLP_SRLIREP_100.DTD">

	%rlp_srlirep.dtd;

	<!ENTITY
	% rlp_erlia.dtd
	SYSTEM "RLP_ERLIA_100.DTD">

	%rlp_erlia.dtd;


Example

<?xml version="1.0" ?>

<!DOCTYPE rlp_svc_result SYSTEM "RLP_SVC_RESULT_100.DTD">

<rlp_svc_result ver="1.0.0">

  <srlia ver="1.0.0">

    ...

  </srlia>

</rlp_svc_result>

Appendix A. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [CREQ].

	 
	 
	 
	 
	 

	 
	
	
	 
	

	 
	
	
	 
	


A.1 General Requirements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	Parsing of DTDs
	
	TBD
	A Location Server MUST be able to parse all well formed location XML documents

	TBD
	Invalid values
	
	TBD
	

	TBD
	Types of location information
	
	TBD
	

	
	Version handling
	
	TBD
	

	
	Quality of Position
	
	TBD
	

	
	Target Identities
	
	TBD
	

	
	Priority
	
	TBD
	


A.2 Inter-Location Server Service Initiation DTD

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	Inter-Location Server Service Initiation
	
	TBD
	

	
	RLP Header
	
	TBD
	

	
	Standard Roaming Location Immediate Request
	
	TBD
	

	
	Emergency Roaming Location Immediate Request
	
	TBD
	

	
	Extension Message
	
	TBD
	


A.3 Inter-Location Server Service Result DTD

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	Inter-Location Server Service Result
	
	TBD
	

	
	RLP Header
	
	TBD
	

	
	Standard Roaming Location Immediate Answer
	
	TBD
	

	
	Standard Roaming Location Immediate Report
	
	TBD
	

	
	Emergency Roaming Location Immediate Answer
	
	TBD
	

	
	Extension Message
	
	TBD
	

	
	
	
	
	


A.4 Roaming Header

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	locationserver
	
	TBD
	

	
	client
	
	TBD
	

	
	serving_node_action
	
	TBD
	

	
	gsm_net_param
	
	TBD
	


A.5 Standard Roaming Location Immediate Request

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	msid
	
	TBD
	

	
	codeword
	
	TBD
	

	
	eqop
	
	TBD
	

	
	geo_info
	
	TBD
	

	
	loc_type
	
	TBD
	

	
	prio
	
	TBD
	

	
	pushaddr
	
	TBD
	

	
	Extension parameters
	
	TBD
	

	
	
	
	
	


A.6 Standard Roaming Location Immediate Answer

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	pos
	
	TBD
	

	
	req_id
	
	TBD
	

	
	result
	
	TBD
	

	
	add_info
	
	TBD
	

	
	Extension parameters
	
	TBD
	


A.7 Standard Roaming Location Immediate Report

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	req_id
	
	TBD
	

	
	pos
	
	TBD
	

	
	Extension parameters
	
	TBD
	


A.8 Emergency Roaming Location Immediate Request

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	msid
	
	TBD
	

	
	eqop
	
	TBD
	

	
	geo_info
	
	TBD
	

	
	loc_type
	
	TBD
	

	
	Extension parameters
	
	TBD
	


A.9 Emergency Roaming Location Immediate Answer

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	eme_pos
	
	TBD
	

	
	result
	
	TBD
	

	
	add_info
	
	TBD
	

	
	Extension parameters
	
	TBD
	


A.10 Support for Identity Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	msid
	
	TBD
	

	
	msid_range
	
	TBD
	

	
	msids
	
	TBD
	

	
	codeword
	
	TBD
	

	
	esrd
	
	TBD
	

	
	esrk
	
	TBD
	

	
	session
	
	TBD
	

	
	start_msid
	
	TBD
	

	
	stop_msid
	
	TBD
	


A.11 Support for Function Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	eme_event
	
	TBD
	

	
	tlrr_event
	
	TBD
	

	
	ms_action
	
	TBD
	

	
	interval
	
	TBD
	

	
	loc_type
	
	TBD
	

	
	prio
	
	TBD
	

	
	pushaddr
	
	TBD
	

	
	req_id
	
	TBD
	

	
	start_time
	
	TBD
	

	
	stop_time
	
	TBD
	

	
	url
	
	TBD
	

	
	time_remaining
	
	TBD
	


A.12 Support for Location Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	pos
	
	TBD
	

	
	eme_pos
	
	TBD
	

	
	pd
	
	TBD
	

	
	poserr
	
	TBD
	

	
	time
	
	TBD
	

	
	alt
	
	TBD
	

	
	alt_acc
	
	TBD
	

	
	direction
	
	TBD
	

	
	speed
	
	TBD
	

	
	lev_conf
	
	TBD
	

	
	geo_info
	
	TBD
	

	
	CoordinateReferenceSystem
	
	TBD
	

	
	Identifier
	
	TBD
	

	
	code
	
	TBD
	

	
	codeSpace
	
	TBD
	

	
	edition
	
	TBD
	


A.13 Support for Result Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	add_info
	
	TBD
	

	
	result
	
	TBD
	


A.14 Support for Shape Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	shape
	
	TBD
	

	
	angularUnit
	
	TBD
	

	
	angle
	
	TBD
	

	
	coord
	
	TBD
	

	
	X
	
	TBD
	

	
	Y
	
	TBD
	

	
	Z
	
	TBD
	

	
	Point
	
	TBD
	

	
	LineString
	
	TBD
	

	
	Box
	
	TBD
	

	
	LinearRing
	
	TBD
	

	
	Polygon
	
	TBD
	

	
	outerBoundaryIs
	
	TBD
	

	
	innerBoundaryIs
	
	TBD
	

	
	CircularArcArea
	
	TBD
	

	
	EllipticalArea
	
	TBD
	

	
	inRadius
	
	TBD
	

	
	outRadius
	
	TBD
	

	
	radius
	
	TBD
	

	
	semiMajor
	
	TBD
	

	
	semiMinor
	
	TBD
	

	
	startAngle
	
	TBD
	

	
	stopAngle
	
	TBD
	

	
	MultiLineString
	
	TBD
	

	
	MultiPoint
	
	TBD
	

	
	MultiPolygon
	
	TBD
	


A.15 Support for Quality of Position Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	eqop
	
	TBD
	

	
	qop
	
	TBD
	

	
	ll_acc
	
	TBD
	

	
	hor_acc
	
	TBD
	

	
	max_loc_age
	
	TBD
	

	
	resp_req
	
	TBD
	

	
	resp_timer
	
	TBD
	


A.16 Support for Network Parameter Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	gsm_net_param
	
	TBD
	

	
	neid
	
	TBD
	

	
	vmcscid
	
	TBD
	

	
	vlrid
	
	TBD
	

	
	sgsn
	
	TBD
	

	
	imsi
	
	TBD
	

	
	v_ls
	
	TBD
	

	
	pce
	
	TBD
	

	
	
	
	TBD
	


A.17 Support for Roaming Context and Privacy Elements

	Item
	Function
	Reference
	Status
	Requirement

	TBD
	client
	
	TBD
	

	
	id
	
	TBD
	

	
	requestor
	
	TBD
	

	
	pwd
	
	TBD
	

	
	serviceid
	
	TBD
	

	
	requestmode
	
	TBD
	

	
	subclient
	
	TBD
	

	
	locationserver
	
	TBD
	

	
	clientname
	
	TBD
	

	
	serving_node_action
	
	TBD
	

	
	poi
	
	TBD
	

	
	pseudoid
	
	TBD
	

	
	servicetype
	
	TBD
	


Appendix B. Change History
(Informative)

	Type of  Change
	Date
	Section
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	20021105
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	Output from OMA#2 Kona meeting

	
	20030109
	
	Output from telco 20030109
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	Class 3
	20031001
	
	Editorial Changes on DTD Elements, Element Descriptions and update XML examples to reflect new applied CR’s 

	Class 1
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· OMA-LOC-2003-0165_CR_missing_servicetype_declaration
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· OMA-LOC-2003-0181R01-CR_Normative General Behaviour
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