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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

2.1 Normative References

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[WSDL1.1]
	“Web Services Description Language(WSDL) Version 1.1”. Erik Christensen, Francisco Cubrera, Greg Meredith, Sanjiva Weeravarana,, W3C NOTE, March 15, 2001, URL:http://www.w3.org/TR/wsdl.html 

	[OWSER1.1]
	“OMA Web Services Enabler(OWSER): Core Specification”, Version 1.1, Open Mobile Alliance, URL:http://www.openmobilealliance.org/

	[OWSER Prac]
	“OMA Web Services Enabler(OWSER) Best Practice : WSDL Style Guide”, Version 1.1, Open Mobile Alliance, URL:http://www.openmobilealliance.org/

	[OWSER]
	OMA Web Service Enabler (OWSER), Core Specifications V1_0, http://www.opnemobilealliance.org/ 

	
	<< Add/Remove reference rows as needed! >>


2.2 Informative References

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  DELETE THIS COMMENT >>

	Term 1
	Definition

	Term 2
	Definition

	
	


3.3 Abbreviations

<< Add abbreviations as needed to the following table.  DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	xxx
	xxx

	
	


4. Introduction

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >>

5. Sections As Needed

5.1 Example Level 2

<text>

5.1.1 Example Level 3

<text>

5.1.1.1 Example Level 4

<text>
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Figure 1: Example Figure

	
	Column 1
	Column 2

	Row 1
	Grid 1,1 data
	Grid 1,2 data

	Row 2
	Grid 2,1 data
	Grid 2,2 data


Table 1: Example Table

6. ULP Messaging

6.1 Common Part

The common part contains parameters that are present in all ULP messages. 

	Parameter
	Presence
	Description

	Message Length
	M
	The length of the entire ULP Message in octets.

Note: The first two octets of a PER encoded ULP message contains the length of the entire message. These octets are set to the Message Length when the PER encoding is complete and the entire message length is known.

	Version
	M
	Version of the ULP protocol, in the form major, minor, service indicator

	Session ID
	M
	The unique Session ID

	Message Payload
	M
	This parameter contains one of the  messages defined in ULP.

Defined messages are:

· SUPL INIT

· SUPL START

· SUPL RESPONSE

· SUPL POS INIT

· SUPL POS

· SUPL END 

· SUPL AUTH REQ

· SUPL AUTH RESP

· SUPL SET INIT
· SUPL NOTIFY
· SUPL NOTIFY RESPONSE



Table 2: Common Part for all ULP Messages
6.2 Message Specific Part

The message specific part contains further parameters that are unique for each ULP message. The following sub-sections describe the message specific part of ULP messages
6.2.1 SUPL INIT

SUPL INIT is the initial message from the SLP to the SET in Network initiated cases

	Parameter
	Presence
	Description

	Positioning Method
	M
	Defines the positioning technology desired by the SLP, which can be AGPS SET assisted, AGPS SET Based, Autonomous GPS, EOTD, OTDOA, AFLT or Enhanced Cell ID.

	Notification
	O
	The purpose of this field is to provide instructions to the SET with respect to  notification and privacy.

If this field is not set the SET SHALL interpret the request as type “No notification & no verification“.

	SLP Address
	CV
	This parameter contains an SLP address (SPC address for non-proxy mode).

For proxy mode this parameter is OPTIONAL.

For non-proxy mode this parameter is REQUIRED.

This address is used by the SET when establishing a secure IP  connection to the SLP or SPC

	QoP
	O
	Desired Quality of Position.

	SLP Mode
	M
	This parameter indicates if the SLP uses proxy or non-proxy mode. 

	Notification Mode
	M
	This parameter indicates whether the notification and verification is based on location or not

	MAC 
	O
	This parameter contains a Message Authentication Code (MAC), which MAY be used as integrity protection of the SUPL INIT message.

	Key Identity
	CV
	This parameter contains a key identity, which identifies the key to be used to verify the MAC. It is required when MAC is present.


Table 2: SUPL INIT Message
6.2.x SUPL NOTIFY
SUPL NOTIFY is the message from the SLP to the SET in Network initiated cases

	Parameter
	Presence
	Description

	Notification
	M
	The purpose of this field is to provide instructions to the SET with respect to notification and privacy.


Table X: SUPL NOTIFY Message
6.2.Y SUPL NOTIFY RESPONSE

SUPL NOTIFY RESPONSE is the response to a SUPL NOTIFY message. 
	Parameter
	Presence
	Description

	Notification Response
	O
	The purpose of this field is to provide notification response from the user. 


Table Y: SUPL NOTIFY RESPONSE Message

6. Parameter Definitions (Normative)
This section contains descriptions of the parameters used in ULP messages.

7.X Notification Mode

	Parameter
	Presence
	Values/description

	Notification Mode
	-
	Describes the mode whether the notification and verification is based on location or not. 

This parameter can be of type
· Normal Notification/Verification
· Notification/Verification based on location


Table X Notification Mode Parameter
7.Y Notification Response
	Parameter
	Presence
	Values/description

	Notification Response
	-
	Describes the notification/verification response from the user

	>Notification Response type
	M
	Type of notification response:

· Allowed
· Not Allowed



Table Y Notification Response Parameter
7. ASN.1 Encoding of ULP messages (Normative)

This section defines the ULP messages and common elements with ASN.1 (Normative).

7.1 Common Part

ULP DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

IMPORTS

  Version, SessionID

    FROM ULP-Components

  SUPLINIT

    FROM SUPL-INIT

  SUPLSTART

    FROM SUPL-START

  SUPLRESPONSE

    FROM SUPL-RESPONSE

  SUPLPOSINIT

    FROM SUPL-POS-INIT

  SUPLPOS

    FROM SUPL-POS

  SUPLEND

    FROM SUPL-END

  SUPLAUTHREQ

    FROM SUPL-AUTH-REQ

  SUPLAUTHRESP

    FROM SUPL-AUTH-RESP
SUPLNOTIFY

  FROM SUPL-NOTIFY

SUPLNOTIFYRESPONSE

  FROM SUPL-NOTIFY-RESPONSE;

-- general ULP PDU layout;

ULP-PDU ::= SEQUENCE {

  length     INTEGER(0..65535),

  version    Version,

  sessionID  SessionID,

  message    UlpMessage}

UlpMessage ::= CHOICE {

  msSUPLINIT      SUPLINIT,

  msSUPLSTART     SUPLSTART,

  msSUPLRESPONSE  SUPLRESPONSE,

  msSUPLPOSINIT   SUPLPOSINIT,

  msSUPLPOS       SUPLPOS,

  msSUPLEND       SUPLEND,

  msSUPLAUTHREQ   SUPLAUTHREQ,

msSUPLAUTHRESP  SUPLAUTHRESP,
msSUPLNOTIFY    SUPLNOTIFY,

msSUPLNOTIFYRESPONSE  SUPLNOTIFYRESPONSE,

  ...}

END
7.1.1 SUPL INIT

SUPL-INIT DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLINIT;

IMPORTS SLPAddress, QoP, PosMethod

          FROM ULP-Components;

SUPLINIT ::= SEQUENCE {

  posMethod     PosMethod,

  notification  Notification OPTIONAL,

  sLPAddress    SLPAddress OPTIONAL,

  qoP           QoP OPTIONAL,

sLPMode       SLPMode,
  mAC           MAC OPTIONAL,

  keyIdentity   KeyIdentity OPTIONAL,
notificationMode  NotificationMode,

  ...}

Notification ::= SEQUENCE {

  notificationType  NotificationType,

  encodingType      EncodingType OPTIONAL,

  requestorId       OCTET STRING(SIZE (1..maxReqLength)) OPTIONAL,

  requestorIdType   FormatIndicator OPTIONAL,

  clientName        OCTET STRING(SIZE (1..maxClientLength)) OPTIONAL,

  clientNameType    FormatIndicator OPTIONAL,

  ...}

NotificationType ::= ENUMERATED {

  noNotificationNoVerification(0), notificationOnly(1),

  notificationAndVerficationAllowedNA(2),

  notificationAndVerficationDeniedNA(3), privacyOverride(4), ...

  }

EncodingType ::= ENUMERATED {ucs2(0), gsmDefault(1), utf8(2), ...

                             }

maxReqLength INTEGER ::= 50

maxClientLength INTEGER ::= 50

FormatIndicator ::= ENUMERATED {

  logicalName(0), e-mailAddress(1), msisdn(2), url(3), sipUrl(4), min(5),

  mdn(6), IMSPublicidentity(7), ...

  }

SLPMode ::= ENUMERATED {proxy(0), nonProxy(1)}

NotificationMode ::= ENUMERATED {normal(0), basedOnLocation(1), ...}
MAC ::= BIT STRING(SIZE (64))

KeyIdentity ::= BIT STRING(SIZE (128))

END

8.2.X SUPL NOTIFY
SUPL-NOTIFY DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLNOTIFY;

IMPORTS Notification
          FROM ULP-Components;

SUPLNOTIFY ::= SEQUENCE {

  notification  Notification

  ...}

END
8.2.Y SUPL NOTIFY RESPONSE
SUPL-NOTIFY-RESPONSE DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

EXPORTS SUPLNOTIFYRESPONSE;

SUPLNOTIFYRESPONSE ::= SEQUENCE {

  notificationResponse  NotificationResponse OPTIONAL

  ...}

NotificationResponse ::= SEQUENCE {

  notificationResponseType  NotificationResponseType,

...}
NotificationResponseType ::= ENUMERATED { allowed(0), notAllowed(1), ...}
END
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Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [IOPPROC].
B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-C-001
	Something mandatory
	Section x.y
	M
	(XYZ-C-001 OR XYZ-C-003) AND
 XYZ-C-002

	XYZ-C-002
	Something optional
	Section x.y
	O
	

	XYZ-C-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MCF

	XYZ-C-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Status
	Requirement

	XYZ-S-001
	Something mandatory
	Section x.y
	M
	XYZ-S-001 OR XYZ-S-002 OR XYZ-S-003

	XYZ-S-002
	Something optional
	Section x.y
	O
	

	XYZ-S-003
	Dependencies on ZYX
	Section x.y
	M
	ZYX:MSF

	XYZ-S-004
	Dependencies on ZYX
	Section x.y
	O
	ZYX:OSF


Appendix C. Detailed Call Flows
C.1 Flows

C.1.1 SUPL Collaboration Network Initiated
 Network Initiated Services are services, which originate from within the SUPL network. For these services the SUPL Agent resides in the Network.

For Network Initiated applications, an SLP and SET SHALL support SUPL INIT, SUPL POS INIT and SUPL END.  The support for SUPL POS is OPTIONAL and positioning method dependent, e.g. required for A-GPS positioning.

The Roaming cases are described with an R-SLP in the flow descriptions but the R-SLP can be omitted in the flow descriptions having the H-SLP interacting directly with SUPL Agent. In the Non-Roaming flow descriptions an R-SLP can be inserted between SUPL Agent and H-SLP.

C.1.1.1 Non-Roaming Successful Case – Proxy mode
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Figure 2 – NW Initiated Non-Roaming Successful Case – Proxy Mode 


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step H. If notification and verification or notification only is required, the H-SLP SHALL proceed to step B. 

B. The H-SLP verifies that the target SET is currently not SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

C. The H-SLP initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the H-SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed to step H. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step D and use the procedures described in step E to establish a secure IP connection to the H-SLP.

D. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a coarse position calculated based on information received in the SUPL POS INIT message is available that meets the required QoP, the H-SLP SHALL directly proceed to step G and not engage in a SUPL POS session.

F. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SLP SHALL then determine the posmethod. If required for the posmethod the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

G. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.

H. The H-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message and the H-SLP SHALL release all resources related to this session.
C.1.1.2 Non-Roaming Successful Case – Non-Proxy mode 
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Figure 3 - NW Initiated Non-Roaming Successful Case – Non-Proxy mode


(Note:  See section Error! Reference source not found. for timer descriptions.  ) 

A. SUPL Agent issues an MLP SLIR message to the SLC, with which SUPL Agent is associated. The SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the SLC shall apply subscriber privacy against the client-id.

If a previously computed position which meets the requested QoP is available at the SLC and no notification and verification is required, the SLC SHALL directly proceed to step M. If notification and verification or notification only is required, the SLC SHALL proceed to step B. 

B. The SLC verifies that the target SET is currently not SUPL roaming.

The SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

C. The SLC and SPC may exchange information necessary to setup the SUPL POS session.

Note: The specifics for the interface between the SLC and SPC are beyond the scope for SUPL 1.0 and are thus implementation dependent.

D. The SLC initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the SPC, proxy/non-proxy mode indicator, Key Id, MAC and the intended positioning method. The SUPL INIT MAY  contain the desired QoP. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the SLC shall also include Notification element in the SUPL INIT message. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which SHALL be used to verify SUPL INIT message is authentic. 
E. If in step A the SLC decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The SLC SHALL then directly proceed to step M. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step E and use the procedures described in step H to establish a secure IP connection to the SLC.When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. The SET SHALL use the Key Id and MAC to determine if the SUPL INIT message is authentic.

F. The SET uses the address provisioned by the Home Network to establish a secure IP connection to the SLC. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the SLC.The SUPL AUTH REQ message SHALL contain session-id, key-id 2 and SET nonce. The key-id 2 corresponds to PP2_SPC_Master_key in section 7.1.2 to generate PSK_SPC_Key which is used for PSK- TLS session between the SPC and the SET.
G. The SLC uses key-id 2 and set nonce to create a key to be used for mutual SPC/SET authentication. The SLC forwards the created key to the SPC through internal communication and returns a SUPL AUTH RESP message to the SET. The SUPL AUTH RESP message SHALL contain the session-id. 

H. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure IP connection to the SPC according to the address received in step D. The SET and H-SLP perform mutual authentication  and the SET sends a SUPL POS INIT message to start a positioning session with the SPC. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the SLC and release all resources related to this session.

I. The SLC and SPC may collaborate to determine the initial location or coarse location of the SET to aid in the position determination process. If the initial location meets the requested QoP, the H-SLP proceeds directly to step K.
J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the SPC SHALL determine the posmethod. If required for the posmethod the SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message 

The SET and the SPC MAY exchange several successive positioning procedure messages. 

The SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the SPC (SET-Based). 

K. Once the position calculation is complete the SPC sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the SUPL session is finished. The SET SHALL release the secure IP connection to the SPC and release all resources related to this session.

L. The SPC also informs the SLC of the end of the SUPL session. Unless the SLC already knows the position, e.g., from step I, the SPC informs the SLC of the determined position from step J. The SPC SHALL release all resources related to this session.

M. The SLC sends the position estimate back to the SUPL Agent by means of the MLP SLIA message and SLC can release all resources related to this session. The SLC SHALL release all resources related to this session.

C.1.1.3 Roaming Successful Case – Proxy mode with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.  
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Figure 4 - NW Initiated Roaming Successful Case – Proxy mode with V-SLP


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step O will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step N. If notification and verification or notification only is required, the H-SLP SHALL proceed to step G after having performed the SET Lookup and Routing Info procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope

E. The H-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure.  Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP. The SET part of the session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated scenario.

F. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the H-SLP.

G. The H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to step N. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step H and use the procedures described in step I to establish a secure IP connection to the H-SLP.

H. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

I. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET.   The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.  
J. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. The H-SLP then tunnels the SUPL POS INIT message to the V-SLP. 

K. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

If the V-SLP already calculated a position satisfying the requested QoP the V-SLP terminates the positioning session  and informs the H-SLP about the termination and position by sending a SUPL END to the H-SLP tunnelled over RLP. The H-SLP proceeds to step M and returns the positioning result. 

The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

L. Once the position calculation is complete the V-SLP sends the SUPL END message towards the SET, which is tunnelled over RLP via the H-SLP. The V-SLP SHALL release all resources related to this session.

M. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.

N. The H-SLP sends the position estimate back to the R-SLP by means of the RLP SRLIA message. The H-SLP SHALL release all resources related to this session.

O. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.

C.1.1.4 Roaming Successful Case – Non-Proxy-mode with V-SPC Positioning

SET Roaming where the V-SLP is involved in the positioning calculation.  
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Figure 5 - NW Initiated Roaming Successful Case – Non-Proxy-mode with V-SPC


(Note:  See section Error! Reference source not found. for timer descriptions.)

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step S will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step R. If notification and verification or notification only is required, the H-SLP SHALL proceed to step H after having performed the SET Lookup and Routing Info procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

E. The H-SLP allocates a session-id for the SUPL session and decides that the V-SPC will provide assistance data or perform the position calculation. The H-SLP sends an RLP SSRLIR to the V-SLC to inform the V-SLC that the target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP. The SET part of the session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated scenario.

F. The V-SLC informs the V-SPC of an incoming SUPL positioning session.

G. The V-SLC acknowledges that V-SPC is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the H-SLP. The message includes at least session-id, posmethod and the address of the V-SPC.

H. The H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the V-SPC, proxy/non-proxy mode indicator, Key Id, MAC and the intended positioning method. The SUPL INIT MAY  contain the desired QoP. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message.   

I. If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to step R. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step I and use the procedures described in step J to establish a secure IP connection to the H-SLP.When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. The SET SHALL use the Key Id and MAC to determine if the SUPL INIT message is authentic. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which SHALL be used to verify SUPL INIT message is authentic.  

J. The SET uses the address provisioned by the Home Network to establish a IP connection to the H-SLP. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLP. The SUPL AUTH REQ message SHALL contain session-id, key-id 2, and SET nonce.

K. The H-SLP uses key-id 2 and set nonce to create a key to be used for mutual V-SPC/SET authentication. The H-SLP forwards the created key to the V-SLC through an RLP SSRP message. The key-id 2 corresponds to PP2_SPC_Master_key in section 7.1.2 to generate PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET. 

The V-SLC forwards the key to the V-SPC through internal communication.
L. The H-SLP returns a SUPL AUTH RESP to the SET. The SUPL AUTH RESP message SHALL contain the session-id. The key-id 3 corresponds to PSK_SPC_Key.  

M. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure IP connection to the V-SPC according to the address received in step H. The SET and V-SPC perform mutual authentication and the SET sends a SUPL POS INIT message to start a SUPL positioning session with the V-SPC. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the H-SLP and release all resources related to this session.
The V-SPC informs the V-SLC that the positioning procedure is started.
N. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SPC SHALL determine the posmethod.  If required for the posmethod, the V-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

The SET and the V-SPC MAY exchange several successive positioning procedure messages. If the V-SPC already calculated a position satisfying the requested QoP the V-SPC terminates the positioning session with a SUPL END and informs the V-SLC about the termination. The V-SLC proceeds to step Q and returns the positioning result.

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

O. Once the position calculation is complete the V-SPC sends a SUPL END message to the SET informing it that no further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all resources related to this session.

P. The V-SPC informs the V-SLC that the positioning procedure is completed and returns the position result. The V-SPC SHALL release all resources related to this session.

Q. The V-SLC sends a RLP SSRP to the H-SLP carrying the position result. The V-SLC SHALL release all resources related to this session.

R. The H-SLP sends the position estimate back to the R-SLP by means of the RLP SRLIA message. The H-SLP SHALL release all resources related to this session.

S. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message

C.1.1.5 Roaming Successful case – Proxy mode with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation. 
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Figure 6 - NW Initiated Roaming Successful case – Proxy mode with H-SLP


(Note:  See section Error! Reference source not found. for timer descriptions.  )

i. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 

ii. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step M will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

iii. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step L. If notification and verification or notification only is required, the H-SLP SHALL proceed to step E after having performed the SET Lookup and Routing Info procedures of step D.

iv. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

v. The H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to step L. Note: before sending the SUPL END message the SET shall follow the data connection setup procedure of step F and use the procedures described in step G to establish a secure IP connection to the H-SLP

vi. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

vii. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid) and a hash of the received SUPL INIT message (ver). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
viii. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. The H-SLP then decides that the H-SLP will provide assistance/position calculation and the H-SLP sends a plain RLP SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between SET and H-SLP. The RLP request contains at least the msid and the location identifier (lid). Optionally the H-SLP MAY forward NMR provided by the SET to the V-SLP.

ix. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g., coarse position for A-GPS positioning). If the computed position meets the requested QoP, the H-SLP proceeds directly to step K.
x. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET based).

xi. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.

xii. The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the target subscriber. The H-SLP SHALL release all resources related to this session.

xiii. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.

C.1.1.6 Roaming Successful Case – Non-Proxy-mode with H-SPC Positioning

SUPL Roaming where the H-SPC is involved in the positioning calculation. 
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Figure 7 - NW Initiated Roaming Successful Case – Non-Proxy-mode with H-SPC


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step S will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLC of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLC and no notification and verification is required, the H-SLC SHALL directly proceed to step R. If notification and verification or notification only is required, the H-SLC SHALL proceed to step F after having performed the SET Lookup and Routing Info procedures of step D. 

D. Based on the received ms-id the H-SLC SHALL apply subscriber privacy against the client-id. The H-SLC verifies that the target SET is currently SUPL roaming. In addition the H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

E. The H-SLC informs the H-SPC of the pending SUPL positioning session.

F. The H-SLC initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, address of the H-SPC, proxy/non-proxy mode indicator, Key Id, MAC and the intended positioning method. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which SHALL be used to verify SUPL INIT message is authentic. The SUPL INIT MAY  contain the desired QoP. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include Notification element in the SUPL INIT message.  

If in step C the H-SLC decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLC carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLC. The H-SLC SHALL then directly proceed to step R. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step G and use the procedures described in step H to establish a secure IP connection to the H-SLC.

G. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. The SET SHALL use the Key Id and MAC to determine if the SUPL INIT message is authentic.

H. The SET uses the address provisioned by the Home Network to establish a secure IP connection to the H-SLC. The SET then checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case non-proxy mode is used and the SET SHALL send a SUPL AUTH REQ message to the H-SLC. The SUPL AUTH REQ message SHALL contain session-id, key-id 2, and SET nonce. The key-id 2 corresponds to PP2_SPC_Master_key in section 7.1.2 to generate PSK_SPC_Key which is used for PSK-TLS session between the H-SPC and the SET.

I.  The H-SLC uses key-id 2 and set nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the key to the H-SPC through internal communication and returns a SUPL AUTH RESP message to the SET. . The SUPL AUTH RESP message SHALL contain the session-id.

J. The SET will evaluate the Notification rules and follow the appropriate actions. The SET establishes a secure IP connection to the H-SPC according to the address received in step F. The SET and H-SPC perform mutual authentication  and the SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SET SHALL send the SUPL POS INIT message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific data for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT. The SET SHALL also release the IP connection to the H-SLC and release all resources related to this session.
K. The H-SPC informs the H-SLC that the target SET has established the session and informs the H-SLC of the lid and optionally the NMR specific data for the radio technology being used (e.g., for GSM: TA, RXLEV) and position if this is supported.

L. The H-SLC sends a plain RLP SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between SET and H-SPC. The RLP request contains at least the msid and the location identifier (lid). Optionally the H-SLC MAY forward NMR provided by the SET to the V-SLP. 

M. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g., coarse position for A-GPS positioning).

N. The H-SLC informs the H-SPC of the initial position. However, if the computed position meets the requested QoP, the H-SLC informs the H-SPC that a position was already obtained. The H-SPC proceeds to step P to terminate the SUPL positioning session and the H-SLC proceeds to step R.

O. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SPC SHALL determine the posmethod. If required for the posmethod the H-SPC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

If the V-SLP already calculated a position satisfying the requested QoP the H-SPC terminates the positioning session with a SUPL END and informs the H-SLC about the termination. The H-SLC proceeds to step R and returns the positioning result.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

P. Once the position calculation is complete the H-SPC sends SUPL END message to the SET informing it that no further positioning procedure will be started and that the positioning session is finished. The SET SHALL release all resources related to this session.

Q. The H-SPC informs the H-SLC that the positioning procedure is completed and returns the position result. The H-SPC SHALL release all resources related to this session.

R. The H-SLC sends the position estimate back to the R-SLP by means of the RLP SRLIA message. The H-SLC SHALL release all resources related to this session.

S. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.

C.1.1.7 Exception Procedures

C.1.1.7.1 SET does not allow Positioning

When the SET receives a SUPL INIT message asking for notification or verification to the target subscriber, the SET starts the related procedure. The subscriber denies the request and the SET shall send the SUPL END message with a status code to the H-SLP indicating the error reason (e.g., consentDeniedByUser).

Afterwards, the H-SLP and the SET release the resources related to this session at the Lup interface.

The H-SLP sends a positioning error back to the SUPL Agent by means of the MLP SLIA message.
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Figure 8 – NW Initiated SET User denies Positioning

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which the SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B.  The H-SLP verifies that the target SET is currently not SUPL roaming. The H-SLP may also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 1.0 scope.

C. The H-SLP initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY  contain the desired QoP, address of the H-SLP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key in section 7.1.2 which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message.

D. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection.

E. The SET evaluates the notification rules and alerts the subscriber of the position request. In this case the user rejects the location request, either by explicit action or implicitly by not responding to the notification, and the SET returns to the H-SLP the SUPL END message containing the session-id and the status code indicating the error reason (“consentDeniedByUser”). 

F.  The H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the SUPL Agent by means of the MLP SLIA message.

C.1.1.7.2 Authorization Failure at H-SLP 
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Figure 9 – NW Initiated Authorization Failure H-SLP

A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which the SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. Authorization failure occurs at the H-SLP.  This may be due to i) the SUPL Agent is not registered at the H-SLP for location requests, or ii)  the H-SLP determines that the location request should be barred upon performing privacy check.

C. The H-SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the SUPL Agent by means of the MLP SLIA message.

C.1.1.7.3 Authorization Procedure at V-SLP
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Figure 10 – NW Initiated Authorization Failure V-SLP
A. H-SLP sends an RLP SRLIR or RLP SSRLIR to V-SLP.
B.   Authorization failure occurs at the V-SLP.  The V-SLP will send RLP SRLIA or RLP SSRLIA with result code “UNAUTHORIZED APPLICATION” to the H-SLP. This may be due to the fact that there is no roaming agreement between SUPL providers of V-SLP and H-SLP.
C. The V-SLP sends an authorization failure to H-SLP.
C.1.1.7.4 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a status code indicating protocol error.

Possible protocol error cases can be

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id

· positioning protocol mismatch

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has been received the invalid session-id shall be returned to the sending entity along with the status code. 

A received session-id is invalid if:

· It does not correspond to an open session 

· In case of the SUPL INIT message, the session-id is missing SLP Session ID or contains SET Session ID.

· In case of the SUPL START message, the session-id is missing SET Session ID or contains SLP Session ID.

Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The SLP sends a positioning error back to the SUPL Agent by means of the MLP SLIA message if no position estimate can be evaluated out of the available data. Otherwise, if privacy checks passed, the SLP sends the evaluated position estimate back to the SUPL Agent.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during application of the specific positioning protocols (e.g., RRLP, RRC, TIA-801) shall be handled by means of the exception procedure specific for this positioning protocol along with the related messages.

The following SUPL protocol error types, attributable to either the SLP or the SET, are addressed by the general exception procedure shown below:

· Missing mandatory parameter(s)

· Wrong parameter value

· Unexpected message
· Positioning protocol mismatch
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Figure 11 – NW Initiated SUPL Protocol Error

A. A network-initiated location request has occurred in which the call flow has progressed to the SUPL messaging exchange between the SLP and the SET. 

B. A SUPL message sent from either the SLP or the SET contains a protocol error (i.e., missing mandatory parameters, wrong parameter value, or unexpected message).  Such message, if sent by the SLP, may be SUPL INIT; such message, if sent by the SET, may be SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SUPL message containing the protocol error responds with a SUPL END message containing the status code for the specific protocol error. Afterwards, both sides release all resources related to this session at the Lup interface. 

D. The SLP sends the position response, containing the ms-id, client-id, and the appropriate error-code back to the SUPL Agent by means of the MLP SLIA message.  

C.1.1.7.5 SUPL timer expiration

When either a SLP or a SET timer expires, the procedure described in section Error! Reference source not found. shall be followed.  

C.1.1.8 Network Initiated Proxy Mode – Triggered Services: Periodic Triggers

This chapter describes the call flows for Network Initiated periodic triggered services for proxy mode. The trigger thereby resides in the SET.

C.1.1.8.1 Non-Roaming Successful Case – Proxy mode
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Figure 12. NW Initiated Periodic Trigger Service Non-Roaming Successful Case – Proxy Mode


(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently not SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. 
The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLP selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRIGGERED RESPONSE message including session-id, posmethod and periodic trigger parameters.

G. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. The SET and the H-SLP MAY release the secure IP connection.

H. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step J and not engage in a SUPL POS session.

I. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

J. Once the position calculation is complete the H-SLP sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SLP.

Steps K. to P. is a repeat of steps H. to J.

Q. After the last position result has been reported to the SUPL Agent in step P, the H-SLP ends the periodic triggered session by sending a SUPL END message to the SET.
Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 12 may be chosen. This is FFS.

C.1.1.8.2 Roaming Successful Case – Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 13. NW Initiated Periodic Trigger Service Roaming Successful Case – Proxy Mode with V-SLP


(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure.

G. Consistent with the SET capabilities received in step F. the V-SLP determines a posmethod to be used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL TRIGGERED RESPONSE message back to the H-SLP in a RLP TSRLRA message.

H. The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod and periodic trigger parameters. 

I. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. The SET and the H-SLP MAY release the secure IP connection.

J. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SLP to start a positioning session with the V-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP SHALL directly proceed to step N.

K. The H-SLP forwards the SUPL POS INIT message to the V-SLP using a RLP SSRP message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SLP SHALL directly proceed to step M and not engage in a SUPL POS session.

L. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP. 

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP (SET-Based).

M. Once the position calculation is complete, the V-SLP sends the position estimate to the H-SLP in a SUPL REPORT message in an RLP tunnel  using an SSRP message to the H-SLP. The SUPL REPORT message includes at a minimum the session-id and the position estimate.

N. The H-SLP forwards the received position estimate from the V-SLP in an MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SLP.

Steps O to X is a repeat of steps J to N.

Y. After the last position result has been reported to the SUPL Agent in step X, the H-SLP ends the periodic triggered session by sending a SUPL END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 13 may be chosen. This is FFS.
C.1.1.8.3 Roaming Successful Case – Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.


[image: image16.emf]SUPL 

Agent

V-SLP

Target 

SET

MLP TLRR(ms-id, client-id, qop)

SUPL INIT(session-id, trigger_type=periodic, posmethod, SLP mode)

Data Connection 

Setup

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

A

B

C

E

F

G

I

J

K

L

M

H-SLP

SET Lookup, 

Routing Info

ST3

RLP TSRLRR(SUPL TRIGGERED START)

H

SUPL POS(session id, RRLP/RRC/TIA-801)

SUPL TRIGGERED START(session-id, lid, SET capabilities)

ST2

RLP TSRLRA(SUPL TRIGGERED RESPONSE)

SUPL TRIGGERED RESPONSE(session-id, posmethod, 

trigger_params)

D

» » » »

MLP TLRA(req_id)

N

MLP TLREP(req_id, posresult)

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

O

P

Q

R SUPL POS(session id, RRLP/RRC/TIA-801)

S

MLP TLREP(req_id, posresult)

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

T

U

V

W

SUPL POS(session id, RRLP/RRC/TIA-801)

X

MLP TLREP(req_id, posresult)

» » » »

SUPL END(session-id)

Y

UT1

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

ST4

ST4

ST4

[image: image17.wmf]SUPL

Agent

V

-

SLP

Target

SET

MLP TLRR

(

ms

-

id

,

client

-

id

,

qop

)

SUPL INIT

(

session

-

id

,

trigger

_

type

=

periodic

,

posmethod

,

SLP mode

)

Data Connection

Setup

SUPL POS INIT

(

session

-

id

,

lid

,

SET capabilities

)

UT

2

A

B

C

E

F

G

I

J

K

L

M

H

-

SLP

SET Lookup

,

Routing Info

ST

3

RLP TSRLRR

(

SUPL TRIGGERED START

)

H

SUPL POS

(

session id

,

RRLP

/

RRC

/

TIA

-

801

)

SUPL TRIGGERED START

(

session

-

id

,

lid

,

SET capabilities

)

ST

2

RLP TSRLRA

(

SUPL TRIGGERED RESPONSE

)

SUPL TRIGGERED RESPONSE

(

session

-

id

,

posmethod

,

trigger

_

params

)

D

MLP TLRA

(

req

_

id

)

N

MLP TLREP

(

req

_

id

,

posresult

)

SUPL POS INIT

(

session

-

id

,

lid

,

SET capabilities

)

UT

2

O

P

Q

R

SUPL POS

(

session id

,

RRLP

/

RRC

/

TIA

-

801

)

S

MLP TLREP

(

req

_

id

,

posresult

)

SUPL POS INIT

(

session

-

id

,

lid

,

SET capabilities

)

UT

2

T

U

V

W

SUPL POS

(

session id

,

RRLP

/

RRC

/

TIA

-

801

)

X

MLP TLREP

(

req

_

id

,

posresult

)

SUPL END

(

session

-

id

)

Y

UT

1

RLP SRLIR

(

msid

,

lid

)

RLP SRLIA

(

ms

-

id

,

posresult

)

RLP SRLIR

(

msid

,

lid

)

RLP SRLIA

(

ms

-

id

,

posresult

)

RLP SRLIR

(

msid

,

lid

)

RLP SRLIA

(

ms

-

id

,

posresult

)

ST

4

ST

4

ST

4

»

»

»

»

»

»

»

»

»

»

»

»

»

»

»

»

RLP SSRP(SUPL END)


Figure 14. NW Initiated Periodic Trigger Service Roaming Successful Case – Proxy Mode with H-SLP


(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that a periodic triggered session is in the progress of being initiated with the H-SLP.

G. The V-SLP acknowledges the RLP request received in step F with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

H. Consistent with the SET capabilities received in step E. the H-SLP determines a posmethod to be used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET includes at a minimum the session-id, posmethod and periodic trigger parameters. 

I. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. The SET and the H-SLP MAY release the secure IP connection.

J. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SLP to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP SHALL directly proceed to step N and not engage in a SUPL POS session

K. To obtain a coarse position based on lid received in step J, the H-SLP sends an RLP SRLIR message to the V-SLP.

L. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step N and not engage in a SUPL POS session.

M. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

N. The H-SLP forwards the calculated position estimate to the SUPL Agent in an MLP TLREP message. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SLP.

Steps O to X are a repeat of steps J to N.

Y. After the last position result has been reported to the SUPL Agent in step X, the H-SLP ends the periodic triggered session by sending a SUPL END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 14 may be chosen. This is FFS.
C.1.1.9 Network Initiated Proxy Mode – Triggered Services: Event Triggers
This chapter describes the call flows for Network Initiated area event triggered services for proxy mode. The trigger thereby resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position determinations.

The call flows shown represent use cases where the trigger of the area event ends the triggered session. In practise, area event triggers can occur multiple times without ending the triggered session. The call flows, however, are the same and therefore no separate call flows are required. 

C.1.1.9.1 Non-Roaming Successful Case – Proxy mode
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Figure 15. NW Initiated Area Event Trigger Service Non-Roaming Successful Case – Proxy Mode

(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently not SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLP selects a positioning method to be used for the area event triggered session and responds with a SUPL TRIGGERED RESPONSE message including session-id, posmethod and area event trigger parameters. 

G. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLP MAY release the secure IP connection.

H. If the cell-ids are downloaded in step F, the SET SHALL compare the current cell-id to the downloaded cell-ids. When the area event trigger mechanism in the SET SET or the comparison of the current cell-id to the downloaded cell-ids indicates that a position fix is to be executed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step J and not engage in a SUPL POS session.

I. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  

J. Once the position calculation is complete the H-SLP sends a SUPL REPORT message to the SUPL Agent. The SUPL REPORT message includes the session id and the position result. The SET MAY release the secure IP connection to the H-SLP.

This step is optional and is only required if the position estimate is calculated in the H-SLP and therefore needs to be sent to the SET.

K. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps H. to K are repeated.

S. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.
T. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.
U. The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent.  

V. The H-SLP ends the area event triggered session by sending a SUPL END message to the SET.
The call flow described in Figure 15 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps I, M and Q (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps J, N and R (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps H and I are performed.

C.1.1.9.2
Roaming Successful Case – Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 16. NW Initiated Area Event Trigger Service Roaming Successful Case – Proxy Mode with V-SLP
(Note:  See section TBD for timer descriptions. )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure. . The area event trigger parameters such as area information requested by SUPL Agent for the area event triggered session and cell-ids request indicator SHALL be included in this message by the H-SLP.
G. Consistent with the SET capabilities received in step F. the V-SLP determines a posmethod to be used for the area event triggered session and indicates its readiness for an area event triggered session by sending a SUPL TRIGGERED RESPONSE message back to the H-SLP in a RLP TSRLRA message. The V-SLP also checks the cell-ids request indicator. If cell-ids are requested by the H-SLP, the V-SLP SHALL include cell-ids corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.
H. The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod and area event trigger parameters. 

I. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLP MAY release the secure IP connection.

J. If the cell-ids are downloaded in step H, the SET SHALL compare the current cell-id to the downloaded cell-ids. When the area event trigger in the SET or the comparison of the current cell-id to the downloaded cell-ids indicates that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SLP to start a positioning session with the V-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SLP SHALL directly proceed to step N and not engage in a SUPL POS session.

K. The H-SLP forwards the SUPL POS INIT message to the V-SLP using a RLP SSRP message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SLP SHALL directly proceed to step M and not engage in a SUPL POS session.

L. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP. 

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP (SET-Based).

This step is optional and only performed for A-GPS SET Assisted mode or A-GPS SET Based mode when the SET requires GPS assistance data.

M. Once the position calculation is complete, the V-SLP sends the position estimate to the H-SLP in a SUPL REPORT message carried within an RLP SSRP message. The SUPL REPORT message includes at a minimum the session-id and the position estimate.

This step is optional and is only required if the position estimate is calculated in the V-SLP and therefore needs to be sent to the SET.

N. The H-SLP forwards the received position estimate from the V-SLP in a SUPL REPORT message to the SET. The SUPL REPORT message includes at a minimum the session-id and the position estimate. The SET MAY release the secure IP connection to the H-SLP.

This step is optional and is only required if the position estimate is calculated in the V-SLP (or the H-SLP) and therefore needs to be sent to the SET.

O. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps J. to O. are repeated.

AA. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

AB. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.

AC. The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent.  

AD. The H-SLP ends the area event triggered session by sending a SUPL END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 16 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps L, R and X (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps M and N, S and T and Y and Z (SUPL REPORT) are only performed if the position estimate is calculated in the V-SLP or H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps J, K and L are performed.
C.1.1.9.3
Roaming Successful Case – Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 17. NW Initiated Area Event Trigger Service Roaming Successful Case – Proxy Mode with H-SLP
(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

B. The H-SLP verifies that the target SET is currently SUPL roaming.

The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

F. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that an area event triggered session is in the progress of being initiated with the H-SLP.

G. The V-SLP acknowledges the RLP request received in step F with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

H. Consistent with the SET capabilities received in step E. the H-SLP determines a posmethod to be used for the area event triggered session and indicates its readiness for an area event triggered session by sending a SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET includes at a minimum the session-id, posmethod and area event trigger parameters. 

I. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLP MAY release the secure IP connection.

J. When the area event trigger in the SET indicates that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SLP to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position thatIf a position calculated based on information received in the SUPL POS INIT message is available that meets the required QoP, the H-SLP 
SHALL directly proceed to step N and not engage in a SUPL POS session.

K. To obtain a coarse position based on lid received in step J, the H-SLP sends an RLP SRLIR message to the V-SLP.

L. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA message.

If the position estimate meets the required QoP, the H-SLP SHALL directly proceed to step N and not engage in a SUPL POS session.

M. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

This step is optional and only performed for A-GPS SET Assisted mode or A-GPS SET Based mode when the SET requires GPS assistance data.

N. Once the position calculation is complete, the H-SLP sends the position estimate to the SET in a SUPL REPORT message. The SUPL REPORT message includes at a minimum the session-id and the position estimate.

This step is optional and is only required if the position estimate is calculated in the H-SLP (or V-SLP) and therefore needs to be sent to the SET.

O. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps J. to O. are repeated.

Z. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

AA. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.

AB. The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent.

AC. The H-SLP ends the area event triggered session by sending a SUPL END message to the SET and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 17 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps M, S and Y (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps N, T and Z (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP (or V-SLP) i.e. in A-GPS SET Assisted mode and cell-id based mode.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps J to M are performed
C.1.1.9.4
Roaming Successful Case – Proxy with V-SLP Positioning, V-SLP to V-SLP Handover with Network Change
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A. SUPL Agent issues an MLP TLRR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.
B. The H-SLP verifies that the target SET is currently SUPL roaming.
The H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.
C. The H-SLP initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLP also computes and stores a hash of the message.
D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.
E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET.
The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).
F. The H-SLP sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure. The SET part of the session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated scenario. The area information requested by SUPL Agent for the area event triggered session will be included in this message by the H-SLP.

G. The V-SLP will determine which cells are comprised of the area for area event triggered session. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP TSRLRA including SUPL TRIGGERED RESPONSE message back to the H-SLP. The V-SLP will include the cell-ids for the area event triggered session.

H. The H-SLP sends the SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod and area event trigger parameters. The area event trigger parameters include the cell-ids corresponding to the area for the area event triggered session.
I. The H-SLP informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLP MAY release the secure IP connection.
J. The SET will compare the current cell-id to the downloaded cell-ids periodically.
K. The SET moves in the coverage area of the V-SLP2, and the serving network is changed.
L. The SET detects the change of serving network and attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL TRIGGERED START message to download new cell-ids for an area event triggered session with the V-SLP2. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver), location identifier (lid) and cause for re-sending the SUPL TRIGGERED START message. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).
M. The H-SLP verifies that the target SET is currently SUPL roaming and moves out of the coverage area of V-SLP1. The H-SLP determines the V-SLP2 based on the lid received in the SUPL TRIGGERED START message.
N. The H-SLP sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLP2 to inform the V-SLP2 that the target SET will initiate a SUPL positioning procedure.  Mandatory parameters in SUPL TRIGGERED START that are not known to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP2. The SET part of the session-id will not be included in this message by the H-SLP to distinguish this scenario from a SET Initiated scenario. The area information requested by SUPL Agent for for the area event triggered session will be included in this message by the H-SLP.
O. The V-SLP2 will determine which cells are comprised of the area for area event triggered session. The V-SLP2 acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP TSRLRA including SUPL TRIGGERED RESPONSE message back to the H-SLP. The V-SLP2 will include the cell-ids for the area event triggered session.
P. The H-SLP forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod and area event trigger parameters. The area event trigger parameters include the cell-ids corresponding to the area for the area event triggered session.
Q. The SET will compare the current cell-id to the downloaded cell-ids periodically.
R. If one of downloaded cell-ids is identical to the current cell-id, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. 
S. The SET then sends a SUPL POS INIT message to the H-SLP to start a positioning session with the V-SLP2. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SLP SHALL directly proceed to step W and not engage in a SUPL POS session.
T. The H-SLP forwards the SUPL POS INIT message to the V-SLP2 using a RLP SSRP message.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SLP2 SHALL directly proceed to step V and not engage in a SUPL POS session.
U. The SET and the V-SLP2 MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP.
The V-SLP2 calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP2 (SET-Based).
This step is optional and only performed for A-GPS SET Assisted mode or A-GPS SET Basd mode when the SET requires GPS assistance data.
V. Once the position calculation is complete, the V-SLP2 sends the position estimate to the H-SLP in a SUPL REPORT message carried within an RLP SSRP message. The SUPL REPORT message includes at a minimum the session-id and the position estimate.
This step is optional and is only required if the position estimate is calculated in the V-SLP2 and therefore needs to be sent to the SET.
W. The H-SLP forwards the received position estimate from the V-SLP2 in a SUPL REPORT message to the SET. The SUPL REPORT message includes at a minimum the session-id and the position estimate. The SET MAY release the secure IP connection to the H-SLP.
This step is optional and is only required if the position estimate is calculated in the V-SLP2 (or the H-SLP) and therefore needs to be sent to the SET.
The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

X – BB. Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps X to BB are repeated.
CC. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.
DD. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLP.
EE. The H-SLP sends the position estimate in a MLP TLREP message to the SUPL Agent.
 FF. The H-SLP ends the area event triggered session by sending a SUPL END message to the SET
C.1.1.10 Network Initiated Non-Proxy Mode – Triggered Services: Periodic Triggers
This chapter describes the call flows for Network Initiated periodic triggered services for non-proxy mode. The trigger thereby resides in the SET.
C.1.1.10.1 Non-Roaming Successful Case – Non-Proxy mode
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Figure 18. NW Initiated Periodic Trigger Service Non-Roaming Successful Case – Non-Proxy Mode


(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently not SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. Through internal communication the H-SLC requests service for a periodic trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly. 

D. The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

E. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

F. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address which has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the H-SPC and the SET.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLC selects a positioning method to be used for the periodic triggered session and responds with a SUPL TRIGGERED RESPONSE message including session-id, posmethod, H-SPC address and periodic trigger parameters.

I. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. 

The SET and the H-SLC MAY release the secure IP connection.

J. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SPC SHALL directly proceed to step L and not engage in a SUPL POS session.

K. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

L. Once the position calculation is complete the H-SPC sends the position estimate through internal communication to the H-SLC.  

M. The H-SLC sends a MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SPC.

Steps N. to U. are a repeat of steps J. to M.

V. After the last position result has been reported to the SUPL Agent in step U, the H-SPC ends the periodic triggered session by sending a SUPL END message to the SET. The H-SPC has been informed about the end of the periodic triggered session through internal communication in step T.
Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 18 may be chosen. This is FFS.

C.1.1.10.2 Roaming Successful Case – Non-Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 20. NW Initiated Periodic Trigger Service Roaming Successful Case – Non-Proxy Mode with V-SLP


(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address which has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the V-SPC and the SET.
F. Based on the received lid or other mechanisms, the H-SLC determines the V-SLC and sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLC to inform the V-SLC that the target SET will initiate a SUPL positioning procedure.

G. The V-SLC informs the V-SPC through internal communication about the periodic triggered session. Thereby the V-SLC uses key-id 2 and SET nonce to create a key to be used for mutual V-SPC/SET authentication. The V-SLC forwards the created key to the V-SPC through internal communication. The V-SPC grants or denies the request and informs the V-SLC accordingly.

H. Consistent with the SET capabilities received in step F. the V-SLC determines a posmethod to be used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL TRIGGERED RESPONSE message back to the H-SLC in an RLP TSRLRA message.

I. The H-SLC generates a key to be used for mutual V-SPC/SET authentication. The H-SLC forwards the key to the V-SLC through an AUTH RESP message using an RLP SSRP tunnel. The key corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET.

J. The V-SLC forwards the key to the V-SPC through internal communication.

K. The H-SLC forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod, V-SPC address and periodic trigger parameters. 

L. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. The SET and the H-SLC MAY release the secure IP connection.

M. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the V-SPC to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SPC SHALL directly proceed to step O and not engage in a SUPL POS session.

N. The SET and the V-SPC MAY exchange several successive positioning procedure messages. 

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

O. Once the position calculation is complete the V-SPC sends the position estimate through internal communication to the V-SLC.

P. The V-SLC sends the position estimate to the H-SLC in a SUPL REPORT message. The SUPL REPORT message includes at a minimum the session-id and the position estimate. The SUPL REPORT message is carried within an RLP SSRP message.

Q. The H-SLC forwards the position estimate received from the V-SLC in an MLP TLREP message to the SUPL Agent. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the V-SPC.

Steps R to AA is a repeat of steps M to Q.

Q. After the last position result has been reported to the SUPL Agent in step AA, the H-SLC ends the periodic triggered session by sending an RLP SSRP message carrying a SUPL END message to the V-SLC.

R.  The V-SLC informs the V-SPC about the end of the periodic triggered session through internal communication.

S. The V-SPC ends the periodic triggered session with the SET by sending a SUPL END message. The SUPL END message includes at least the session-id.

Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 20 may be chosen. This is FFS.
C.1.1.10.3 Roaming Successful Case – Non-Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 19. NW Initiated Periodic Trigger Service Roaming Successful Case – Non-Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. Through internal communication the H-SLC requests service for a periodic trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

D. The H-SLC initiates the periodic trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case periodic), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

E. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

F. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start a periodic triggered session with the H-SLC. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the H-SPC and the SET.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Based on the received lid or other mechanisms, the H-SLC determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLP that a periodic triggered session is in the progress of being initiated with the H-SLP.

I. The V-SLC acknowledges the RLP request received in step H with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

J. Consistent with the SET capabilities received in step F. the H-SLC determines a posmethod to be used for the periodic triggered session and indicates its readiness for a periodic triggered session by sending a SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET includes at a minimum the session-id, posmethod, H-SPC address and periodic trigger parameters. 

K. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the periodic triggered session. The SET and the H-SLC MAY release the secure IP connection.

L. When the periodic trigger in the SET indicates that the first position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SPC to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the H-SPC SHALL directly proceed to step R.

M. Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid received in step L.
N. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

O. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA message.

If the returned position meets the required QoP, the H-SLC SHALL directly proceed to step S and not engage in a SUPL POS session.

P. The H-SLC forwards the coarse position to the H-SPC through internal communication.

Q. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

R. The H-SPC sends the calculated position estimate to the H-SLC through internal communication.

S. The H-SLC forwards the calculated position estimate to the SUPL Agent in an MLP TLREP message. The MLP TLREP message includes the req_id and the position result. The SET MAY release the secure IP connection to the H-SPC.

Steps T to II are a repeat of steps L to S.

AJ. After the last position result has been reported to the SUPL Agent in step II, the H-SPC ends the periodic triggered session by sending a SUPL END message to the SET. The H-SPC has been informed about the end of the periodic triggered session through internal communication in step HH. The H-SLC informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP

Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure 19 may be chosen. This is FFS.
C.1.1.11 Network Initiated Non-Proxy Mode – Triggered Services: Event Triggers
This chapter describes the call flows for Network Initiated area event triggered services for non-proxy mode. The trigger thereby resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position determinations.

The call flows shown represent use cases where the trigger of the area event ends the triggered session. In practise, area event triggers can occur multiple times without ending the triggered session. The call flows, however, are the same and therefore no separate call flows are required.
C.1.1.11.1 Non-Roaming Successful Case – Non-Proxy mode
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Figure 20. NW Initiated Area Event Trigger Service Non-Roaming Successful Case – Non-Proxy Mode

(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently not SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. Through internal communication the H-SLC requests service for an area event trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly. 

D. The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

E. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

F. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address which has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the H-SPC and the SET.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Consistent with the SET capabilities received in the SUPL TRIGGERED START message the H-SLC selects a positioning method to be used for the area event triggered session and responds with a SUPL TRIGGERED RESPONSE message including session-id, posmethod, H-SPC address and area event trigger parameters. 

I. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. 

The SET and the H-SLC MAY release the secure IP connection.

J. If the cell-ids are downloaded in step F, the SET SHALL compare the current cell-id to the downloaded cell-ids. When the area event trigger in the SET or the comparison of the current cell-id to the downloaded cell-ids indicates that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SPC SHALL directly proceed to step L and not engage in a SUPL POS session.

K. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

L. Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SUPL REPORT message includes the session id and the position result. The SET MAY release the secure IP connection to the H-SPC.

This step is optional and is only required if the position estimate is calculated in the H-SPC and therefore needs to be sent to the SET.  

M. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps J. to M are repeated.

U. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.
V. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.
W. The H-SLC informs the H-SPC about the end of the area event triggered session through internal communication.
X. The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent.
Y. The H-SLC ends the area event triggered session by sending a SUPL END message to the SET.
The call flow described in Figure 20 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps K, O and S (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps L, P and T (SUPL REPORT) are only performed if the position estimate is calculated in the H-SPC i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data update in which case steps J and K are performed.

C.1.1.11.2 Roaming Successful Case – Non-Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 23. NW Initiated Area Event Trigger Service Roaming Successful Case – Non-Proxy Mode with V-SLP

(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

D. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLC uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address which has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLP. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the V-SPC and the SET.
F. Based on the received lid or other mechanisms, the H-SLC determines the V-SLC and sends an RLP TSRLRR including the SUPL TRIGGERED START message to the V-SLC to inform the V-SLC that the target SET will initiate a SUPL positioning procedure. . The area event trigger parameters such as area information requested by SUPL Agent for the area event triggered session and cell-ids request indicator SHALL be included in this message by the H-SLC.
G. The V-SLC informs the V-SPC through internal communication about the area event triggered session. Thereby the V-SLC uses key-id 2 and SET nonce to create a key to be used for mutual V-SPC/SET authentication. The V-SLC forwards the created key to the V-SPC through internal communication. The V-SPC grants or denies the request and informs the V-SLC accordingly. The V-SLC also checks the cell-ids request indicator. If cell-ids are requested by the H-SLC, the V-SLC SHALL include cell-ids corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.
H. Consistent with the SET capabilities received in step F. the V-SLC determines a posmethod to be used for the area event triggered session and indicates its readiness for an area event triggered session by sending a SUPL TRIGGERED RESPONSE message back to the H-SLC in an RLP TSRLRA message.

I. The H-SLC generates a key to be used for mutual V-SPC/SET authentication. The H-SLC forwards the key to the V-SLC through an AUTH RESP message using an RLP SSRP tunnel. The key corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET.

J. The V-SLC forwards the key to the V-SPC through internal communication.

K. The H-SLC forwards the received SUPL TRIGGERED RESPONSE message to the SET including session-id, posmethod, V-SPC address and area event trigger parameters. 

L. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLC MAY release the secure IP connection.

M. If the cell-ids are downloaded in step M, the SET SHALL compare the current cell-id to the downloaded cell-ids. When the area event trigger in the SET or the comparison of the current cell-id to the downloaded cell-ids indicates that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the V-SPC to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SPC SHALL directly proceed to step O and not engage in a SUPL POS session.

N. The SET and the V-SPC MAY exchange several successive positioning procedure messages. 

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based).

O. Once the position calculation is complete the V-SPC sends a SUPL REPORT message to the SET. The SUPL REPORT message includes the session id and the position result. The SET MAY release the secure IP connection to the V-SPC.

This step is optional and is only required if the position estimate is calculated in the V-SPC and therefore needs to be sent to the SET.

P. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps M. to P. are repeated.

Q. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

R. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.

S. The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent

T.  The H-SLC ends the area event triggered session by sending a SUPL END message to the SET.

U. The H-SLC informs the V-SLC about the end of the triggered session by sending a SUPL END message over an RLP SSRP message.

V. The V-SLC informs the V-SPC about the end of the triggered session through internal communication.

The call flow described in Figure 23 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps N, R and V (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps O, S and W (SUPL REPORT) are only performed if the position estimate is calculated in the V-SPC i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data update in which case steps M and N are performed.
C.1.1.11.3 Roaming Successful Case – Non-Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 21. NW Initiated Area Event Trigger Service Roaming Successful Case – Non-Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions.  )

A. SUPL Agent issues an MLP TLRR message to the H-SLC, with which SUPL Agent is associated. The H-SLC shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLC shall apply subscriber privacy against the client-id.

B. The H-SLC verifies that the target SET is currently SUPL roaming.

The H-SLC MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.

Note: The specifics for determining if the SET supports SUPL are beyond SUPL 2.0 scope.

C. Through internal communication the H-SLC requests service for an area event trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

D. The H-SLC initiates the area event trigger session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, trigger type indicator (in this case area event), proxy/non-proxy mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to the MAC_Master_Key in section TBD which MAY be used to verify if the SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLC SHALL also include the Notification element in the SUPL INIT message. Before the SUPL INIT message is sent, the H-SLC also computes and stores a hash of the message.

E. When the SUPL INIT is received by the SET it will either attach itself to the Packet Data Network if it is not already attached or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

F. The SET will evaluate the Notification rules and follow the appropriate actions. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, non-proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLC using the H-SLC address that has been provisioned by the Home Network to the SET. 

The SET then sends a SUPL TRIGGERED START message to start an area event triggered session with the H-SLC. The SET SHALL send the SUPL TRIGGERED START message even if the SET supported positioning technologies do not include the intended positioning method indicated in the SUPL INIT message. The SUPL TRIGGERED START message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

For authentication proposes required in non-proxy mode, the SET also sends the SET nonce and the key-id 2 in the SUPL TRIGGERED START message to the H-SLC. The key-id 2 corresponds to PP2_SPC_Master_key in section TBD to generate PSK_SPC_Key which is used for PSK- TLS session between the H-SPC and the SET.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Based on the received lid or other mechanisms, the H-SLC determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLP that an area event triggered session is in the progress of being initiated with the H-SLP. . The area event trigger parameters such as area information requested by SUPL Agent for the area event triggered session and cell-ids request indicator SHALL be included in this message by the H-SLC.
I. The V-SLC acknowledges the RLP request received in step H with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message. The V-SLC also checks the cell-ids request indicator. If cell-ids are requested by the H-SLC, the V-SLC SHALL include cell-ids corresponding to the area for the area event trigger session in the SUPL TRIGGERED RESPONSE message.
J. Consistent with the SET capabilities received in step F. the H-SLC determines a posmethod to be used for the area event triggered session and indicates its readiness for an area event triggered session by sending a SUPL TRIGGERED RESPONSE message back to the SET. The SUPL TRIGGERED RESPONSE message to the SET includes at a minimum the session-id, posmethod, H-SPC address and area event trigger parameters. 

K. The H-SLC informs the SUPL Agent in an MLP TLRA message that the triggered location response request has been accepted and also includes a req_id parameter to be used as a transaction id for the entire duration of the area event triggered session. The SET and the H-SLC MAY release the secure IP connection.

L. If the cell-ids are downloaded in step J, the SET SHALL compare the current cell-id to the downloaded cell-ids. When the area event trigger in the SET or the comparison of the current cell-id to the downloaded cell-ids indicates that a position fix has to be performed, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to the H-SPC to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id and the location identifier (lid). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that If a position calculated based on information received in the SUPL POS INIT message is available that meets the required QoP, the H-SPC SHALL directly proceed to step R and not engage in a SUPL POS session.

M. Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid received in step L.
N. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

O. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA message.

P. The H-SLC forwards the coarse position to the H-SPC through internal communication.

If the coarse position meets the required QoP, the H-SPC SHALL directly proceed to step R and not engage in a SUPL POS session.

Q. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based).

This step is optional and only performed for A-GPS SET Assisted mode or A-GPS SET Based mode when the SET requires GPS assistance data.

R. Once the position calculation is complete the H-SPC sends a SUPL REPORT message to the SET. The SUPL REPORT message includes the session id and the position result. The SET MAY release the secure IP connection to the H-SPC.

This step is optional and is only required if the position estimate is calculated in the H-SPC and therefore needs to be sent to the SET.

S. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps L. to S. are repeated.

T. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

U. The SET sends a SUPL REPORT message including the session id and the position estimate to the H-SLC.

V. The H-SLC sends the position estimate in a MLP TLREP message to the SUPL Agent.

W. The H-SLC informs the H-SPC about the end of the triggered session through internal communication.

X. The H-SLC informs the SET about the end of the triggered session by sending a SUPL END message and informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

The call flow described in Figure 21 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps Q, Y and GG (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps R, Z and HH (SUPL REPORT) are only performed if the position estimate is calculated in the H-SPC i.e. in A-GPS SET Assisted mode and cell-id based mode.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data update in which case steps L to Q are performed.
C.1.1.12 Notification based on current location – Non Roaming Successful Case, Proxy Mode
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Figure 22. NW Initiated Non-Roaming Successful Case – Proxy Mode
A. SUPL Agent issues an MLP SLIR message to the H-SLP, with which SUPL Agent is associated. The H-SLP shall authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. Further, based on the received ms-id the H-SLP shall apply subscriber privacy against the client-id.

If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step K. If notification and verification or notification only is required, the H-SLP SHALL proceed to step B.

B. The SLP verifies that the target terminal is currently within the service area of the SLP, i.e. the target terminal is not roaming. The SLP may also verify that the target terminal supports SUPL.

Note: The specifics for determining if the SET is roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.


C. The H-SLP initiates the location session with the SET using the SUPL INIT message, which MAY be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, address of the H-SLP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step A indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the H-SLP also computes and stores a hash of the message.

If in step A the H-SLP decided to use a previously computed position, the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message carrying the results of the verification process (access granted, or access denied). If no explicit verification is required (notification only) the SET SHALL respond with a SUPL END message. The H-SLP SHALL then directly proceed to step K. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step D and use the procedures described in step E to establish a secure IP connection to the H-SLP.

D. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

E. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using H-SLP address that has been provisioned by the Home Network to the SET. If no H-SLP address is provided in the SUPL INIT message the SET SHALL use the default H-SLP address, provisioned by the Home Network, when establishing the secure IP connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, IS-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if these are available and supported by both SET and H-SLP. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a coarse position calculated based on information received in the SUPL POS INIT message is available that meets the required QoP, the H-SLP SHALL directly proceed to step H and not engage in a SUPL POS session.

F. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. Based on the SUPL POS INIT message including posmethod(s) supported by the SET the H-SLP SHALL then determine the posmethod. If required for the posmethod the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).  
Editor’s note: In case of SET Based position calculation the delivery mechanism of the position to the SLP is FFS, i.e. part of SUPL POS block or a dedicated message sent from the SET.

G. In case notification and verification to the target SET user is needed, the H-SLP SHALL send a SUPL NOTIFY message. The SUPL NOTIFY message contains Notification element.
Note: This step is only required if the notification is based on the current location of the SET.
H. The SET SHALL then send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification response from the user.
Note: This step is only required if the notification is based on the current location of the SET.
I. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.
J. The H-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message and the H-SLP SHALL release all resources related to this session.

C.1.1.13 Notification based on current location – Roaming Successful Case – Proxy mode with V-SLP Positioning
SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 23. NW Initiated Roaming Successful Case – Proxy mode with V-SLP

A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received.

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step R will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step Q. If notification and verification or notification only is required, the H-SLP SHALL proceed to step G after having performed the SET Lookup and Routing Info procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL. However, there are various environment dependent mechanisms.


E. The H-SLP sends an RLP SSRLIR to the V-SLP to inform the V-SLP that the target SET will initiate a SUPL positioning procedure. Mandatory parameters in SUPL START that are not known to H-SLP (lid and SET capabilities) shall be populated with arbitrary values by H-SLP and be ignored by V-SLP

F. The V-SLP acknowledges that it is ready to initiate a SUPL positioning procedure with an RLP SSRLIA back to the H-SLP.

G. The H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. This step MAY be performed immediately after step D. Before the SUPL INIT message is sent the SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to step Q. Note: before sending the SUPL END message the SET SHALL perform the data connection setup procedure of step H and use the procedures described in step I to establish a secure IP connection to the H-SLP.

Step G MAY be performed immediately after step D, however, H-SLP SHALL not proceed with step J before step F has returned.. 

H. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

I. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET also checks the proxy/non-proxy mode indicator to determine if the SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET.   The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities, a hash of the received SUPL INIT message (ver) and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY optionally provide its position or network timing information, if these are available and supported by both SET and H-SLP. The SET MAY optionally set the Requested Assistance Data element in the SUPL POS INIT.  
J. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. The H-SLP then tunnels the SUPL POS INIT message to the V-SLP. 

K. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message. 

If the V-SLP already calculated a position satisfying the requested QoP the V-SLP terminates the positioning session  and informs the H-SLP about the termination and position by sending a SUPL END to the H-SLP tunnelled over RLP. The H-SLP proceeds to step N. 

The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP.

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).
Editor’s note: In case of SET Based position calculation the delivery mechanism of the position to the SLP is FFS, i.e. part of SUPL POS block or a dedicated message sent from the SET.

L. Once the position calculation is complete the V-SLP sends the SUPL END message towards the SET, which is tunnelled over RLP via the H-SLP. The V-SLP SHALL release all resources related to this session.
M. In case notification and verification to the target SET user is needed, the H-SLP shall send a SUPL NOTIFY message. The SUPL NOTIFY message contains Notification element.
Note: This step is only required if the notification is based on the current location of the SET.
N. The SET SHALL then send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification response from the user.
Note: This step is only required if the notification is based on the current location of the SET.
O. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.
P. The H-SLP sends the position estimate back to the R-SLP by means of the RLP SRLIA message. The H-SLP SHALL release all resources related to this session.
Q. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.
C.1.1.14 Notification based on current location – Roaming Successful Case – Proxy mode with H-SLP Positioning
SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 24. NW Initiated Roaming Successful case – Proxy mode with H-SLP
A. SUPL Agent issues an MLP SLIR message to the R-SLP, with which SUPL Agent is associated. The R-SLP SHALL authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id received. 

B. The R-SLP determines the H-SLP based on the received msid. If the R-SLP determines that the SUPL Agent is not authorized for this request, Step P will be returned with the applicable MLP return code.

Note: The specifics for determining the H-SLP are considered outside scope of SUPL. However, there are various environment dependent mechanisms.

C. The R-SLP then forwards the location request to the H-SLP of the target subscriber, using RLP protocol. If a previously computed position which meets the requested QoP is available at the H-SLP and no notification and verification is required, the H-SLP SHALL directly proceed to step O. If notification and verification or notification only is required, the H-SLP SHALL proceed to step E after having performed the SET Lookup and Routing Info procedures of step D.

D. Based on the received ms-id the H-SLP SHALL apply subscriber privacy against the client-id. The H-SLP verifies that the target SET is currently SUPL roaming. In addition the H-SLP MAY also verify that the target SET supports SUPL.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.


E. The H-SLP initiates the location session with the SET using the SUPL INIT message, which could be a WAP PUSH or an SMS Trigger. The SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator, notification mode indicator and the intended positioning method. The SUPL INIT MAY contain the desired QoP, a Key Id, and a MAC. The Key-Id corresponds to MAC_Master_Key which MAY be used to verify SUPL INIT message is authentic. If the result of the privacy check in Step D indicates that notification or verification to the target subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message. Before the SUPL INIT message is sent the SLP also computes and stores a hash of the message.

If in step C the H-SLP decided to use a previously computed position the SUPL INIT message SHALL indicate this in a ‘no position’ posmethod parameter value and the SET SHALL respond with a SUPL END message to the H-SLP carrying the results of the verification process (access granted, or access denied). If no verification is required (notification only) the SET SHALL respond with a SUPL END message to the H-SLP. The H-SLP SHALL then directly proceed to step O. Note: before sending the SUPL END message the SET shall follow the data connection setup procedure of step F and use the procedures described in step G to establish a secure IP connection to the H-SLP

F. When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection. If a Key Id and a MAC is present in the received SUPL INIT message and the SET supports these parameters, the SET MAY use these parameters to determine if the SUPL INIT message is authentic.

G. The SET will evaluate the Notification rules and follow the appropriate actions. The SET checks the notification mode indicator to determine whether the notification is performed based on the location of the SET. The SET also checks the proxy/non-proxy mode indicator to determine if the H-SLP uses proxy or non-proxy mode. In this case, proxy mode is used, and the SET SHALL establish a secure IP connection to the H-SLP using SLP address that has been provisioned by the Home Network to the SET. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP.The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SUPL POS INIT MAY contain a hash of the received SUPL INIT message (ver). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if these are available and supported by both SET and H-SLP. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
H. The H-SLP SHALL check that the hash of SUPL INIT matches the one it has computed for this particular session. The H-SLP then decides that the H-SLP will provide assistance/position calculation and the H-SLP sends a plain RLP SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between SET and H-SLP. The RLP request contains at least the msid and the location identifier (lid). Optionally the H-SLP MAY forward NMR provided by the SET to the V-SLP.

I. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g., coarse position for A-GPS positioning). If the computed position meets the requested QoP, the H-SLP proceeds directly to step L.
J. Based on the SUPL POS INIT message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL POS INIT message.

The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET based). 

Editor’s note: In case of SET Based position calculation the delivery mechanism of the position to the SLP is FFS, i.e. part of SUPL POS block or a dedicated message sent from the SET.

K. In case notification and verification to the target SET user is needed, the H-SLP shall send a SUPL NOTIFY message. The SUPL NOTIFY message contains Notification element.
Note: This step is only required if the notification is based on the current location of the SET.
L. The SET SHALL then send a SUPL NOTIFY RESPONSE message to the H-SLP containing the notification response from the user.
Note: This step is only required if the notification is based on the current location of the SET.
M. Once the position calculation is complete the H-SLP sends the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection to the H-SLP and release all resources related to this session.

N. The H-SLP forwards the location estimate to R-SLP if the position estimate is allowed by the privacy settings of the target subscriber. The H-SLP SHALL release all resources related to this session.
O. The R-SLP sends the position estimate back to the SUPL Agent by means of the MLP SLIA message.
C.1.2 SUPL Collaboration SET Initiated
 SET Initiated Services are services, which originate from the SET. For these services the SUPL Agent resides within the SET.

For SET Initiated applications, an SLP and SET SHALL support SUPL START, SUPL RESPONSE, SUPL POS INIT and SUPL END. The support for SUPL POS is OPTIONAL and positioning method dependent, e.g. required for A-GPS positioning.

C.1.2.1 Non-Roaming Successful Case - Proxy mode
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Figure 25 – SET-Initiated Non-Roaming Successful Case - Proxy mode


(Note:  See section Error! Reference source not found. for timer descriptions. )

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets the requested QoP is available at the H-SLP the H-SLP SHALL directly proceed to step G and send the position to the SET in the SUPL END message.    
C. The H-SLP verifies that the target SET is currently not SUPL roaming.


Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms. 

D. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message. The H-SLP SHALL respond with the SUPL RESPONSE to the SET.  The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod. 

If, however, a coarse position computed based on information received in the SUPL START message meets the requested QoP, the H-SLP SHALL directly proceed to step G.

E. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT. 

F. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based). 

G. Once the position calculation is complete the H-SLP SHALL send the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. Depending on positioning method and used positioning protocol the H-SLP MAY  add the determined position to the SUPL END message. The SET SHALL release the secure IP connection and release all resources related to this session. The H-SLP SHALL release all resources related to this session.

C.1.2.2 Non-Roaming Successful Case – Non-Proxy mode   
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Figure 26 – SET-Initiated Non-Roaming Successful Case – Non-Proxy mode


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure IP connection to the SLC and sends a SUPL START message to start a positioning session with the SLC. The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets the requested QoP is available at the SLC the SLC shall respond with a SUPL END message to the SET containing the position and end the SUPL session.

C. The H-SLP verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms. 

D. The SLC will inspect the SUPL START message and determine if the SET is allowed to directly access the SPC. The SLC generates a session id for the SUPL session and informs the SPC of an incoming SUPL POS session from a SET identified by the generated session-id. The SLC also generates a key to be used for mutual SPC/SET authentication.  This key is also forwarded to the SPC. In collaboration the SLC and SPC determines the initial location based on the lid received in the SUPL START message received from the SET.

Note: The specifics for the interface between the SLC and SPC are beyond the scope for SUPL 1.0 and are thus implementation dependent. 

E. Consistent with the SUPL START message including posmethod(s) supported by the SET, the SLC SHALL determine the posmethod.  If required for the posmethod, the SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message.  

The H-SLP SHALL respond with a SUPL RESPONSE to the SET.  The SUPL RESPONSE contains the session-id, the created key, and key id, to be used by the SET for mutual SPC/SET authentication, and the address of the SPC to indicate to the SET that a new secure IP connection SHALL be established. The SUPL RESPONSE also contains the posmethod. If, however, a coarse position computed based on information received in the SUPL START message meets the requested QoP, the SLC shall respond with a SUPL END message (instead of the SUPL RESPONSE) to the SET containing the position and end the SUPL session. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the SPC and the SET.   

F. To initiate the actual positioning session the SET opens a new secure IP connection to the SPC using the address indicated in step E. The SET and SPC perform mutual authentication through the keys received in step D and step E, and the SET sends a SUPL POS INIT message. Before the new secure IP connection is established the existing secure IP connection to the SLC is closed. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
The SPC informs the SLC that the positioning procedure is started.
G. The SET and the SPC MAY exchange several successive positioning procedure messages.

The SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the SPC (SET-Based). 
H. Once the position calculation is complete the SPC SHALL send the SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. Depending on positioning method and used positioning protocol the SPC MAY  add the determined position to the SUPL END message. When the SUPL END is received the SET SHALL release the secure IP connection to the SPC and release all resources related to this session. The SPC informs the SLC that the positioning procedure is finished. The H-SLP SHALL release all resources related to this session.

C.1.2.3 Roaming Successful Case – Proxy mode with V-SLP Positioning

SET Roaming where the V-SLP is involved in the positioning calculation.
A policy of a single SET to H-SLP SUPL session is maintained by encapsulating the messages between the SET and V-SLP through the use of the RLP protocol.   
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Figure 27 – SET-Initiated Roaming Successful Case – Proxy mode with V-SLP


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach     itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets the requested QoP is available at the H-SLP the H-SLP SHALL directly proceed to step K and send the position to the SET in the SUPL END message.

C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends a RLP SSRLIR tunnelling the SUPL START message to the V-SLP.

E. Consistent with the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message. The V-SLP responds with a SUPL RESPONSE tunnelled over RLP back to the H-SLP that it is capable of supporting this request. The SUPL RESPONSE contains at least the sessionid and posmethod.

If a coarse position calculated based on information received in the RLP SSRLIR (SUPL START) message meets the requested QoP, the V-SLP SHALL send a RLP SSRLIA (SUPL END) message - as opposed to RLP SSRLIA (SUPL RESPONSE) - including the position estimate to the H-SLP. The H-SLP SHALL then proceed to step K.

F.  The H-SLP forwards the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod.  

G. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
H. The H-SLP forwards the SUPL POS INIT to the V-SLP over the RLP tunnel.

I. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP via the H-SLP. 

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based). 

J. Once the position calculation is complete the V-SLP sends a SUPL END message to the SET, which is tunnelled over the RLP via the H-SLP, informing it that no further positioning procedure will be started and that the location session is finished. Depending on positioning method and used positioning protocol the V-SLP MAY  add the determined position to the SUPL END message. The V-SLP SHALL release all resources related to this session.   

K. The H-SLP forwards the SUPL END to the SET informing it that no further positioning procedure will be started and that the location session is finished. The SET SHALL release the secure IP connection and release all resources related to this session. The H-SLP SHALL release all resources related to this session.

C.1.2.4 Roaming Successful Case – Non-Proxy mode with V-SPC Positioning

SET Roaming where the V-SPC is involved in the positioning calculation.   
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Figure 28 – SET-Initiated Roaming Successful Case – Non-Proxy mode with V-SPC


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach     itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets the requested QoP is available at the H-SLP the H-SLP SHALL send a SUPL END message including the position to the SET and end the session.
C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SPC and allocates a sessionid and sends an RLP SSRLIR tunnelling the SUPL START message to the V-SLC.

E. The V-SLC informs the V-SPC of the incoming session.

F. Consistent with the SUPL START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message. 

The V-SLC responds with a SUPL RESPONSE tunnelled over RLP back to the H-SLP that it is capable of supporting this request. The SUPL RESPONSE contains at least the sessionid, and the V-SPC address. The SUPL RESPONSE also contains the posmethod.

If a coarse position calculated based on information received in the RLP SSRLIR (SUPL START) message meets the requested QoP, the V-SLC SHALL send a RLP SSRLIA (SUPL END) message - as opposed to RLP SSRLIA (SUPL RESPONSE) - including the position estimate to the H-SLP. The H-SLP SHALL then send a SUPL END message carrying the session id and including the position estimate to the SET (as opposed to the SUPL RESPONSE message) and SHALL terminates the session.

G. The H-SLP generates a key as indicated by key-id 3 to be used for mutual V-SPC/SET authentication. The H-SLP forwards the key to the V-SLC through an RLP SSRP message. The key-id 3 corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET.
The V-SLC forwards the key to the V-SPC through internal communication.

H. The H-SLP forwards the SUPL RESPONSE to the SET. The SUPL RESPONSE contains at least session-id, the created key, posmethod and key-id 4, to be used by the SET for mutual V-SPC/SET authentication, and the address of the V-SPC to indicate to the SET that a new secure IP connection SHALL be established. The key-id 4 corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET. 

I. To initiate the actual positioning session the SET opens a new secure IP connection to the V-SPC using the address indicated in step H. The SET and V-SPC perform mutual authentication  through the keys received in step G and  step H and the SET sends a SUPL POS INIT message.. Before the new secure IP connection is established the existing secure IP connection to the H-SLP is closed. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
The V-SPC informs the V-SLC that the positioning procedure is started.
J. The SET and the V-SPC MAY exchange several successive positioning procedure messages.

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SPC (SET-Based). 

K. Once the position estimate or calculation is complete, the V-SPC sends a SUPL END to the SET and depending on positioning method and positioning protocol optionally includes the position. The SET SHALL release the secure IP connection and release all resources related to this session. 
L. The V-SPC informs the V-SLC of the end of the SUPL positioning session. The V-SPC and V-SLC SHALL release all resources related to this session.
M. The V-SLC sends a RLP SSRP to the H-SLP to inform about the end of the SUPL session. The H-SLP SHALL release all resources related to this session.
C.1.2.5 Roaming Successful Case – Proxy mode with H-SLP Positioning

SET Roaming where the H-SLP is involved in the positioning calculation.  
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Figure 29 – SET-Initiated Roaming Successful Case – Proxy mode with H-SLP


(Note:  See section Error! Reference source not found. for timer descriptions.  )
A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). 

If a previously computed position which meets the requested QoP is available at the H-SLP the H-SLP SHALL directly proceed to step I and send a SUPL END message including the position to the SET and end the session.
C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms.

D. The H-SLP decides that the H-SLP will provide assistance/position calculation and the H-SLP sends a plain RLP SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between SET and H-SLP. The RLP request contains at least the msid and the location identifier (lid). 

E. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g., coarse position for A-GPS positioning). If the computed position meets the requested QoP, the H-SLP proceeds directly to step I.
F. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message


The H-SLP responds with the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod.

G. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
H. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-HHSLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based). 

I. Once the position calculation is complete the H-SLP sends a SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. Depending on positioning method and used positioning protocol the SLP MAY  add the determined position to the SUPL END message. The SET SHALL release the secure IP connection and release all resources related to this session. The H-SLP SHALL release all resources related to this session.

C.1.2.6 Roaming Successful Case – Non-Proxy mode with H-SPC Positioning

SET Roaming where the H-SPC is involved in the positioning calculation.  
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Figure 30 – SET-Initiated Roaming Successful Case – Non-Proxy mode with H-SPC


(Note:  See section Error! Reference source not found. for timer descriptions.  )

A. The SUPL Agent on the SET receives a request for position from an application running on the SET. If the SET is not already attached to Packet Data Network services it will attach     itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL START message to the H-SLC to start a SUPL session with the H-SLC and to request authorization to start a SUPL positioning session with the H-SPC.The SUPL START message contains session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

If a previously computed position which meets the requested QoP is available at the H-SLC the H-SLC SHALL send a SUPL END message including the position to the SET and end the session.
C. The H-SLP verifies that the target SET is currently SUPL roaming. 

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. 

D. The H-SLC decides that the H-SPC will provide assistance/position calculation and the H-SLC sends a plain RLP SRLIR request to the V-SLP to determine a coarse position for further exchange of SUPL POS messages between SET and H-SPC. The RLP request contains at least the msid and the location identifier (lid).
E. The V-SLP returns a RLP SRLIA message. The RLP SRLIA message contains at least the position result (e.g., coarse position for A-GPS positioning). If the coarse position received from the V-SLP meets the requested QoP the H-SLC SHALL send a SUPL END to the SET carrying the sessionid and the position result and SHALL terminate the SUPL session.

F. The H-SLC allocates a sessionid and informs the H-SPC of the incoming SUPL positioning session from the target SET. The H-SLC also generates a key  to be used for mutual SPC/SET authentication. This key is also forwarded to the H-SPC. The H-SLC also informs the H-SPC of the coarse position obtained from the V-SLP. 

G. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message. 

The H-SLC responds with the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id, the created key, and key-id 4, to be used by the SET for mutual H-SPC/SET authentication, and the H-SPC address. The SUPL RESPONSE also contains the posmethod. The key-id 4 corresponds to PSK_SPC_Key which is used for PSK-TLS session between the H-SPC and the SET.
H. To initiate the actual positioning session the SET opens a new secure IP connection to the H-SPC using the address indicated in step G. The SET and H-SPC perform mutual authentication through the keys received in step F and step G, and the SET sends a SUPL POS INIT message. Before the new secure IP connection is established the existing secure IP connection to the H-SLC is closed. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY  provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.

The H-SPC informs the H-SLC that the positioning procedure is started.
I. The SET and the H-SPC may exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SPC (SET-Based). 

J. Once the position calculation is complete the H-SPC sends a SUPL END message to the SET informing it that no further positioning procedure will be started and that the location session is finished. Depending on the positioning protocol used and positioning method the location estimate is optionally included in the SUPL END message. The SET SHALL release the secure IP connection and release all resources related to this session. The H-SPC informs the H-SLC that the positioning procedure is finished. The H-SPC and the H-SLC SHALL release all resources related to this session. 

C.1.2.7 SET-Initiated Periodic Location Request of Transfer Location to the Third party
This section describes a periodic locating call flow to notify the Third party the location of the target SET. Figure x illustrates the SET-initiated Periodic location request of transfer location to the Third party.
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           Figure x – SET Initiated Periodic Location Request of Transfer Location to the Third party

H. The SUPL Agent on the Target SET receives a request for periodically sending its own location to a Third party from an application running on the Target SET. If the Target SET is not already attached to Packet Data Network services it will attach itself or the Target SET establishes a circuit switched data connection.

I. The SUPL Agent on the Target SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, Third party-id, ACK mode, trigger type indicator(in this case periodic) and periodic trigger parameters.  ACK mode is used to indicate whether the acknowledgment of receipt of the location information by the Third party is needed or not. 
J. The H-SLP verifies that the Target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms. 

K. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL SET INIT message. The H-SLP SHALL respond with the SUPL TRIGGERED RESPONSE to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod.
 The SET and the H-SLP MAY  release the secure IP connection.
.
L. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
       If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step G and not engage in a SUPL POS session.
M. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).
N. Once the position calculation is complete or the position result is gotten, the H-SLP performs a location information delivery to the Third party.
Steps E to G are a repeated.

K. When the periodic trigger in the SET indicates that the last position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
       If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step M and not engage in a SUPL POS session.
L. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).
N. After the last position result has been calculated, the H-SLP ends the periodic triggered session by sending a SUPL END message to the SET.
O. The H-SLP performs a location information delivery to the Third party.
Editor’s note: In the case of A-GPS SET Based where no GPS assistance data is required from the network a more efficient call flow than the one shown in Figure X may be chosen. This is FFS.
C.1.2.8 Exception Procedures

C.1.2.8.1 SET Authorization Failure
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Figure 31 – SET-Initiated Error SET Authorization Failure
 

A. The SUPL Agent on the SET receives a request for position from an application running on the SET.  If the SET is not already attached to Packet Data Network services it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP.
C. Authorization of the SET-initiated positioning request fails at the H-SLP (for example, the SET User has not subscribed to SET-initiated location services).

D. The H-SLP returns to the SET a SUPL END message containing the session-id and the status code indicating the error reason (“positioning not permitted”).  Afterwards the SET releases the secure IP connection and all resources related to this session at the Lup interface. 

C.1.2.8.2 SUPL Protocol Error

When during a SUPL session either the SLP or the SET receives a message, which cannot be processed by the receiving entity due to SUPL protocol error, the receiving entity shall send a SUPL END message to the sending entity including a status code indicating protocol error.

Possible protocol error cases can be

· mandatory and/or conditional parameter is missing

· wrong parameter value

· unexpected message

· invalid session-id

· positioning protocol mismatch

The SUPL END message includes the valid session-id actually being used in the session. When an invalid session-id has been received the invalid session-id shall be returned to the sending entity along with the status code. A received session-id shall be treated as invalid if no open session can be assigned to this session-id or in case of the SUPL INIT message, the session-id is not treated as SLP-generated by the SET.
Afterwards, the SLP and the SET release the resources related to this session at the Lup interface.

The described processing for protocol error does only apply to messages on the SUPL level. Exceptions, which occur during application of the specific positioning protocols (e.g., RRLP, RRC, TIA-801) shall be handled by means of the exception procedure specific for this positioning protocol along with the related messages.

The following SUPL protocol error types, attributable to either the SLP or the SET, are addressed by the general exception procedure shown below:

· Missing mandatory parameter(s)

· Wrong parameter value

· Unexpected message
· Positioning protocol mismatch
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Figure 32 – SET-Initiated Error SUPL Protocol Error

A. A SET-initiated location request has occurred, in either roaming or non-roaming SET scenario, in which the call flow has progressed to the SUPL messaging exchange between the SLP and the SET. 

B. A SUPL message sent from either the SLP or the SET contains a protocol error. Such message, if sent by the SLP, may be SUPL RESPONSE; such message, if sent by the SET, may be SUPL START or SUPL POS INIT.

C. The recipient (either the SLP or SET) of the SUPL message containing the protocol error responds with a SUPL END message containing the status code for the specific protocol error. Afterwards, both sides release all resources related to this session at the Lup reference point. 

C.1.2.8.3 SUPL timer expiration

When either a SLP or a SET timer expires, the procedure described in section Error! Reference source not found. shall be followed.
C.1.2.9 Triggered Location Requests
C.1.2.9.1 SET does not allow the Trigged Positioning
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Figure 33.  NW Initiated Triggered location, SET User denies Positioning.

A.  The SUPL Agent issues an MLP TLRR message to the H-SLP for the target SET. The H-SLP shal authenticate the SUPL Agent and check if the SUPL Agent is authorized for the service it requests, based on the client-id recived. Further, based on the received msid the H-SLP shall apply subscriber privacy against the client-id.

B.  The H-SLP verifies that the garget SET is currently not SUPL roaming. The H-SLP may also verify that the target SET supports SUPL.

C.  The H-SLP initiates the location session with the SET using the SUPL INIT message. In this case the SUPL INIT message contains at least session-id, proxy/non-proxy mode indicator, intended positioning method and service-id. The service-id indicates the triggered service is requested. If the result of the privacy check in Step A indicates that notification or verification to the garget subscriber is needed, the H-SLP SHALL also include Notification element in the SUPL INIT message.

Note: The parameters in the SUPL INIT message will be changed according to the finalized Normal flow of the Triggered location.

D.  When the SUPL INIT is received by the SET it will either attach itself to Packet Data Network if it is not attached at the time being or establish a circuit switched data connection.

E.  The SET evaluates the notification rules and alerts the subscriber of the position request. In this case the user rejects the Triggered location request, either by explicit action or implicitly by not responding to the notification, and the SET returns to the H-SLP the SUPL END message containing the session-id, hash of the SUPL INIT message and the status code indicating the error reason.

F.  The H-SLP sends the SLP TLRA message to SUPL Agent. The massage contains result which including result code indicating the error reason.

C.1.2.9.2 Network cancels the triggered location request
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Figure 34.  NW Initiated Triggered location, Network cancels the triggered location request.
A.   The triggered location procedure is processing.

B.   The SUPL Agent receives a request for cancellation of this triggered location from the client and sends a MLP TLRSR message to stop this triggered positioning. This message contains req_id identified this triggered location request.

Note: The MLP TLRSR is not necessary, because the cancellation of triggered location request could be initiated by SLP itself.

C.   If receiving the MLP TLRSR or for some other reasons, such as the target SET’s privacy have changed, the H-SLP sends a SUPL TRIGGERED STOP message with the session-id to target SET to request cancel this triggered location. 

D.   The target SET acknowledges that it has cancelled the positioning procedure with the SUPL END message back to the H-SLP. If that cancellation is failed, the message contains the result code indicating the error reason.

E.   The H-SLP sends the answer back to the SUPL Agent by means of the MLP TLRSA message. This message contains at least req_id or result. 

C.1.2.9.3 SET cancels the triggered location request
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Figure 35.  NW Initiated Triggered location, SET cancels the triggered location request.

A.   The triggered location procedure is processing.

B.   The SET sends a SUPL TRIGGERED STOP message with the session-id to H-SLP to request cancel this triggered location. 

D.   The H-SLP sends the SUPL END message to the SET. The SET SHALL release the secure IP connection and release all resources related to this session.
E.   The H-SLP sends the answer back to the SUPL Agent by means of the MLP TLRSA message. This message contains at least req_id or result. The H-SLP SHALL release all resources related to this session.

C.1.2.10 SET-Initiated Location Request of another SET: Successful Case

In this call scenario, it is assumed that SET1, the initiating SET, is not roaming, however, this case will also be applicable if the SET1 is roaming.  Figure 1: illustrates the SET-initiated location request of another SET. 
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Figure 36- SET-Initiated Location Request of another SET- Successful Case

A. The SUPL Agent on SET1 receives a request for position of Target SET2. If SET1 is not already attached to Packet Data Network services it will attach itself or SET1 establishes a circuit switched data connection.

B. The SUPL Agent on SET1 uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP1 and sends a SUPL_ SET_INIT message to start a positioning session of the Target SET2. The SUPL_SET_INIT message contains session ID-id, Target SETid. The Target SETid is the identity of the Target SET2 that will be used by the SLP1 to identify the home network (SLP2 )of SET2.
C. The H-SLP1 resolves the IP-addressdetermines of  SLP2  using the Target SETid  provided in the SUPL_SET_INIT message, e.g. the SLP1 may contact a local DNS server or any other entity that is able to translate SET2 address information into information that can be used to contact SLP2. 
D. The H-SLP1 sends a location request message to a location server serving the Target SET2 (e.g.SLP2) 
E. The SLP2 determines if SET1 and its associated serviceid is authorized to receive SET2 location information. SLP2 applies subscriber privacy against SET1. If it is determined that SET1 and the serviceid is authorized and if notification and verification or notification only is required, then SLP2 proceeds with a Network initiated location request to SET2 as described in Section 6.8 SUPL Collaboration Network Initiated.  If a previously computed position which meets the requested QoP is available at SLP2, and no notification and verification is required, then SLP2 SHALL proceed directly to step F.    

F. Once the position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) SHALL send the location response message to the SLP1.  This message includes the position estimate of SET2. The SLP1 SHALL then proceed to step G. 

G. The SLP1 sends a SUPL_END message containing the position estimate to the SET1. The SET1 sends the position estimate back to the SUPL Agent. The SET SHALL release the secure IP connection and release all resources related to this session. The SLP SHALL releases all resources related to this session.
C.1.2.11 SET Initiated Proxy Mode – Triggered Services: Periodic Triggers

This chapter describes the call flows for SET Initiated periodic triggered services for proxy mode. The trigger thereby resides in the SET. 

C.1.2.11.1 Non-Roaming Successful Case – Proxy mode
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Figure 37. SET Initiated Periodic Trigger Service Non-Roaming Successful Case – Proxy Mode


(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms. 

D. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLP SHALL respond with a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection.

E. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step G and not engage in a SUPL POS session. 

F. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based). 

G. Once the position calculation is complete the H-SLP sends a SUPL REPORT message including session id and the position estimate to the SET. The SET MAY release the secure IP connection to the H-SLP.

Note: steps E to G are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps H to M are a repeat of steps E to G.

P. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SLP.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps E and F are performed whenever new GPS assistance data is required by the SET.

C.1.2.11.2 Roaming Successful Case – Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 38. SET Initiated Periodic Trigger Service Roaming Successful Case – Proxy Mode with V-SLP


(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends an RLP TSRLRR tunnelling the SUPL TRIGGERED START message to the V-SLP.

E. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The V-SLP responds with a SUPL TRIGGERED RESPONSE tunnelled over RLP in a TSRLRA message back to the H-SLP that it is capable of supporting this request. The SUPL TRIGGERED RESPONSE contains at least the sessionid and posmethod. 

F.  The H-SLP forwards the SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection.

G. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the VH-SLP SHALL directly proceed to step K.

H. The H-SLP forwards the SUPL POS INIT message to the V-SLP over the RLP tunnel in an SSRP message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SLP SHALL directly proceed to step J and not engage in a SUPL POS session.

I. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP in SSRP messages via the H-SLP. 

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based). 

J. Once the position calculation is complete, the V-SLP sends the position estimate in a SUPL REPORT message in an RLP tunnel  using an SSRP message to the H-SLP.   

K. The H-SLP forwards the SUPL REPORT message including the session id and the position estimate to the SET. The SET and the H-SLP MAY release the secure IP connection.

Note: steps G to K are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps L to U are a repeat of steps G to K.

V. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SLP.

W. The H-SLP informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps G to I are performed whenever new GPS assistance data is required by the SET
C.1.2.11.3 Roaming Successful Case – Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.


[image: image50.emf]H-SLP

Target 

SET

SUPL TRIGGERED RESPONSE(session-id, posmethod)

A

B

C

D

E

F

G

H

I

J

K

L

V-SLP

Routing Info

ST4

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

M

SUPL TRIGGERED START(session-id, trigger_type=periodic, lid, SET capabilities, 

trigger_params)

UT1

N

Data Connection 

Setup

ST3

RLP TSRLRR(SUPL TRIGGERED START)

RLP TSRLRA(SUPL TRIGGERED RESPONSE)

» » »

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

SUPL POS(session id, RRLP/RRC/TIA-801)

SUPL REPORT(session-id, position)

position fix #1

ST4

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

SUPL POS(session id, RRLP/RRC/TIA-801)

SUPL REPORT(session-id, position)

position fix #2

» » »

ST4

RLP SRLIR(msid, lid)

RLP SRLIA(ms-id, posresult)

SUPL POS INIT(session-id, lid, SET capabilities)

UT2

SUPL POS(session id, RRLP/RRC/TIA-801)

SUPL REPORT(session-id, position)

position fix #N

SUPL END(session-id)

RLP SSRP(SUPL END)

O

P

Q

R

S

T

U

V

W


Figure 39. SET Initiated Periodic Trigger Service Roaming Successful Case – Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that a periodic triggered session is in the progress of being initiated with the H-SLP.

E. The V-SLP acknowledges the RLP request received in step D with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection. 

G. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the H-SLP SHALL directly proceed to step K.

H. To obtain a coarse position based on lid received in step G, the H-SLP sends an RLP SRLIR message to the V-SLP.

I. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA message.

If the position estimate meets the required QoP, the H-SLP SHALL directly proceed to step K and not engage in a SUPL POS session.

J. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based). 

K. Once the position calculation is complete, the H-SLP sends the position estimate in a SUPL REPORT message to the SET.   

Note: steps G to K are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps L to U are a repeat of steps G to K.

V. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SLP.

W. The H-SLP informs the V-SLP about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLP.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps G to J are performed whenever new GPS assistance data is required by the SET.
C.1.2.12 SET Initiated Proxy Mode – Triggered Services: Event Triggers
This chapter describes the call flows for SET Initiated area event triggered services for proxy mode. The trigger thereby resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position determinations.

The call flows shown represent use cases where the trigger of the area event ends the triggered session. In practise, area event triggers can occur multiple times without ending the triggered session. The call flows, however, are the same and therefore no separate call flows are required. 

C.1.2.12.1 Non-Roaming Successful Case – Proxy mode
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Figure 40. SET Initiated Area Event Trigger Service Non-Roaming Successful Case – Proxy Mode

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms. 

D. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLP SHALL respond with a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection.

E. When the area event trigger in the SET indicates that a position fix has to be calculated, the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SLP SHALL directly proceed to step G and not engage in a SUPL POS session. 

F. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

G. Once the position calculation is complete the H-SLP sends a SUPL REPORT message including session id and the position estimate to the SET. The SET MAY release the secure IP connection to the H-SLP.

This step is optional and is only required if the position estimate is calculated in the H-SLP and therefore needs to be sent to the SET.

H. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps E. to H. are repeated.

P. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

Q. The SET forwards the calculate position estimate to the internal SUPL Agent.

R. The SET ends the triggered session by sending a SUPL END message to the H-SLP.

The call flow described in Figure 40 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps F, J and N (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps G, K and O (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps E and F are performed.

C.1.2.12.2 Roaming Successful Case – Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 41. SET Initiated Area Event Trigger Service Roaming Successful Case – Proxy Mode with V-SLP
(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. The H-SLP decides that the assistance data/position calculation is done by the V-SLP and sends an RLP TSRLRR tunnelling the SUPL TRIGGERED START message to the V-SLP.

E. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-SLP SHALL determine the posmethod.  If required for the posmethod, the V-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The V-SLP responds with a SUPL TRIGGERED RESPONSE tunnelled over RLP in a TSRLRA message back to the H-SLP that it is capable of supporting this request. The SUPL TRIGGERED RESPONSE contains at least the sessionid and posmethod. 

F.  The H-SLP forwards the SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection.

G. When the area event trigger in the SET indicates that a position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SLP SHALL directly proceed to step K and not engage in a SUPL POS session.

H. The H-SLP forwards the SUPL POS INIT message to the V-SLP over the RLP tunnel in an SSRP message.

If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SLP SHALL directly proceed to step J and not engage in a SUPL POS session.

I. The SET and the V-SLP MAY exchange several successive positioning procedure messages, tunnelled over RLP in SSRP messages via the H-SLP. 

The V-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the V-SLP via H-SLP (SET-Based).

J. Once the position calculation is complete, the V-SLP sends the position estimate in a SUPL REPORT message in an RLP tunnel  using an SSRP message to the H-SLP.

This step is optional and is only required if the position estimate is calculated in the V-SLP and therefore needs to be sent to the SET.   

K. The H-SLP forwards the SUPL REPORT message including the session id and the position estimate to the SET. The SET and the H-SLP MAY release the secure IP connection.

This step is optional and is only required if the position estimate is calculated in the V-SLP (or the H-SLP) and therefore needs to be sent to the SET.

L. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps G. to L. are repeated.

X. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

Y. The SET forwards the calculate position estimate to the internal SUPL Agent.

Z. The SET ends the triggered session by sending a SUPL END message to the H-SLP.

AA. The H-SLP informs the V-SLP about the end of the triggered session by sending a SUPL END message in an RLP SSRP tunnel message.

The call flow described in Figure 41 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps I, O and U (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps J and K, P and Q and V and W (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps G to I are performed.
C.1.2.12.3 Roaming Successful Case – Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 42. SET Initiated Area Event Trigger Service Roaming Successful Case – Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLP verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. Based on the received lid or other mechanisms, the H-SLP determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START to the V-SLP to inform the V-SLP that an area event triggered session is in the progress of being initiated with the H-SLP.

E. The V-SLP acknowledges the RLP request received in step D with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod.  If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLP sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL TRIGGERED RESPONSE also contains the posmethod. The SET and the H-SLP MAY  release the secure IP connection. 

G. When the area event trigger in the SET indicates that a position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SLP. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SLP SHALL directly proceed to step K and not engage in a SUPL POS session.

H. To obtain a coarse position based on lid received in step G, the H-SLP sends an RLP SRLIR message to the V-SLP.

I. The V-SLP translates the received lid into a position estimate and returns the result to the H-SLP in an RLP SRLIA message.

If the received position meets the required QoP, the H-SLP SHALL directly proceed to step K and not engage in a SUPL POS session.

J. The SET and the H-SLP MAY exchange several successive positioning procedure messages. 

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).

K. Once the position calculation is complete, the H-SLP sends the position estimate in a SUPL REPORT message to the SET. 

This step is optional and is only required if the position estimate is calculated in the H-SLP and therefore needs to be sent to the SET.

L. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered. 

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps G. to L. are repeated.

X. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

Y. The SET forwards the calculate position estimate to the internal SUPL Agent.

Z. The SET ends the triggered session by sending a SUPL END message to the H-SLP.

AA. The H-SLP informs the V-SLP about the end of the triggered session by sending a SUPL END message in an RLP SSRP tunnel message.

The call flow described in Figure 42 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps J, P and V (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps K and Q and W (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.
· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SLP is only required for GPS assistance data update in which case steps G to J are performed.
C.1.2.13 SET Initiated Non-Proxy Mode – Triggered Services: Periodic Triggers
This chapter describes the call flows for SET Initiated periodic triggered services for non-proxy mode. The trigger thereby resides in the SET.
C.1.2.13.1 Non-Roaming Successful Case – Non-Proxy mode
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Figure 43. SET Initiated Periodic Trigger Service Non-Roaming Successful Case – Non-Proxy Mode


(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms. 

D. Through internal communication the H-SLC requests service for a periodic trigged session from the H-SPC. The H-SLC also generates a key to be used for mutual H-SPC/SET authentication. This key is forwarded to the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLC SHALL determine the posmethod.  If required for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLC SHALL respond with a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and H-SPC address.
For mutual H-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the H-SPC and the SET. The SET and the H-SLP MAY release the secure IP connection.

F. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SPC SHALL directly proceed to step H and not engage in a SUPL POS session. 

G. The SET and the H-SPC MAY exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based). 

H. Once the position calculation is complete the H-SPC sends a SUPL REPORT message including session id and the position estimate to the SET. The SET MAY release the secure IP connection to the H-SLP.

Note: steps F to H are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps I to N are a repeat of steps F to H.

O. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SPC.

P. The H-SPC informs the H-SLC through internal communication that the periodic triggered session has ended.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps F and G are performed whenever new GPS assistance data is required by the SET.
C.1.2.13.2 Roaming Successful Case – Non-Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 47. SET Initiated Periodic Trigger Service Roaming Successful Case – Non-Proxy Mode with V-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. The H-SLC decides that the assistance data/position calculation is done by the V-SLP and sends an RLP TSRLRR tunnelling the SUPL TRIGGERED START message to the V-SLC.

E. Through internal communication the V-SLC requests service for a periodic trigged session from the V-SPC. The V-SPC grants or denies the request and informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-SLC SHALL determine the posmethod.  If required for the posmethod, the V-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The V-SLC responds with a SUPL TRIGGERED RESPONSE tunnelled over RLP in a TSRLRA message back to the H-SLC that it is capable of supporting this request. The SUPL TRIGGERED RESPONSE contains at least the sessionid, posmethod and the V-SPC address. 

G. The H-SLC generates a key to be used for mutual V-SPC/SET authentication. The H-SLC forwards the key to the V-SLC through an AUTH RESP message using an RLP SSRP tunnel. The key corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET.

H. The V-SLC forwards the key to the V-SPC through internal communication. 

I. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and V-SPC address.
For mutual V-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the V-SPC and the SET. The SET and the H-SLC MAY release the secure IP connection.

J. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SPC SHALL directly proceed to step L and not engage in a SUPL POS session.

K. The SET and the V-SPC MAY exchange several successive positioning procedure messages. 

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the V-SPC (SET-Based). 

L. Once the position calculation is complete, the V-SPC sends the position estimate in a SUPL REPORT message to the SET. The SET and the H-SPC MAY release the secure IP connection.  

Note: steps J to L are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps M to R are a repeat of steps J to L.

S. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the V-SPC.

T. Through internal communication the V-SPC informs the V-SLC about the end of the periodic triggered session.

U. The V-SLC informs the H-SLC about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the H-SLC.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps JH and KI are performed whenever new GPS assistance data is required by the SET.

C.1.2.13.3 Roaming Successful Case – Non-Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 44. SET Initiated Periodic Trigger Service Roaming Successful Case – Non-Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for a periodic triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case periodic), location identifier (lid) and periodic trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. Through internal communication the H-SLC requests service for a periodic trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

E. Based on the received lid or other mechanisms, the H-SLC determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLP that a periodic triggered session is in the progress of being initiated with the H-SLP.

F. The V-SLC acknowledges the RLP request received in step E with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-SLC SHALL determine the posmethod.  If required for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and H-SPC address.
For mutual H-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the V-SPC and the SET. The SET and the H-SLC MAY release the secure IP connection.

I. When the periodic trigger in the SET indicates that the first position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If the SUPL POS INIT message contains a position that meets the required QoP, the H-SPC SHALL directly proceed to step O.

J. Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid received in step I.
K. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

L. The V-SLC translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA message.

M. The H-SLC forwards the coarse position to the H-SPC through internal communication.

If the coarse position meets the required QoP, the H-SPC SHALL directly proceed to step O and not engage in a SUPL POS session.

N. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based). 

O. Once the position calculation is complete, the H-SPC sends the position estimate in a SUPL REPORT message to the SET. The SET and the H-SPC MAY release the secure IP connection.  

Note: steps I to O are optional and not performed for A-GPS SET Based in the case where no GPS assistance data is required from the network. In this case the SET autonomously calculates a position fix based on the currently available GPS assistance data stored in the SET.

Steps P to CC are a repeat of steps I to O.

AD. After the last position result has been calculated, the SET ends the periodic triggered session by sending a SUPL END message to the H-SPC.

AE. Through internal communication the H-SPC informs the H-SLC about the end of the periodic triggered session.

AF. The H-SLC informs the V-SLC about the end of the periodic triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLC.

Note that for A-GPS SET Based mode where the SET calculates the position estimate based on GPS assistance data available in the SET, steps I to N are performed whenever new GPS assistance data is required by the SET.
C.1.2.14 SET Initiated Non-Proxy Mode – Triggered Services: Event Triggers
This chapter describes the call flows for SET Initiated area event triggered services for proxy mode. The trigger thereby resides in the SET and the SET makes the decision if an area event occurred based on continuously repeated position determinations.

The call flows shown represent use cases where the trigger of the area event ends the triggered session. In practise, area event triggers can occur multiple times without ending the triggered session. The call flows, however, are the same and therefore no separate call flows are required.
C.1.2.14.1 Non-Roaming Successful Case – Non-Proxy mode
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Figure 45. SET Initiated Area Event Trigger Service Non-Roaming Successful Case – Non-Proxy Mode

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside the scope of SUPL 2.0. However, there are various environment dependent mechanisms. 

D. Through internal communication the H-SLC requests service for an area event trigged session from the H-SPC. The H-SLC also generates a key to be used for mutual H-SPC/SET authentication. This key is forwarded to the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

E. Consistent with the SUPL TRIGGERED START message including the SET capabilities of the SET, the H-SLC SHALL determine the posmethod.  If required for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLC SHALL respond with a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and H-SPC address.
For mutual H-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the H-SPC and the SET. The SET and the H-SLP MAY release the secure IP connection.

F. When the area event trigger in the SET indicates that a position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the H-SPC SHALL directly proceed to step H and not engage in a SUPL POS session. 

G. The SET and the H-SPC MAY exchange several successive positioning procedure messages.

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

H. Once the position calculation is complete the H-SPC sends a SUPL REPORT message including session id and the position estimate to the SET. The SET MAY release the secure IP connection to the H-SPC.

This step is optional and is only required if the position estimate is calculated in the H-SPC and therefore needs to be sent to the SET.

I. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps F. to I. are repeated.

Q. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

R. The SET forwards the calculated position estimate to the internal SUPL Agent.

S. The SET ends the triggered session by sending a SUPL END message to the H-SPC.

T. The H-SPC informs the H-SLC about the end of the triggered session through internal communication.

The call flow described in Figure 45 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps G, K and O (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps H, L and P (SUPL REPORT) are only performed if the position estimate is calculated in the H-SLP i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SPC is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data update in which case steps F and G are performed.

C.1.2.14.2 Roaming Successful Case – Non-Proxy with V-SLP Positioning

SUPL Roaming where the V-SLP is involved in the positioning calculation.
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Figure 50. SET Initiated Area Event Trigger Service Roaming Successful Case – Non-Proxy Mode with V-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. The H-SLC decides that the assistance data/position calculation is done by the V-SLP and sends an RLP TSRLRR tunnelling the SUPL TRIGGERED START message to the V-SLC.

E. Through internal communication the V-SLC requests service for an area event trigged session from the V-SPC. The V-SPC grants or denies the request and informs the V-SLC accordingly.

F. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the V-SLC SHALL determine the posmethod.  If required for the posmethod, the V-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The V-SLC responds with a SUPL TRIGGERED RESPONSE tunnelled over RLP in a TSRLRA message back to the H-SLC that it is capable of supporting this request. The SUPL TRIGGERED RESPONSE contains at least the sessionid, posmethod and the V-SPC address. 

G. The H-SLC generates a key to be used for mutual V-SPC/SET authentication. The H-SLC forwards the key to the V-SLC through an AUTH RESP message using an RLP SSRP tunnel. The key corresponds to PSK_SPC_Key which is used for PSK-TLS session between the V-SPC and the SET.

H. The V-SLC forwards the key to the V-SPC through internal communication. 

I. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and V-SPC address.
For mutual V-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the V-SPC and the SET. The SET and the H-SLC MAY release the secure IP connection.

J. When the area event trigger in the SET indicates that a position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the V-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
If a position calculated based on information received in the SUPL POS INIT message is available (e.g. a cell-id based position fix) that meets the required QoP, the V-SPC SHALL directly proceed to step L and not engage in a SUPL POS session.

K. The SET and the V-SPC MAY exchange several successive positioning procedure messages. 

The V-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the V-SPC (SET-Based).

L. Once the position calculation is complete, the V-SPC sends the position estimate in a SUPL REPORT message to the SET. The SET and the H-SPC MAY release the secure IP connection.

This step is optional and is only required if the position estimate is calculated in the V-SPC and therefore needs to be sent to the SET.

M. The SET compares the calculated position estimate with the event area to check if the event trigger condition has been met. In this case no area event is triggered.  

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps J. to M. are repeated.

U. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

V. The SET forwards the calculated position estimate to the internal SUPL Agent.

W. The SET ends the triggered session by sending a SUPL END message to the V-SPC.

X. The V-SPC informs the V-SLC about the end of the triggered session through internal communication.

Y. The V-SLC informs the H-SLC about the end of the triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the H-SLC.

The call flow described in Figure 50 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps K, O and S (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps L, P and T (SUPL REPORT) are only performed if the position estimate is calculated in the V-SPC i.e. in A-GPS SET Assisted mode and cell-id based mode.

In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the V-SPC is only required for GPS assistance data update in which case steps J and K are performed.
C.1.2.14.3 Roaming Successful Case – Non-Proxy with H-SLP Positioning

SUPL Roaming where the H-SLP is involved in the positioning calculation.
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Figure 46. SET Initiated Area Event Trigger Service Roaming Successful Case – Non-Proxy Mode with H-SLP

(Note:  See section TBD for timer descriptions. )

A. The SUPL Agent on the SET receives a request for an area event triggered service from an application running on the SET. If the SET is not already attached to the Packet Data Network it will attach itself or the SET establishes a circuit switched data connection.

B. The SUPL Agent on the SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLC and sends a SUPL TRIGGERED START message to start a positioning session with the H-SLP. The SUPL TRIGGERED START message contains session-id, SET capabilities, trigger type indicator (in this case area event), location identifier (lid) and area event trigger parameters. The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801).

C. The H-SLC verifies that the target SET is currently SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL 2.0. However, there are various environment dependent mechanisms.

D. Through internal communication the H-SLC requests service for an area event trigged session from the H-SPC. The H-SPC grants or denies the request and informs the H-SLC accordingly.

E. Based on the received lid or other mechanisms, the H-SLC determines the V-SLP and sends an RLP TSRLRR including a SUPL TRIGGERED START message to the V-SLC to inform the V-SLP that an area event triggered session is in the progress of being initiated with the H-SLP.

F. The V-SLC acknowledges the RLP request received in step E with a SUPL TRIGGERED RESPONSE message which is carried inside an RLP TSRLRA message.

G. The H-SLC uses key-id 2 and SET nonce to create a key to be used for mutual H-SPC/SET authentication. The H-SLC forwards the created key to the H-SPC through internal communication.

H. Consistent with the SUPL TRIGGERED START message including posmethod(s) supported by the SET, the H-SLC SHALL determine the posmethod.  If required for the posmethod, the H-SLC SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL TRIGGERED START message. The H-SLC sends a SUPL TRIGGERED RESPONSE message to the SET. The SUPL TRIGGERED RESPONSE message contains session-id, posmethod and H-SPC address.
For mutual H-SPC/SET authentication the SUPL TRIGGEREDRESPONSE message also includes the created key and key id 4 to be used by the SET. The key-id 4 corresponds to PP2_SPC_Master_Key to generate PSK_SPC_Key which is used for PSK TLS session between the V-SPC and the SET. The SET and the H-SLC MAY release the secure IP connection.

I. When the area event trigger in the SET indicates that a position fix has to be calculated the SET attaches itself to the Packet Data Network if it is not already attached or establishes a circuit switched data connection. The SET then sends a SUPL POS INIT message to start a positioning session with the H-SPC. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY  provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY  set the Requested Assistance Data element in the SUPL POS INIT.
If a position is received in the SUPL POS INIT message that meets the required QoP, the H-SPC SHALL directly proceed to step O and not engage in a SUPL POS session.

J. Through internal communication the H-SPC requests a coarse position estimate from the H-SLC based on the lid received in step I.
K. To obtain a coarse position the H-SLC sends an RLP SRLIR message to the V-SLP.

L. The V-SLC translates the received lid into a position estimate and returns the result to the H-SLC in an RLP SRLIA message.

M. The H-SLC forwards the coarse position to the H-SPC through internal communication.

If the coarse position meets the required QoP, the H-SPC SHALL directly proceed to step O and not engage in a SUPL POS session.

N. The SET and the H-SPC MAY exchange several successive positioning procedure messages. 

The H-SPC calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance data obtained from the H-SPC (SET-Based).

O. Once the position calculation is complete, the H-SPC sends the position estimate in a SUPL REPORT message to the SET. The SET and the H-SPC MAY release the secure IP connection.

This step is optional and is only required if the position estimate is calculated in the V-SPC and therefore needs to be sent to the SET.

P. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.  

Whenever the area event trigger mechanism in the SET indicates that a new position fix has to be performed, steps I. to O. are repeated.

AF. The SET compares the calculated position with the event area to check if the event trigger condition has been met. In this case the area event is triggered.

AG. The SET forwards the calculated position estimate to the internal SUPL Agent.

AH. The SET ends the triggered session by sending a SUPL END message to the H-SPC.

AI. The H-SPC informs the H-SLC about the end of the triggered session through internal communication.

AJ. The H-SLC informs the V-SLC about the end of the triggered session by sending a SUPL END message using an RLP SSRP tunnel message to the V-SLC.

The call flow described in Figure 46 is applicable to all positioning methods, however, individual steps within the call flows are optional: 

· Steps N, V and DD (SUPL POS) are not performed for cell-id based positioning methods. 

· Steps O, W and EE (SUPL REPORT) are only performed if the position estimate is calculated in the H-SPC (or V-SLP) i.e. in A-GPS SET Assisted mode and cell-id based mode.

· In A-GPS SET Based mode where no GPS assistance data is required from the network, no interaction with the H-SLP is required to calculate a position estimate. Interaction with the H-SPC is only required for GPS assistance data update in which case steps I to N are performed.

C.1.2.15 SET-Initiated Location Request of Transfer Location to the Third party
This section describes a call flow to notify the Third party the location of the target SET. Figure x illustrates the SET-initiated location request of transfer location to the Third party.
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Figure 47. SET Initiated Location Request of Transfer Location to the Third party

A. The SUPL Agent on the Target SET receives a request for sending its own location to a Third party from an application running on the Target SET. If the Target SET is not already attached to Packet Data Network services it will attach itself or the Target SET establishes a circuit switched data connection.
B. The SUPL Agent on the Target SET uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP and sends a SUPL START message to start a positioning session with the H-SLP. The SUPL START message contains session-id and SET capabilities. The SET SHALL provide Third party id and ACK mode for the transfer its position to the Third party.  ACK mode is used to indicate whether the acknowledgment of receipt of the location information by the Third party is needed or not. The SET MAY provide its position, if this is supported for the transfer its position to the Third party.
C. The H-SLP verifies that the Target SET is currently not SUPL roaming.

Note: The specifics for determining if the SET is SUPL roaming or not is considered outside scope of SUPL. However, there are various environment dependent mechanisms. 

D. Consistent with the SUPL START message including posmethod(s) supported by the SET, the H-SLP SHALL determine the posmethod. If required for the posmethod, the H-SLP SHALL use the supported positioning protocol (e.g., RRLP, RRC, TIA-801) from the SUPL START message. The H-SLP SHALL respond with the SUPL RESPONSE to the SET. The SUPL RESPONSE contains the session-id but no H-SLP address, to indicate to the SET that a new connection SHALL NOT be established. The SUPL RESPONSE also contains the posmethod. If, however, a coarse position computed based on information received in the SUPL START message or a position received in the SUPL START message meets the requested QoP, the H-SLP SHALL directly proceed to step G.
E. After the SET receives the SUPL RESPONSE from H-SLP, the SET sends a SUPL POS INIT message. The SUPL POS INIT message contains at least session-id, SET capabilities and location identifier (lid). The SET capabilities include the supported positioning methods (e.g., SET-Assisted A-GPS, SET-Based A-GPS) and associated positioning protocols (e.g., RRLP, RRC, TIA-801). The SET MAY optionally provide NMR specific for the radio technology being used (e.g., for GSM: TA, RXLEV). The SET MAY provide its position, if this is supported. The SET MAY include the first SUPL POS element in the SUPL POS INIT message. The SET MAY set the Requested Assistance Data element in the SUPL POS INIT.
F. The SET and the H-SLP MAY exchange several successive positioning procedure messages.

The H-SLP calculates the position estimate based on the received positioning measurements (SET-Assisted) or the SET calculates the position estimate based on assistance obtained from the H-SLP (SET-Based).
G. The H-SLP sends the SUPL END message to the Target SET informing it that no further positioning procedure will be started and that the session is finished...  
H.  Once the position calculation is complete, the H-SLP performs a location information delivery to the Third party 

C.1.2.16 SET-Initiated Location Request of another SET: Successful Case
In this call scenario, it is assumed that SET1, the initiating SET, is not roaming, however, this case will also be applicable if the SET1 is roaming.  Figure 1: illustrates the SET-initiated location request of another SET.
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Figure 48.  NW Initiated Triggered location, SET User denies Positioning.

A. The SUPL Agent on SET1 receives a request for position of Target SET2. If SET1 is not already attached to Packet Data Network services it will attach itself or SET1 establishes a circuit switched data connection.

B. The SUPL Agent on SET1 uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP1 and sends a SUPL_ SET_INIT message to start a positioning session of the Target SET2. The SUPL_SET_INIT message contains session ID-id, Target SETid. The Target SETid is the identity of the Target SET2 that will be used by the SLP1 to identify the home network (SLP2 )of SET2.

C. The H-SLP1 resolves the IP-addressdetermines of  SLP2  using the Target SETid  provided in the SUPL_SET_INIT message, e.g. the SLP1 may contact a local DNS server or any other entity that is able to translate SET2 address information into information that can be used to contact SLP2. 
D. The H-SLP1 sends a location request message to a location server serving the Target SET2 (e.g.SLP2) 
E. The SLP2 determines if SET1 and its associated serviceid is authorized to receive SET2 location information. SLP2 applies subscriber privacy against SET1. If it is determined that SET1 and the serviceid is authorized and if notification and verification or notification only is required, then SLP2 proceeds with a Network initiated location request to SET2 as described in Section 6.8 SUPL Collaboration Network Initiated.  If a previously computed position which meets the requested QoP is available at SLP2, and no notification and verification is required, then SLP2 SHALL proceed directly to step F.    

F. Once the position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) SHALL send the location response message to the SLP1.  This message includes the position estimate of SET2. The SLP1 SHALL then proceed to step G. 

G. The SLP1 sends a SUPL_END message containing the position estimate to the SET1. The SET1 sends the position estimate back to the SUPL Agent. The SET SHALL release the secure IP connection and release all resources related to this session. The SLP SHALL releases all resources related to this session.

C.1.2.17 SET-Initiated Periodic Location Request of another SET: Successful Case
Figure 49 depicts the SET-initiated periodic location request of another SET. 
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Figure 49. SET-Initiated Location Request of another SET- Successful Case

A. The SUPL Agent on SET1 receives a periodic request for position of Target SET2. If SET1 is not already attached to Packet Data Network services it will attach itself or SET1 establishes a circuit switched data connection.
B. The SUPL Agent on SET1 uses the default address provisioned by the Home Network to establish a secure IP connection to the H-SLP1 and sends a SUPL SET INIT message to start a positioning session of the Target SET2. The SUPL SET INIT message contains sessionID, Target SETid, triggered service mode and trigger information for periodic events. The Target SETid is the identity of the Target SET2 that will be used by the SLP1 to identify the home network (SLP2) of SET2. The triggered service mode is used to discriminate the different triggered services, i.e., triggered service with periodic event and area event.
C. The H-SLP1 determines SLP2  using the Target SETid  provided in the SUPL SET INIT message, e.g. the SLP1 may contact a local DNS server or any other entity that is able to translate SET2 address information into information that can be used to contact SLP2. 
D. The H-SLP1 sends a triggered location request message to a location server serving the Target SET2 (e.g.SLP2) 
E. The SLP2 determines if SET1 and its associated serviceid is authorized to receive SET2 location information. SLP2 applies subscriber privacy against SET1. If it is determined that SET1 and the serviceid is authorized and if notification and verification or notification only is required, then SLP2 proceeds with a Network initiated triggered location request with periodic event to SET2 as described in Section 5.4.x.  If a previously computed position which meets the requested QoP is available at SLP2, and no notification and verification is required, then SLP2 SHALL proceed directly to step F.    

F. Once the first position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) SHALL send the location response message to the SLP1.
G. The SLP1 sends a SUPL REPORT message containing the first position estimate to the SET1. The index indicates the order of position estimates.
H. Once the second position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) SHALL send the location response message to the SLP1.
I. The SLP1 sends a SUPL REPORT message containing the second position estimate to the SET1.
J. Location response and SUPL REPORT message repeat until the Network initiated triggered location procedures complete.
K. When the periodic trigger ends, the SLP2 will terminate the Network initiated triggered location procedure with SET2.
L. Once the last position calculation is complete, the location server serving the Target SET2 (e.g.SLP2) SHALL send the location response message to the SLP1
M. The SLP1 sends a SUPL END message containing the last position estimate to the SET1. The SET1 sends the position estimate back to the SUPL Agent. The SET SHALL release the secure IP connection and release all resources related to this session. The SLP SHALL releases all resources related to this session.
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