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1 Reason for Contribution

This contribution tries to progress the Group Management Specification to meet the needs for OMA POC.

2 Summary of Contribution

The text proposed for the GM Spec drafts how to do management of Groups.

3 Detailed Proposal

4.3 Group management

Group management includes operations that allow the user equipment to reliably store and retrieve the groups located in the GLMS server as well as to create and delete the groups and change their attributes. This includes manipulation of lists that are part of the group definition.

The end user uses a group for example as a means to establish communication sessions. The group attributes may control the session type and who may participate in the session. The group identity is used on the SIP interface to address the group and initiate group session.

The end user may have zero or more groups defined.

The GLMS shall maintain an index of all groups of each user. The index shall have an attribute “timestamp” that is used for the caching mechanism.

NOTE:
The index of group may be constructed when required (e.g. from a database) and does not have to be stored explicitly anywhere. In contrary, the timestamp has to be stored explicitly and shall be modified whenever the end user modifies the list of groups, e.g. by adding or deleting a group.

4.3.1 Group attributes

Besides the implicit attribute of the owner, the group has the following attributes:

· Display name

· Group Identity (SIP PSI) for push to talk 

· Group Identity (SIP PSI) for instant messaging

· Group Identity (SIP PSI) for conference calls

· Group Identity (SIP PSI) for service x

· SIP PSI used to subscribe for changes. (Event package xml-change)

· Timestamp

· Talk session type (chat/instant) (join only/ join and invite all members)

· Membership (open/restricted)

· Group reject list is a list of tuples, each tuple containing:

· SIP URI (PUI) or resource list XCAP path to a list of users.

· Display name (optional)

· Group member list is a list of tuples, each tuple containing:

· SIP URI or resource list XCAP path to a list of users.

· Display name (optional)
· Maximum number of participants

· Welcome text (optional)

· Anonymous access

· Owner initiated only (a session)

· Owner add only (to an existing session)

· Resource list XCAP path to the list of users that can add members to group member list

· Resource list XCAP path to the list of users that can add members to group reject list 

The URI and Display name attributes are controlled by the UE. They shall not be modified by the GLMS.

The GLMS shall allow the URI to be either a SIP URI or a TEL URI. Each display name shall be represented as an UTF8‑encoded UNICODE string. 

The tuples within the group reject list and group member list shall be uniquely identified by their URI part. No two tuples in the lists shall have the same URI. GLMS should check that same URI is not listed to both accept and reject lists. Talk session type defines whether the talk session is of type “chat” or “instant” talk. For instant talk all the group members are invited to the talk session on the end user’s request (valid only for a restricted group), while chat implies that each group member joins the talk session individually.

Membership shall be set either to “open” or to “restricted”.

NOTE:
For open, any end user may join the group, while restricted implies that only particular end users on the member list may participate in the group talk session. The group reject list shall be used to restrict access to open groups.

Group reject list and group member list contain user identities (SIP URI or TEL URL). Group identities shall not be included in any of these lists.

The maximum number of participants attribute specifies the maximum number of participants that may be concurrently engaged in a group talk session. The network operator may impose a limit on the maximum number of participants based on local policy.

The anonymous access attribute allows setting that the PoC server shall hide public user identities of the session participants from other participants. The value of the anonymous attribute shall be either “Y” or “N”. The PoC server shall hide identities of all participants when the value is set to “Y” and shall not hide identity of any user otherwise.

The anonymous access attribute shall be only valid for chat groups; it shall have no effect on instant groups.

The owner initiated only attribute allows the owner of the group to set that only he is allowed to start the group talk or if anybody who is granted access to the group can initiate the group talk. The value of the owner initiated only attribute shall be either “Y” or “N”. The PoC server shall allow all the users that are granted access to the group according to group reject list and group member list to initiate the group talk if and only if the value of this parameter is “N”. The owner of the group can initiate group talk regardless of the value of the owner initiated only parameter.

The owner add only attribute allows the owner of the group to set that only he is allowed to invite participant to the group talk or if anybody is allowed to invite participants to the group talk. The value of the owner add only attribute shall be either “Y” or “N”. The PoC server shall allow the users that are participants of the group talk to add users to the group talk if and only if the value of this parameter is “N”. The owner of the group can add users to group talk regardless of the value of the owner add only parameter.

The timestamp is used in order to make caching of lists possible on the UE.

4.3.2 Group identities

A group is uniquely identified by a SIP URI and its XCAP path. The SIP URI is generated by the GLMS when the user creates the group. The mechanism how the URI is generated is out of scope of this document.

4.3.3 Group operations

The GLMS shall support two types of operations on the groups of a user:

· Manipulation of groups

· Get a list of groups

· Create a group

· Delete a group

· Manipulation of group attributes

· Modification of attribute (talk session type, membership, anonymous access, owner initiated only, owner add only)

· Manipulation of group reject list and group member list

· Get entries in the list

· Add an entry to the list

· Delete an entry from the list

· Modify entry attributes

4.3.4 Group policies

By creating a group, the creator becomes its owner. Only the owner of the group is allowed to manipulate it by default.
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5 Recommendation

<provide a description of the intended actions to be taken by the group>
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