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1 Reason for Change

<<FIRST CHANGE>>
The current AD OMA-PAG-SIMPLE-AD-V1_1_0-20040602-D has blank section regarding privacy. This CR proposes to discuss privacy issue and to be included, if agreed
<<SECOND CHANGE>>
The last statement in the 6.1.7.1 SIP signalling security needs not be described in that place. Privacy issue is treated in 6.1.6 Privacy.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
5 Recommendation

Recommend to be included in the Presence AD, OMA-PAG-SIMPLE-AD-V1_1_0-20040602-D, if agreed.
6 Detailed Change Proposal

<<FIRST CHANGE>>
6.1.6
Privacy

Presence service enabler SHALL be able to provide a privacy mechanism for Presence client in both user identity(e.g. private user identity) and Presence information. A Presence client MAY request privacy of user identity and Presence information through the following:
· the authentication process within the domain of intermediary network elements; or
· the authentication process both within the domain of intermediary network and between end-user’s domain.

The procedure of subscribing, watching, and publishing Presence SHALL use mechanisms defined in [RFC3323] and [RFC3325] to request privacy for the user identity and Presence information.

When a watcher requests privacy of his/her user identity, then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The SIP/IP Core serving the PUA of the requested Presentity SHALL provide the privacy of the user identity of the Watcher.
· The Presence Server serving the PUA of the requested Presentity SHALL provide the privacy of the user identity of the Watcher.
When a Presence User Agent requests privacy of the Presence information for Presentity, then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The Presence Server serving the PUA of the requested Presentity SHALL provide the privacy of the Presence information by authorization process for the watcher.
· The Presence Server SHALL provide ‘blocking’ of the subscription request, when authorization policy determines to reject the request. Also the Presence Server MAY provide ‘polite blocking’ mechanism according to the PUA’s request.
If privacy for the identity is not requested, then Presence Server and SIP/IP Core MAY pass the user identity of the watcher or subscriber to the Presence User Agent if requested.

If Presence Server or SIP/IP Core is sending or receiving SIP signaling to/from a party which is not trusted, then the involved entity SHALL disable the Presence information subscription prior to sending the SIP signaling further. When SIP/IP Core corresponds with 3GPP/3GPP2 IMS then privacy mechanisms as defined in [3GPP TS 24.229]/[3GPP2 X.P0013.4] are used.
<<End of FIRST CHANGE>>
<<SECOND CHANGE>>
6.1.7.1
SIP signaling security

The Presence client SHALL be authenticated prior to accessing the Presence service. The Presence server SHOULD rely on the security mechanisms provided by the underlaying SIP/IP Core, for securing the service environments e.g. authentication of the service usage. It is assumed that the access level security is provided by the SIP/IP Core to support the integrity and confidentiality protection of SIP signalling. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the user equipment contains USIM/ISIM or UIM/R-UIM, authentication SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. For further SIP signalling, the integrity protection mechanism SHALL be used as been specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. 
<<End of SECOND CHANGE>>
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