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1 Reason for Contribution

This contribution proposes client provisioning parameters for the presence enabler.
2 Summary of Contribution

This document proposes a list of presence application parameters that requires to be provisioned in the terminal with the presence client. The parameters were introduced in a informal contribution along with the other enablers OMA-PAG-2004-0470R02-Client-provisioning-for-Poc---presence-and-GLMS earlier. This contribution has an attachment proposing a list of parameters for the presence enabler with formatting as prescribed by the OMA-DM group.
The revised version incorporates 3 new parameters suggested from the previous meeting

3 Detailed Proposal

· 
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4 Intellectual Property Rights

None.
5 Recommendation

If PAG group agrees on the proposed client provisioning parameters for the presence enabler then this application characteristic file will be submitted as a input contribution to the OMA-DM group as a PAG group contribution. 
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IDENTIFYING INFORMATION


#######################


APPID: ??


APPID type: OMNA.


Owner: OMA Presence and Availability Working Group.


Contact: OMA Presence and Availability Working Group


 <OMA-PAG@MAIL.OPENMOBILEALLIANCE.ORG>. 


Registration version: 1.0


Registration timestamp: 2004-09-18.


Application description: Presence 


Application reference: 



Specifications:



URL:http://member.openmobilealliance.org/


Permanent document for PAG

Use of this document is subject to all of the terms and conditions of the Use Agreement located at http://www.openmobilealliance.org/UseAgreement.html.


You may use this document or any part of the document for internal or educational purposes only, provided you do not modify, edit or take out of context the information in this document in any manner.  Information contained in this document may be used, at your sole risk, for any purposes.


You may not use this document in any other manner without the prior written permission of the Open Mobile Alliance.  The Open Mobile Alliance authorizes you to copy this document, provided that you retain all copyright and other proprietary notices contained in the original materials on any copies of the materials and that you comply strictly with these terms.  This copyright permission does not constitute an endorsement of the products or services.  The Open Mobile Alliance assumes no responsibility for errors or omissions in this document.


Each Open Mobile Alliance member has agreed to use reasonable endeavors to inform the Open Mobile Alliance in a timely manner of Essential IPR as it becomes aware that the Essential IPR is related to the prepared or published specification.  However, the members do not have an obligation to conduct IPR searches.  The declared Essential IPR is publicly available to members and non-members of the Open Mobile Alliance and may be found on the “OMA IPR Declarations” list at http://www.openmobilealliance.org/ipr.html.  The Open Mobile Alliance has not conducted an independent IPR review of this document and the information contained herein, and makes no representations or warranties regarding third party IPR, including without limitation patents, copyrights or trade secret rights.  This document may contain inventions for which you must obtain licenses from third parties before making, using or selling the inventions.  Defined terms above are set forth in the schedule to the Open Mobile Alliance Application Form.
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WELL-KNOWN PARAMETERS


#####################


Characteristic/name: APPLICATION/APPID.


Status: Required.


Occurs: 1/1.


Default value: None.


Used values: ?? (OMNA issues PRESENCE-ID)

Interpretation: N/A.


-------


Characteristic/name: APPLICATION/NAME.


Status: Optional.


Occurs: 0/1.


Default value: None.

Used values: N/A. (proposed “Presence”)

Interpretation: User displayable name for Presence application.


-------


Characteristic/name: To-APPREF


Status: Required


Occurs: 1/1


Default value: None.


Used values: N/A.


Interpretation: It is needed to tell the top relation between Presence and SIP/IP core. Terminal can intercept that Presence (or GM) will be accessed by using the pointed SIP/IP core application. 


Characteristic/name: APPLICATION/TO-PROXY.


Status: Required if use of Proxy supported.


Occurs: 0/*.


Default value: None.


Used values:  N/A. 

Interpretation: N/A.


-------


Characteristic/name: APPLICATION/TO-NAPID.


Status: Required if direct use of Network Access Point supported.


Occurs: 0/*. 


Default value: None.


Used values: N/A. (proposal: “IMS-NAP”; re-use the same NAP used by IMS/MMD clients)

Interpretation: specifies the network access point used for a given application.

-------


Characteristic/name: APPLICATION/ADDR.


Status: Required; if direct access is allowed.

Occurs: 0/1

Default value: None.


Used values: N/A.


Interpretation: Absolute URL for the presence server address

-------


Characteristic/parameter: RESOURCE/URI

Status: Required.


Occurs: 1/1.


Default value: None.


Used values: 


Interpretation:  Root URI of Presence server. This is useful when accessing via XCAP.


-------

Characteristic/parameter: RESOURCE/AAUTHNAME

Status: Required.


Occurs: .


Default value: None.


Used values: 


Interpretation:  HTTP private user name, for accessing Presence over XCAP.


-------

Characteristic/parameter: RESOURCE/AAUTHSECRET


Status: Required.


Occurs: .


Default value: None.


Used values: 


Interpretation:  HTTP digest password, for accessing Presence over XCAP.


-------

Characteristic/name: RESOURCE/AAUTHTYPE.


Status: Required.


Occurs: 0/1.


Default value: None.


Used values: "HTTP-DIGEST". Value set can be extended with new values in future.


Interpretation: Authentication method for Presence over XCAP.


Presence APPLICATION-SPECIFIC PARAMETERS


###############################


Characteristic/name: APPLICATION/SERVICE-ENABLED


Status: Optional.


Occurs: 0/1.


Default value: 1


Used values: 0/1


Interpretation: 


Indicates that the Presence service is either enabled (value = 1) or disabled (value = 0) in the terminal.


-------

Characteristic/name: AUID


Status: Required


Occurs: 1/1


Default value: None.


Used values:  N/A.


Interpretation: Application Usage ID, used by XCAP. It is used for XCAP client to construct the HTTP URL request to point to a specific XML resource.


---------

Characteristic/name: XCAP Root URI


Status: Required, if there has not been provisioned before 


Occurs: 0/1


Default value: None.


Used values: N/A.


Interpretation:  A context that contains all of the documents across all application usages and users that are managed by the server. It is concatenated with a document selector with the path separator with a   escape coded form of the node selector.  It is the root of all HTTP URL request.


  


-----

PARAMETER VALUES


################


Characteristic/name/parameter: APPLICATION/SERVICE-ENABLED/0


Status: Optional.


Interpretation: Indicates the Presence service is disabled in the terminal.


Characteristic/name/parameter: APPLICATION/SERVICE-ENABLED/1


Status: Optional.


Interpretation: Indicates that the Presence service is enabled in the terminal.

EXAMPLE

#######


<characteristic type="APPLICATION">


  <parm name="APPID" value="PRESENCE-ID"/>


<parm name="NAME" value="Presence"/>

<parm name="TO-NAPID" value="IMS-NAP"/>


<parm name="TO-PROXY" value="proxy.imsoperator.com"/>


   <parm name="SERVICE_ENABLED" value="1"/>


    <characteristic type="RESOURCE"> 

      <parm name="URI" value="presence.example.com"/>


      <parm name="AAUTHNAME" value="Joe"/>


      <parm name="AAUTHSECRET" value="xxxyyyzzz"/>


      <parm name="AAUTHDATA" value="List at example.com"/> 

    </characteristic>


</characteristic>

###END###



