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1 Reason for Contribution

To provide missing test requirements for SIMPLE ETR.
2 Summary of Contribution

This document defines test requirements based on the requirements defined in Presence RD Section 6.1.1 to 6.1.11. Some of the items only have placeholders.

Some of the requirements defined in the RD are not addressed by this contribution, either because they are identified as Conformance Type of Requirements or Non-Testable.

The table below contains these requirements which are not covered. 
Items marked “Further examination required” in the Reason-Others column need to be revisited if PAG/IOP consider test requirement for these important.

	NON-COVERED REQUIREMENTS
	REASON

	Section
	Bullet number
	NOT TESTABLE
	CONFORMANCE TYPE
	Others

	6.1.1 General
	-
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.2 User Experience
	Partially covered
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.1 Publish
	5
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.1 Publish
	6
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.1 Publish
	8
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.3.2 Subscription
	18
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not understandable

	6.1.3.2 Subscription
	28
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	MAY

	6.1.3.3 Notify
	1
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Not understandable

	6.1.3.3 Notify
	3,4,5
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	MAY

	6.1.3.4 Preferences
	3
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.4.2 Presence Information Format
	1,2,3
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.4.2 Presence Information Format
	4,5,7,8,9.10,12, 13
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.4.2 Presence Information Format
	6,11,14
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	6.1.4.3 Enabler specific issues
	1

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Only PoC example covered

	6.1.4.3 Enabler specific issues
	3 

	 FORMCHECKBOX 

	 FORMCHECKBOX 

	Only PoC example covered

	6.1.4.3 Enabler specific issues
	2,4
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	
	
	
	
	

	6.1.6 Network Interface
	2
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	WSI is not supported

	6.1.6 Network Interfaces
	5,6
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.7 Security
	
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.8 Presence Sources and Watchers
	1
	 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.8 Presence Sources and Watchers
	2
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	SHOULD

	6.1.9 Collecting Accounting Information
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.10 Operational & Quality of Experience
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	6.1.11 Interoperability between Presence Service Providers & Service Entities
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	

	
	
	

 FORMCHECKBOX 

	 FORMCHECKBOX 

	


3 Detailed Proposal
5.1.1 Mandatory Test Requirements

5.1.1.1 Presence Features
	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Order of Notification (Presence RD 6.1.3.3-2)
	Verify that notifications are sent in the correct consecutive order.

	
	[XX] Fetch and one-time subscription (Presence RD 6.1.3.2-1,27)
	Verify that the requested presence information is sent to the watcher.

	
	[XX] Subscription to real-time notification (Presence RD 6.1.3.2-2)
	Verify that the requested presence information is sent to the watcher, when it is newly created or modified.

	
	[XX] Subscription to periodical notification  (Presence RD 6.1.3.2-3)
	Verify that the requested presence information is sent to the watcher periodically.

	
	[XX] Subscription to the full or partial presence information (Presence RD 6.1.3.2-5)
	Verify that full or partial presence information is sent to the watcher.

	
	[XX] Subscription Expiration Notification (Presence RD 6.1.3.2-7)
	Verify that a watcher is notified when his subscription expires, unless the watcher requested not to do so.

	
	[XX] Subscription Renewal (Presence RD 6.1.3.2-8)
	Verify that the presence information is sent to the watcher according to the policy (e.g., periodically, when the changes occur) during the expanded subscription duration.

	
	[XX] Subscription Expiration (Presence RD 6.1.3.2-9)
	Verify that the subscription expires after the specified duration.

	
	[XX] Subscription Cancellation (Presence RD 6.1.3.2-10,12)
	Verify that the watcher does not receive the presence information after the cancellation.

	
	[XX] Subscription Cancellation Notification (Presence RD 6.1.3.2-11)
	Verify that the watcher is notified of the cancellation of his/her subscription.

	
	[XX] Notification to a presentity of the  request for his/her presence information  (Presence RD 6.1.3.2-21)
	Verify that a presentity is notified whenever his/her presence information is requested..

	
	[XX] Notification to a presentity of the expired subscription

(Presence RD 6.1.3.2-22)
	Verify that a presentity is notified whenever one of the subscription to his/her presence information expires.

	
	[XX] Subscription to a subset of presence information (Presence RD 6.1.3.2-24)
	Verify that a subset of presence information is sent to the watcher, subject to the presentity’s preference.

	
	[XX] Bulk operations  (Presence RD 6.1.3.2-25)
	Verify that a presentity can perform operations related to the subscription of multiple watchers in bulk.

	
	[XX] Bulk operations  (Presence RD 6.1.3.2-25)
	Verify that the watcher can perform operations related to the subscription to multiple presentities in bulk.

	
	[XX] Notification Frequency (Presence RD 6.1.3.2-26)
	Verify that the watcher is notified with the specified maximum frequency.


Table 1: Mandatory Test Requirements for Presence Feature

5.1.1.2 Configuration

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] System administrator (Presence RD 6.1.3-1)
	Verify that a certain individual like a system administrator can override the settings of users.

	
	[XX] Concurrent multiple  administrator (Presence RD 6.1.3-2)
	Verify that one presence subscriber can subscribe to the presence information for the multiple concurrent presence enabled services.

	
	[XX] Concurrent multiple  terminal (Presence RD 6.1.3-3)
	Verify that one presence subscriber can use concurrent multiple terminal devices.

	ERROR FLOW
	
	


Table 2: Mandatory Test Requirements for Configuration

5.1.1.3 Preferences

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Control of distribution of presence information  (Presence RD 6.1.3.4-1)
	Verify that a presentity can control how his/her presence information is distributed.

	
	[XX] Distribution policy (Presence RD 6.1.3.4-2)
	Verify that it’s possible to define policies so that different presence information can be sent to individual watchers.

	
	[XX] Distribution policy (Presence RD 6.1.3.4-3, RD 6.1.7-3)
	Verify that a presentity can define  policies for anonymous or unauthenticated watchers.

	
	[XX] Default policy (Presence RD 6.1.3.4-4)
	Verify that it’s possible to define a default policy which can be used for unspecified watchers.

	
	[XX] Policy applied to a particular watcher, request, or request type (Presence RD 6.1.3.4-5)
	Verify that a presentity can define a policy for 

(a) a particular watcher

(b) a particular request

(c) a particular request type

	
	[XX] Policy for revealing of all the presence information (Presence RD 6.1.3.4-6)
	Verify that a watcher is notified of all the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal all his/her presence information to.

	
	[XX] Policy for revealing of a subset of the presence information (Presence RD 6.1.3.4-6)
	Verify that a watcher is notified of a specified subset of the presence information of a presentity, if the watcher falls into a group that the presentity decides to reveal a subset of his/her presence information to.

	
	[XX] Policy for revealing of the specified presence information (Presence RD 6.1.3.4-6)
	Verify that a said watcher is notified of the specified presence related information of a presentity, if the watcher falls into a group that the presentity decides to reveal that information to.

	
	[XX] Limit the number of times of retrieval of presence information (Presence RD 6.1.3.4-7)
	Verify that a Presence Service provides a mechanism which can be used to limit the number of times a watcher can retrieve the presence information of a presentity..

	
	[XX] Default policy based on presentity, watcher, group of presentities, group of watchers  (Presence RD 6.1.3.4-8)
	Verify that a Presence Service provides a mechanism which can be used by presentities and/or administrators to define default policies based on:

(a) presentity

(b) watcher

(c) group of presentities

(d) group of watchers

	ERROR FLOW
	
	


Table 3: Mandatory Test Requirements for Preferences

5.1.1.4 Authorization

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Reactive Authorization (Presence RD 6.1.3.2-13)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information when the request arrives.

	
	[XX] Proactive Authorization (Presence RD 6.1.3.2-14)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information prior to the request from that watcher arrives.

	
	[XX] Proactive Authorization during the Reactive Authorization (Presence RD 6.1.3.2-15)
	Verify that a presentity can authorize a watcher to subscribe to his/her presence information when the request arrives and also authorize the watcher to subscribe in the future.

	
	[XX] Proactive Authorization for groups of watchers (Presence RD 6.1.3.2-16)
	Verify that a presentity can authorize a group of watchers to subscribe to his/her presence information prior to the request from that watcher arrives.

	
	[XX] Reactive Authorization for groups of watchers (Presence RD 6.1.3.2-17)
	Verify that a presentity can authorize a group of watchers to subscribe to his/her presence information when the request from that watcher arrives.

	
	[XX] Notification of the Result of Requested Subscription (Presence RD 6.1.3.2-19)
	Verify that a watcher is notified of the result of the subscription request.

	ERROR FLOW
	
	


Table 4: Mandatory Test Requirements for Authorization

5.1.1.5 Delegation

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Delegated Watcher (Presence RD 6.1.3.2-23)
	Verify that a presentity can authorize a watcher to retrieve its presence information on behalf of another watcher

	
	[XX] Delegated Presentity  (Presence RD 6.1.3.5-1)
	Verify that an authorized presentity can publish the presence information on behalf of another presentity

	
	[XX] Delegated Presentity/Watcher  (Presence RD 6.1.3.5-2)
	Verify that a delegated presentity or watcher can perform the subscription operation on behalf of another presentity or watcher

	ERROR FLOW
	
	


Table 5: Mandatory Test Requirements for delegation

5.1.1.6 Presence Information
Editor’s note: Items listed in this section are Mandatory/optional status of PIDF extensions should be revisited after determining what presence information elements are required.

	MANDATORY FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Segmentation of Presence Information(Presence RD 6.1.4.1-1)
	Verify that a presence inf1ormation is segmented in zero or more presence elements. 

	
	[XX]  Prioritization of presence information elements (Presence RD 6.1.4.1-2)
	Verify that presence information elements can be prioritized.

	
	[XX]  Expire time (Presence RD 6.1.4.1-3)
	Verify that an expire time can be associated with a  presence element. 

	
	[XX]  Rich Presence Information (Presence RD 6.1.4.2-1)
	Verify that a presence source can publish a rich set of presence information [RPIDF]. 

	
	[XX]  Standard Format of Presence Information (Presence RD 6.1.4.2-2)
	Verify that a watcher understands the presence information published by a presentity . 

	
	[XX]  Standard Format of Presence Information – Default Willingness (Presence RD 6.1.4.2-3-a)
	Verify that it’s possible to specify default willingness in a standard format[XXX element of RPIDF]:

(a) willing

not willing

	
	[XX]  Standard Format of Presence Information – Default Willingness (Presence RD 6.1.4.2-3-c)
	Verify that a presence source can publish willingness which overrides the default willingness in a standard format:

(a) willing

not willing

	
	[XX]  Standard Format of Presence Information – Application Specific Willingness (Presence RD 6.1.4.2-3-b, 6.1.4.2-3-d, 6.1.4.3-1, 6.1.4.3-3, PoC RD 6.2.7, 6.3.7)
	Verify that PoC enabler as a presence source can publish its PoC-specific willingness and PoC-specific-availability in a standard format:

(a) DnD Incoming Session

(b) DnD Alerts

(c) Registered
(d) Accept incoming sessions
(e) Accept incoming alerts
Currently in at 1 session

	
	[XX]  Standard Format of Presence Information – Network Availability (Presence RD 6.1.4.2-3-e)
	Verify that a presence source can publish willingness which overrides the default willingness in a standard format:

(a) attached to the network

out-of-coverage

	
	[XX]  Standard Format of Presence Information – Communication Address (Presence RD 6.1.4.2-3-f)
	Verify that it’s possible to specify the communication address in the presence information in a standard format.

	
	[XX]  Standard Format of Presence Information – Presentity Supplied Activity  (Presence RD 6.1.4.2-3-g-i)
	Verify that a presentity can publish his/her activity in a standard format. Examples of the activities are: 

(a) in a meeting

(b) at the movies

on the phone

	
	[XX]  Standard Format of Presence Information –  Presentity Supplied Location (Presence RD 6.1.4.2-3-g-ii)
	Verify that a presentity can publish his/her textual location in a standard format. Examples of the textual location are: 

(a) at home

(b) at work

at the supermarket

	
	[XX]  Standard Format of Presence Information – Device / Network derived location (Presence RD 6.1.4.2-3-h)
	Verify that it’s possible to include location information in a standard format [GEOPRIV?]. 

	
	[XX]  Standard Format of Presence Information – Client Device Capabilities (Presence RD 6.1.4.2-3-i-i)
	

	
	[XX]  Standard Format of Presence Information – Client Device Capabilities (Presence RD 6.1.4.2-3-i-ii)
	

	
	[XX]  Standard Format of Presence Information – Time-zone (Presence RD 6.1.4.2-3-j)
	

	
	[XX]  Standard Format of Presence Information – Personal information (Presence RD 6.1.4.2-3-k-i)
	

	
	[XX]  Standard Format of Presence Information – Personal information (Presence RD 6.1.4.2-3-k-ii)
	

	
	[XX]  Standard Format of Presence Information – Personal information (Presence RD 6.1.4.2-3-k-iii)
	

	
	[XX]  Standard Format of Presence Information – Personal information (Presence RD 6.1.4.2-3-k-iv)
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	ERROR FLOW
	
	


Table 6: Mandatory Test Requirements for delegation

5.1.1.7 Network Interfaces
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] SIP based-network  (Presence RD 6.1.6-1)
	Verify that a Presence Server can be accessible using SIP. Add Reference Poinsts.

	
	
	

	
	[XX] Simultaneous access from multiple physical location (Presence RD 6.1.6.2-4)
	Verify that a Presentity and/or Watcher can access to Presence Service under the same identity from multiple physical location.

	
	
	

	ERROR FLOW
	
	


Table X: Mandatory Test Requirements for Network Interfaces

5.1.1.8 Security
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Service Authentication  (Presence RD 6.1.7-1)
	Verify that a Presence Service supports the secure authentication mechanism.

	
	[XX] Client Authentication  (Presence RD 6.1.7-2)
	Verify that Presentities and Watchers support the secure authentication mechanism.

	
	[XX] Authentication of Presence Source (Presence RD 6.1.7-8, 6.1.8-1)
	

	
	[XX] Authentication of Watcher (Presence RD 6.1.7-8, 6.1.8-1)
	

	
	[XX] DoS Attack (Presence RD 6.1.7-4)
	

	
	[XX] Relay Attack (Presence RD 6.1.7-5)
	

	
	[XX] Privacy of Exchanged Information (Presence RD 6.1.7-6)
	

	
	[XX] Interfering (Presence RD 6.1.7-7)
	

	
	[XX] Integrity (Presence RD 6.1.7-9)
	

	
	
	

	ERROR FLOW
	
	


Table X: Mandatory Test Requirements for Security

5.1.2 Optional Test Requirements
5.1.2.1 Presence Features
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Watchers information  (Presence RD 6.1.3.2-4)
	Verify that a presentity can be provided with the information related to his/her watcher..

	
	Conditional Notification (Presence RD 6.1.3.2-4)
	The presence information is sent to the watcher when the requested condition (e.g., such as specific changes in presence status, time constraint, such as buffering and throttling mechanism) is met.

	
	[XX] Subscription Expiration (Presence RD 6.1.3.2-9)
	Verify that the subscription expires after the specified duration or the overridden duration by the presentity’s preference or the configuration parameter of the service provider .

	
	PoC Enabler as a Watcher – Session Establishment

 (PoC RD 6.1.4.2)
	The availability of the members of the group for a PoC session is checked to decide if the session is initiated. 

	ERROR FLOW
	
	


Table 7: Optional Test Requirements for SIMPLE features

5.1.2.2 Authorization
	OPTIONAL FEATURES
	TEST REQUIREMENTS

	NORMAL FLOW
	[XX] Polite Blocking (Presence RD 6.1.3.2-20)
	Verify that the subscribed watcher is notified as accepted while the request is denied.

	ERROR FLOW
	
	


Table 8: Optional Test Requirements for Authorization

5.1.2.3 Delegation

	MANDATORY FEATURES
	TEST REQUIREMENTS

	
	[XX] Delegated Presence Source/ Presentity  (Presence RD 6.1.3.1-2, 6.1.3.1-7, 6.1.3.5-3)
	Verify that an authorized presence source/presentity can configure the preferences of other presentities on behalf of them

	
	[XX] Delegated Presentity/Watcher  (Presence RD 6.1.3.5-4)
	Verify that a Presence Service provides a mechanism to configure delegation policy to the presence service when a presentity or watcher cannot be reached.

	ERROR FLOW
	
	


Table 9: Optional Test Requirements for Delegation

4 Intellectual Property Rights Considerations

None.

5 Recommendation

It is proposed to discuss the provided material in the meeting session for the current ETR document. 
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