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1 Reason for Change

The current structure of the TS-Core_XDM uses a priority system when combining the <conditions> elements of the same or different rules in order to apply the derived actions. This is described in section 6.6.2.3 and gives priority to rules containing the <identity> element rather than the <external-list> or <other-identity> elements. In that way is achieved the desired functionality of providing “white-lists except identity X” functionality.  
The following problems have been identified with the existing handling of combined permissions:

· As described in OMA-PAG-2005-0295-Fixing-relationship-of-actions-and-identities given that [COMMONPOL] defines that each of the <conditions> elements has to be evaluated to TRUE in order for the <actions> to apply. If rules with single elements under <conditions> are not used then the rule is not TRUE.
· This procedure requires more complex handling of the rules given that each one of them has a different “weight” and they need to evaluated differently.
Therefore it is proposed to:

· Make <external-list> child of <identity> rather than <conditions>

· Use <except> element as per the common policy

· Not use <other-identity> and use instead <any-identity> with <except> 

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Include the text provided in Section 6 in a revision of the XDM Core Specification.

6 Detailed Change Proposal

>>>>FIRST CHANGE <<<<
6.6 Common Extensions

6.6.1 URI Lists defined in Shared XDMS

Various entities may wish to refer to a shared URI List stored in the Shared XDMS (see [Shared_XDMS]).  The <external> element provides the means to make such references, in a similar manner across different entities.

The <external> element SHALL contain either an XCAP document URI pointing to a “resource-lists” document or an XCAP node URI pointing to a <list> element within a “resource-lists” document.  

NOTE: There is an <external-list> element defined in section 6.6.2. It points to a shared URI List stored in the Shared XDMS, against which the authorisation rules are specified according to [COMMONPOL]. 
Entities that utilise the <external> element will resolve it to a set of entities according to the following rules:

· If the <external> element contains a document URI, then it SHALL resolve to all the entities listed in all the lists within that resource document.  

· If the <external> element contains a node URI, then it SHALL resolve only to entities within the specific list that is pointed to.  

Any node resolving an <external> element SHALL NOT fetch the contents of the <external> element if it has already done so.
6.6.2 Authorization Rules


6.6.2.1 Structure

Every rule in an authorisation policy based on [COMMONPOL] SHALL support the following extensions: 

· the <identity> condition element (as defined in section 6.6.2.2);
NOTE: This <identity> element is different from the one defined in [COMMONPOL].
· 
· 
The <identity> element
a) MAY include one or more <entry> elements, which allow for matching a specific identity;
b) MAY include an <any-identity> element, which allows for matching any authenticated identity;
c) MAY include a <domain> element, which allows  for matching any identity under the defined domain;
d) MAY include one or more  <external-list> elements, which allow for matching those identities that are part of a URI List.
The <external-list> and <domain> elements can optionally be followed by  a list of <except> elements, which allows to implement a simple blacklist functionality.

It is RECOMMENDED that each rule be based on a single condition.

6.6.2.2 XML Schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema targetNamespace="urn:oma:params:xml:ns:common-policy"

   xmlns="urn:oma:params:xml:ns:common-policy"


   xmlns:xs="http://www.w3.org/2001/XMLSchema"

   elementFormDefault="qualified" attributeFormDefault="unqualified">

  <!-- OMA specific "conditions" child elements -->  
<xs:element name="identity" substitutionGroup="cr:condition">

  <xs:complexType>

    <xs:choice>

      <xs:element name="identifier" type="abstract"/>

    </xs:choice>

  </xs:complexType>

</xs:element>

<!-- list of identifiers to substitute as child-elements of identity --> 

<xs:element name="entry" substitutionGroup="identifier"> 
  <xs:complexType>

    <xs:attribute name="id" type="xs:anyURI"/>

    <xs:anyAttribute namespace="##any"/>

  </xs:complexType>

</xs:element>
<xs:element name="any-identity" substitutionGroup="identifier"/>

<xs:element name="domain" substitutionGroup="identifier">

  <xs:sequence/>

    <xs:element name="except" type="xs:anyURI"/>

  </xs:sequence>

</xs:element>

<xs:element name="external-list" substitutionGroup="identifier">

  <xs:sequence/>

    <xs:element name="except" type="xs:anyURI"/>

  </xs:sequence>

</xs:element>


 




























</xs:schema>

Editor note: It must be clarified how to register the OMA specific namespace.

6.6.2.3 Combining Permissions 

When evaluating any authorization policy document based on [COMMONPOL] together with the extensions described in section 6.6.1.2 against a URI value, the evaluation of the combined permissions 
a 
b 
SHALL be based on [COMMONPOL] Section 10.
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