Architectural Model for XDM Search
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Figure 1.Logical architecture model for XDM Search. 

One new logical element (Search Server) and four new interfaces are introduced.

Interfaces XDM-X and XDM-Y are used for sending search request/responses to/from XDM Client to the Search Server. Protocol for these interfaces are later called as Xsearch. Xsearch should be run over HTTP. Aggregation Proxy will be used for authentication and routing in a similar way as it is did with XCAP. 

Interface XDM-V is SIP interface, which can be used for subscribe to document changes in XDMS.

Interface XDM-W is used to get information from XDMS(s). 

- In centralized model, XCAP protocol or some proprietary method is used to fetch searchable documents and authorization policies of the users and groups from XDMS(s) 

- In distributed model, XSearch protocol used for conveying search request/response between XDMS and Search server. Also method from fetching public user profile is needed to check whether user is authorized to do search or not. 

1). Search Server in centralized model

Search Server performs search from the local database. Database of Search Server contains all searchable information of XDMS(s) of its own domain. Search database in Search Server need to be updated with changes done to XML documents in XDMS. Establishment of database and synchronization of changes between databases does not necessary need to be standardized.

The Search Server acts as a single contact point in the network for search requests/responses of data stored in XDMS(s). 

Search Server also performs authorization policy of the search request using requestor’s user profile and data received from XDMS(s). 

· In case of public search, checks that user has defined its own public profile

· In case of private search, checks that user is allowed to search other user information / groups.

· Checks age limitation

Search Server terminates Xsearch requests from the XDMC and provides search results to the client. 

Search Server implements Xsearch NNI interface towards other network

· It forwards search requests to other networks over Xsearch NNI when needed.

· Combines search results with other network to results from its own network before sending response(s) to XDMC.   
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Figure 2. Signaling flow during search operation in centralized model

2.) Search Server in distributed model

The Search Server acts as a single contact point in the network for search request/responses for data stored in XDMS(s).

Search Server also performs authorization policy of the search request. For this purpose it has to fetch user profile of search requestor from XDMS with XCAP GET.

· In case of public search, checks that user has defined its own public profile

Search server forwards search request to XDMS(s) of its own network and receive responses from XDMS(s). XDMS(s) does authorization check of private search because it has information of target user’s authorization policy and group definition. XDMS also performs check of age limitation. 

Search Server combines results from XDMS(s) of its own network and also from other network (in case of inter-domain search) together before sending response(s) to XDM Client.

Search Server implements Xsearch NNI interface towards other network. It forwards search requests to other networks over Xsearch NNI when needed. 
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Figure 3. Signaling flow during search operation in distributed model

Comparison of Search Server architecture options

Table below present comparison of two architecture options in terms of implications to current architecture, load share and performance. 

	
	A Centralized
	B Distributed

	Implications to current architecture
	+ Only minor changes to existing XDMS
	+ “Lightweight” Search server could be more easily embedded into existing network elements e.g., aggregation proxy.

- XDMS need to implement search and support search interface towards SS

	Load share
	+ Search load separated from other signaling load to XDMS

- Heavy load to Search Server (Synchronization of databases)
	+ Search load distributed to several network elements

- Search load to XDMS might increase delays for other more important XDMS operation (e.g., delivering group document to application server in session setup)

- XDMS vulnerable for DoS attack

	Performance
	+ Quick search since all searchable data available in Search server.

+ DoS attack does not cause performance problems for other XDM services
	- Slower search since search request might be forked to several physical or logical XMDS elements.

- Actual search and search result filtering happening in different network elements.


Table: Comparison of architecture options
TASK FORCE DISSCUSIONS
On the Search architecture option, it was commented that the two options may be the extreme scenarios and additional options could be added as follows:
A. In the Centralized model:  the Search server may decide to fetch the searchable documents from the individual XDMS as follows:
·  On demand 
· Prior to the search request
·  Cached some documents prior to search and fetch more on demand if necessary
B. In the Distributed Model: All search logic can still be maintained in the Search server i.e removing the complexity of implementing several search logic in the individual XDMS from the distributed model.  The only  ‘search logic’ (common to all XDMS) implementation will be in the search server. 
In this model the traditional ‘storage place’ for the searchable documents would still be the individual XDMS. It should be left as implementation issue, whether the search server wants to cache some documents for quick response or would like to always fetch the documents from the XDMS on demand

Other Key Discussion Points:
1. Initial preference? Distributed because it is more flexible and does not need synch. Decision could not be made because:
a. The architecture model should be considered together with ‘Search protocol’ alternatives 
b. How the problem of having Search server synchronisation (Periodically/Event-based), is considered more or less complex to the problem of having to implement a ‘search logic’ for each XDMS
2. The placement of auth info in the centralized? Searching Server
3.  What is SIP/IP Core interface of Search Server for? For synch of the target documents. For SIP event subscriptions and Notifications of changes in XML documents
4. Search Server's use of caching in centralized model to maintain the target resources? Possibly, an implementation issue. Discussed above
5.  The search architecture should be dependent on the protocol bindings for search. Discussed above



















































































































































































































































































































































































































































