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1 Reason for Change

To update the XDM_Core TS with the changes introduced due to the new versions of the following two I-Ds.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-config-framework-07.txt
and http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-01.txt
Changes in xcap-diff:
The biggest change here is that, based discussion at last ietf, I separated this from patch-ops and reverted back to the previous appraoch, which represents the changes via a list of the xcap operations that took place.

Other changes:

* added additional motivations - namely that content indirection is less useful for xcap content, since the content-ID is not the same as the etag.

* allow for addition and removal of entire documents by making the node-selector attribute of the put and delete event reports to be optional. the previous-etag is also optional.

* allow for the xcap-diff document to indicate that a document has changed, and the new etags are provided, but the changes themselves are not in the document. The recipient of the xcap-diff would still need to fetch the content. This is really handy for config framework. A client PUTs an update, gets the new etag. Each client gets a NOTIFY indicating the new and old etags, but no change log. The client that did the PUT notices that it has the most recent copy already (since it did the PUT that caused the update), and is done. Others fetch the new document.

* added terminology section and cleaned up terminology throughout the spec

Changes in config-framework:

      Restructured the introduction and overview section to be more

      consistent with other Internet-Drafts.

      Added additional clarification for the Digest Authentication and

      Certificate based authentication cases in the security section.

      Added two use case scenarios with cross referencing to better

      illustrate how the framework works.  
Added better cross referencing in the overview section to help readers find where concepts and functionality is defined in the document.

      Clarified the section on the use of XCAP.  Changed the Event

      parameter "App-Id" to "auid".  Made "auid" mutually exclusive to

      "document". "auid" is now only used with XCAP.
      Local network subscription URI changed to <device-id>@

      <local-network> (was anonymous@<local-network>).  Having a

      different request URI for each device allows the network

      management to track user agents and potentially manage bandwidth,

      port allocation, etc.
      Changed event package name from sip-profile to ua-profile per

      discussion on the list and last IETF meeting.
      Changed "local" profile type token to "local-network"  per

      discussion on the list and last IETF meeting.

      Simplified "Vendor", "Model", "Version" event header parameters to

      allow only quoted string values (previously allowed token as

      well).
      Clarified use of the term cache.
      Added references for ABNF constructs.

      Numerous editorial changes.
This contribution also incorporates the changes first introduced with -347R02.
R01: Introduces the comments received in the mailing list.
R02: Incorporates comments from LC received in the mailing list.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed sections in the Presence Spec (OMA-TS-XDM_Core-V1_0-20050628-C).

6 Detailed Change Proposal

>>>>>>>>>>>>>>Add the proposed text in section 2.1>>>>>>>>>>>>>>>>>>

	[XCAP_Diff]
	“An Extensible Markup Language (XML) Document Format for Indicating Changes in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, July, 2005, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-01.txt 
Note: Work in progress

	[SIP_UA_Prof]
	“A Framework for Session Initiation Protocol User Agent Profile Delivery”, D. Petrie, July, 2005. URL: http://www.ietf.org/internet-drafts/draft-ietf-sipping-config-framework-07.txt 
Note: Work in progress


>>>>>>>>>>>>>>Add the proposed text in section 6.1.2.1>>>>>>>>>>>>>>>>

9.4.1 Subscribing to changes in the XML documents

5.2.1.1 Initial subscription

If the XDM Client subscribes to changes in XML documents, then it SHALL be done by sending a SUBSCRIBE request   according to [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.

When the XDM Client  resides in an Application Server:

1. SHALL set the Request-URI to the public SIP URI identifying the document owner, or to the SIP URI identifying the service instance (e.g. PoC Group URI, or Presence List URI);

2. SHALL include value “application” in the “profile-type” Event header parameter. It is beyond the scope of the present specification the value set for the “vendor”, “model” and “version” event header parameters  that their use is mandated in [SIP_UA_Prof].
3. SHALL include the AUID to be watched in the “auid” Event header parameter even in case the “document” event header parameter is present . In case the “document” header is not being used it specifies that a subscription will be placed to all the documents under the AUID owned by the user identified in the Request-URI.
Note: This is in contrast to the recommendation in [SIP_UA_Prof], which defines the usage of “auid” and “document” header parameters as mutually exclusive. It is being done in order to facilitate the definition of initial filter criteria in case the SIP/IP Core is implemented using 3GPP IMS or 3GPP2 MMD as defined in [3GPP TS 24.229]  / [3GPP2 X.S0013.4]
4. SHALL include theXCAP URI of the document to be watched in the “document” Event header parameter in case a specific document is to be watched. 
5. In case the service instance SIP URI is set as Request-URI of the SIP SUBSCRIBE request, then the “document” Event header parameter SHALL be set to specify the relevant document or the relevant element inside the document stored in the “global” tree for this service instance SIP URI.

Note: For example, if the Request-URI SIP URI identifying the service instance is “sip:my_friends@example.com” stored in PoC XDMS, the document parameter  has to be set to “document= global/index/~~/group/list-service[@uri=sip:my_friends@example.com]”.

6. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include the value “message/external-body” to indicate support for content indirection described in [INDIRMECH];

7. SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS an AS acting as the XDM Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in chapter 5.7.3 [3GPP TS 24.229]  / [3GPP2 X.S0013.4] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, and the XDM Client resides in an Application Server (e.g. PoC Server) the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] section 5.7.3 and setting its public SIP URI in the “P-Asserted-Identity” header.

When the XDM Client resides in the UE

1. SHALL set the Request-URI to the public SIP URI identifying the owner of the document(s) that is subscribing to;

2. SHALL include value “application” in the “profile-type” Event header parameter. It is beyond the scope of the present specification the value set  for the  “vendor”, “model” and “version” event header parameters, that their use is mandated in [SIP_UA_Prof].

3. 
8. SHALL include the AUID to be watched in the “auid” Event header parameter even in case the “document” event header parameter is present . In case the “document” header is not being used it specifies that a subscription will be placed to all the documents under the AUID owned by the user identified in the Request-URI.

Note: This is in contrast to the recommendation in [SIP_UA_Prof], which defines the usage of “auid” and “document” header parameters as mutually exclusive. It is being done in order to facilitate the definition of initial filter criteria in case the SIP/IP Core is implemented using 3GPP IMS or 3GPP2 MMD as defined in [3GPP TS 24.229]  / [3GPP2 X.S0013.4]

4. 
5. In case a specific document is to be watched, then the “document” Event header parameter SHALL be set to the XCAP URI of the relevant document 
Note: The mechanism used by the XDM Client to retrieve the SIP URI of the document owner and the XCAP URI of the document to be watched is out of scope of the present specification. 

6. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include the value “message/external-body” to indicate support for content indirection described in [INDIRMECH];

7. SHALL send the SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, a UE acting as the XDM Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in chapter 5.1 in [3GPP TS 24.229]  / [3GPP2 X.S0013.4].

The responses to the SUBSCRIBE request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.

Note: The XDM Client is not able to subscribe for changes in multiple documents stored under different AUIDs in a single subscription. This functionality has been postponed for a future release.

>>>>>>>>>>>>>>Add the proposed text in section 6.2.2>>>>>>>>>>>>>>>>

9.4.2 Subscriptions to changes in the XML documents

5.2.1.2 Initial subscription

Upon receiving a SUBSCRIBE request for the “ua-profile” event package defined in [SIP_UA_Prof] the XDM Server performs the following steps:

1. SHALL return the SIP “501 Not Implemented” error response, if the “ua-profile” event is not supported. Otherwise perform the following steps.
2. SHALL use the Request-URI 

a. as an XUI identifying the owner of the document in case the “document” event header parameter is defining a document in the “users” tree or is not set;

b. as a service instance SIP URI (e.g. PoC group) in case the “document” event header parameter is defining a document in the “global” tree;

3. SHALL perform the necessary authorization checks on the originator. When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the XDM Server SHALL use the "P-Asserted-Identity" as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] to ensure that this particular XDM Client is authorized to track the document changes. If the authorization check fails, the XDM Server SHALL return the SIP "403 Forbidden" error response.
a. By default, the initial creator of the document in the "users" tree is the primary principal of that document and SHALL be authorized to subscribe to the “ua-profile” event package as described in Section 6.4.2.

b. Other principals (e.g. XDMCs residing in the UE and Application Servers) identified by their "P-Asserted-Identity" headers MAY be authorised to subscribe in the document in the “global” tree based on  the service provider policy defined in each XDMS.
c. This policy is defined in the application-specific XDM TSs.
4. SHALL create a subscription to changes of XML data identified by Event header parameters as described in [SIP_UA_Prof];

5. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.
6. SHALL generate and send an initial NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When a change in the subscribed document occurs, the XDM Server SHOULD generate and send a NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.




9.4.3 
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7. 
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>>>>>>>>>>>>>>Add the proposed text in section 6.2.2.2>>>>>>>>>>>>>>>>>

5.2.1.4 Generating a NOTIFY request

The XDM Server SHALL generate a NOTIFY request as described in the [RFC3265] and [SIP_UA_Prof] with the clarifications given in this sub-clause.
The XDM Server

1. SHALL check content-types accepted by the XDM Client as indicated in the SUBSCRIBE request (see sub-clause 6.1.2.1);

a. if both indirect and directly supplied content are acceptable, the XDM Server MAY include either alternative;

b. if acceptable for the XDM Client, the XDM Server SHALL include an “application/xcap-diff+xml” body as defined in [XCAP_Diff];

c. if acceptable for the XDM Client, the XDM Server SHALL include a “message/external-body” body as defined in [SIP_UA_Prof] and [INDIRMECH];

2. SHALL send the NOTIFY request towards the SIP/IP Core according to the procedures of the SIP/IP core.

3. When the subscription is placed to all the documents under an AUID then the notification SHALL indicate all the document(s) that have changed

The responses to the NOTIFY request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the XDM Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this sub-clause.
>>>>>>>>>>>>>>Add the proposed text in section B.5>>>>>>>>>>>>>>>>>>

Sample Subscribing to Changes in XML Documents

This is an informative section to give an illustrative example on how the subscription and notification procedures happen when XDMC located in the User Equipment requests the contents of an XML list and its changes. Note the procedure is identical no matter an XDMC is subscribing to an XML belonging to himself or others.

Figure B.5 is an example that demonstrates how an XDM Client subscribes to changes in a PoC group document. 
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Figure B.5 - XDM Client subscribes to changes in XML documents.
1) XDM Client (XUI=john.doe@example.com) subscribes to a PoC group created by user Joe Bloggs (XUI=joe.bloggs@example.com) named as 'joebloggs_friends', with the contact SIP URI ‘sip:joe_doe@home1.net’.  

SUBSCRIBE sip:joe.bloggs@example.com SIP/2.0
Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

From: <sip:john_doe@home1.net>;tag=31415
To: <sip:joe.bloggs@example.com>

Event: ua-profile;profile-type="application";auid="org.openmobilealliance.poc-groups";Vendor="vendor1"; Model="1";Version="1.0";document="org.openmobilealliance.poc-groups/ users/sip:joe.bloggs@example.com/joebloggs_friends/"
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Preferred-Identity: "John Doe" <sip:john_doe@home1.net>

Privacy: none

Expires: 600000

Accept: application/xcap-diff+xml, message/external-body

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0
2) The SIP/IP core network forwards the SIP SUBSCRIBE request to the corresponding PoC XDMS. When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD, the subscriber's preferred public SIP URI shall be inserted in P-Asserted-Identity header.

SUBSCRIBE sip:joe.bloggs@example.com SIP/2.0
Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1,
SIP/2.0/UDP pcscf1.visited1.net:7531 branch=z9hG4bK240f34.1,
SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 68

Record-Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

Route: <sip:pocxdms.home1.net;lr>

From: <sip:john_doe@home1.net>;tag=31415
To: <sip:joe.bloggs@example.com>

Event: ua-profile;profile-type="application";auid="org.openmobilealliance.poc-groups" Vendor="vendor1"; Model="1";Version="1.0";document="org.openmobilealliance.poc-groups/ users/sip:joe.bloggs@example.com/joebloggs_friends/"
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 85 SUBSCRIBE

P-Asserted-Identity: "John Doe" <sip:john_doe@home1.net>
Privacy: none

Expires: 600000

Accept: application/xcap-diff+xml, message/external-body

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

3) Upon receiving a SIP SUBSCRIBE request for the “ua-profile” event package, the PoC XDMS shall perform the necessary authorization checks on the originator's identity. If the authorization is successes, it shall create a subscription dialog to "ua-profile" event package to provide the changes of the data identified by the "Event" header parameters, and return 200OK to the subscriber.

4) The SIP/IP core network forwards the 200 OK response to the originator of the SIP SUBSCRIBE request, i.e. sip:john_doe@home1.net.
5) PoC XDMS checks the identity of subscriber, whether the identity is allowed to subscribe according to local policy (e,g, allow the current group members to subscribe). If allowed, the PoC XDMS generates and send an initial SIP NOTIFY containing the <list> node and its child elements.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pocxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:john_doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 102 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile
Content-Type: application/xcap-diff+xml
Contact: <sip:pocxdms1.home1.net>

Content-Length: (...)
<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

    xcap-root=”http://xcap.example.com/root”
    <document new-etag=”7ahggs”

doc-selector="org.openmobilealliance.poc-groups/users/sip:joe.bloggs@example.com/joebloggs_friends>
     
<change-log>
        <put-event

         node-selector="list"

         content-type="application/xml"><![CDATA[<entry uri="sip:john.doe@exa

   mple.com">



  </put-event>



</change-log>
 

  



</document>

   </xcap-diff>

6) The SIP/IP core network forwards the SIP NOTIFY request to appropriate XDMC.

7) The XDMC responds with a 200 OK, and use the received contents in the initial NOTIFY as baseline, or to replace the old content identified with older eTag, if any exists, according to [XCAP_Diff].

8) The SIP/IP core network forwards the 200 OK to the PoC XDMS.

9) The PoC XDMS sends the diff part in NOTIFY to the XDMC, in this example, it is a new member added, new-friend@example.com.

NOTIFY sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp SIP/2.0

Via: SIP/2.0/UDP pocxdms1.home1.net;branch=z9hG4bK332b23.1

Max-Forwards: 70

Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>

From: <sip:joe.bloggs@example.com>;tag=31415

To: <sip:john_doe@home1.net>;tag=151170

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 112 NOTIFY

Subscription-State: active;expires=600000

Event: ua-profile
Content-Type: application/xcap-diff+xml
Contact: <sip:pocxdms1.home1.net>

Content-Length: (...)
<?xml version="1.0" encoding="UTF-8"?>

   <xcap-diff xmlns="urn:ietf:params:xml:ns:xcap-diff"

    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">

    <document new-etag=”7ahggs” doc-selector="org.openmobilealliance.poc-groups/users/sip:joe.bloggs@example.com/joebloggs_friends"

     previous-etag="ffds66a">



<change-log>

        <put-event>
         node-selector="list"

         content-type="application/xml"><![CDATA[<entry uri="sip:new-friend@exa

   mple.com">




  </put-event>




</change-log>




    </document>

   </xcap-diff>

10) The SIP/IP core network forwards the SIP NOTIFY request to approate XDMC.

11) The XDMC responds with a 200 OK.

12) The SIP/IP core network forwards the 200 OK to the PoC XDMS.

>>>>>>>>>>>>>>>>>>>>>>End of changes>>>>>>>>>>>>>>>>>>>>>>>>>>>
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