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1 Reason for Change

XDM Problem report 014 states that it exists an interoperability problem for clients so that a client is not able to see the difference between a URI list used as a “buddy” list (The UE shows this list and the user selects contacts to do a PoC call with) and a list used for other purpose (List used as an external member list in a POC group or as an external list in a POC user access policy). 
The CR http://www.openmobilealliance.org/ftp/Public_documents/PAG/2005/OMA-PAG-2005-0648R02-PR014-Solution-Contact-URI-List-In-A-Separate-Section.zip 
proposes one solution to the problem and that is to introduce a new AUID that contains only “buddy” lists. 
This solution has one drawback and that is that it is no longer possible to use the same list as both a “buddy” list and as for example as a member list in a POC group without doing very complex linking between a URI list in AUID=resource-lists and a URI list in the new AUID for “buddy”-lists. 
This CR suggests another solution and that is to reuse the existing AUID and do an extension to the <list> element. This extension, listusage, defines how a list is intended to be used. 
This information will help the client to see if a list is used as a “buddy” list, as an “allow-list” to an application and/or if it is used as a “reject-list” in an application.  
The reason to define usages of the list, “allow”-list and “reject-list”, is also interoperability between clients. 
A client implementation wants at some time to divide its handling of contacts into two categories “friendly” and “unfriendly” users and wants to be able to reuse that split in different applications. 
For example a user wants to have one or many rejectlists and he wants to be able to reuse these lists in different applications (e.g. both block for presence and reject PoC calls).  
As applications are supposed to be independent, the Presence application shall not need to understand how PoC is using reject-lists. 
Today it does not exist a standardized way to find out which lists that are intended to be “reject-lists” when fetching them from shared-XDMS. 
The same thing is applicable for “allow-lists” as also their clients may need to be able to find lists that are used in an other application in a similar way. A client implementation can use this list usage to inform other client implementations about how it intends to use a list. 
It also very common for XDMS defined policies to make use of “whitelist” and “blacklist”, therefore it is natural to have the possibility to be able to mark lists for these intended usages. 
The usages shall only be seen as a recommendation for the UE in such a way that if the UE wants to present a list marked as “reject” as one of its lists for contacting other POC users it is OK. It is also OK to mark a list with all three usages as it might exist situations where a certain list can have different usages in different applications. One example is that the user may want for some reason to define a PoCgroup containing people that he wants to block for presence. The user wants also to have this list as one of his contactlists for POC. This means that the intended usages of this list are all three.
This solution has a limited impact on the existing TS as it only extend an existing AUID with an extended XML schema. This means that a Shared XDM client only needs to add an XML element when creating a list for a certain usage. The Shared XDM server needs only to be able to validate the new XML schema extension in order to accept a “Create List”. A client that reads the lists but does not want to handle this new element can just ignore it.
A client that does not want to specify a usage can ignore to do so, Clients that find this information useful can specify the usage later on when they see the need. 
The recommendation is that clients shall define the usage when creating a “buddy-list” to support interoperability but it is not a must,
2 Impact on Backward Compatibility

n/a 
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA-PAG is recommended to agree to the CR and to include it in the indicated TS.
6 Detailed Change Proposal

Change 1:  Change chapter 5.1.1
x.x.x Structure

· The URL List document SHALL conform to the structure of the “resource-lists” document described in [XCAP_List] Section 3.
·  The <list> element in the “resource-list” document is extended with a new optional child element <listusage> describing the usage of the list. This  element SHALL contain zero or more “usage” elements. Each “usage” element define a particular usage. An application can define its own “usage” element.
Change 2:  Change chapter 5.1.4
x.x.x XML Schema

The URI List document SHALL conform to the XML schema for the “resource-lists” document described in [XCAP_List] Section 3.4.33 with the following extension:

<?xml version="1.0" encoding="UTF-8"?>

   <xs:schema targetNamespace="urn:oma:params:xml:ns:resource-list:oma-listusage"

       xmlns="urn:oma:params:xml:ns:resource-list:oma-listusage"

       xmlns:xs="http://www.w3.org/2001/XMLSchema"
       elementFormDefault="qualified">

<!-- OMA specific extension: "listusage" child element to ietf resource-list's complextype "listtype" -->

        <xs:element name="listusage">

          <xs:complexType>

             <xs:sequence>

               <xs:element ref="usage" minOccurs="0" maxOccurs="unbounded"/>

           </xs:sequence>

          </xs:complexType>

        </xs:element>

        <xs:element name="usage" abstract="true"/>

       <xs:element name="contact" type="emptyType" substitutionGroup="usage"/>

       <xs:element name="reject" type="emptyType" substitutionGroup="usage"/>

       <xs:element name="allow" type="emptyType" substitutionGroup="usage"/>
       <xs:complexType name=emptyType”/>
</xs:schema>

Change 3:  Change chapter 5.1.7
x.x.x  Data Semantics

· The data semantics for a URI List SHALL conform to those described in [XCAP_List] Section 3.4.5. The URI identifies a user and is in the form of a SIP URI or a TEL URI . 
· The <list> element in [XCAP_List] is extended with an element <listusage>. The <listusage> element SHALL be used to describe an intended usage of the list. An XDMC client may for example use this information when rendering the different lists. Three usage are defined in this specification. Other specifications may define more usages. A single list can have many usages defined. The three usages are: 

1. Contact. The intention of the list is to use it to store contact addresses that the list-user wants to remember in order to be able to communicate with them later on, e.g. a contact list for a user’s PoC contacts.
2. Allow. The intention of the list is to use it as a reference in policy documents in another XDMS  to allow/give access to/provide permission to something or to define membership in a policy document, e.g. a  memberlist in a PoC group.

3. Reject. The intention of the list is to use it as a reference in a policy document in another XDMS  to reject/block/ stop permission to something, e.g.  a reject list in a PoC user’s access policy

· Change 4:  change Appendix B chapter B.1
B.1 Manipulating URI Lists

B.1.1 Obtaining URI Lists

Figure B.1.1 describes how an XDM client obtains URI lists.
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Figure B.1.1 XDM Client obtains URI lists
The details of the flows are as follows:

1) The user “sip:ronald.underwood@example.com” wants to obtain document describing his URI Lists. The document contains one list “friends” that is intended to be used as a contact list. This list contains also a sublist “close-friends” that is intended to be used as an “allowlist”. For this purpose the XDMC sends a HTTP GET request to the Aggregation Proxy.

GET http://xcap.example.com/services/resource-lists/users/sip:ronald.underwood@example.com/friends.xml/HTTP/1.1

...

Content-Length: 0

2) Based on the AUID, the Aggregation Proxy forwards the request to Shared XDMS.

3) After the Shared XDMS has performed the necessary authorisation checks on the request originator, the Shared XDMS sends an HTTP “200 OK” response including the requested document in the body.

HTTP/1.1 200 OK

Etag: "eti87"

...

Content-Type: application/resource-lists+xml

<?xml version="1.0" encoding="UTF-8"?>

<resource-lists xmlns="urn:ietf:params:xml:ns:resource-lists"

   xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
   xmlns:ol="urn:oma:params:ns:resource-list:oma-listusage">

   <list name="friends">

    <list name="close-friends">

      <display-name>Close Friends</display-name>

      <entry uri="sip:hermione.blossom@example.com">

        <display-name>Hermione</display-name>

      </entry>

      <entry uri="tel:5678;phone-context=+43012349999"/>
      <ol:listusage>

        <ol:allow/>

      </ol:listusage>
    </list>

    <external anchor="http://xcap.example.com/services/resource-lists/users/sip:hermione.blossom@example.com/society.xml/~~
/resource-lists/list%5b@name=%22spew%22%5d">

      <display-name>society</display-name>

    </external>

    <ol:listusage>

      <ol:contact/>

    </ol:listusage>
   </list>

</resource-lists>

4) The Aggregation Proxy routes the response to the XDM Client.
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