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1 Reason for Change

Generalize PoC Group Document to be basis for Shared Group Document in XDM 2.0 Requirement Document as PAG WG has already agreed. And also add content that is needed for SIMPLE IM to that document. 
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text under the proposed sections to the XDM 2.0 Requirement document.

6 Detailed Change Proposal

See changes below to the XDM 2.0 Requirement document (OMA-RD-XDM-V2_0_20051125-D).
6.1 Document Types

6.1.1 Shared Documents 

1) It SHALL be possible to share the following types of documents such that they can be used by multiple enablers (e.g. PoC, Presence, IM, etc.):
6.1.1.1 URI List

1) A URI List SHALL have the following meta-data, in addition to those properties specified in Section 6.1.1:

a) Display name:  A human readable name.

2) A URI list SHALL contain zero or more URI List members.

3) The following requirements apply to URI List members:

· Every URI List member SHALL be identified by a globally unique identifier (i.e., a URI as defined in RFC 2396).

· A URI List member MAY have a human readable display name.

4) The following requirements apply to URI List management, in addition to those specified in Section 6.1.3:

a) The service provider SHALL be able to set the maximum number of URIs in a URI List.
6.1.1.2 Group document

1) A document describing a Shared Group SHALL have the following content, in addition to the meta-data specified in Section 6.1.1:

a) Display name:  This is a human readable name.

b) Session Type:  This identifies the nature of the Shared Group, which is one of two – “chat” or “instant”.  (In chat group sessions, members join a group session individually, whereas in an instant group session, whether pre-defined or an ad-hoc group, all other members are invited simultaneously at a group member’s request.)

c) Membership:  This identifies the nature of the membership in the Shared Group, which is one of two – “open” or “restricted”.

d) Session initiation policy:  Session initiation policy: This describes who, apart from the Owner, may initiate a group session.. 

e) Group member list:  This provides a list of end-users and/or URI lists who will be invited to a group session. 

f) Group reject list:  This is the list of end-users and/or URI lists who SHALL be barred from joining a group session.  (Only for Session Type = “chat”).  

g) Maximum number of members:  This is the maximum number of end-users who can be active in the session. 

h) Anonymous access allowed:  This is used to reveal, or not reveal, the end-user identities of all members of a “Chat” type group session taking the values - “yes” or “no”, respectively.

i) Subject: This contains a topic or description of a Shared Group.
j) Age-limit: This indicates the allowed age or age-range of a Participant.
k) Schedule: This represents the timing and duration of Group Session.
l) Sub conferencing: This describes who may create sub-conferences in a group session.
m) Private messaging: This describes who may send private messages in a group session.
n) Allowed medias: This identifies which medias are allowed to use in a group session e.g. poc, im, video.
2) Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.

3) Each URI in the Group member list SHALL be unique.

4) Each URI in the Group reject list SHALL be unique.

The following requirements apply to Shared Group document management, in addition to those specified in Section 6.1.3:

Create:

5) The service provider SHALL be able to set the maximum number of members that can be added to a group member list or group reject list in a Shared Group document.  

6) A principal with appropriate management permissions MAY be able to set the maximum number of members in a Shared Group document to a value that does not exceed the maximum number set by the service provider.

7) It SHALL be possible to create a Shared Group document that contains members in the group member list or group reject list that belong to different service providers.

Copy:

8) Shared Group members MAY use Shared Groups to which they belong to create a new Shared Group document by copying an existing group document, subject to service provider policy and access rules.
Get:

Principals SHALL be able to retrieve the Group members list contained in Shared Group documents.
6.1.2 PoC-specific Documents

This section describes additional functional requirements that are specific to document types needed to support the PoC enabler.

6.1.2.1 
8) 
b) 
o) 
p) 
q) 
r) 
s) 
t) 
u) 
9) 
10) 
11) 


12) 
13) 
14) 

9) 

9) 
6.1.2.2 PoC Access Control Policy Document

A PoC access control policy document SHALL be described by the following:

1) Accept List:  A list of end-users from whom requests are accepted.
2) Reject List:  A list of end-users from whom requests are rejected.
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