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1 Reason for Change

This CR addresses the PAG action point A077, following the review of the comments collected from the informal review of the AD. A077 (RD-RR-A024) proposed the deletion of section 6.2, as this is no longer part of the RD template and to determine which requirements were covered elsewhere, ensuring that no requirements were lost by the deletion of the section. Below is the analysis of the requirements that appear in section 6.2 with recommendations on how to proceed; green indicates that it is safe to delete the requirement without any action, amber indicates some caution, depending on the wording and understanding of the group whilst red indicates that deletion may result in a loss of a requirement. For all cases, proposals have been made to ensure no requirements are lost.
R1 of this document captures the Seach and Aggregation proxy requirements in a general high level manner, by additions to the General Requirements section and to the Search requirements section
	Label
	Description
	Analysis

	SYS-001
	The XDM client SHALL support document management functions identified in Section Error! Reference source not found..
	OK to delete

	SYS-002
	The XDM client SHALL support secure communications with the XDM Server.
	If “secure communications” means “Integrity and confidentiality of XDM message exchanges” then SEC-001 should cover this and OK to delete.

	SYS-003
	The XDM client MAY Subscribe to and receive notifications regarding updates to documents.
	Not explicitly covered, although FUNC-ACCS-001 suggests it. Propose to include this requirement in a new section. See change 1

	SYS-004
	The XDM Server SHALL support document management functions identified in Section Error! Reference source not found..
	OK to delete.

	SYS-005
	The XDM Server SHALL support secure communications with the XDM client.
	If “secure communications” means “Integrity and confidentiality of XDM message exchanges” then SEC-001 should cover this and OK to delete, otherwise need to add additional clause to SEC-001.

	SYS-006
	The XDM Server SHALL support charging mechanisms.
	CHA-001 cover this. OK to delete. 

	SYS-007
	The XDM Server MAY notify authorized principals of updates to documents
	Should now be covered if there is agreement to SYS-003

	SYS-008
	The XDM Server MAY  in case of group document advertise group automatically 

1) to all members of that group when group is created

2) to new member(s) of existing group when new member(s) is added to that group.

In both of the above cases group advertisement SHALL include information about which communication means it is related (e.g. audio, message, video, application).
	Not OK to delete. Suggest including this requirement in new section 6.1.11

	SYS-009
	The Aggregation Proxy SHALL act as a single contact point for the XDM client to access XML documents stored in any XDM servers.
	This is stated as part of the Aggregation Proxy description in the AD. OK to delete. Added GEN-014

	SYS-010
	The Aggregation Proxy SHALL perform authentication of the XDM client..
	This is stated as part of the Aggregation Proxy description in the AD. OK to delete. Added GEN-015

	SYS-011
	The Aggregation Proxy SHALL route individual requests to the correct XDM Servers or the Search Proxy
	This is stated as part of the Aggregation Proxy description in the AD. OK to delete. Included in GEN-014

	SYS-012
	The Aggregation Proxy MAY support charging.
	This is stated as part of the Aggregation Proxy description in the AD. OK to delete.

	SYS-013
	The Aggregation Proxy MAY perform compression/decompression over the radio interface 
	This is stated as part of the Aggregation Proxy description in the AD. OK to delete.

	SYS-014
	The Search Proxy SHALL act as a single contact point for the XDM Client to search XML documents stored in any XDM Servers
	NOOK. Added new requirement in FUNC-SRCH-009

	SYS-015
	The Search Proxy SHALL route search request to the correct XDM Servers of its own network .
	This is stated as part of the Search Proxy description in the AD. OK to delete. FUNC-SRCH009

	SYS-016
	The Search Proxy SHALL receive responses from XDM Servers of its own network.
	This is stated as part of the Search Proxy description in the AD. OK to delete.

	SYS-017
	The Search Proxy SHALL send search responses to the XDM client.
	This is stated as part of the Search Proxy description in the AD. OK to delete.

	SYS-018
	The Search Proxy MAY route search request to XDM Servers of other networks when needed
	This is stated as part of the Search Proxy description in the AD. OK to delete. Also covered in FUNC-SRCH -005

	SYS-019
	The Search Proxy MAY receive responses from XDM Servers of other networks when needed.
	This is stated as part of the Search Proxy description in the AD. OK to delete. Also covered in FUNC-SRCH -005.

	SYS-020
	The Search Proxy MAY combine results from XDM Servers of its own network and also from other network before sending response to XDM Client
	This is stated as part of the Search Proxy description in the AD. OK to delete.Added FUNC-SRCH-010

	SYS-021
	The interface between the XDM client and XDM server SHALL be access technology neutral.
	Not OK to delete. Propose to introduce a new requirement – GEN-0013

	SYS-022
	The interface between the XDM client and XDM server SHALL support the secure exchange of XDM messages.
	If “secure exchange” means “Integrity and confidentiality of XDM message exchanges” then SEC-001 should cover this and OK to delete, otherwise need to add additional clause to SEC-001.

	SYS-023
	The interface between the XDM client and XDM server SHALL support document management functions as described in Section Error! Reference source not found..
	OK to delete.

	SYS-024
	The interface between the XDM client and XDM server SHALL support the secure provisioning of XDM client parameters
	Covered by GEN-010 perhaps but needs to have the “secure” added.

	SYS-025
	The interface between the XDM client and XDM server SHOULD support the synchronisation of changed data
	Not OK to delete, does not seem to be covered. Suggest including this as a general requirement GEN-014


2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is for PAG to agree this CR to XDM 2.0 RD

6 Detailed Change Proposal

6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 2.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 2.0

	GEN-003
	Each such document SHALL be identified by at least one globally unique identifier (i.e., a URI according to RFC 2396).
	XDM 2.0

	GEN-004
	Documents SHALL be associated with meta-data which describes certain properties of the document that are not included in its content
	XDM 2.0

	GEN-005
	A document SHALL be associated with access permissions, which SHALL be stored  in a separate access document. The type of data contained in the access control document is described in section Error! Reference source not found..
	XDM 2.0

	GEN-006
	The XDM enabler SHALL allow an authorized principal to access and manage stored documents from any capable device type over any capable network.
	XDM 2.0

	GEN-007
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorised end-users and/or multiple devices is allowed.
	XDM 2.0

	GEN-008
	The XDM enabler SHALL allow a XDM principal to retrieve a list of all stored documents for which the principal is the Primary Principal.
	XDM 2.0

	GEN-009
	The XDM enabler SHALL allow a XDM principal to retrieve a list of all stored documents for which the principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 2.0

	GEN-010
	It SHOULD be possible to provision, in a secure manner, the XDM client using existing OMA Device Management and Provisioning enablers.
	XDM 2.0

	GEN-011
	If provisioning data relevant to XDM is present in the smartcard, the XDM client SHALL be able to retrieve that data.
	XDM 2.0

	GEN-012
	XDM documents SHALL support multiple character sets.
	XDM 2.0

	GEN-013
	The XDM enabler SHALL  support interfaces that are access technology neutral.
	XDM2.0

	GEN-014
	The XDM enabler SHALL provide a single contact point for all XDM Clients  to access XML documents managed by the XDM enabler, ensuring that requests are directed to the correct entity storing the XML document
	XDM2.0

	GEN-015
	The XDM enabler SHALL authenticate the XDM client
	XDM2.0

	GEN-016
	The XDM enabler MAY perform compression/decompression over the radio interface 
	XDM2.0


Table 2: Functional Requirements -Delegation
5. Search

	Label
	Description
	Enabler Release

	FUNC-SRCH-001
	It SHOULD be possible to search for the existence of certain content (e.g., the identifier of a user) in a document.
	XDM 2.0

	FUNC-SRCH -002
	It SHOULD be possible to search for the existence of a document based on meta-data associated with the document.
	XDM 2.0

	FUNC-SRCH -003
	Principals with the appropriate permission SHALL be able to define the visibility of a document when performing a search.
	XDM 2.0

	FUNC-SRCH -004
	It SHALL be possible to limit the number of search results
	XDM 2.0

	FUNC-SRCH -005
	Searches MAY be limited to documents hosted by the Service Provider.  
	XDM 2.0

	FUNC-SRCH -006
	Search results SHALL be subject to Service Provider policy or end-user privacy settings.
	XDM 2.0

	FUNC-SRCH -007
	Wildcards MAY be used when searching for documents.
	XDM 2.0

	FUNC-SRCH -008
	Search SHALL be limited to one document type (e.g. Shared Group document) at a time.
	XDM 2.0

	FUNC-SRCH-009
	There SHALL be a single contact point for the XDM Client to search XML documents and the XDM enabler SHALL ensure that search request is sent to all entities within the service provider’s domain that store XDM documents.
	XDM2.0

	FUNC-SRCH-010
	The XDM enabler SHALL combine the search results of all the entities in the service provider’s domain when sending a response to the XDM client. The XDM enabler MAY also combine search responses received from other service providers.
	XDM2.0


Table 13: Functional Requirements –Document Management

6.1.3.11 Subscription to changes 

	Label
	Description
	Enabler Release

	FUNC-SUBCHG-001
	1) Principals with appropriate permissions SHALL be able to subscribe to and receive notifications regarding updates to documents.
	XDM 2.0


Table 15 : Functional Requirements –Subscription to changes

6.1.11 Group Advertisement
	Label
	Description
	Enabler Release

	FUNC-GRPAD-001
	The XDM Enabler MAY  in case of group document advertise group automatically 

3) to all members of that group when group is created

4) to new member(s) of existing group when new member(s) is added to that group.

In both of the above cases group advertisement SHALL include information about which communication means it is related (e.g. audio, message, video, application).
	XDM 2.0


Table x : Functional Requirements –Subscription to changes
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