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1 Reason for Change

Justification:
OMA XML Document Management Requirements document (version 2.0) needs to be updated to fulfil the requirements of the PoC Dispatcher functionality in PoC 2.0.
The PoC Dispatcher is a useful tool for the communication between professionals. The advanced capabilities of this functionality are used to coordinate fleets of professionals (e.g. fleet of taxis). Due to this distinguished role, the PoC Dispatcher needs to have special rights to organize and manage the rest of the fleet. Additionally, it is assumed that 1-many-1 communication mode and Pre-arranged PoC Groups are used for Dispatch PoC Sessions.

More information about the PoC Dispatcher functionality can be accessed in OMA-TS- PoC-System-Description-V2_0-20060425-D (section 4.43).
Impacted subclauses:
RD XDM: 6.3.2.3 Group Document 
Summary of changes: 
The main needs initially coming from the PoC Dispatcher that should be addressed by XDM are: 
- 1. To indicate that a Pre-arranged PoC Group is used for Dispatch PoC Sessions 

- 2. To identify roles within the group (dispatcher(s) vs fleet member(s))
- 3. To specify the special rights of a PoC Dispatcher (these should be configurable and different from one group to another). 
After some discussions in the PAG-PoC2 Adhoc WG (please, refer to documents #22 and #25 in the PAG-PoC2 subportal), it was decided that there is no need for a specific <group-type> element to indicate whether a group is a dispatch poc group or not, since that can be inferred from the role assigned to each of the participants (i.e. if there are one or more dispatchers, then this is a dispatch poc group). Therefore, only the identification of roles is needed. However, in order to achieve a more generic and modular solution that enables different configuration of privileges for the same role (point 3 above) and, quite likely, the re-usage of these privileges by other roles to be defined in the future (not only for PoC), it was decided to also identify these new rights or <actions> that may be generalized and used by other roles different from the PoC Dispatcher (for example, the PoC Moderator). 
The new identified actions are: 
· Dispatcher. This <action> indicates that the identity matching this rule is capable of acting as PoC Dispatcher. This action is used to identify the role of the participants within the group (dispatcher vs fleet members). Indirectly, if present for at least one participant, it also identifies this is a Dispatch PoC Group. Basically, this <action> expresses those rights that are dispatcher-specific and cannot be generalized for other generic roles. 
· Allow_transfer. This <action> indicates that the identity matching this rule is allowed to transfer the role (e.g. Dispatcher role) to another authorized participant. (In PoC Dispatcher Session, during an already established Dispatch PoC Session and when requested by the PoC User acting as the PoC Dispatcher, the  PoC Dispatcher requests the transfer of the PoC Dispatcher role to another PoC Dispatcher)
· Allow_expel. This <action> indicates that the identity matching this rule is allowed to expel any PoC Fleet Member. (The PoC Dispatcher has the capability to expel any PoC Fleet Member from a Dispatch PoC Session (including all PoC Fleet Members at once). Note this can be easily extended for normal Pre-arranged PoC Group Sessions with regular participants.
Consequence if not accepted

If the changes are not accepted, XDM2 will not properly cover the requirements coming from the PoC Dispatcher functionality.
2 Impact on Backward Compatibility

None identified

3 Impact on Other Specifications

None identified

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to incorporate the proposed changes into RD-XDM-V2.0.

6 Detailed Change Proposal

Change 1:  (optional)Brief description of specific change

6.3.2.3 Group Document

	Label
	Description
	Enabler Release

	DOC-GRP-001
	A document describing a Shared Group MAY have the following content, in addition to the meta-data specified in Section 6.1.1:

1) Display name: This is a human readable name.

2) Session Type: This identifies the nature of the Shared Group e.g. chat, instant.  (In an instant group session, end-users are invited during session initiation.  In a chat group session, end-users are not invited during session initiation but are instead expected to individually join the session once it is active.)
	XDM 2.0

	
	3) Allow session initiation: This describes who may initiate a group session.
	

	
	4) Group member list: This identifies end-users who are members of the Shared Group. The semantics of group membership may depend on the session type, and may also be enabler-specific. 

5) Allow session access: This describes who may join a group session.  
	

	
	6) Maximum number of participants: This is the maximum number of end-users who can be active in the session. 

7) Allow anonymous access: This describes who may join a group session anonymously, if anonymous access is requested.
	

	
	8) Allow dynamic invitation: This describes who may invite additional participants to a group session.
9) Key participant: This describes who may assume the role of a “Key Participant”.  The semantics of Key Participant may depend on the session type, and may also be enabler-specific (e.g. a  “Distinguished Participant” of a 1-many-1 PoC group session). 
	

	
	10) Subject: This contains a topic or description of a Shared Group.
11) Session participation policy:This describes the rules for determining who may participate in a group session.  The session participation policy may be based on the following:
i. Age minimum:  This indicates the minimum allowed age of a participant.

ii. Age maximum:  This indicates the maximum allowed age of a participant.
	

	
	12) Session termination policy: This describes the rules for determining whether the group session shall be terminated. The session termination policy may be based on the following:
i. Maximum duration:  This indicates the maximum allowed time that a session may be active.

ii. Required participant: This describes who (e.g. session initiator) must be a participant for the session to remain active.
13) Schedule: This represents the timing and duration of Group Session.
NOTE:  The schedule can be used by entities external to the XDM enabler to determine when to initiate the group session (e.g. an IM or PoC Client) or to enforce session timing and duration (e.g. an IM or PoC Server).
14) Allow sub-conferencing: This describes who may create sub-conferences in a group session.
15) Allow Private messaging: This describes who may send private messages in a group session.
	

	
	16) Allowed medias: This identifies which medias are allowed to use in a group session e.g. audio, text, video, application. 
17) Allow to see conference state: This describes who can see the state of the group session (e.g. who is currently online).
18) Dispatcher participant: This identifies who may assume the role of dispatcher (e.g. PoC Dispatcher).
19) Allow role transfer: This describes who can request the transfer of an active role (e.g. PoC Dispatcher) to another authorized participant. 

20) Allow expelling: This describes who may expel other participants from the group session.  
	

	DOC-GRP -002
	Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.
	XDM 2.0

	DOC-GRP -003
	Each URI in the Group member list SHALL be unique.
	XDM 2.0

	DOC-GRP -004
	Each URI in the Group reject list SHALL be unique.
	XDM 2.0


Table 32: Group Document
The following requirements apply to Shared Group document management, in addition to those specified in Section 6.1.3:

	Label
	Description
	Enabler Release

	DOC-GRP -005
	 The service provider SHALL be able to set the maximum number of participants in a Shared Group document.  
	XDM 2.0

	DOC-GRP -006
	A principal with appropriate management permissions MAY be able to set the maximum number of participants in a Shared Group document to a value that does not exceed the maximum number set by the service provider.
	XDM 2.0

	DOC-GRP-007
	It SHALL be possible to create a Shared Group document that contains members in the group member list or group reject list that belong to different service providers.
	XDM 2.0

	DOC-GRP-008
	Shared Group members MAY use Shared Groups to which they belong to create a new Shared Group document by copying an existing group document, subject to service provider policy and access rules.
	XDM 2.0

	DOC-GRP-009
	Principals with appropriate management permissions SHALL be able to retrieve the Group member list contained in Shared Group documents.
	XDM 2.0


Table 33: Group Document

Change 2:  

Change 3:  
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