Doc# OMA-PAG-2006-0317-PRS2-device-identifiers-as-new-PINFO-elements.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2006-0317-PRS2-device-identifiers-as-new-PINFO-elements.doc
Change Request



Change Request

	Title:
	Adding device identifiers in presence information contents
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-RD-Presence_SIMPLE-V2_0-20060320-D

	Submission Date:
	22 Jun 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Enrique Izaguirre, Telefónica Móviles, leig@tid.es

	Replaces:
	n/a


1 Reason for Change

Several identifiers like IMEI or MEID have semantics associated with them (manufacturer, type of equipment and software version) that may help watchers on their communication purposes.

R01
New requirement related to IMEI privacy has been added.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed changes.

6 Detailed Change Proposal

 3.3   Abbreviations

	3GPP
	3rd Generation Partnership Project

	3GPP2
	3rd Generation Partnership Project 2

	CIPID
	Contact Information in Presence Information Data Format

	DND
	Do Not Disturb

	FIFO
	First In, First Out

	GGSN
	Gateway GPRS Support Node

	GMT
	Greenwich Mean Time

	GPRS
	General Packet Radio Service

	IETF
	Internet Engineering Task Force

	IM
	Instant Messaging

	IMEI
	International Mobile Equipment Identifier

	IMPS
	Instant Messaging and Presence Service (aka Wireless Village)

	IMS
	IP Multimedia Subsystem

	IP
	Internet Protocol

	ISDN
	Integrated Services Digital Network

	MEID
	Mobile Equipment Identifier

	MMS
	Multimedia Messaging Service

	MSISDN
	Mobile Station International ISDN Number

	OMA
	Open Mobile Alliance

	PEP
	Presence Enabled Phonebook

	PoC
	Push to talk Over Cellular

	RFC
	Request For Comments

	RPID
	Rich Presence Information Data

	SGSN
	Serving GPRS Support Node

	SIMPLE
	SIP for Instant Messaging and Presence Leveraging Extensions

	SIP
	Session Initiation Protocol

	SMS
	Short Messaging Service

	UMTS
	Universal Mobile Telecommunications System

	URL
	Universal Resource Locator

	VIP
	Very Important Person

	VMS
	Voicemail Service

	VoIP
	Voice over IP

	WV
	Wireless Village (aka IMPS)

	XCAP
	XML Configuration Access Protocol

	XML
	Extensible Markup Language


6.1.4.2   Presence Information Format

	PINFO-FOR-003
	A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:

1) Default Willingness (e.g. willing, not willing, etc.)

2) Application-specific Willingness (e.g. willing for PoC, not willing for IM etc);

3) Overriding Willingness (e.g. willing, not willing);

4) Application-specific Availability (e.g. registered with the PoC service);

5) Application-specific media capabilities (e.g. video support in PoC service);
6) Network Availability (e.g. the phone is attached or registered to the defined network such as 3GPP IMS or 3GPP2 MMD, out-of-coverage, etc.);

7) Roaming Information

Is roaming (e.g. home or visited network)

Visited network information

8) Communication address (e.g. email address, phone number, etc.);

9) Presentity supplied activity and location

Activity (e.g. in a meeting, at the movies, on the phone etc.);

Textual location (e.g. at home, at work, at the supermarket, etc.);

10) Location (e.g. device-derived location, network-derived location, etc.);

OMA recommended format for location information (e.g. MLP or GML).

11) Client device capabilities

Application capabilities(e.g. voice, text, H.263 or H.264 video, multimedia, etc.);

Bearer capabilities (e.g. UMTS, GPRS etc);
Via appropriate device identifiers (e.g. IMEI, MEID etc.)
12) Time-zone (e.g. GMT etc);

13) Personal information

Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)

Hobbies (football, fishing, computing, dancing, etc.).

Preferred language (e.g. English, Spanish etc);
Icon (e.g. a status icon of the presentity’s choice)


6.1.3.4   Preferences

	Label
	Description
	Enabler Release

	FEAT-PREF-001
	Presentities SHALL be able to control how their presence information is disseminated
	

	FEAT-PREF-002
	Presentities SHALL be able to define policies such that the Presence Service disseminates different information to individual watchers or groups of watchers.
	

	FEAT-PREF-003
	The defined policies SHALL cover the possibility of anonymous or unauthenticated watchers.
	

	FEAT-PREF-004
	It SHALL be possible to define default policies that apply to watchers that do not fall in any of the specified groups.
	

	FEAT-PREF-005
	It SHALL be possible to apply a policy to a particular watcher, to a particular request, or to a particular request type.
	

	FEAT-PREF-006
	For each said watcher or group of watchers, presentities SHALL be able to define policies such that the Presence Service will reveal all their presence information, a subset of their presence information, or any other information (whether that is true or not), fully or partially based on their presence information.
	

	FEAT-PREF-007
	The Presence Service SHALL provide mechanisms which may be used to limit the number of times a watcher can retrieve the Presence Information of a presentity.
	

	FEAT-PREF-008
	Presentities and/or administrators SHALL be able to define default policies on a per-presentity, per-watcher,  per presentity group, or per watcher group basis.
	

	FEAT-PREF-009
	The service provider SHALL be able to define local policies on a per-presentity, per-watcher, per-presentity group, per-watcher group or per-subset of presence information, that will override user-defined presence authorizations.
	


Table 1: Features Requirements – Preferences Items
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