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1 Reason for Change

This contribution proposes an example of search request and response to be included in Annex of the XDM Core TS.
Search request is based on XQuery over HTTP.

It also proposes corrections of the numbering of headings in Annex C.
R01 The namespace name updated, new root element introduced, result limitation introduced.
New text is marked as change.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to include the proposed changes in section 6.3 in the OMA-TS-XDM_Core-V2_0-20060802-D specification
6 Detailed Change Proposal

Change 1:  Changed format to correct the numbering (C.5 in specification)
A.1 Sample Subscribing to Changes in XML Documents

This is an informative section to give an illustrative example on how the subscription and notification procedures happen when XDMC located in the User Equipment requests the contents of an XML list and its changes. Note the procedure is identical no matter an XDMC is subscribing to an XML belonging to himself or others.
…

Change 2:  New chapter in Annex – C-6 in specification
A.2 Sample Search Operation
Figure C.6 describes how a Search operation is performed in 3GPP/3GPP2 IMS. The example shows searching in Shared Profile XDMS; the same type of messages apply for searching in other application usages, where content of HTTP body would be different. It is also assumed that the address of Aggregation Proxy is “xcap.example.com” and the XCAP Root URI is “xcap.example.com/”.
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Figure B.1- Sample XCAP operation

The details of the flows are as follows:

1) The user “sip:joebloggs@example.com” wants to obtain an XML document with people from Seoul and hobby football. The request limits the maximum amount of possible result to 20 entries. For this purpose the XDMC sends an HTTP POST request to the Aggregation Proxy.

POST http://xcap.example.com/org.openmobilealliance.search HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request max-results=”20”>



<![CDATA[




for $u in collection("org.openmobilealliance.shared-profile/global/user-profile-search")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>

</search-set>

2) Upon receiving an unauthorized HTTP POST the Aggregation Proxy chooses to authenticate the XDMC.

HTTP/1.1 401 Unauthorized

Server: XDM-proxy/OMA1.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

WWW-Authenticate: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", qop=auth-int

Content-Length: 0

3) The XDMC sends a HTTP POST request including the Authorization header to the Aggregation Proxy.

POST http://xcap.example.com/org.openmobilealliance.search HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

Authorization: Digest realm="xcap.example.com", nonce="47364c23432d2e131a5fb210812c", username="sip:joebloggs@example.com", qop=auth-int,
uri="http://xcap.example.com/resource-lists/users/sip:joebloggs@example.com/index", response="2c8ee200cec7f6e966c932a9242554e4", cnonce="dcd99agsfgfsa8b7102dd2f0e8b1", nc=00000001

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request max-results=”20”>



<![CDATA[




for $u in collection("org.openmobilealliance.shared-profile/global/user-profile-search")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

4) Based on the string “org.openmobilealliance.search”, the Aggregation Proxy forwards the search request to the Search Proxy.

POST http://xcap.example.com/org.openmobilealliance.search HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request max-results=”20”>



<![CDATA[




for $u in collection("org.openmobilealliance.shared-profile/global/user-profile-search")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

Note: If the “X-3GPP-Intended-Identity” is not included in the message (3), the Aggregation Proxy will include the “X-3GPP-Asserted-Identity” header.

5) Based on the string AUID included as parameter of the collection function in the XQuery request, the Search Proxy forwards the search request to the appropriate XDMS.

POST http://xcap.example.com/org.openmobilealliance.search HTTP/1.1

Host: xcap.example.com

User-Agent: XDM-client/OMA2.0

Date: Thu, 10 Aug 2006 10:50:33 GMT

X-3GPP-Intended-Identity: "sip:joebloggs@example.com"

Accept-Encoding: gzip

Content-Type: application/vnd.oma.search+xml

Content-Length: …

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<request max-results=”20”>



<![CDATA[




for $u in collection("org.openmobilealliance.shared-profile/global/user-profile-search")//user[civil-address/city="Seoul" and exists(hobbies/football)]




return <contact id="{data($u/@id)}">{$u/display-name}</contact>


]]>


</request>

</search>
</search-set>

6) After the XDMS has performed the search operation, the XDMS sends an HTTP “200 OK” response including the requested result in the body.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT

Etag: "eti87"

Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>

7) The Search Proxy routes the response to the Aggregation Proxy.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT

Etag: "eti87"

Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>

8) The Aggregation Proxy encodes (optionally) the content and routes the response back to the XDM Client.

HTTP/1.1 200 OK

Server: XDM-serv/OMA2.0

Date: Thu, 10 Aug 2006 10:50:39 GMT

Etag: "eti87"

Content-Type: application/vnd.oma.search+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

<search-set 
xmlns="urn:oma:xml:xdm:search">

<search id="1234">


<response>



<contact id="A@example.com"><display-name>Alex</display-name></contact>



<contact id="B@example.com"><display-name>Brian</display-name></contact>



<contact id="C@example.com"><display-name>Chris</display-name></contact>



<contact id="D@example.com"><display-name>David</display-name></contact>


</response>

</search>
</search-set>
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