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1 Reason for Change

	Problem Report Number
	0019

	Submitter's Classification
	Specification Problem (INT)

	State
	SA Review

	Resolution
	No Resolution Given

	Problem Resolution ID
	No Resolution ID Given

	Raised
	2006-06-07 14:43

	PRS Version
	Presence-SIMPLE V1.0

	Specification
	OMA-TS-Presence_SIMPLE-V1_0-20060214-C

	Location in Spec
	N/A

	Problem Summary
	What URI should be used as the 'pres' 
URL for a presentity? Should pres: or sip: be used as prefix? How 
different can the two URIs be when it comes to the username and 
hostname?

	Problem Text
	In RFC 3863 (PIDF), it is stated in §4.1.1 that 
The <presence> element MUST have an 'entity' attribute. The value of 
the 'entity' attribute is the 'pres' URL of the PRESENTITY publishing 
this presence document. 

In the OMA-TS-Presence_SIMPLE-V1_0, §5.1.1 on the publication of 
presence information it is stated that in an IMS / MDD environment the 
Presence Source must set the 'entity' attribute to the value of the P- 
Preferred-Identity / P-Asserted-Identity / default public user 
identity , which is a SIP-URI or a Tel-URI. 

The examples in OMA-TS-Presence_SIMPLE-V1_0 spec §10.2 and §10.6, and 
the presence documents in OMA-ETS-Conf-Presence-V1_0-20050714-D.doc 
have an 'entity' attribute that is a SIP-URI. 

The example in section 6 in IETF draft "draft-ietf-simple-event-list- 
07" has the 'entity' attribute set to a SIP-URI, the same URI as in 
the one in the resource lists document. 

Examples in "draft-ietf-simple-rpid-10", "draft-ietf-simple-partial- 
pidf-format-06", "draft-ietf-simple-partial-publish-04" has 
the 'entity' attribute set to a pres URI. 

The example in A.3.2.1, A.3.3.1, A.4.2.1, A.5.3.1 in 3GPP TS 24.141 
V6.6.0 has the 'entity' attribute set to a pres: URI while the example 
in A.8.4 has the 'entity' attribute set to sip: URI. 

This is a source of confusion. What URI should be used as the 'pres' 
URL for a presentity? Should pres: or sip: be used as prefix? How 
different can the two URIs be when it comes to the username and 
hostname?


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To adopt the changes proposed in Section 6 and add the following response to the Problem Report database: “Please see OMA-PAG-0380R02-PRS1-PR-19 as a solution for the problem reported in PR-19, which added suitable text to clarify the behavior of using both pres and SIP URIs in presence procedures.”
6 Detailed Change Proposal

Change 1:  Change Section 2.1
Normative References

	OMA
	

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, (http://www.openmobilealliance.org)

	[PRESREQ]
	“Presence Requirements”, Draft Version 1.0,  OMA-RD-Presence_SIMPLE-V1_0

	[PRESAD]
	“Presence using SIMPLE”, Draft Version 1.0, OMA-AD-Presence_ SIMPLE-V1_0

	[PRESMO]
	“OMA Management Object for SIMPLE Presence”, Version 1.0, Open Mobile Alliance(, OMA-TS-Presence_SIMPLE_MO-V1_0, URL:http://www.openmobilealliance.org/.

	[XDMSPEC]
	“XML Document Management Specification”, Draft Version 1.0, OMA-TS-XDM_Core-V1_0

	[PRESXDM]
	“Presence XDM Specification”, Draft Version 1.0, OMA-TS-Presence_SIMPLE_XDM- V1_0

	[SharedXDM]
	“Shared XDM Specification”, Draft Version 1.0, OMA-TS-XDM_Shared-V1_0

	[RLSXDM]
	“RLS XDM Specification”, Draft Version 1.0, OMA-TS-Presence_SIMPLE_RLS_XDM- V1_0

	 [Provisioning Content] 
	OMA – Provisioning Content V1.1.

	[OMA–DM-v1-1-2]
	OMA Device Management, V1.1.2 (based on SyncML DM), OMA-DM-V1_1_2. URL:http://www.openmobilealliance.com/

	[OMA-DM-v1-2]
	OMA Device Management, V1.2 ( based on SyncML DM), OMA-DM-V1_2

URL:http://www.openmobilealliance.com/

	IETF
	

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, (:http://www.ietf.org/rfc/rfc2119.txt)

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, (http://www.ietf.org/rfc/rfc2234.txt)

	[RFC2246]
	“The TLS Protocol Version 1.0”, T. Dierks et al., January 1999, RFC 2246, (http://www.ietf.org/rfc/rfc2246.txt)

	[RFC2387]
	“The MIME Multipart/Related Content-type”, E. Levinson, Aug. 1998, RFC 2387, (http://www.ietf.org/rfc/rfc2387.txt)

	[RFC2396]
	“Uniform Resource Identifiers (URI): Generic Syntax”, T.Berners-Lee et al., Aug. 1998, RFC 2396, (http://www.ietf.org/rfc/rfc2396.txt)

	[RFC2616]
	“Hypertext Transfer Protocol -- HTTP/1.1”, URL:http://www.ietf.org/rfc/rfc2616.txt

	[RFC2778]
	“A Model for Presence and Instant Messaging”, M. Day et al., Feb. 2000, RFC 2778, (http://www.ietf.org/rfc/rfc2778.txt) 

	[RFC2779]
	“Instant Messaging / Presence Protocol Requirements “, M.Day et al., Feb 2000, RFC 2779, 

(http://www.ietf.org/rfc/rfc2779.txt)

	[RFC2818]
	“HTTP Over TLS”, E. Rescorla, May 2000, RFC 2818, (http://www.ietf.org/rfc/rfc2818.txt)

	[RFC3261]
	"Session Initiaton Protocol (SIP)", Rosenberg, J., Schulzrinne, H., Camarillo, G., Johnston, A., Peterson, J., Sparks, R., Handley, M. and E. Schooler,June 2002, RFC 3261, (http://www.ietf.org/rfc/rfc3261.txt)

	[RFC3265]
	“Session Initiation Protocol (SIP)-Specific Event Notification”, A.B.Roach, June 2002, RFC 3265, (http://www.ietf.org/rfc/rfc3265.txt)

	[RFC3323]
	“A Privacy Mechanism for the Session Initiation Protocol (SIP)”, Peterson, J.,  Nov. 2002, RFC 3323, (http://www.ietf.org/rfc/rfc3323.txt)

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”, Jennings, C., et al, Nov. 2002, RFC 3325, (http://www.ietf.org/rfc/rfc3325.txt)

	[RFC3320]
	“Signaling Compression (SigComp)”, Price, R., et al., Jan. 2003, RFC 3320, (http://www.ietf.org/rfc/rfc3320.txt)

	[RFC3485]
	“The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)”, Garcia-Martin, M.,  et al.,Feb. 2003, RFC 3485, (http://www.ietf.org/rfc/rfc3485.txt) 

	[RFC3486]
	“Compressing the Session Initiation Protocol (SIP)”, Camarillo, G.,  Feb. 2003, RFC 3486, (http://www.ietf.org/rfc/rfc3486.txt)

	[RFC3856]
	“A Presence Event Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Jan. 2003, RFC 3856, (http://www.ietf.org/rfc/rfc3856.txt)

	[RFC3857]
	“A watcher Information Event Template-Package for the Session Initiation Protocol (SIP)”, J.Rosenberg, Aug. 2004, RFC 3857, (http://www.ietf.org/rfc/rfc3857.txt)

	[RFC3858]
	“An Extensible Markup Language (XML) Based Format for Watcher Information”, J.Rosenberg, Aug. 2004, RFC 3858, (http://www.ietf.org/rfc/rfc3858.txt)

	[RFC3859]
	“Common Profile for Presence (CPP)”, J.Peterson, Aug. 2004, RFC 3859, (http://www.ietf.org/rfc/rfc3859.txt)

	[RFC3863]
	“Presence Information Data Format (PIDF)”, H.Sugano et al., Aug. 2004 (http://www.ietf.org/rfc/rfc3863.txt)

	[RFC3903]
	”An Event State Publication Extension to the Session Initiation Protocol (SIP) “, A. Niemi, Oct. 2004,  (http://www.ietf.org/rfc/rfc3903.txt)

	[RFC4119]
	“Presence-based GEOPRIV Location Object Format”, J. Peterson, Dec. 2005, (http://www.ietf.org/rfc/rfc4119.txt)

	[RFC4122]
	“A Universally Unique IDentifier (UUID) URN Namespace”, P.Leach et al., July 2005, (http://www.ietf.org/rfc/rfc4122.txt)

	[CONTENTIND]
	“A Mechanism for Content Indirection in Session Initiation Protocol (SIP) Messages”, E.Burger, Oct. 2004, (http://www.ietf.org/internet-drafts/draft-ietf-sip-content-indirect-mech-05.txt)

Note: IETF Draft Work in progress

	[EVENTLIST]
	“A Session Initiation Protocol (SIP) Event Notification Extension for Resource Lists”, A. B. Roach et al., IETF draft, December 2004, (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-list-07.txt)

Note: IETF Draft work in progress

	[FILTERFORMAT]
	“An Extensible Markup Language (XML) Based Format for Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-filter-format-05.txt)

Note: IETF Draft work in progress

	[FILTER]
	“Functional Description of Event Notification Filtering”, H.Khartabil et al., Mar. 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-event-filter-funct-05.txt)

Note: IETF Draft work in progress

	[PARNOT]
	Session Initiation Protocol (SIP) extension for Partial Notification of Presence Information”, M.Lonnfors et al., Oct. 2005, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-notify-06.txt)

Note: IETF Draft work in progress

	[PARFORMAT]
	“Presence Information Data format (PIDF) Extension for Partial Presence”, M. Lonnfors et al., March 6, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-pidf-format-06.txt)

Note: IETF Draft work in progress

	[PARPUBLISH]
	" Publication of Partial Presence Information", M.LonnforsA. Niemi et al., March 6, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-partial-publish-04.txt)

Note: IETF Draft work in progress

	[PRESDATAMODEL]
	“A Data Model for Presence”, J. Rosenberg, January 22, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-data-model-07.txt)

Note: IETF Draft work in progress

	[PRESRULES]
	“Presence Authorization Rules”, J. Rosenberg, May 16, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-presence-rules-06.txt)

Note: IETF Draft work in progress

	[RPID]
	“RPID: Rich Presence Extensions to the Presence Information Data Format (PIDF)”, H.Schulzrinne et al., December 2005 (http://www.ietf.org/internet-drafts/draft-ietf-simple-rpid-10.txt)

Note: IETF Draft work in progress

	[XCAP_Diff]
	“An Extensible Markup Language (XML) Document Format for Indicating Changes in XML Configuration Access Protocol (XCAP) Resources”, J. Rosenberg, March 6, 2006, (http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-diff-03.txt)

Note: IETF Draft work in progress

	[XSD_PRSPIDF]
	“Presence Content Rules – pidf”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_prs_pidf_omaext -V1_0, URL: http://www.openmobilealliance.org/tech/profiles/

	3GPP/3GPP2
	

	[3GPP TS 23.228]
	“IP Multimedia Subsystem (IMS); Stage 2”, 3GPP TS 23.228, Release 6,  2005

	[3GPP2 X.S0013-002-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Stage 2”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP TS 24.229, Release 6, 2005

	[3GPP2 X.S0013-004-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”, Revision A, Version 1.0, 3GPP2, 2005

	[3GPP TS 24.109]
	“Bootstrapping interface (Ub) and network application function interface (Ua); Protocol details ; Stage 3”, 3GPP TS 24.109, Release 6

	[3GPP TS 33.203]
	“Access Security for IP-based services”, 3GPP TS 33.203, Release 6, 2005

	[3GPP2 S.R0086-A]
	“IMS Security Framework”, Revision A, Version 1.0, 3GPP2, 2004

	[3GPP TS 32.240]
	“Charging management; Charging architecture and principles”,3GPP TS 32.240, Release 6, 2005

	[3GPP2 X.S0013-007-0]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem - Charging Architecture”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 22.228]
	“Service requirements for the Internet Protocol (IP) multimedia core network subsystem; Stage 1”, 3GPP TS 22.228, Release 6, 2005

	[3GPP TS 24.141]
	“Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage-3“, 3GPP TR 24.141, Release 6, 2005 

	[3GPP2 X.P0027-003-0]
	“Presence Service using IP Multimedia Core Network Subsystem; Stage 3”, Revision 0, Version 1.0, 3GPP2, 2005
Note: Work in progress, estimated availability January 2006.

	[3GPP TS 32.260]
	“Charging Management; IP Multimedia Subsystem (IMS) Charging”, 3GPP TS 32.260, Release 6, 2005

	[3GPP2 X.S0013-008-A]
	“All-IP Core Network Multimedia Domain: IP Multimedia Subsystem – Offline Accounting, Information Flows and Protocol”, Revision A, Version 1.0, 3GPP2, 2005



	[3GPP TS 33.141]
	“Presence Service; Security”, 3GPP TS 33.141, Release 6, 2004

	[3GPP2 X.P0027-002-0]
	“Presence Security”, Revision 0, Version 1.0, 3GPP2, 2005
Note: Work in progress, estimated availability January 2006.

	[3GPP TS 26.141]
	“IP Multimedia System (IMS) Messaging and Presence; Media formats and codecs (Release 6)”, 3GPP, 2005

	[3GPP2 C.P0071-0]
	“IP Multimedia Domain(MMD) Codecs and Transport Protocols”, Revision 0, Version 1.0, 3GPP2, 2005


Change 2:  Change Section 3.2

Definitions

	Composition
	The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular presentity.

	Content Server
	The Content Server is the functional entity that is capable of managing MIME objects for Presence, allowing the Presence Sources to store MIME objects within, and support retrieval of those objects by watchers.

Source: [PRESAD]

	Event Package
	Event Package: An event package is an additional specification, which defines a set of state information to be reported by a notifier to a subscriber.  Event packages also define further syntax and semantics based on the framework defined by this document required to convey such state information.

Source: [RFC3265]

	Event Publication Agent (EPA)
	The User Agent Client (UAC) that issues PUBLISH requests to publish event state.

Source: [RFC3903]

	Event State Compositor (ESC)
	The User Agent Server (UAS) that processes PUBLISH requests, and is responsible for compositing event state into a complete, composite event state of a resource.

Source: [RFC3903]

	Presence Content Rules
	Rules that determine the content of Presence information sent to the watchers. 

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include Presence Information Elements such as the status, reachability, willingness, and capabilities of that Presentity. 

Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic.

Source: [PRESREQ]

	Presence Information Element
	A basic unit of Presence Information.

Source: [PRESREQ]

	Presence External Agent (PEA)
	Presence source element that is located outside of the provider's network.

Source:  [3GPP TS 23.141]/ [3GPP2 X.S0027-003-0]

	Presence Network Agent (PNA)
	Network located element that collects and sends network related presence information on behalf of the presentity to a presence server

Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]

	Presence Source
	A logical entity that provides Presence Information pertaining to exactly one or more Presentities to the Presence Server. Presence User Agents, Presence Network Agents, and Presence External Agents are examples of Presence Sources. 

Note:  In [RFC3856], Presence Sources are referred to as Presence User Agents. In [RFC2778], they are referred to as Presentities.
Source: [PRESREQ]

	Presence User Agent (PUA)
	A terminal or network located element that collects and sends user related presence information to a presence server on behalf of a Principal

Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]

	Presentity
	A logical entity that has Presence Information (see definition below) associated with it. This Presence Information may be composed from a multitude of Presence Sources. A Presentity is most commonly a reference for a person, although it may represent a role such as "help desk" or a resource such as "conference room #27". The presentity is identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a pres URI (as defined in [RFC3859]). 
Note: This definition maps better to the [RFC2778] definition of a Principal, rather than that of [RFC2778] Presentity. This definition is compatible with the[RFC3856].


Change 3:  Change Section 5.1.1

Publication of presence information

A Presence Source SHALL implement the Event Publication Agent (EPA) function and support the PUBLISH method according to the procedures described in [RFC3903]. 

A Presence Source SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].
The presentity is identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a pres URI (as defined in [RFC3859]). If the presentity is identified by both a pres URI and a SIP URI and the Presence Source is aware of both of them, the Presence Source SHOULD insert the SIP URI in the Request-URI of the PUBLISH request. The Presence Source SHALL insert the same URI in the “entity” attribute of the <presence> element as in the Request-URI of the PUBLISH request. 
A Presence Source SHALL use the elements listed in section Error! Reference source not found. when it has to publish presence information with semantics identical to those elements.

When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, and the Presence Source is a UE, it SHALL set the entity attribute of the <presence> element of the Presence Information document, defined in [RFC3863], to its registered public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A].  If more than one registered public user identity is available, 
· the Presence Source SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Preferred-Identity header field used in the SIP PUBLISH request, if present, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
· If there is no P-Preferred-Identity header field included in the SIP PUBLISH request, the Presence Source SHALL include its default public user identity, as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A], in the “entity” attribute of the <presence> element of the Presence Information document,
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks and if the Presence Source is an AS, it SHALL set the value of the “entity” attribute of the <presence> element in the Presence Information document with the value of the P-Asserted-Identity header field used in the SIP PUBLISH request as defined in [3GPP TS 24.229] and [3GPP2 X.S0013-004-A]. 
The Presence Source MAY support other PIDF extensions to publish elements whose semantics do not match with those defined in section Error! Reference source not found., as long as, if a Watcher that does not understand those extensions can ignore them without changing the meaning of the presence elements that are understood.

The Presence Source SHALL be free to provide any value of the instance identifier attributes (id) for <tuple>, <person> and <device> (as defined in [PRESDATAMODEL]) as this is being used only to syntactically differentiate between the elements and is not linked with any composition actions in the PS or resolution of conflicts in watcher.

For a given presentity, the information published by each presence source is composed into a single raw presence document as described in Section Error! Reference source not found..

Change 4:  Change section 5.2.2
Subscription to presence information
 A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856]. 
If the watcher knows both the pres URI (as defined in [RFC3859]) and the SIP URI (as defined in [RFC3261]) of the presentity, it SHOULD use the SIP URI in the Request-URI of the SUBSCRIBE request. 
If the watcher only knows the pres URI of the presentity, the pres URI may get translated to a SIP URI by the SIP/IP core network. In this case, the watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.
Change 5:  Change section 5.4.1.2

Presence publication authorisation

Before accepting a PUBLISH request, the PS SHALL perform identity verification and authorization of the publication attempt of the Presence Source, per local policy. 

When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD then the PS SHALL 

· verify the identity of the Presence Source of the PUBLISH request as described in [3GPP TS 24.229]/ [3GPP2 X.S0013-004-A] sub-clause 5.7.1.4 

The PS publication authorisation policy SHALL authorize the publication for the presentity, and SHOULD reject the publication for all other users. 

The PS SHALL perform authorisation of the publication by verifying that the identity of the source of the PUBLISH request matches against the value of the “entity” attribute of the <presence> element in the Presence information document as described in [RFC3863]. If the presentity is identified by both a pres URI and a SIP URI, they SHALL be considered equivalent for the purposes of publication and publication authorization.
In case of successful authorization, the PS accepts the PUBLISH request and SHALL process the PUBLISH request in accordance with [RFC3903].

If a <timestamp> element exists in a <tuple> element, <person> element or <device> element, the PS SHALL overwrite its value with the time the PUBLISH request was received. If a <timestamp> element does not exist in a <tuple> element, <person> element or <device> element, the PS SHALL add a <timestamp> element respectively.

The PS SHALL ensure that consecutive publications never are assigned the same time-stamp, such that in the case of conflicts watchers are always able to differentiate between elements by looking at the time of their publication.

Change 6:  Change section 5.4.3.6

Generation of Notifications

At the last stage of the presence information processing the Presence Server SHALL generate new notifications for each watcher and transmit each of those to the respective watcher when the content of the new notification is different from the last one that was transmitted.
The presentity is identified by a SIP URI (as defined in [RFC3261]), and may additionally be identified by a pres URI (as defined in [RFC3859]). If the presentity is identified by both a pres URI and a SIP URI, the Presence Server SHALL set the “entity” attribute of the <presence> element included in the NOTIFY request to the same URI as the one used in the Request-URI of the received SUBSCRIBE request.
7 References

N/A
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