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1 Reason for Change

The current version of XDM2.0 AD describes XCAP as protocol to be used for search. As was already agreed, XQuery over HTTP shall be used for searching. Although the “XCAP Application Usage” is defined for search, the used protocol defines major extensions to the XCAP definition so this contribution proposes usage of XQuery over HTTP instead of XCAP.
R01: The name of the protocol is “Limited XQuery over OMA-extended XCAP”.

Reference to XQuery added

XQuery added to Abbreviations 
Extension of introduction
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to accept the changes proposed in Chapter 6.
6 Detailed Change Proposal

Change 1:  Remove the XCAP from NNI interface
7.1.1 Search Proxy

The Search Proxy is the single contact point for the XDM Client to search XML documents stored in any XDM Servers. 

The Search Proxy performs the following functions:

· Forwards search request to XDM Servers, also to other networks when needed.

· Receive responses from XDM Servers, also from other networks when needed.

· Search Proxy combines results from XDM Servers of its own network and also from other network before sending response to XDM Client.

· Sends search response to the XDMC 

· Search Proxy implements NNI interface towards other networks.
Change 2:  Replace XCAP with XQuery over HTTP
7.4.1 Reference Point XDM-5: XDM Client – Aggregation Proxy

The XDM-5 reference point is between the XDM Client and the Aggregation Proxy. The protocol for the XDM-5 reference point is Limited XQuery over OMA-extended XCAP.  

The XDM-5 reference point provides the following functions:

· Search information from XML documents stored in any XDMS.

When the SIP/IP Core network corresponds with 3GPP/3GPP2 IMS, then the XDM-5 reference point conforms to the Ut reference point [3GPP TS 23.002] [3GPP2 X.S0013-000-A].
7.4.2 Reference Point XDM-6: Aggregation Proxy – Search Proxy

The XDM-6 reference point is between the Aggregation Proxy and the Search Proxy. The protocol for the XDM-6 reference point is  Limited XQuery over OMA-extended XCAP.  

The XDM-6 reference point provides the following functions:

· Search information from XML documents stored in any XDMS.

7.4.3 Reference Points XDM-7: Search Proxy – Shared XDMSs

The XDM-7 reference points are between the Search Proxy and Shared XDMSs. The protocol for the XDM-7 reference points is  Limited XQuery over OMA-extended XCAP.  

The XDM-7 reference point provides the following functions:

· Search of shared information from XML documents stored in Shared XDM.
7.4.4 Reference Points: “Search Proxy” – “Enabler specific XDM Servers”

Each of these reference points are named by and defined in the specifications for the enabler in question. The protocol for these reference points is  Limited XQuery over OMA-extended XCAP.  

They provide the following functions:

· Search of enabler specific information from XML documents stored in the enabler specific XDMS.
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4. Introduction
(Informative)

This Architecture Document describes the features and architecture of the OMA XML Document Management enabler.  

The XML Document Management defines a common mechanism that makes user-specific service-related information accessible to the service enablers that need them. Such information is expected to be stored in the network where it can be located, accessed and manipulated (created, changed, deleted, etc.). XDM specifies how such information will be defined in well-structured XML documents, as well as the common protocol for access and manipulation of such XML documents. The XML Configuration Access Protocol (XCAP) [XCAP], as defined by IETF, has been chosen as the common XML Document Management protocol.

The XDM Specification [OMA-TS-XDM_Core] defines three main features:

· The common protocol, XML Configuration Access Protocol (XCAP), by which principals can store and manipulate their service-related data, stored in a network as XML documents. 

· The SIP subscription/notification mechanism by which principals can be notified of changes to such documents
· The extensions to the XCAP, by which principals can search service-related data stored in a network as XML documents using limited XQuery [W3-XQUERY].
Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XML Document Management Servers (XDMS).  Each repository may be associated with a functional entity which uses its data to perform its functions. (For example, a POC server accesses a POC XDMS to obtain a particular type of user document and a Shared Group XDMS or a PoC XDMS to obtain a POC Group document, which provides the member list for a POC group session, and uses this information to invite such members for a POC session.) 

Logical entity Shared XDMSs includes three different functional repositories: 

· Shared List XDMS 

· Shared Group XDMS 

· Shared Profile XDMS. 

The Shared List XDM Specification [OMA-TS-XDM_Shared_List] specifies a specific type of repository, called a Shared List XDMS, which stores documents which can be reused by other enablers. This enabler specifies one such document: the URI List. This is a convenient way for a principal to group together a number of end user identities (e.g., “Friends” or “Family) or other resources, where such a list is expected to be reused by a number of different enablers. 

Note: The XDM Enabler 1.0 already defined this functional repository, as Shared XDMS. This has been renamed Shared List XDMS in this release, to differentiate it from the different Shared XDMSs.

The Shared Group XDM Specification [OMA-TS-XDM_Shared_Group] specifies a specific type of repository, called Shared Group XDMS, which stores documents which can be reused by other enablers. This enabler specifies one such document: the static group definition. This is a convenient way for a principal to use same group definition by multiple enablers (e.g. PoC and SIMPLE IM).

The Shared Profile XDM Specification [OMA-TS-XDM_Shared_Profile specifies a specific type of repository, called Shared Profile XDMS, which stores documents which can be reused by other enablers. This enabler specifies one such document: the user profile information. This is a convenient way for a principal to use same user profile information by multiple enablers (e.g. PoC and SIMPLE IM).

Due to the reusable nature of the XDM enabler, there will be interactions with other service enablers, and therefore, the architectural design of the XDM enabler accommodates the needs of those enablers. ´
3.3 Abbreviations

	GAA
	Generic Authentication Architecture

	OMA
	Open Mobile Alliance

	IETF
	Internet Engineering Task Force

	PoC
	Push to talk over Cellular

	RLS
	Resource List Server

	SIP
	Session Initiation Protocol

	TLS 
	Transport Layer Security

	UE
	User Equipment

	XCAP
	Extensible Markup Language (XML) Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XML Document Management Client

	XDMS
	XML Document Management Server

	XQuery
	An XML Query Language


7.1.2 Aggregation Proxy

The Aggregation Proxy is the contact point for the XDM Client to access XML documents stored in any XDMS. The Aggregation Proxy performs the following functions:

· Performs authentication of the XDM Client.

· Routes individual XCAP requests to the correct XDMS
· Routes individual Search requests to the Search Proxy 
· Optionally performs compression/decompression over the radio interface
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