Doc# OMA-PAG-2006-0598-CR_IM_XDM_User_Access_Policy_Updates.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2006-0598-CR_IM_XDM_User_Access_Policy_Updates.doc
Change Request



Change Request

	Title:
	IM XDM User Access Policy Updates
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG WG

	Doc to Change:
	OMA-TS-IM_XDM-V1_0-20060905-D

	Submission Date:
	16th October 2006

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Antti Laurila, Nokia

antti.k.laurila@nokia.com

	Replaces:
	


1 Reason for Change
Contribution will update IM User Access Policy example based on agreed PAG CRs 517 & 518 and what is already defined in OMA PoC 1.0 User Access Policy.

Reasons why this proposes to remove IM Rules is that it includes only one action element <allow-session> which semantics is same as what is already defined in PoC 1 with <allow-invite> element. So rather than creating new for same purpose, CR proposes to use existing one.  

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the specification.
6 Detailed Change Proposal

Change 1:  Add new SUP-file for IM Extensions to User Access Policy Document

2.2 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt

	[COMMONPOL]
	“A Document Format for Expressing Privacy Preferences”, H. Schulzrinne, J. Morris, H. Tschofenig, J. Cuellar, J. Polk, J. Rosenberg, August 10 2006, 
URL:http://www.ietf.org/internet-drafts/draft-ietf-geopriv-common-policy-11.txt 

Note: IETF Draft work in progress. 

	[OMA-LIST_XDM-TS]
	“OMA Shared List XDM Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Shared_List-V2_0, URL:http://www.openmobilealliance.org/

	[XCAP]
	“The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 5 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-08.txt 

Note: IETF Draft work in progress

	[OMA-XDM-CORE-TS]
	“XML Document Management (XDM) Specification”, Version 2.0, Open Mobile Alliance™, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/ 

	[OMA IM XDM Schema]
	“XDM – IM History - 1.0”, Open Mobile Alliance™, OMA-SUP-XSD_xdm_IMHistory-V1_0, URL: http://www.openmobilealliance.org/   

	[XSD_UAP-RULES]
	“PoC – PoC Rules”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_poc_pocRules-V1_0, URL: http://www.openmobilealliance.org/

	[XSD_MEDIA-EXT]
	“XDM Media Extensions to Common Policy”, Candidate Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_MediaExtensions-V1_0, URL: http://www.openmobilealliance.org/


Change 2:  Change <allow-session> to <allow-invite>
5.3.1 Structure

The User’s access policy document SHALL conform to the structure of the <ruleset> element described in [COMMONPOL] and extended in section 5.2.3, with the extensions and constraints given in this sub‑clause, and in section Common Extensions of [OMA-XDM_CORE-TS].

The access policy document makes use of the following two elements defined for the <rule> element in [COMMONPOL]: 

· <conditions>

· <actions>.

NOTE 1: This specification does not define any value for the <transformations> element defined as a child of the <rules> element in [COMMONPOL]. This means that, if present, the IM Server ignores this element.
The <conditions> element supports the following elements:

a) the <identity> element, as defined in [COMMONPOL], except the sub-elements that are prohibited in [OMA-XDM_CORE-TS];

b) the <external-list> element, as defined in [OMA-XDM_CORE-TS];

c) the <anonymous-request> element, as defined in [OMA-XDM_CORE-TS];

d) the <other-identity> element, as defined in [OMA-XDM_CORE-TS].

NOTE 2: This specification does not define any value for those elements defined as a part of the <conditions> element in [COMMONPOL] (e.g., <sphere> and <validity>) which are not explicitly identified in the list above. This means that, if present, the IM Server ignores such elements.
The <actions> element supports the following elements:

· <allow-invite>;

· 
other elements from other namespaces for the purposes of extensibility.

Change 3:  Delete schema and add references to PoC User Access Policy and XDM Media Extensions SUP-files.

5.3.3 XML Schema

The access policy document SHALL conform to the XML Schema detailed in [COMMONPOL] and extended in [OMA-XDM_CORE-TS] “Common Extensions with the extensions described in [XSD_UAP-RULES] and [XSD_MEDIA-EXT].



















Change 4:  Add new SUP-files to validation constraints
5.3.6 Validation constraints

The access policy document SHALL conform to the XML Schema described in [COMMONPOL] and extended in subclause 5.2.3 “XML Schema” and in subclause “Common Extensions” of  [OMA-XDM_CORE-TS], with the extensions described in [XSD_UAP-RULES] and [XSD_MEDIA-EXT] and the additional validation constraints described in this sub-clause.

The “id” attribute of the <one> or <many> child element of <identity>, if present, SHALL contain a SIP URI or a TEL URI. 

Any AUID value other than “resource-lists” in the Document URL contained in an <external-list> element SHALL be a validation error. If so, the <external-list> insertion SHALL fail with an HTTP “409 Conflict” response which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Wrong type of shared list”.

If the XUI value of the Document URL proposed in an <external-list> element does not match the XUI of the access policy Document URI, this SHALL be a validation error. If so, the <external-list> element insertion SHALL fail with an HTTP “409 Conflict” response, which includes the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Access denied to shared list”.

Change 5:  Change <allow-session> to <allow-invite>
5.2.7 Data Semantics

The access policy document SHALL conform to the semantics for the “conditions” and “actions” described in [COMMONPOL] and extended in subclause “Common Extensions”of [OMA-XDM_CORE-TS] with the extensions described in [XSD_UAP-RULES] and [XSD_MEDIA-EXT], together with the clarifications required for the service as given in this subclause.

When evaluating a “rule” against an identity, the value of the “id” attribute of the <one> or <many> element, if present, is compared against that identity to see if the “rule” is applicable.

The access policy document can contain references to URI Lists stored in Shared List XDMS (as defined in [OMA-LIST_XDM-TS]).

The <allow-invite> element defines the action the IM Server is to take when processing a message session invitation, respectively, for a particular User. The elements can get one of the following values, whose use is described in [OMA-IM-TS]. 
The value is of an enumerated integer type:
“reject”
instructing the IM Server to reject the message or session. This value is assigned the numeric value of 1.

“accept”
instructing the IM Server to accept the message or session. This value is assigned the numeric value of 2.
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