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1 Reason for Change
This contribution will close RDRR comment A018:
	A018
	2006.07.17
	N
	General chapter 5
	Source: Ericsson 2006-07-06

Form: INP doc

The terminology is not consistent: e.g. device/user-equipment/terminal/client is used sometimes with the same meaning sometimes not. This makes the impression that the use cases are not unified.
	Status: OPEN

Go through the remaining use cases and fix the terminology

Ingemar volunteered


CR proposes clerical modifications to use cases 5.1.10 – 5.1.13 in RD based on agreed CR OMA-PAG-2006-0613-CR_XDM2_RD_Terminology_update and OMA-PAG-2006-0611R01-CR_XDM2_RDRR_A011_A012_A088.
End user ==> end-user
2 Impact on Backward Compatibility

None.

3 Impact on Other Specification
None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Accept proposed changes to the Requirement Document.
6 Detailed Change Proposal

5.1.10 Use Case – XDM History Management

5.1.10.1 Short Description
In this scenario, the general manager of an enterprise creates a Group Usage List to communicate with the stakeholders (e.g. development manager, team members, customers, etc.) of a project at various stages of the project. As the group creator, he is allowed to authorise other members to perform certain XDM functions. This use case shows the requirements for creation and management of XDM history information that allows the group creator to track the XDM operations carried out by him and authorized members during his absence. 

5.1.10.2 Actors
Service Provider

John (the general manager), Jeff (the development manager), Alan (quality manager), and Alice (customer) all having mobile devices and added to the Group Usage List at various stages.

5.1.10.3 Actor Specific Issues
The group creator (John) wants to perform some XDM functions and refer to that at a later stage.

John wants to authorize another member of the Group to perform certain XDM functions during his absence

John wants to track the changes made to the XML document during his absence at a later time.

John wants to search for the XDM operations carried out by him and the authorized Principal during his absence, at a later stage
5.1.10.4 Actor Specific Benefits
John can track the XDM operations carried out on his Group Usage List at a later stage.
5.1.10.5 Pre-conditions
John, Jeff, Alan, and Alice have mobile subscriptions.

John has added Jeff and Alice to the Group.

John and other group members can use IM service as part of the mobile service subscription owned by them.

As part of the subscription with the Service Provider, the group creator (John) is allowed to grant permissions to other group members to perform some XDM functions.
5.1.10.6 Post-conditions
The group creator is able to search and retrieve the XDM operations performed by himself and the Principal whom he authorized to perform the XDM operations.
5.1.10.7 Normal Flow
1) John enables the XDM history storage option using his XDM Client.

2) John creates a Group with his development team members and customer so that he can communicate with them for day to day activities and status updates.

3) During a vacation, John authorizes Jeff to perform operations on the Group and coordinate communication.

4) Alice needs to clarify quality audit related aspects from the development team and informs Jeff.

5) Jeff initiates an IM Group conversation.

6) Alice discusses with Jeff and other team members regarding the quality aspects.

7) Jeff wants to get the expert opinion from the quality assurance department of his organization

8) Jeff adds Alan into the Group and invites him to join the conversation

9) Server updates the history information for the XDM operation performed by Jeff.

10) Alan joins the conversation and discusses quality related aspects with the Group and clarifies the doubts.

11) John returns back from vacation and searches the history information for XDM updates and retrieves the history information.

12) John finds that Alan is still part of the Group and he removes him since he is not required in day to day communication.

13) Server updates the XDM history information for the operations performed by John.
5.1.10.8 Alternative Flow
None.
5.1.10.9 Operational and Quality of Experience Requirements
End-user is able to activate the history management feature.

Server is able to store the history information for all the XDM operations performed by various Principals.

End-user with appropriate rights is able to search and/or retrieve the group management history information stored on the server.

5.1.11 Use Case – Sending Group Information to Members of the Group
5.1.11.1 Short Description
John is the leader for a soccer team. There are several members in that team. John creates a Group called “Our soccer team” to communicate with his team. 

5.1.11.2 Actors
John:  Owner of the Group
Members of the Group: There are several members in the Group.

The group service:  A service for storage and modification of end-user’s Groups.

The communication service:  A service (such as, PoC or messaging) that the end-users in the Group use to communicate.

5.1.11.3 Actor Specific Issues
John wants to set up a Group to enable communication.  The Group has media properties (e.g., “poc”, “im” or “video”) that sets the rules for the communication

5.1.11.4 Actor Specific Benefits
John is able to set up a Group for some specific purpose and he may not need to send group advertisement messages manually after creation of the Group.

5.1.11.5 Pre-conditions
All members of the Group have subscription and devices enabled for the communication service.

5.1.11.6 Post-conditions
A Group communication service has been setup between members of the Group.

5.1.11.7 Normal Flow
1) John creates a Group and sets the supported media of the Group to “poc” and “im”. John also set automatic Group advertisement feature on.

2) After John has created Group, The group service sends group advertisement message automatically to all members of the Group.

3) All members of the Group receives group advertisement message and they can save received Group “Our soccer team” to their terminals
4) The Group communication session can be established among members of the Group.

5.1.11.8 Alternative Flows
If some members of the advertised Group are not online in time when group service sends group advertisement message and thus they don’t get this message, group service will notice this and it will resend group advertisement message later to those members (e.g. when they are online again). 

5.1.11.9 Operational and Quality of Experience Requirements
· Owner of the Group may not need to send group advertisement messages manually when the Group is created.
5.1.12 Use Case – Forwarding XML Documents

5.1.12.1 Short Description
In this scenario, the project management officer of an enterprise creates different Groups on project basis, each Group containing the members of one project. The members of the Group include the development team members, the project lead, the project manager and the program manager. The project manager is supposed to execute the project and communicate with team members and other stakeholders like vendors and customer. The project leader is supposed to lead the team in technical aspects.

As the group creator, the project management officer is allowed to authorise other members of the Group to perform certain management functions. This use case shows the requirements for forwarding the Group documents by the group creator to other members of the Group. 

5.1.12.2 Actors
Service Provider

David (project management officer), John (program manager), Bob (project manager), Jeff (project lead) all having mobile devices and added to the Group Usage List.

5.1.12.3 Actor Specific Issues
The group creator (David) wants to forward some Group document(s) to John and Bob, who are newly appointed as the program manager and project manager respectively.

Bob wants to forward one Group XML document related to the project which Jeff handles after filtering some Group properties at the time of forwarding to Jeff.

John, Bob and Jeff wanted to become the owner of the Group document(s) received by them.

5.1.12.4 Actor Specific Benefits
David can send Group document to recipients.

Bob can filter some properties of Group that is not relevant for Jeff

John, Bob and Jeff can become owner of the document(s) received by them.

5.1.12.5 Pre-conditions
David has different Groups related to various projects.

David, John, Bob, Jeff and other members can use an IM service as part of the mobile service subscription owned by them

As part of the subscription with the Service Provider, the Group creator (David) is allowed to forward Group(s) to other subscribers.

5.1.12.6 Post-conditions
The Group creator is able to forward Group document to multiple recipients 

The member who forwards the Group can filter some properties of the Group while forwarding the same

The actors who received the Group document(s) are owners of their respective copy(ies) of the document(s).

5.1.12.7 Normal Flow
1) David created various Groups based on projects, one Group per project.

2) David selects the Group document and forwards to John and Bob.

3) John and Bob are prompted to add the copy of the Group document to their respective user’s tree.

4) John and Bob accepts the addition

5) The Group Service adds the document in the respective user trees.

6) Bob selects the Group document related to the project which Jeff handles and removes the contacts of the Vendor and Customer and forwards the document to Jeff

7) Jeff is prompted to add the Group document to his user tree.

8) Jeff accepts the addition

9) The Group Service adds the document in the respective user’s tree.

5.1.12.8 Alternative Flow
None.

5.1.12.9 Operational and Quality of Experience Requirements
Principals with appropriate rights should be able to forward XML documents to other Principals

Principals forwarding the XML documents should be able to forward documents to multiple Principals 

Principals forwarding the XML documents should be able to filter some properties of the XML documents before forwarding them

Recipient Principals should be able to accept or reject the forwarded XML documents

Recipient Principals should be the owners of the documents added to their users trees by the forward operation

5.1.13 Exchange of Shared User Profile data 

5.1.13.1 Short Description
This use case describes how to enhance the use of the Shared User Profile, through both a better organization of the data it contains and the ease of use of privacy on this data.

The Shared User Profile can be used to build personal contact lists with contact data entered by the contacts themselves. It avoids errors in entering contact information, and it also enables to keep data consistent when it changes.

5.1.13.2 Actors

Roger: An individual, whishing to keep contact with his friends and colleagues

Leo: A friend of Roger's

Martin: A colleague of Roger's

5.1.13.3 Actor specific issues

· Leo moves very often. His address changes every year

· Martin's top management comes up with a different organization twice a year. His work information changes as often

5.1.13.4 Actor specific benefits

· Roger always has an updated profile of his contacts whenever he needs it

· Roger doesn't need to enter the information about Leo and Martin by himself

· Leo and Martin can set the privacy on their information thanks to Groups of attributes

5.1.13.5 Pre-conditions

· Roger's terminal has the ability to read Shared User Profiles (like an messaging  Client for instance or a Shared User Profile enabled address book)

· Leo and Martin's terminals have the ability to setup their profile and perform the adequate privacy settings

5.1.13.6 Post-conditions

· Roger always has a fresh view of Leo’s and Martin's Shared User Profiles

· Leo’s and Martin's privacy settings are respected

5.1.13.7 Normal flow

1) Roger obtains Leo and Martin identifiers for their Shared User Profile (e.g. through search or any external means)

2) Roger subscribes to the changes of Leo and Martin's Shared User Profiles

3) Leo being a friend of Roger's, he grants him the right to see all his personal information (home address, home phone…), but not his professional information

4) Martin being a colleague of Roger's he grants him the right to see all his work-related information (work address, work phone…)

5) Roger receives for the first time data from Leo and Martin. Of course, he receives only the data to which they have granted him access

6) Martin is promoted and changes his work information. Roger is notified of the update about Martin's job position

7) Leo changes his professional telephone number. Roger is not notified of the update, since Leo's privacy does not let him see this information

5.1.13.8 Alternative flow

Roger can update the information about Leo and Martin through periodic requests instead of a subscription

5.1.13.9 Operational and Quality of Experience Requirements
The organization of data into categories will encourage the use of the Shared User Profile. As a User of the service, the privacy settings will be eased by this feature, making it more attractive to the User to share personal information.
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