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1 Reason for Change
Contribution updates Features chapter of XDM 2 AD. It removes those features that were postponed to future release.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the specification.
6 Detailed Change Proposal

5. Features 
(Informative)

Documents accessed and manipulated via XCAP are stored in (logical) repositories in the network, called generically XML Document Management Servers (XDMS), each repository being associated with a functional entity which uses the data in its associated repository to perform its functions.
The following sub-sections provide a high level description of the principal features of the XDM enabler.

5.1 Authentication

XDM clients must be authenticated before accessing any XDM services. Depending on the location of the XDMC (e.g terminal or application server), this authentication may occur in multiple levels. For example, an XDMC located in a terminal is authenticated by the Aggregation Proxy using a particular mechanism. Alternatively an XDMC located in application server is authenticated directly by the XDMS using mechanisms outside the scope of the present specification.

5.2 Authorization

XDMS performs the necessary authorization checks of the originator to ensure that this particular XDMC is authorized to do requested document management operation against document. 

5.3 Document Management Operations 

This section describes the generic operations that can be performed on documents managed by the XDM enabler. The Document Management Operations should include the XCAP operations against XDMS. The XDM enabler supports the following operations that can be performed on a document:

· Creating or replacing a document

· Deleting a document

· Retrieving a document

· 
· Creating or replacing an XML element

· Deleting an XML element

· Retrieving an XML element

· Creating an XML attribute for an XML element

· Deleting an XML attribute

· Retrieving an XML attribute

· Searching data from XML document
· Delegating rights to perform following operations against a document
· retrieving a document 
· searching data from a document
· subscribing for changes in a document
Note that some documents might not support all operations.

5.4 Notifications of changed data

This release of XML Document Management uses the SIP subscription/notification mechanism specified by IETF [xcap-diff] [sipping-config-framework], [XCAP_Config]. This allows an authorized XDMC to subscribe to notification of changes to a document in an XDMS.

The XDMC may subscribe to changes in multiple documents in a single subscription.

Section 7 provides details of the use of this feature across various reference points.
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