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1 Reason for Change

PRS2RD:

	FEAT-PUB-005
	The Presence Service SHALL support the retrieval of Presence Information from Presence Sources (network entities, users agents, etc.) either ad-hoc or on a periodic basis
	PRESENCE 2.0

	FEAT-PUB-006
	The Presence Service and Presence Sources MAY support a mechanism to regulate the frequency of publications.
	PRESENCE 2.0


Related Requirement NOT covered with this proposal:

	FEAT-SUB-033
	Watchers MAY be able to request the Presence Server to pull Presence Information from Presence Source.
	PRESENCE 2.0


PRS2AD:

The Presence Server (PS) supports the following:

· Retrieves Presence Information from Presence Sources.

Reference Point PRS-1: Presence Source – SIP/IP Core

PRS-1 is used to regulate publication of presence information.
PRS-1 is used to retrieve presence information from Presence Sources.

Reference Point PRS-3: SIP/IP Core – Presence Server

Regulate publications of Presence Information

Retrieve Presence Information from Presence Sources

Use Case covered under this proposal:

-Several Presence Agents in the network with knowledge about presentities. Instead of publishing presence information without control, a request is needed by the presence server.

Some scenario examples:

· operator with OMA Presence SIMPLE Server and OMA IMPS server: control mechanism needed to avoid bandwidth consumption without benefit (i.e. when no users or applications of SIMPLE users need IMPS users’ information)

· operator with several PNAs, each one controlling a subset of presence information of the presentity: again control mechanism needed to avoid bandwidth consumption without benefit (i.e. when no users or applications of SIMPLE users need that specific user’s information, e.g. voice-calls availability)

-Specific nature of presence information: for example geographical location varies continuously instead of discreetly. In this case it is also needed a control mechanism to avoid again bandwidth consumption.

Finally, 3GPP 23.141 do also considers this functionality for the reference point PNA-PS (Pen):

“Pen shall provide mechanisms for activating or deactivating the reporting of Presence Information for a given presentity from the network entities within the PLMN.”

3GPP considers the Pen interface as an intra-operator interface and do not specify it. However, in OMA Presence SIMPLE this interface has been defined and therefore this functionality shall also be considered.

Solving routing issues

With the current proposal there are some routing issues that need to be solved cause subscriptions from watchers to presence server, and subscriptions from presence server to presence network agents share the Request-URI (the presentity) and the event-package (presence). However, filter criteria format defined in 3gpp 29.228 is so flexible that configuring it appropriately should not be any problem. One possibility could be to extent the Request-URI with other URI parameter pointing this (this approach has been done by PoC and IM for communication between servers).
RO1: 

· extended reasons for change section

· routing assumptions removed from contribution
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Approve the proposed change.

6 Detailed Change Proposal

Change 1:  NEW SECTION 5.1.2

5.1.2   Retrieval of Presence Information

The Presence Source MAY support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].

Before accepting a SUBSCRIBE request for the presence event package, the Presence Source  SHALL perform authorization of the subscription attempt per local policy. Default local policy SHOULD be to only allow subscriptions requested by own domain Presence Server.
For this subscription, the Presence Source SHALL be able to send notifications with Presence Information according to the procedures described in sections  5.4.2.1, 5.4.2.2, 5.4.3.3, 5.4.3.4, 5.4.3.5 and 5.4.3.6.
Presence Sources SHOULD NOT duplicate Presence Information when using publication and notification methods to convey Presence Information. Whether to convey different subsets of Presence Information using publication or, when possible, notification methods is out of the scope of this specification.
5.1.3   Example realizations of a Presence Source
(Informative)

5.1.3.1   Presence User Agent

The Presence Source MAY be implemented as a Presence User Agent (PUA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PUA is a Presence Source realization residing in the terminal or network. The PUA collects user related presence information from its corresponding presentity and sends it to the PS.

5.1.3.2   Presence Network Agent

The Presence Source MAY be implemented as a Presence Network Agent (PNA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively.  The PNA collects the network related presence information from the various network elements and send it to the PS. 

The PNA may also notify the PS when the terminal is disconnected; this can be achieved by implementing retrieval of Presence Information functionality according to the procedures described in section 5.1.2. The interfaces between the PNA and the various elements are defined in 3GPP/3GPP2 (see Figure 1and Figure 2) and are out of scope of the current specification.
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 Figure 1: PNA in 3GPP
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 Figure 2: PNA in 3GPP2

The options of using a PNA in a non-3GPP/3GPP2 environment is shown on Figure 3:
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 Figure 3: PNA in a non-3GPP/3GPP2 architecture. Presence information can be aggregated either directly to the PS or via a PNA.

5.1.3.3   Presence External Agent

The Presence Source MAY be implemented as a Presence External Agent (PEA) as defined by 3GPP/3GPP2 in [3GPP TS 23.141] and [3GPP2 X.S0027-001-0] respectively. The PEA performs the following functions:

· Supply presence information from external networks. This can be achieved by implemeting publication and /or retrieval functionalities according to the procedures described respectively in section 5.1.1 and 5.1.2. 
· Handle the interworking and security issues involved in interfacing to external networks.

· Resolve the location of the PS associated with the presentity.

Examples of presence information that the PEA may supply, include:

· Third party services (e.g. calendar applications, corporate systems) 

· Internet Presence Services 

· Non SIMPLE-based Presence Services

· Services that use Presence (e.g. PoC, IM).

5.4   Presence Server

The Presence Server (PS) is an entity that accepts, stores and distributes presence information. The PS performs the following functions:

· Handles publications from one or multiple Presence Source(s) of a certain presentity. This includes refreshing presence information, replacing existing presence information with newly published information, or removing presence information, for a given Presence Source (see section ¡Error! No se encuentra el origen de la referencia.).

· Retrieves presence information from Presence Source(s) of a certain presentity (see section 5.4.1.6)
· Composes the presence information received from one or multiple Presence Source(s) into a single presence document (see section 0). 

· Handles subscriptions from watchers to presence information and generates notifications about the presence information state changes (see section ¡Error! No se encuentra el origen de la referencia.).

· Handles subscriptions from watcher information subscribers to watcher information and generates notifications about the watcher information state changes (see section ¡Error! No se encuentra el origen de la referencia.).

· Authorizes the watcher’s subscription to the presentity’s presence information and applies policies (see section ¡Error! No se encuentra el origen de la referencia.).

· Applies the watcher’s event notification filtering preferences, as appropriate (see section ¡Error! No se encuentra el origen de la referencia.).

· Applies rate control mechanisms to the notifications, as appropriate (see section ¡Error! No se encuentra el origen de la referencia.).

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the PS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

Change 2:  New Section 5.4.1.6
5.4.1.6 Retrieval of Presence Information

Upon acceptance of a subscription request from a Watcher according to procedures defined in section 5.4.3.2 the PS MAY initiate a back-end subscription according to the subscriber procedures described in [RFC3265] and [RFC3856].
The decision of creating these back-end subscriptions SHALL be based on local configuration criteria. These criteria SHOULD be built using any combination of the following basic criteria:

· The identity of the presentity including not only “an exact match” but also “whole domain directives” (i.e. all URI addresses belonging to an specific domain will be considered for the back-end procedure).

· The format of the address of the presentity (e.g. all tel URIs).

· If present, the requested subset of presence information according to 5.2.5 and 5.4.3.3.

Once a criterion has been defined it MAY include the address of a Presence Source. This address SHALL be used to establish the back-end subscription with the appropriate Presence Source via the underlying SIP/IP Core. The fields and headers of the original SUBSCRIBE message not used for routing purposes including the body SHOULD NOT be modified for the back-end subscription, excepting those inherit to the new SIP transaction (e.g. CSeq, Via, Contact, etc.).
Editor’s note: it should be further investigated whether it is needed to specify the IMS Core routing mechanism or not
Note: If there is no specific address associated to a particular criterion the original Request-URI SHOULD be preserved In this case, some further mechanisms, out of the scope of this specification, SHOULD be used to avoid signalling loops.
If more than one criterion applies to one SUBSCRIBE message multiple back-end subscriptions SHOULD be created against each corresponding Presence Source.
If several back-end subscriptions are addressed towards the same Presentity and Presence Source it MAY be possible to combine them into one. This combination of multiple back-end subscriptions into one is out of the scope of this specification.
For this back-end subscription the PS SHALL be able to receive notifications with Presence Information according to the procedures described in sections 5.2.1, 5.2.2, 5.2.4, 5.2.5 and 5.2.6.
Once all the back-end subscriptions has been created the PS SHALL treat the Presence Information contained on the associated NOTIFY messages, if present, as stated in 5.4.3.1.
The PS MAY terminate the initial subscription originated by the Watcher when there are no remaining active back-end subscriptions associated. In such case, the PS SHOULD use the reason parameter value of the Subscription State header of the last back-end NOTIFY received to construct the final NOTIFY to the watcher. This behaviour SHOULD depend on a parameter associated to each criterion.

If the watcher terminates the original subscription the PS SHOULD do the same to the already active associated back-end subscriptions.
5.4.3.1   Applying Composition Policy

The function of the PS to combine the “views” of the various Presence Sources in one single raw presence document for a particular presentity is called composition. The presence data model for the presence information is described in section ¡Error! No se encuentra el origen de la referencia..

The PS SHALL handle incoming publications as per [RFC3903] before applying the Composition Policy.
The PS SHALL handle incoming notifications as per [RFC3856] before applying the Composition Policy.
The PS SHALL apply the following Composition Policy. 

Note: Local policy can augment this composition policy in which case implementations have to ensure that the semantics of this enabler are not violated.

C.1.7   Retrieving Presence Information from Presence Sources
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Figure 24 : Retrieving Presence Information from PNA
Note: The SIP/IP Core between the PS and the Watcher and between the PS and the Presece Source is not shown in the figure due to simplicity reasons.

1. A Presence Source generates a SIP PUBLISH request, which contains a presence document related to a Presentity.

2. The PS authorises the presence publication, and checks the information the message contains. The PS then processes the Presence Information and sends a SIP 200 OK response back to the Presence Source.
3. A Watcher wishing to subscribe to Presence Information about a Presentity, sends a SIP SUBSCRIBE request to  the PS.
4. The PS performs the necessary authorisation checks on the Watcher to ensure it is allowed to watch the Presentity. The PS then processes the subscription and sends a SIP 200 OK response back to the Watcher.
5. The PS generates a NOTIFY request which contains a presence document for the Watcher based on previous publication.
6. The Watcher sends a SIP 200 OK response to the PS.

7. PS local configuration for that Presentity states that a back-end subscription shall be established against an specific PNA. Therefore, the PS sends a SIP SUBSCRIBE request towards the PNA.

8. The SIP/IP Core forwards the request to the appropriate PNA according to filtering rules.

9. The PNA accepts the subscription and sends a SIP 200 OK response to the SIP/IP Core.

10. The SIP/IP Core forwards the SIP 200 OK response to the PS.
11. The PNA generates a NOTIFY request which contains a presence document with Presence Information typically related to the status of the services, network etc.

12. The PS processes the notification and sends a SIP 200 OK response back to the PNA.
13. The PS combines the new presence information with the former one and generates a NOTIFY request which contains a presence document for the Watcher.
14. The Watcher sends a SIP 200 OK response to the PS.
15. After some time the presentity’s presence information changes (e.g. a tuple changes its <status>) so the PNA informs about the new state to the PS by generating a SIP NOTIFY request.
16. The PS processes the notification and sends a SIP 200 OK response back to the PNA.
17. The PS combines the new presence information with the former one and generates a NOTIFY request which contains a presence document for the Watcher.
18. The Watcher sends a SIP 200 OK response to the PS.
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