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1 Reason for Change
This contribution tries to solve the SCR-related problems identified during the consistency review. 

More specifically, it provides solution for the following XDM2 CONRR comments: C469, C470, C471, C474, C475, C476, C477, C478, C479, C480, C481, C482, C484, C485, C486, C487, C488, C489, C490, C491, C492, C493, C494, C495, C496, C497, C500, C501, C502, C503, C506, C507, C508, C509, C510, and C511.
Besides, it adds new SCR items, which were missing.
The main changes in OMA-PAG-2007-0144R01:

· The reference for OMA document titling “SCR Rules and Procedures” is removed from section 2.1, as it is already added by another CR

· Two new references added in section 2.1 – XDM 1.0 Enabler Release, XDM 2.0 Enabler Release

· Clerical corrections in the introductory texts of Appendix B in terms of referencing
· Definitions of XDMv1.0, XDMv1.0mod, and XDMv2.0 are added to the introductory part of Appendix B
· A few corrections in the SCR tables for consistency
Note that the comment about not to add mandatory SCR in the Requirement column is not valid according to [OMA-SCR_Rules].
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification and create new SUP-file from attached AC-file..
6 Detailed Change Proposal

Change 1:  Add new reference

2. References

2.1 Normative References

	…
	…

	
	

	[ERELD_XDMv1]
	 “Enabler Release Document for XDM”, Version 1.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V1_0, URL:http://www.openmobilealliance.org/

	[ERELD_XDMv2]
	 “Enabler Release Document for XDM”, Version 2.0, Open Mobile Alliance™,
OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/

	…
	…


Change 2:  Appendix B – Static Conformance Requirements
Appendix B. Static Conformance Requirements 
(normative)

The SCRs [OMA-SCR_Rules] defined in the following tables include SCR for:

· Aggregation Proxy

· XDMS

· XDMC

· Search Proxy
Each SCR table MUST have a title and MUST have only the following columns [OMA-SCR_Rules]:

· Item:
Identifier for a feature. It MUST be of type ScrItem in the dependency grammar described below.

· Function:
Short description of the feature.

· Reference:
Section(s) of the specification(s) with more details on the feature. 

· Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar, as described below, MUST be used for this column when other features are required, else the column MUST be left empty. 

The dependency grammar notation to be used in the Requirement column of the SCR and CCR tables using ABNF [RFC2234] is described below [OMA-SCR_Rules].

TerminalExpression =
ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ “(“ TerminalExpression “)”

ScrReference =
ScrItem
/ ScrGroup

ScrItem =
SpecScrName “–“ GroupType “–“ DeviceType “–“ NumericId “-” Status
/ SpecScrName “–“ DeviceType “–“ NumericId “-” Status

ScrGroup =
SpecScrName “:” FeatureType
/ SpecScrName “– “ GroupType “–“ DeviceType “–” FeatureType

SpecScrName = 1*Character;
GroupType = 1*Character;
DeviceType = “C” / “S”; C – client, S – server

NumericId = Number Number Number 

Status = “M” / “O”; M - Mandatory, O - Optional

LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive

FeatureType = “MCF” / “OCF” / “MSF” / “OSF”;
Character = %x41-5A ; A-Z

Number = %x30-39 ; 0-9

The following tags are used in the Function column to identify the relationship of the requirements in this enabler release [ERELD_XDMv2] with the requirements of the previous enabler release [ERELD_XDMv1]:

· XDMv1.0 – Requirement that is the same in this enabler release [ERELD_XDMv2], as in the previous enabler release [ERELD_XDMv1].
· XDMv2.0 – Requirement that is new in this enabler release [ERELD_XDMv2].
· XDMv1.0mod – Requirement that exists in the previous enabler release [ERELD_XDMv1], but is modified in this enabler release [ERELD_XDMv2].





 














B.1 XDM Client

B.1.1 XDMC implemented in a UE

	Item
	Function
	Reference
	Requirement

	XDM_Core-CHU-C-001-M
	Support rules for constructing HTTP URIs (XDMv1.0)
	6.1.1.1
	

	XDM_Core-XOP-C-001-M
	Support for XDM Operations (XDMv1.0)
	6.1.1.2
	

	XDM_Core -SUB-C-001-O
	Initial Subscription using the SIP SUBSCRIBE message (XDMv1.0)
	6.1.2.1
	XDM_Core-SUB-C-002-O

	XDM_Core -SUB-C-002-O
	Processing Received SIP NOTIFY Request (XDMv1.0)
	6.1.2.2
	XDM_Core-SUB-C-001-O

	XDM_Core -SEC-C-001-M
	Support HTTP Digest authentication (XDMv1.0)
	6.4.1
	

	XDM_Core -SEC-C-002-M
	Support HTTP over TLS using the supported cipher suite (XDMv1.0)
	6.4.2
	

	XDM_Core -SEC-C-003-O
	Support other cipher suites defined in RFC2246 (XDMv1.0)
	6.4.2
	

	
	
	
	

	XDM_Core -HCOM-C-001-O
	Support HTTP Compression (XDMv1.0)
	6.1.1.2
	

	XDM_Core -SRC-C-001-O
	Searching for XML documents (XDMv2.0)
	6.1.3
	XDM_Core-SRC-C-002-O

	XDM_Core -SEC-C-004-O
	Support GAA (XDMv1.0 – SCR item was missing)
	6.4.1, 6.4.3
	

	XDM_Core - CAPS -C-001-O
	Support Application Usage “xcap-caps” (XDMv1.0 – SCR item was missing )
	6.7.1
	

	XDM_Core –DIR-C-001-O
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.0 – SCR item was missing)
	6.7.2
	

	XDM_Core -SRC-C-002-O
	Support Application Usage “org.openmobilealliance.search” (XDMv2.0)
	6.7.3
	


B.1.2 XDMC implemented in an AS

	Item
	Function
	Reference
	Requirement

	XDM_Core -CHU-C-001-M
	Support rules for constructing HTTP URIs (XDMv1.0)
	6.1.1.1
	

	XDM_Core -XOP-C-001-M
	Support for XDM Operations (XDMv1.0)
	6.1.1.2
	

	XDM_Core -SUB-C-001-O
	Initial Subscription using the SIP SUBSCRIBE message (XDMv1.0)
	6.1.2.1
	XDM_Core-SUB-C-002-O

	XDM_Core -SUB-C-002-O
	Processing Received SIP NOTIFY Request (XDMv1.0)
	6.1.2.2
	XDM_Core-SUB-C-001-O

	XDM_Core -HCOM-C-001-O
	Support HTTP Compression (XDMv1.0)
	6.1.1.2
	


B.2 XDM Server

	Item
	Function
	Reference
	Requirement

	XDM_Core -XCAP-S-001-M
	Support for XCAP (XDMv1.0)
	6.2.1
	XDM_Core -HTTP-S-001-M

	XDM_Core -HTTP-S-001-M
	Processing different HTTP requests (XDMv1.0 – SCR item was missing)
	6.2.1.1, 6.2.1.2, 6.2.1.3, 6.2.1.4
	

	XDM_Core -SUB-S-001-O
	Support Initial Subscription when SIP SUBSCRIBE message received (XDMv1.0)
	6.2.2.1
	XDM_Core-SUB-S-002-O

	XDM_Core -SUB-S-002-O
	Generating a SIP NOTIFY request (XDMv1.0)
	6.2.2.2
	XDM_Core-SUB-S-001-O

	XDM_Core -SEC-S-001-M
	Support XDMC identity access authorization (XDMv1.0)
	6.4.3
	

	XDM_Core - ERR-S-001-M
	Support Error Handling (XDMv1.0)
	6.5
	

	XDM_Core -CAPS-S-001-M
	Support Application Usage “xcap-caps” (XDMv1.0)
	6.7.1
	

	XDM_Core -DIR-S-001-M
	Support Application Usage “org.openmobilealliance.xcap-directory” (XDMv1.0)
	6.7.2
	

	XDM_Core -SRC-S-001-O
	Support Application Usage “org.openmobilealliance.search” (XDMv2.0)
	6.7.3
	

	XDM_Core -SRC-S-002-O
	Searching for XML documents (XDMv1.0)
	6.2.3
	XDM_Core-SRC-S-001-M

	
	
	
	


B.3 Aggregation Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core -HTTP-S-002-M
	Configuration as an HTTP Reverse Proxy (XDMv1.0 – SCR item was missing)
	6.3
	

	XDM_Core -SEC-S-002-M
	Support HTTP Digest authentication (XDMv1.0)
	6.3, 6.3.1, 6.4.1
	

	XDM_Core -SEC-S-003-M
	Support HTTP over TLS using the supported cipher suite (XDMv1.0)
	6.3, 6.4.1,6.4.2
	

	XDM_Core -SEC-S-004-O
	Support other cipher suites defined in RFC2246 (XDMv1.0)
	6.4.2
	

	XDM_Core -CIA-S-001-M
	Support XDMC Identity Assertion (XDMv1.0)
	6.3, 6.3.2
	

	XDM_Core -XRF-S-001-M
	Support XCAP request forwarding (XDMv1.0)
	6.3, 6.3.3.1
	

	XDM_Core -XRF-S-002-M
	Sending XCAP response back (XDMv1.0 – SCR item was missing)
	6.3, 6.3.3.1
	

	XDM_Core -XRF-S-003-M
	Handling error cases with an HTTP “403 Forbidden” error response (XDMv1.0 – SCR item was missing)
	6.3.3.2
	

	XDM_Core -HCOM-S-001-O
	Support Compression (XDMv1.0)
	6.3.4
	

	XDM_Core -SEC-S-005-O
	Support for GAA (XDMv1.0)
	6.3, 6.4
	

	XDM_Core -CAPS-S-002-M
	XCAP Server Capabilities retrieval (Application Usage “xcap-caps”) (XDMv1.0 – SCR item was missing)
	6.3.3.3, 6.7.1
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core -XRF-S-003-M

	XDM_Core -DIR-S-002-M
	XCAP Directory retrieval (Application Usage “org.openmobilealliance.xcap-directory”) (XDMv1.0 – SCR item was missing)
	6.3.3.4, 6.7.2
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core -XRF-S-003-M

	XDM_Core -SRC-S-003-M
	Search (Application Usage “org.openmobilealliance.search”) (XDMv2.0)
	6.3.3.5, 6.7.3
	XDM_Core-XRF-S-001-M AND XDM_Core-XRF-S-002-M AND XDM_Core -XRF-S-003-M

	XDM_Core -ERR-S-001-M
	Support Error Handling (XDMv1.0 – SCR item was missing)
	6.5
	

	
	
	
	


B.4 
Search Proxy

	Item
	Function
	Reference
	Requirement

	XDM_Core -SRC-S-004-M
	Forwarding search requests (XDMv2.0)
	6.9.1 
	XDM_Core -SEC-S-006-M

	XDM_Core -SRC-S-005-M
	Aggregating search results from XDMSs and forwarding those back (XDMv2.0)
	6.9.2
	XDM_Core -SEC-S-006-M

	XDM_Core -SRC-S-006-M
	Handling error cases (XDMv2.0)
	6.9.1.1
	

	XDM_Core -SEC-S-006-M
	Using TLS transport security mechanism with the Search Proxy of remote networks (XDMv2.0)
	6.9
	


B.5 
Aggregation Proxy of the Remote Network

	Item
	Function
	Reference
	Requirement

	XDM_Core -RAP-S-001-M
	Acting as an HTTP Proxy [RFC2616] (XDMv2.0)
	6.10
	XDM_Core -HTTP-S-003-M AND XDM_Core -XRF-S-003-M AND XDM_Core -XRF-S-004-M AND XDM_Core -SEC-S-007-M AND XDM_Core -SEC-S-008-M

	XDM_Core -HTTP-S-003-M
	Configuration as an HTTP Reverse Proxy [RFC3040] (XDMv2.0)
	6.10
	

	XDM_Core -XRF-S-003-M
	Forwarding XCAP requests from trusted domains (XDMv2.0)
	6.10
	

	XDM_Core -XRF-S-004-M
	Aggregating and forwarding responses back to trusted domains (XDMv2.0)
	6.10
	

	XDM_Core -SEC-S-007-M
	Using TLS transport or other inter-network domain security mechanism with the Aggregation Proxy of trusted domains (XDMv2.0)
	6.10
	

	XDM_Core -SEC-S-008-M
	Reject a request from untrusted remote network with an HTTP “405 Method Not Allowed” error response (XDMv2.0)
	6.10
	


B.6 
Search Proxy of Remote Network
	Item
	Function
	Reference
	Requirement

	XDM_Core -SRC-S-008-M
	Search Proxy procedure upon receiving request from a Search Proxy of  trusted domains (XDMv2.0)
	6.11
	XDM_Core -SRC-S-004-M AND XDM_Core -SRC-S-005-M AND XDM_Core -SRC-S-006-M AND XDM_Core -SEC-S-006-M

	XDM_Core -SRC-S-009-M
	Reject a request from untrusted remote network with an HTTP “405 Method Not Allowed” error response (XDMv2.0)
	6.11
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