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1 Reason for Change

The purpose of this contribution is to address backward compatibility with PoC User Access Policy
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes shown below for the latest version of the Shared Policy XDM Specification.
6 Detailed Change Proposal

Change 1:  New Section
7   Backward compatibility towards the PoC User Access Policy Application Usage.

7.1 Procedures at the Shared Policy XDMS
If the Shared Policy XDMS allows access by PoCv1.0 Clients, the Shared Policy XDMS SHALL support the PoC User Access Policy Application Usage defined in [PoC_XDM_V1] “PoC User Access Policy”, with the clarifications given in this subclause.
The Shared Policy XDMS SHALL maintain, for each User, both the “pocrules” document of the PoC User Access Policy Application Usage and the “access-rules” document of the User Access Policy Application Usage.  There is a one-to-one correspondence between the “pocrules” and “access-rules” documents, and the contents of the documents at any point in time SHALL be syncronized as described below.
NOTE:
This does not imply that the Shared Policy XDMS must actually store the “pocrules” document, but must always be prepared to process requests against the “pocrules” document.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the PoC User Access Policy Application Usage, apply the same modifications to the “access-rules” document with the following exceptions:
1) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “reject”, the corresponding rule(s) in the “access-rules” document:
a. SHALL contain the <allow-reject-invite> action set to “true”; and
b. SHALL NOT contain the <allow-auto-answermode> action.
2) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “accept”, the corresponding rule(s) in the “access-rules” document:

a. SHALL contain the <allow-auto-answermode> action set to “true”; and
b. SHALL NOT contain the <allow-reject-invite> action.
3) If the resulting “pocrules” document contains rule(s) with the <allow-invite> action set to “pass”, the corresponding rule(s) in the “access-rules” document
a. SHALL NOT contain the <allow-auto-answermode> action; and

b. SHALL NOT contain the <allow-reject-invite> action.
The  Shared Policy XDMS SHALL, when it receives an XCAP PUT request for the User Access Policy Application Usage, apply the same modifications to the User Access Policy Application Usage with the following exceptions:

a) If the resulting “access-rules” document contains rule(s) with the <services> condition having a “must-understand” attribute set to “true”, the rule(s) SHALL be omitted from the “pocrules” document;
b) If the resulting “access-rules” document contains rule(s) with the <allow-reject-invite> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “reject”;
c) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “false”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “pass”;
d) If the resulting “access-rules” document contains rule(s) with the <allow-auto-answermode> action set to “true”, the corresonding rule(s) in the “pocrules” document SHALL contain the <allow-invite> action set to “accept”;
The Shared Policy XDMS SHALL, when it receives an XCAP request for an XML Documents Directory document as defined in [XDM_Spec] “XML Documents Directory”, include the “pocrules” document in addition to the “access-rules” document.
When responding to a request for the XCAP Server Capabilities as defined in [XDM_Spec] “XCAP Server Capabilities”, the Shared Policy XDMS SHALL include the XCAP Server Capabilities for the PoC User Access Policy Application Usage, in addition to the User Access Policy Application Usage.

7.2 Procedures at the Aggregation Proxy

The Aggregation Proxy SHALL forward XCAP requests for the PoC User Access Policy AUID to either the PoC XDMS or the Shared Policy XDMS based on local configuration. 

NOTE: An Aggregation Proxy forwards XCAP requests for the PoC User Access Policy AUID to the Shared Policy XDMS when the network supports PoC V2.0 or the PoC XDMS when the network supports PoC V1.0.
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