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1 Reason for Change

This CR incorporates CONRR C305 and C306 comments on OMA-TS-XDM_Core. 

The comments included are the ones listed below.

	C305
	2007.01.24
	T
	6.6.2.1
	Source: Ericsson.

Form: INP doc

Comment:  In Shared Groups XDMS it exist a new element <supported-services>. This element is a candidate also to be included as a child <conditions> element in order to implement rules per services.

Proposed Change: Add <supported-services> to the list of extensions to [COMMONPOL] and clarify how it shall be used.
	Status: 

Closed by OMA-PAG-2007-0252

	C306
	2007.01.24
	T
	6.6.2.1
	Source: Ericsson.

Form: INP doc

Comment:  Is <group-advertisement> a media or is it its own service as it has its own feature tag?

Proposed Change: Clarify and if it is a service, remove it for the <media> element and include its feature tags in a <services> element instead.
	Status: 

Partly closed by OMA-PAG.2007-252.

More specs need to be updated.

	E058
	2007.01.24
	T
	5.1.1 <List-service > element bullet list Bullet 1)
	Source: Ericsson.

Form: INP doc

Comment:  The element <supported-services> can maybe be also be used as a <condition> element in rules document.

Proposed Change: Investigate and if useful move element to TS-XDM _Core. Maybe also rename the element to just <services>.
	Status: 

Partly closed by OMA-PAG-2007-0252

	E059
	2007.01.24
	T
	5.1.1 Last paragraph
	Source: Ericsson.

Form: INP doc

Comment: The <supported-service> element needs to be defined more in details.

Proposed Change:  Add more information like references to 3GPP TS 23.228 and TS 24.229 release 7. 
Add the 3GPP reference to section 2. Define the Abbreviations ICSI and IARI in section 3.3  
Add how a service according to 3GPP defined syntax shall be handled. 
Add how existing services using feature tags not accirding to syntax of 3GPP release 7 shall be handled (e.g OMA-PoC and OMA-IM, Group advertisment). 
A syntax when all ICSI and when all IARI in ICSI is supported for a group may be needed to define. 
Some of the new information needed maybe instead be placed  in section 5.1.7 "Data Semantics"
	Status: Closed
 by OMA-PAG.2007-0252

	E074
	2007.01.24
	T
	5.1.7
	Source: NOKIA

Form: 

Comment: <supported-services> semantics are missing.

Proposed Change:  
	Status: 

 Closed by OMA-PAG-2007-0252.

	E098
	2007.01.24
	T
	5.1.7
	Source: Ericsson.

Form: INP doc

Comment: The <supported-services> element is not described.

Proposed Change:  Describe the element.
	Status: 

 Closed by OMA-PAG-2007-0252.

	
	
	
	
	
	

	
	
	
	
	
	


2 Impact on Backward Compatibility

N/A
3 Impact on Other Specifications

N/A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Change the text according to detailed proposal.
6 Detailed Change Proposal

Change 1:  Modify section 3.2 Definitions with the following new definitions.
	IMS Application
	An IMS application is an application that uses an IMS communication service(s) in order to provide a specific service to the end-user. An IMS application utilises the IMS communication service(s) as they are specified without extending the definition of the IMS communication service(s). (Source [3GPP TS 23.228])

	IMS Application Reference
	An IMS application reference is the means by which an IMS communication service identifies an IMS application. (Source [3GPP TS 23.228])

	IMS Communication Service
	An IMS communication service is a type of communication defined by a service definition that specifies the rules and procedures and allowed medias for a specific type of communication and that utilises the IMS enablers. [(Source [3GPP TS 23.228])

	IMS Communication Service Identifier
	An IMS communication service identifier uniquely identifies the IMS communication service associated with the particular IMS request. (Source [3GPP TS 23.228])


Change 2:  Modify section 3.3 Abbreviations with the following new abbreviations
	IARI
	IMS Application Reference Identifier (Source [3GPP TS 24.229])

	ICSI
	IMS Communication Service Identifier (Source [3GPP TS24.229])


Change 3:  Modify section 6.6.2.1
Structure
6.6.2.1          Structure

The <conditions> element within a rule in an authorization policy: 

1) MAY include the <identity> condition element as defined in [COMMONPOL];

2) MAY include the <external-list> condition element;

3) MAY include the <anonymous-request> condition element;

4) MAY include the <other-identity> condition element.

5) MAY include the <medias> condition element;
6) MAY include the <services> condition element.
If the <conditions> element includes the <sphere> or <validity> elements defined in [COMMONPOL], it SHALL be ignored.

The <conditions> element of a rule SHALL contain no more than one of <identity>, <external-list>, <anonymous-request> or <other-identity>, but it MAY contain other elements (i.e. <medias> element and <services> element).

The <external-list> element MAY include the <entry> element.  If present, the <entry> element SHALL include the “anc” attribute, whose value SHALL be percent-encoded as defined by [XCAP] section 6 before it is inserted into a document.

The <medias> element SHALL include an <all-medias-except> element that MAY include a list of one or more of the following elements or MAY include a list one or more of the following elements
1) <message-session> media element indicating session based messaging as defined in [MSRP];

2)  <pager-mode-message> media element indicating pager mode message requests as defined in [RFC3428];

3)  <file-transfer> media element indicating file transfer as defined in [IM TS];
4) 
5) <audio> media element indicating a streaming media type as defined in [RFC3840];

6) <video> media element indicating a streaming media type as defined in [RFC3840];

7) any other elements from any other namespaces for the purpose of extensibility to be able to define new type of media elements.

The <audio> and <video> elements:

1) MAY include the <full-duplex> element indicating that media can be exchanged in both directions simultaneously;

2) MAY include the <half-duplex> element indicating that media can be exchanged in only one direction at a time.
3) 
The <services> element MAY Include a list of <service> elements or an <all-services-except> element.
The <service> element 
1) MAY include an attribute “featuretag” or MAY include an attribute from any other namespace for the purpose of extensibility to have another service identification definition than using a feature tag;
2) MAY include a list with one or more of <iari> elements or an MAY include an <all-iaris-except> element;
3) MAY include any other elements from any other namespaces for purpose of extensibility to have a new service identification definition that is not possible to include using a single attribute.
The <iari> element
1) MAY include an attribute “iari-id” that contains an IARI as defined in [3GPP TS 24.229] or;
2) MAY include any other elements from any other namespaces for the purpose of extensibility to a different IARI definition that the “iari-id “attribute can include.
The “featuretag” attribute SHALL include a featuretag;
The <all-iaris-except> element MAY include a list one or more of <iari> elements.
The <all-services-except> element MAY include a list one or more of <service> elements.
Change 4:  Update section 6.6.2
Authorization Rules.

6.6.2      Data Semantics

If present in any rule, the <external-list> element SHALL match those identities that are part of a URI ListIf present in any rule, the <anonymous-request> element SHALL match those incoming requests that have been identified as anonymous.

NOTE: In certain cases, the <identity> condition can also match anonymous requests.  For example, the <many/> child element of the <identity> condition matches any authenticated identity, either anonymous or not.  However, any rules matching the <anonymous-request> condition would have precedence as described in section 6.6.2.3“Combining Permissions”

.When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD, an AS SHALL use the procedures as defined in chapter 5.7.1.4 in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A] to identify the source of the anonymous request.

NOTE: If the authorization policy document includes a rule having an <anonymous-request> condition element, an XDMC should not specify another rule containing an <identity> condition element with a <many/> child element and the same <actions> and/or <transformations> element(s) as the rule with the <anonymous-request> condition element.

If present in any rule, the <other-identity> element, which is empty, SHALL match all identities that are not referenced in any rule. It allows for specifying a default policy.

If present in any rule, the <medias> element SHALL match incoming requests associated with particular media types.

The <medias> condition SHALL be considered TRUE if any of its child media elements evaluate to TRUE, i.e., the results of the individual child elements are combined using a logical OR. The <medias> condition SHALL also be considered TRUE if the media can not be evaluated to be a child element to an <all-media-except > element. 
NOTE:
How the AS determines the media type of the incoming request (i.e. in order to evaluate if a match exists for a rule containing the <media> condition) must be specified by the individual enabler.
If present in any rule, the <services> element SHALL match incoming requests associated with a particular service. The services> element SHALL be considered TRUE if any of its child <service> elements evaluate to TRUE. The <services> condition SHALL also be considered TRUE if a service can not be found as a child element to the <all-services-except> element. If the incoming request is for an IMS Communication Service containing information about a particular IMS Application the <iari> element SHALL be used to match such request. If the incoming request contains an IARI a <services> element SHALL be considered as TRUE if the ICSI matched the “featuretag “ attribute and the IARI matches the <iari> element or does not match any of the <all-iari-except>element child elements. A rule without a <services> element SHALL be considered TRUE for all incoming request as long as the incoming request does not contain an IARI.
NOTE: Enabler that does not implement the IMS Communication Service/IMS Application concept must specify how to used the <service> element for its enabler. Enabler that is using a feature tag to represent a service identification must use the “featuretag” attribute (e.g the PoC enabler is using the feature tag “ +g.poc.talkburst” for PoC releated services , the featuretag “+g.poc.groupad” is used as service indication for the group advertisement function).
Change 5:  Update section 6.6.2.3
XML schema.

6.6.2.3       XML Schema

The authorization policy document SHALL conform to the XML schema described in [COMMONPOL] Section 13 with the extensions described in [XSD_COMMONPOL], in [XSD_XDM2_EXT], XDM unique extensions and in enabler unique extensions.
7 References

N/A
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