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1 Reason for Change

This contribution makes some minor clerical fixes to XDM Core. Shared Group URI is changed to Group URI and Shared Group document will be written with small letters.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the Specification.

6 Detailed Change Proposal

Change 1:  3.2 Definitions
	Group Identity
	The SIP URI of the Group.

	Group
	A Group is a predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI.


Change 2:  6.1.2.1 Initial subscription
If the XDMC subscribes to changes in XML documents, then it SHALL be done by sending a SIP SUBSCRIBE request   according to [RFC3265] and [SIP_UA_Prof]/[XCAP_Config] with the clarifications given in this sub-clause.

When the XDMC resides in an Application Server:

1. SHALL set the Request-URI to the public SIP URI identifying the Primary Principal, or to the SIP URI identifying the service instance (e.g. Group Identity, or Presence List URI);

2. SHALL include value “application” in the “profile-type” Event header parameter. It is beyond the scope of the present specification the value set for the “vendor”, “model” and “version” Event header parameters that their use is mandated in [SIP_UA_Prof].

3. SHALL include the AUID to be watched in the “auid” Event header parameter even in case the “document” Event header parameter is present. In case the “document” header is not being used it specifies that a subscription will be placed to all the documents under the AUID owned by the user identified in the Request-URI.

Note: This is in contrast to the recommendation in [XCAP_Config], which defines the usage of “auid” and “document” header parameters as mutually exclusive. It is being done in order to facilitate the definition of initial filter criteria in case the SIP/IP Core is implemented using 3GPP IMS or 3GPP2 MMD as defined in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A]

4. SHALL include the XCAP URI of the document to be watched in the “document” Event header parameter in case a specific document is to be watched.

5. In case the service instance SIP URI is set as Request-URI of the SIP SUBSCRIBE request, then the “document” Event header parameter SHALL be set to specify the relevant document or the relevant element inside the document stored in the “global” tree for this service instance SIP URI.

Note: For example, if the Request-URI SIP URI identifying the service instance is “sip:my_friends@example.com” stored in PoC XDMS, the document parameter  has to be set to “document= global/index/~~/group/list-service[@uri=sip:my_friends@example.com]”.

6. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include the value “message/external-body” to indicate support for content indirection described in [RFC4483];

7. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD an AS acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.7.3 [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A] with the clarifications given in the respective sub clauses.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, and the XDMC resides in an Application Server (e.g. PoC Server) the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] section 5.7.3 and setting its public SIP URI in the “P-Asserted-Identity” header.

When the XDMC resides in the UE

1. SHALL set the Request-URI to the public SIP URI identifying the Primary Principal(s) that it is subscribing to;

2. SHALL include value “application” in the “profile-type” Event header parameter. It is beyond the scope of the present specification the value set for the “vendor”, “model” and “version” Event header parameters, that their use is mandated in [SIP_UA_Prof].

3. SHALL include the AUID to be watched in the “auid” Event header parameter even in case the “document” Event header parameter is present. In case the “document” header is not being used it specifies that a subscription will be placed to all the documents under the AUID owned by the user identified in the Request-URI.

Note: This is in contrast to the recommendation in [XCAP_Config], which defines the usage of “auid” and “document” header parameters as mutually exclusive. It is being done in order to facilitate the definition of initial filter criteria in case the SIP/IP Core is implemented using 3GPP IMS or 3GPP2 MMD as defined in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A]

4. In case a specific document is to be watched, then the “document” Event header parameter SHALL be set to the XCAP URI of the relevant document 
Note: The mechanism used by the XDMC to retrieve the SIP URI of the Primary Principal and the XCAP URI of the document to be watched is out of scope of the present specification.

5. SHALL include an Accept header to indicate acceptable content-type for notifications. The Accept header

a. MAY include the value “application/xcap-diff+xml” to indicate support for partial XML updates described in [XCAP_Diff];

b. MAY include the value “message/external-body” to indicate support for content indirection described in [RFC4483];

6. SHALL send the SIP SUBSCRIBE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, a UE acting as the XDMC SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in chapter 5.1 in [3GPP TS 24.229]  / [3GPP2 X.S0013-004-A].

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, and the XDMC resides in an Application Server (e.g. PoC Server) the mechanisms of the “Application Server acting as originating User Agent” SHALL be applied as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] section 5.7.3 and setting its public SIP URI in the “P-Asserted-Identity” header.

The responses to the SUBSCRIBE request SHALL be handled in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.
Note: The XDMC is not able to subscribe for changes in multiple documents stored under different AUIDs in a single subscription. This functionality has been postponed for a future release.

Change 3:  6.2.2.1 Initial Subscription
Upon receiving a SIP SUBSCRIBE request for the “ua-profile” event defined in [SIP_UA_Prof] the XDMS performs the following steps:

1. SHALL use the Request-URI 

a. as an XUI identifying the Primary Principal in case the “document” Event header parameter is defining a document in the “users” tree or is not set;

b. as a service instance SIP URI (e.g. Group Identity) in case the “document” Event header parameter is defining a document in the “global” tree;

2. SHALL perform the necessary authorization checks on the originator. When the SIP/IP Core corresponds to 3GPP IMS or 3GPP2 MMD the XDMS SHALL use the "P-Asserted-Identity" as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] to ensure that this particular XDMC is authorized to track the document changes. If the authorization check fails, the XDMS SHALL return the SIP "403 Forbidden" error response.

a. By default, the initial creator of the document in the "users" tree is the Primary Principal of that document and SHALL be authorized to subscribe to the “ua-profile” event package as described in Section 6.4.2.

Other Principals (e.g. XDMCs residing in the UE and Application Servers) identified by their "P-Asserted-Identity" headers MAY be authorised to subscribe in the document in the “global” tree based on the Service Provider policy defined in each XDMS.

b. This policy is defined in the application-specific XDM TSs.

3. SHALL create a subscription to changes of XML data identified by Event header parameters as described in [SIP_UA_Prof];

4. SHALL send a SIP “200 OK” in accordance with [RFC3265], [SIP_UA_Prof], and the procedures of the SIP/IP Core.

5. SHALL generate and send an initial SIP NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.

When a change in the subscribed document occurs, the XDMS SHOULD generate and send a SIP NOTIFY request as specified in sub-clause 6.2.2.2 “Generating a SIP NOTIFY request”.

When the SIP/IP Core corresponds with 3GPP IMS or 3GPP2 MMD, the XDMS SHALL use 3GPP IMS or 3GPP2 MMD requirements respectively, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.S0013-004-A] with the clarifications given in this sub-clause.

Change 4:  6.7.3.6 Data Semantics
The value of the <query> element SHALL be XQuery expression. The XQuery expression SHALL include one input function – collection. The collection of the data to be searched is created as a set of all documents stored in the Users Tree of an appropriate Application Usage, as a set of all documents in the particular User’s home directory of an appropriate Application Usage, or as a set of the particular document in the particular User’s home directory of an appropriate Application Usage. As such, the parameter of the collection function SHALL be either the string of “[AUID]/users/”, that of “[AUID]/users/[XUI]”, or that of “[AUID]/users/[XUI]/<document_name>”. For example, 

collection(“org.openmobilealliance.user-profile/users/”)

represents all Shared User Profile documents stored in the Users Tree on Shared Profile XDMS to which the Search Request is targeted;

collection(“org.openmobilealliance.groups/users/sip:joebloggs@example.com”)

represents all shared group documents stored in the home directory of “sip:joebloggs@example.com” on Shared Group XDMS to which the Search Request is targeted;
collection (“resource-lists/users/sip:joebloggs@example.com/index”)

represents the URI List document with the name “index” stored in the home directory of “sip:joebloggs@example.com” on Shared List XDMS to which the Search Request is targeted.

The <request> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.

The <response> element MAY include any other element or attribute from any other namespace for the purpose of extensibility.
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