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1 Reason for Change

This CR purpose to close the following CONRRs:
	X002


	2007.01.24
	E
	2.1
	Source: Ericsson'

Form: INP

Comment: The label of the reference [XDM-Spec] which points to TS XDM_Core is not the same as used in TS for [Shared_XDM] or TS for [Shared_Policy] or [Shared_Profile]. All of them use different labels for the same TS. It is confusing when reading the set of the “Shared” documents.

Proposed Change: Align reference labels in the “Shared” documents.
	Status: OPEN

Samsung will provide answer



	X003


	2007.01.24
	E
	2.1
	Source: Ericsson'

Form: INP

Comment: Some hyperlinks are not working.

Proposed Change: In PoC we removed hyperlinks in section 2.1. They are hard to maintain, especially for IETF drafts.
	Status: OPEN

Samsung will provide answer




Across all the XDM 2.0 documents, the following rule is applied for reference naming:

SDO name – Document Type (RD, AD, TS, etc) – Document Name – Document Version

While updating, the following technical issues are also resolved:

· The notion of 3GPP “Rel7” is removed, as the XDM should work on top of both Rel 6 and Rel 7;
· Unused references are removed;
· Documents and SUP files for XDM, PoC, Presence V1.0 are updated to V1.0.1 as appropriate;

· The reference for Provisioning Contents is clarified;

· Some informative references are moved to normative references as appropriate;

· MSRP version is updated (There’s no impact to XDM);

As being discussed within WG, one open issue is how to version XSD SUP files. It seems more sense to use versioning against enabler even when the file belongs to enabler version 2. But, it is observed that all other Documents like RD, AD, TS follows the Enabler versioning, rather than document version. E.g, Shared Profile XDMS is versioned 2.0, rather than 1.0. Upon WG agreement, the reference for XSD files need to be further updated.

2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To implement the changes proposed in section 6 and close the CONRR items addressed in section 1.
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1. Scope


This specification describes the data format and Application Usage for the User Profile document, which can be used by all OMA enablers.

The User Profile document contains user information that is stored in the network. Typical ways to use it are through search queries to discover communication partners (e.g.chat) or through requests to obtain information about a specific user.


2. References


2.1 Normative References

2.2 [Note to Implementor: When implementing, the following revised references should be reordered in the alphabetical order.]

		[OMA-ERELD-XDM-V1_0_1]

		“Enabler Release Document for XDM”, Version 1.0.1, Open Mobile Alliance™, OMA-ERELD-XDM-V1_0,_1 URL:http://www.openmobilealliance.org/



		[OMA-ERELD-XDM-V2_0]

		“Enabler Release Document for XDM”, Draft Version 2.0, Open Mobile Alliance™, OMA-ERELD-XDM-V2_0, URL:http://www.openmobilealliance.org/



		[ISO3166-1]

		ISO 3166-1: Codes for the Representation of Names of Countries and their Subdivisions – Part 1: Country Codes, 2006. URL: http://www.iso.ch/iso/en/CatalogueDetailPage.CatalogueDetail?CSNUMBER=39719



		[OMA-SCR_Rules-V1_0]

		“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0, URL: http://www.openmobilealliance.org/



		[RFC2119]

		IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL: http://www.ietf.org/rfc/rfc2119.txt 



		[RFC2234]

		IETF RFC 2234 “Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL: http://www.ietf.org/rfc/rfc2234.txt 



		[RFC3261]

		IETF RFC 3261 “SIP: Session Initiation Protocol”, J. Rosenberg, H. Schulzrinne, G. Camarillo, A. Johnston, J. Peterson, R. Sparks, M. Handley, E. Schooler, June 2002, URL: http://www.ietf.org/rfc/rfc3261.txt



		[RFC3966]

		IETF RFC 3966 “The tel URI for Telephone Numbers”, H. Schulzrinne, December 2004, URL: http://www.ietf.org/rfc/rfc3966.txt



		[IETF-XCAP]

		IETF draft-ietf-simple-xcap-12 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, October 13, 2006, URL: http://www.ietf.org/internet-drafts/draft-ietf-simple-xcap-12.txt 
Note: Work in progress



		[OMA-TS-XDM_Core-V2_0]

		“XML Document Management (XDM) Specification”, Draft Version 2.0, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_0, URL: http://www.openmobilealliance.org/ 



		[OMA-XSD_userProfile-V1_0]

		“XDM User Profile”, Version 2.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_userProfile-V1_0, URL: http://www.openmobilealliance.org/

[Edtior’s Note: It is recommended to use the consistent file name of “OMA-SUP-XSD_xdm_userProfile-V1_0”]





2.3 Informative References


		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Application Server

		A functional entity that implements the service logic for SIP Sessions (e.g. PoC Server or IM Server).



		Application Unique ID

		A unique identifier within the namespace of Application Unique IDs created by this specification that differentiates XCAP Resources accessed by one application from XCAP Resources accessed by another. (Source: [IETF-XCAP])



		Application Usage

		Detailed information on the interaction of an application with an XCAP Server. (Source: [IETF-XCAP])



		Document Selector

		A sequence of path segments, with each segment being separated by a "/", that identify the XML document within an XCAP Root that is being selected. (Source: [IETF-XCAP])



		Document URI

		The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific document. (Source: [IETF-XCAP])



		Global Document

		A document placed under the Global Tree that applies to all users of that Application Usage.



		Global Tree

		A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [IETF-XCAP])



		Service Provider

		A legal or administrative entity that provides a service to its clients or customers. Typically it is (but is not restricted to) a network operator.



		User

		A User is any entity that uses the described features through the User Equipment.



		User Address

		A User Address identifies a User. The User Address can be used by one User to request communication with other Users.



		Users Tree

		A URI that represents the parent for all user documents for a particular Application Usage within a particular XCAP Root.



		XCAP Resource

		An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [IETF-XCAP])



		XCAP Root

		A context that includes all of the documents across all Application Usages and users that are managed by a server. (Source: [IETF-XCAP])



		XCAP Server

		An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [IETF-XCAP])



		XCAP User Identifier

		The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [IETF-XCAP])





3.3 Abbreviations


		ABNF

		Augmented Backus-Naur Form



		AUID

		Application Unique ID



		HTTP

		Hypertext Transfer Protocol



		IETF

		Internet Engireering Task Force



		IM

		Instant Messaging



		MIME

		Multipurpose Internet Mail Extensions



		OMA

		Open Mobile Alliance



		SCR

		Static Conformance Requirements



		SIP

		Session Initiation Protocol



		URI

		Uniform Resource Identifier



		URL

		Uniform Resource Locator



		XCAP

		XML Configuration Access Protocol



		XDM

		XML Document Management



		XDMC

		XDM Client



		XDMS

		XDM Server



		XML

		Extensible Markup Language



		XUI

		XCAP User Identifier





4. Introduction


This specification provides the Application Usage for the User Profile document, which can be searched by Users and Application Servers to find the User Address (and possibly other information) about Users matching a certain criteria.


The Shared Profile XDMS (see [XDMAD]) is the logical repository for User Profile documents.  The common protocol specified in [XDMSPEC] is used for access and manipulation of such documents by authorized principals.


5. Shared Profile XDM Application Usages


5.1 User Profile

5.1.1 Structure


The User Profile document SHALL conform to the structure of the “user-profile” document described in this subclause. The schema definition is provided in section 5.1.3.


The <user-profile> element:

a) SHALL include a “uri” attribute that contains the XUI of the User for whom this User Profile is intended;

b) MAY include any other attribute for the purposes of extensibility


c) MAY include a <communication-addresses> element, containing a list of elements representing the communication associated with the User. These elements MAY be of the following kind:


1. SIP URI as defined in [RFC3261];


2. TEL URI as defined in [RFC3966];

3. E.164 number;


4. email address.


d) MAY include a <display-name> element, containing a suggested name to display in user interfaces (e.g. in the IM buddy list) ;

e) MAY include a <birth-date> element, containing the birth date of the User;

f) MAY include a <name> element containing the human identity of the User. It MAY contain:


1. a <given-name> element;


2. a <family-name> element;


3. a <middle-name> element;


4. a <name-suffix> element;


5. a <name-prefix> element;

6. any other elements from any other namespaces for the purpose of extensibility.

g) MAY include an <address> element containing a postal address of the User. It MAY contain:


1. a <country> element, corresponding to the country in which this address is located;


2. a <region> element, corresponding to the region (e.g. state, province…) in which this address is located;


3. a <locality> element, which represents the locality in which this address is located (e.g. village, city, town…);


4. an <area> element, which represents the subdivision of the locality in which this address is located (e.g. neighbourhood, suburb, district…);


5. a <street-name> element, which represents the name of the street in which this address is located;


6. a <street-number> element, which represents the house number in the street in which this address is located;


7. a <postal-code> element, which represents the code for postal delivery (e.g. ZIP code) for this address;

8. any other elements from any other namespaces for the purpose of extensibility.

h) MAY include a <gender> element, containing the gender of the User;


i) MAY include a <freetext> element containing a description of  the User;


j) MAY include a <communication-types> element containing a list of the communication abilities of the User for human consumption;


k) MAY include a <hobbies> element listing the User' s hobbies;


l) MAY include a <favourite-links> element listing the User's favourite links;


m) MAY include any other elements from any other namespaces for the purposes of extensibility.


5.1.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.user-profile”.


5.1.3 XML Schema


The “user-profile” XML document SHALL be composed according to the XML schema described in [OMA-XSD_userProfile-V1_0].

5.1.4 Default Namespace


The default namespace used in expanding URIs SHALL be “urn:oma:xml:xdm:user-profile” defined in Section 5.1.3.

5.1.5 MIME Type


The MIME type for the User Profile document SHALL be “application/ user-profile+xml”.


5.1.6 Validation constraints


The User Profile document SHALL conform to the XML Schema described in subclause 5.1.3 “XML Schema”, with the clarifications given in this sub‑clause.


The value of the “uri” attribute of the <user-profile> element SHALL be the same as the XUI value of the Document URI for the User Profile document. If not, the XDMS SHALL return an HTTP “409 Conflict” response as described in [IETF-XCAP], including the <constraint-failure> error element. If included, the “phrase” attribute SHOULD be set to “Wrong User Profile URI”.

5.1.7 Data Semantics


The value of the “uri” attribute in the <user-profile> element SHALL represent a valid User Address for communication, as well as an XUI that can be used as a path segment to retrieve the User Profile document.

The <country> element SHALL be used to indicate the country using a two-letter “Alpha-2” format, as specified in [ISO3166-1].

5.1.8 Naming conventions


The name of User Profile document SHALL be “user-profile”.

5.1.9 Global documents


This Application Usage defines no Global Documents.


5.1.10 Resource interdependencies


This Application Usage defines no additional resource interdependencies. 


5.1.11 Authorization policies


The authorization policies for manipulating a User Profile SHALL conform to those described in [OMA-TS-XDM_Core-V2_0] Section 6.4.3.

5.1.12 Search capabilities

The User Profile Application Usage MAY support search. If the search feature is supported, it SHALL be possible to search for contacts based on the data stored in User Profiles, and the following rules apply:


The Shared Profile XDMS SHALL support a collection “org.openmobilealliance.user-profile/users/”, a collection “org.openmobilealliance.user-profile/users/[XUI]/” and a collection “org.openmobilealliance.user-profile/users/[XUI]/<document name>” as defined in [OMA-TS-XDM_Core-V2_0]. 


The basic XQuery expression [OMA-TS-XDM_Core-V2_0] supported by the Shared Profile XDMS for this Application Usage SHALL be as follows:


xquery version "1.0";


declare default element namespace "urn:oma:xml:xdm:user-profile";


for $g in collection([Data_Source])/user-profiles/user-profile


where [Condition]

return <user-profile>{$g/@uri} {$g/display-name} </user-profile> 


where:


[Data_Source] represents collection that SHALL be searched. In case that the value:


· “org.openmobilealliance.user-profile/users/” is used, the Search SHALL be executed over all User Profile documents stored in the Shared Profile XDMS.

· “org.openmobilealliance.user-profile/users/[XUI]/” is used, the Search SHALL be executed over the User Profile document stored in the home directory of the User identified by XUI.

· “org.openmobilealliance.user-profile/users/[XUI]/<document name>” is used, the Search SHALL be executed over the User Profile document identified by <document name>.

 [Condition] represents a logical expression defined by XDMC. It MAY include any combination of elements/attributes from the User Profile document.


Example of the Condition:


($g/user-information/hobbies/hobby="Football")and($g/user-information/address/country=”JP”)


All Search Requests that does not comply with the basic XQuery expression as defined in this chapter SHALL be responded with an HTTP “409 Conflict” error response as defined by [OMA-TS-XDM_Core-V2_0].

5.2 Locked User Profile


5.2.1 Structure

The Locked User Profile document SHALL conform to the structure of the “user-profile” document described in this sub-clause. The schema definition is provided in section 5.2.3.

The <user-profile> element:


a)  SHALL include a <birth-date> element containing the birth date of the user.


b) MAY include any other elements from any other namespaces for the purposes of extensibility

c) MAY include any attribute for the purposes of extensibility


5.2.2 Application Unique ID


The AUID SHALL be “org.openmobilealliance.locked-user-profile”.


5.2.3 XML Schema


The “locked-user-profile” document SHALL be composed according to the XML schema detailed in this sub‑clause.


<?xml version="1.0" encoding="UTF-8"?>


<xs:schema


   targetNamespace="urn:oma:xml:xdm:locked-user-profile"


   xmlns="urn:oma:xml:xdm:locked-user-profile"   


   xmlns:xs="http://www.w3.org/2001/XMLSchema">


<!-- The root "locked-user-profiles" element -->


  <xs:element name="locked-user-profiles">


    <xs:complexType>


      <xs:sequence>


        <xs:element name="locked-user-profile" type="locked-user-profileType"/>


      </xs:sequence>


    </xs:complexType>


  </xs:element>


  <xs:complexType name="locked-user-profileType">

    <xs:sequence>


      <xs:element name="birth-date" type="xs:date" minOccurs="0"/>


      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>


    </xs:sequence>


    <xs:anyAttribute processContents="lax"/>


  </xs:complexType>


</xs:schema>

5.2.4 Default Namespace


The default namespace used in expanding URIs SHALL be “urn:oma:xml:xdm:user-profile” defined in Section 5.2.3.

5.2.5 MIME Type


The MIME type for the Locked User Profile document SHALL be “application/user-profile+xml”

5.2.6 Validation constraints


This Application Usage defines not additional validation constraints.

5.2.7 Data Semantics


The <birth-date> element SHALL express the date of birth of the user as provisioned by the Service Provider.

5.2.8 Naming conventions


The name of the Locked User Profile document SHALL be “lockedprofile”.


5.2.9 Global documents


This Application Usage defines no Global Documents.


5.2.10 Resource interdependencies


This Application Usage defines no additional resource interdependencies.

5.2.11 Authorization policies


The Service Provider SHALL be the only entity allowed to create the document on behalf of the Primary Principal. The Service Provider SHALL have all permissions on the document. The Primary Principal SHALL only have the read permission to this document.

6. Subscribing to changes in the XML documents


The Shared Profile XDMS SHALL support subscriptions to changes in the XML documents as specified in [OMA-TS-XDM_Core-V2_0] “Subscriptions to changes in the XML documents”, subchapters “Initial subscription” and “Generating a SIP NOTIFY request“.
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Appendix B. Static Conformance Requirements 
(Normative)


The SCR’s [OMA-SCR_Rules-V1_0] defined in the following tables include SCR for:


· Shared User Profile XDM Application Usages


Each SCR table MUST have a title and MUST have only the following columns [OMA-SCR_Rules-V1_0]:


· Item:
Identifier for a feature. It MUST be of type ScrItem in the dependency grammar described below.


· Function:
Short description of the feature.


· Reference:
Section(s) of the specification(s) with more details on the feature. 


· Requirement:
Other features required by this feature, independent of whether those other features are mandatory or optional. The notation in the dependency grammar, as described below, MUST be used for this column when other features are required, else the column MUST be left empty. 


The dependency grammar notation to be used in the Requirement column of the SCR and CCR tables using ABNF [RFC2234] is described below [OMA-SCR_Rules-V1_0].


TerminalExpression =
ScrReference
/ NOT TerminalExpression
/ TerminalExpression LogicalOperator TerminalExpression
/ “(“ TerminalExpression “)”


ScrReference =
ScrItem
/ ScrGroup


ScrItem =
SpecScrName “–“ GroupType “–“ DeviceType “–“ NumericId “-” Status
/ SpecScrName “–“ DeviceType “–“ NumericId “-” Status


ScrGroup =
SpecScrName “:” FeatureType
/ SpecScrName “– “ GroupType “–“ DeviceType “–” FeatureType


SpecScrName = 1*Character;


GroupType = 1*Character;


DeviceType = “C” / “S”; C – client, S – server


NumericId = Number Number Number 


Status = “M” / “O”; M - Mandatory, O - Optional


LogicalOperator = “AND” / “OR”; AND has higher precedence than OR and OR is inclusive


FeatureType = “MCF” / “OCF” / “MSF” / “OSF”;


Character = %x41-5A ; A-Z


Number = %x30-39 ; 0-9

The following tags are used in the Function column to identify the relationship of the requirements in this enabler release [OMA-ERELD-XDM-V2_0] with the requirements of the previous enabler release [OMA-ERELD-XDM-V1_0_1]:


· XDMv1.0 – Requirement that is the same in this enabler release [OMA-ERELD-XDM-V2_0], as in the previous enabler release [OMA-ERELD-XDM-V1_0_1].


· XDMv2.0 – Requirement that is new in this enabler release [OMA-ERELD-XDM-V2_0].


· XDMv1.0mod – Requirement that exists in the previous enabler release [OMA-ERELD-XDM-V1_0_1], but is modified in this enabler release [OMA-ERELD-XDM-V2_0].

Editor’s Note: the SCR tables need to be revisited/updated, when the TS has stabilized.


B.1 Shared Profile XDM Application Usages (Server)


		Item

		Function

		Reference

		Requirement



		XDM_Profile-XOP-S-001-M

		User Profile structure
(XDMv2.0)

		5.1.1 

		XDM_Core -XCAP-S-001-M



		XDM_Profile-XOP-S-002-M 

		Application Unique ID in User Profile (XDMv2.0)

		5.1.2

		



		XDM_Profile-XOP-S-003-M 

		XML schema of User Profile
(XDMv2.0)

		5.1.3

		



		XDM_Profile-XOP-S-004-M 

		User Profile conforms to MIME type (XDMv2.0)

		5.1.5 

		



		XDM_Profile-XOP-S-005-M 

		Validation constraints, in addition to the XML schema (XDMv2.0)

		5.1.6

		



		XDM_Profile-XOP-S-006-M

		Data semantics of User Profile
(XDMv2.0)

		5.1.7

		



		XDM_Profile-XOP-S-007-M

		Naming conventions for Shared User Profile (XDMv2.0)

		5.1.8 

		



		XDM_Profile-XOP-S-008-M

		Authorization policies (XDMv2.0)

		5.1.11 

		



		XDM_Profile-PSU-S-001-M

		Subscribing to changes in XML documents (XDMv2.0)

		6

		XDM_Core -SUB-S-001-O AND XDM_Core -SUB-S-002-O



		XDM_Profile-SRC-S-001-O

		Support for searching User Profile for  contacts (XDMv2.0)

		7

		XDM_Profile-SRC-S-002-O AND XDM_Profile-SRC-S-003-O AND XDM_Profile-SRC-S-004-O



		XDM_Profile-SRC-S-002-O

		Application Usage “org.openmobilealliance.user-profile” (XDMv2.0)

		7

		XDM_Profile-SRC-S-001-O



		XDM_Profile-SRC-S-003-O

		Support for required XQuery expression (XDMv2.0)

		7

		XDM_Profile-SRC-S-001-O



		XDM_Profile-SRC-S-004-O

		Responding with 409 error response code when required (XDMv2.0)

		7

		



		XDM_Profile-XOP-S-009-M

		Locked User Profile structure (XDMv2.0)

		5.2.1

		XDM_Core -XCAP-S-001-M



		XDM_Profile-XOP-S-010-M

		Application Unique ID in Locked User Profile (XDMv2.0)

		5.2.2

		



		XDM_Profile-XOP-S-011-M

		XML schema of Locked User Profile (XDMv2.0)

		5.2.3

		



		XDM_Profile-XOP-S-012-M

		Locked User Profile conforms to MIME type (XDMv2.0)

		5.2.5

		



		XDM_Profile-XOP-S-013-M

		Validation constraints, in addition to the XML schema (XDMv2.0)

		5.2.6

		



		XDM_Profile-XOP-S-014-M

		Data semantics of Locked User Profile (XDMv2.0)

		5.2.7

		



		XDM_Profile-XOP-S-015-M

		Naming conventions for Locked User Profile (XDMv2.0)

		5.2.8

		



		XDM_Profile-XOP-S-016-M

		Authorization policies (XDMv2.0)

		5.2.11

		





B.2 Shared Profile XDM Application Usages (Client)


		Item

		Function

		Reference

		Requirement



		XDM_Profile-XOP-C-001-O

		User Profile Application Usage
(XDMv2.0)

		5.1

		XDM_Profile-XOP-C-002-O AND XDM_Profile-XOP-C-003-O AND XDM_Profile-XOP-C-004-O AND XDM_Profile-XOP-C-005-O AND XDM_Profile-XOP-C-006-O AND XDM_Profile-XOP-C-007-O AND XDM_Profile-XOP-C-008-O 



		XDM_Profile-XOP-C-002-O

		User Profile structure
(XDMv2.0)

		5.1.1

		XDM_Core-XOP-C-001-M AND XDM_Profile-XOP-C-001-O



		XDM_Profile-XOP-C-003-O

		Application Unique ID in User Profile  (XDMv2.0)

		5.1.2 

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C -004-O

		XML schema of User Profile
(XDMv2.0)

		5.1.4

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C-005-O

		User Profile conforms to MIME type  (XDMv2.0)

		5.1.5 

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C-006-O

		Validation constraints, in addition to the XML schema (XDMv2.0)

		5.1.6 

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C-007-O

		Data semantics of User Profile
(XDMv2.0)

		5.1.7 

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C-008-O

		Naming conventions for User Profile  (XDMv2.0)

		5.1.8

		XDM_Profile-XOP-C-001-O 



		XDM_Profile-XOP-C-009-O

		Locked User Profile Application Usage (XDMv2.0)

		5.2

		XDM_Profile-XOP-C-010-O AND XDM_Profile-XOP-C-011-O AND XDM_Profile-XOP-C-012-O AND XDM_Profile-XOP-C-013-O AND XDM_Profile-XOP-C-014-O AND XDM_Profile-XOP-C-015-O AND XDM_Profile-XOP-C-016-O



		XDM_Profile-XOP-C-010-O

		Locked User Profile structure (XDMv2.0)

		5.2.1

		XDM_Core-XOP-C-001-M AND XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C-011-O

		Application Unique ID in Locked User Profile (XDMv2.0)

		5.2.2

		XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C -012-O

		XML schema of Locked User Profile (XDMv2.0)

		5.2.3

		XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C-013-O

		Locked User Profile conforms to MIME type (XDMv2.0)

		5.2.5

		XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C-014-O

		Validation constraints, in addition to the XML schema (XDMv2.0)

		5.2.6

		XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C-015-O

		Data semantics of Locked User Profile (XDMv2.0)

		5.2.7

		XDM_Profile-XOP-C-009-O



		XDM_Profile-XOP-C-016-O

		Naming conventions for Locked User Profile (XDMv2.0)

		5.2.8

		XDM_Profile-XOP-C-009-O





Appendix C. Examples 
(Informative)


C.1 Example 1


Editor note: To be defined later.
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