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1 Reason for Change

This CR addresses the following requirements:
	FEAT-SUB-034
	Watchers MAY be able to request Notifications to be selectively delivered upon the state of their presence status.
	PRESENCE 2.0


In order to achieve FEAT-SUB-034, the following are proposed:
· The presence notification blocking filter is newly defined, which describes the conditions when the watcher wishes not to receive presence notifications.

· The watcher embeds the presence notification blocking filter in the initial or re-SUBSCRIBE request to the presence event package.

· Before generating the presence event notifications to watcher, the PS checks the presence notification blocking filter against the watcher’s presence information. If there’s match, then the PS suppresses the generation of the notifications to the watcher.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To implement the changes in section 6.
6 Detailed Change Proposal

Change 1:  Add new section 5.2.2.3 in Watcher procedure
5.2.2.3  Presence based notification blocking
Presence based notification blocking is a mechanism where a watcher can set the conditions where the presence notifications are blocked based on his/her own presence attributes. A watcher MAY include the presence notification blocking filter either in the initial SUBSCRIBE request or re-SUBSCRIBE request to presence event package. The presence notificaiton blocking filter specifies the list of Watcher’s presence attributes or conditions when the Watcher wishes not to receive the notifications. A watcher requesting the presence based notification blocking SHALL support the presence notificaiton blocking filter as defined in the Appendix E.1.1. 
Change 2:  Add new section 5.4.2.3 in PS procedure
5.4.2.3  Handling of presence based notification blocking

5.2.1.1 The PS MAY support the presence based notifcation blocking, with which a watcher can set the preferences when he/she does not wish to receive the notifications based on his/her own presence attributes.
5.2.1.2 If the PS supports the presence based notificaiton blocking, the PS:

1. SHALL support the presence notification blocking filter as defined in Appendix E.1;
2. SHALL, upon receiving either initial SUBSCRIBE request or re-SUBSCRIBE request to the presence event package with the presence notification blocking filter, validate the embedded presence notification blocking filter and then store it per Appendix E.1;
3. SHALL apply the the presence notification blocking filter when generating the NOTIFY requests, where: the PS SHALL check the requested presence notification filter against the requesting watcher’s presence information before generating the NOTIFY requests, and if the PS finds any match per the Appendix E.1.4 then the PS SHALL suppress the generation of the NOTIFY requests;
Change 3:  New Appendix
Appendix X. Common Content Types
(Normative)
Appendix A. The common content types for this specification are described in this Appendix.
A.1.1 Presence Notification Blocking Filter
Appendix B. The presence notificaiton blocking filter specifies the list of Watcher’s presence attributes or conditions when the notifications must be blocked. The presence notificaiton blocking filter is defined in this subclause.
5.2.1.2.1 MIME Type
The MIME type for the presence notificaiton blocking filter SHALL be “application/vnd.oma.notblock-filter+xml”.
Editor’s Note:  The MIME type shall be OMNA registered.
5.2.1.2.2 XML Schema
The presence notificaiton blocking filter SHALL conform to the following XML schema:

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmlns="urn:oma:xml:prs:pidf:oma-notblockfilter"



xmlns:xs="http://www.w3.org/2001/XMLSchema" 
        targetNamespace="urn:oma:xml:prs:pidf:oma-notblockfilter"
        elementFormDefault="qualified">


<xs:import namespace="http://www.w3.org/XML/1998/namespace" schemaLocation="http://www.w3.org/2001/xml.xsd"/>


<xs:annotation>



<xs:documentation xml:lang="en">Schema Definition for Notification Block Filter Criteria.

</xs:documentation>


</xs:annotation>


<xs:element name="notblock-filter-set" type="NOTblockFilterSetType"/>


<xs:complexType name="NOTblockFilterSetType">



<xs:sequence>




<xs:element name="ns-bindings" type="NSBindings" minOccurs="0"/>




<xs:element name="notblock-filter" type="NOTblockFilterType" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="watcher-uri" type="xs:anyURI" use="optional"/>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>


<xs:complexType name="NSBindings">



<xs:sequence>




<xs:element name="ns-binding" type="NSBinding" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="NSBinding">



<xs:attribute name="prefix" type="xs:string" use="required"/>



<xs:attribute name="urn" type="xs:anyURI" use="required"/>


</xs:complexType>


<xs:complexType name="NOTblockFilterType">



<xs:sequence>




<xs:element name="presattrib" type="presattribType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="timeattrib" type="timeattribType" minOccurs="0" maxOccurs="unbounded"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>



<xs:attribute name="id" type="xs:string" use="required"/>



<xs:attribute name="remove" type="xs:boolean" use="optional" default="false"/>



<xs:attribute name="enabled" type="xs:boolean" use="optional" default="true"/>



<xs:attribute name="valid-till" type="xs:dateTime" use="optional"/>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>


<xs:complexType name="presattribType">



<xs:sequence>




<xs:element name="include" type="InclType" minOccurs="0" maxOccurs="unbounded"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="InclType">



<xs:simpleContent>




<xs:extension base="xs:string">





<xs:attribute name="type" type="TypeType" use="optional" default="xpath"/>





<xs:anyAttribute namespace="##other" processContents="lax"/>




</xs:extension>



</xs:simpleContent>


</xs:complexType>


<xs:simpleType name="TypeType">



<xs:restriction base="xs:string">




<xs:enumeration value="xpath"/>




<xs:enumeration value="namespace"/>



</xs:restriction>


</xs:simpleType>


<xs:complexType name="timeattribType">



<xs:sequence>




<xs:element name="duration-date" type="duration-dateType" minOccurs="0" maxOccurs="unbounded"/>




<xs:element name="duration-time" type="duration-timeType" minOccurs="0" maxOccurs="unbounded"/>




<xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="duration-dateType">



<xs:attribute name="from" type="xs:dateTime" use="optional"/>



<xs:attribute name="till" type="xs:dateTime" use="optional"/>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>


<xs:complexType name="duration-timeType">



<xs:attribute name="from" type="xs:time" use="optional"/>



<xs:attribute name="till" type="xs:time" use="optional"/>



<xs:anyAttribute namespace="##other" processContents="lax"/>


</xs:complexType>

</xs:schema>

Editor’s Note:  The XML schema shall be moved to SUP file. The namespace shall be OMNA registered.
5.2.1.2.3 Structure and Data Semantics
The presence notfilcation block filter SHALL conform to the structure and semantics as described in this subclause. 

The root element <notblock-filter-set>:

a) SHALL include a “watcher-uri” attribute that contains the URI of the requesting watcher;
b) MAY include any other attribute for the purposes of extensibility;
c) MAY include a <ns-bindings> element that contiains the namespace bindings;
d) SHALL include one or more <notblock-filter> elements that contain the conditions for notification blocking.
The <ns-bindings> element:

a) SHALL include one or more <ns-binding> elements, each of which SHALL contain the binding between the prefix and the namespace in a “prefix” attribute and a “namespace” attribute, respectively. This is used to express the XPATH formed presence attributes under <presattrib> elements.
The <notblock-filter> element:

a) SHALL include a “id” attribute that contains the unique identification for the filter;
b) MAY include a “remove” attribute that contains boolean value to decide the removal of the filter. The value set TRUE requests that the corresponding <notblock-filter> be removed;
c) MAY include a “enabled” attribute that contains boolean value to decide the activation of the filter. The value set TRUE requests that the corresponding <notblock-filter> be activated;
d) MAY include a “valid-till” attribute that contains the time until which the filter is valid;
e) MAY include any other attribute for the purposes of extensibility;
f) MAY include zero or more <presattrib> elements that contain the presence attributes that decide the blocking of the notifications;
g) MAY include zero or more <timeattrib> elements that contain the time attributes that decide the blocking of the notifications;
h) MAY include any other elements from other namespaces for the purposes of extensibility.
The <presattrib> element:

a) MAY include zero or more <include> elements, each of which contains the present attribute;
b) MAY include any other elements from other namespaces for the purposes of extensibility.
The <include> element:

a) MAY include a “type” attribute that contains the expression type of the presence attribute in <include> element. The default value is “xpath” in case of the absence of this attribute;
b) MAY include any other attribute for the purposes of extensibility;
The <timeattrib> element:

a) MAY include zero or more <duration-date> elements, each of which MAY contain a “from” attribute and a “till” attribute to express the date duration during which the notifications are to be blocked;
b) MAY include zero or more <duration-time> elements, each of which MAY contain a “from” attribute and a “till” attribute to express the date duration during which the notifications are to be blocked;
c) MAY include any other elements from other namespaces for the purposes of extensibility.
B.1.1 Evaluation
The evaluation of the presence notifcation blocking filter is achived as following:
· The evaluation of each <presattrib> child element and <timeattrib> child element under a <notblock-filter> element SHALL be logically ANDed;
· The evaluation of each <notblock-filter> element SHALL be logically ORed;
B.1.2 Examples                                                                         (Informative)
B.1.3 The following is an example of the presence notification blocking filter.
<?xml version="1.0" encoding="UTF-8"?>
<notblock-filter-set xmlns="urn:oma:xml:prs:pidf:oma-notblockfilter" 
watcher-uri="watcher@example.com">

<ns-bindings>


<ns-binding prefix="dm" urn="urn:ietf:params:xml:ns:pidf:data-model"/>


<ns-binding prefix="rpid" urn="urn:ietf:params:xml:ns:pidf:rpid"/>

</ns-bindings>

<!-- Condition1: Notificaiton will be blocked if the Watcher’ presence is 'away' -->

<notblock-filter id="fe23de">


<presattrib>



<include>//dm:person/rpid:activities/rpid:away</include>


</presattrib>

</notblock-filter>

<!-- Condition2: Notificaiton will be blocked if the Watcher is not willing to communicate -->

<notblock-filter id="3lwi0s">


<presattrib>



<include>//dm:person/op:overriding-willingness[op:basic="closed"]</include>


</presattrib>

</notblock-filter>

<!-- Condition3: Notificaiton will be blocked for the specified duration -->

<notblock-filter id="abc">


<timeattrib>



<duration-time from="18:00:00" till="00:00:00"/>



<duration-time from="00:00:00" till="08:00:00"/>


</timeattrib>

</notblock-filter>
Appendix C. </notblock-filter-set>












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 5 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20070101-I]

