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1 Reason for Change

The current presence list subscriptions supports subscriptions to an already existing Presence list in the RLS XDMS and it does not support Subscriptions to Request-Contained Presence list (http://tools.ietf.org/id/draft-ietf-sip-uri-list-subscribe-01.txt).
R01 : Added text relating to provisioning Presence client with SIP URI of RLS. 
Relaxed the “SHALL” clause to “MAY” for RLS to support this functionality.
Added text about “mutlipart/related” support for RLS and Watcher when watcher wants to send Event Notification Filter along with resource list.
R02 : 

Changed Back-end subscriptions to Subscriptions.

Changed the Provisioning parameter from RLS-SIP-URI to RLS-URI
Changed multipart/related to Multipart/mixed and added clarity in RLS procedures for handling the subscriptions to presence list stored in RLS XDMS and carried in the body of SIP SUBSCRIBE request.
R03 :

Added definition for Ad-hoc Presence List

Removed the sub-section 5.2.2.1 introduced in previous version of this CR
Removed the term “flat list”
Clarified the use of “multipart/mixed”
R04 :
Updated the draft reference .
Removed the term Adhoc Presence List and added request-contained resource list

Added definition for presence list.

Added a chapter “subscriptions to request-contained resource list”
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is to agree the changes proposed in chapter 6.

6 Detailed Change Proposal

	Presence Information
	Dynamic set of information pertaining to a Presentity that may include Presence Information Elements such as the status, reachability, willingness, and capabilities of that Presentity. 

Note: This definition is compatible with the 3GPP/3GPP2 definitions, as well as the IETF definition, though the latter is quite generic.

Source: [PRESREQ]

	Presence Information Element
Presence List
	A basic unit of Presence Information.

Source: [PRESREQ]
Pre-defined list of presentities stored in RLS XDMS (see [RLSXDM])  which enable a watcher to subscribe to presence information of mulitple presentities using a single subscription.


	Presence Network Agent (PNA)
	Network located element that collects and sends network related presence information on behalf of the presentity to a presence server

Source: [3GPP TS 24.141]/ [3GPP2 X.S0027-003-0]
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4. Introduction

The document defines an application level specification for the OMA SIP/SIMPLE-based Presence Service. It defines the presence information semantics for presence information conveyed using the Presence Information Data Format (PIDF) the Rich Presence Information Data Format (RPID) and geographical information conveyed in a GEOPRIV location object (see [RFC4119]) specified by the IETF in conjunction with the overall Presence Data Model defined in [RFC4479].

This specification makes use of the implementations of the SIP protocol in the 3GPP IMS (IP Multimedia Subsystem) and 3GPP2 MMD (Multimedia Domain) for collecting and disseminating presence information between the various Presence Sources and their watchers as described in the Presence architecture document ([PRESAD]).

In addition to the SIP methods for subscription, publication, and notification of presence state based on [RFC3265], [RFC3856] and [RFC3903], this specification also addresses: 

· The content of presence information, based on [RFC3863], [RFC4119], [RFC4479], [RFC4480] etc.;

· Setting of permanent presence state in the absence of any Presence Source actively publishing presence information;
· The partial publication of (only the changed) presence information, based on [PARFORMAT];
· Triggers for the generation of notifications when specific events take place;
· The handling of large presence information content, based on support of [RFC 2387] and [RFC4483];
· The control of the content of the notification sent to a watcher, based on [RFC4660] and [RFC4661];
·  Subscriptions to a presence list, based on [RFC4662];
·  Subscriptions to a request-contained resource list, based on [URILISTSUB];

· Subscription authorization rules for watchers, based on [PRESXDM]; and

· Presence content rules for watchers, based on [PRESXDM].

The Presence Services makes use of various data repositories in the network that store information related to presentities and watchers, specifically: 

5.2  Watcher

The watcher is an entity that subscribes to presence information about a presentity or list of presentities (e.g presence list).

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the watcher MAY be implemented in a UE or an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.2.1 General

A watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

5.2.2 Subscription to presence information
 A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856]. 
If the watcher is aware of the SIP URI of the presentity, the watcher SHOULD insert the SIP URI in the Request-URI of the SUBSCRIBE request rather than a pres URI or a tel URI. 

If the watcher only knows the pres URI of the presentity, the pres URI may get translated to a SIP URI by the SIP/IP core network. In this case, the watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.
5.2.2.1 Limiting the number of subscriptions

The service provider MAY configure a watcher with a total maximum number of subscriptions to the presence event package. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the watcher SHALL use the value of MAX-NUMBER-OF-PRESENCE-SUBSCRIPTIONS (defined in Appendix B.1) as a value for total maximum number of subscriptions.

If such configuration is present for the watcher, the watcher SHALL NOT generate more subscriptions to the presence event package as it is instructed by the limitation configuration.
5.2.2.2
Subscription to a Presence List
Subscriptions to Presence lists enable a watcher to subscribe to multiple presentities using a single subscription.

A watcher MAY subscribe to a presence list.  If a watcher subscribes to a presence list, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [RFC4662].

5.2.2.2.1
Limiting the number of entries in presencelist document

The service provider MAY configure a watcher with a total maximum number of back-end subscriptions allowed for presencelists. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the watcher SHALL use the value of MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST (defined in Appendix B.1) as a value for total maximum number of back-end subscriptions allowed for presencelists. 
NOTE: If such configuration is present for the watcher, the watcher will not receive notifications for those presentities that could not be subscribed by the RLS due to the maximum number of back-end subscriptions’ limitation configuration. Therefore care has to be taken when creating presencelist documents taking into account this configuration parameter.
5.2.2.3
Subscription to Request-Contained resource list
Subscriptions to request-contained resource list enables a watcher to subscribe to multiple presentities using a single subscription where the presentities are listed in the subscription.
A watcher MAY support subscription to a request-contained resource list. If supported, Watcher SHALL follow User Agent Client Procedures as described in [URILISTSUB] with the following clarifications: 

· The Watcher SHALL not use hierarchical lists, <entry-ref> elements, and <external> elements when including the resource list in the SIP SUBSCRIBE request.

The Watcher MAY be provisioned with SIP URI of the RLS. Provisioning can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the Watcher SHALL use the value of RLS-URI (defined in Appendix B.1) as a value of the SIP SUBSCRIBE request URI when subscribing to multiple presentities using request-contained resource list.
NOTE: Limitations as described in section 5.2.2.2.1 is also applicable for the request-contained resource list. Therefore care has to be taken when including the resource list in the SIP SUBSCRIBE taking into account the parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST (defined in Appendix B.1).
Change 1:  Modification to section 5.2.5

5.2.5
Event Notification Filtering

Event notification filtering is a mechanism for the watcher to control the content and triggers of notifications.

A watcher subscribing to presence information MAY request event notification filtering.  A watcher requesting event notification filtering SHALL support the following:

· Event notification filtering, according to the subscriber procedures described in [RFC4660], and

· Content-type ‘application/simple-filter+xml’, according to [RFC4661]. 
A watcher subscribing to presence information of presentities using a request-contained resource list as described in section 5.2.2.3 MAY request event notification filtering. In this case , the Watcher SHALL implement the ‘multipart/mixed’ content type as described in [RFC2046], in order to aggregate the ‘application/simple-filter+xml’ and ‘application/resource-lists+xml’ content types in the SIP SUBSCRIBE request. 

5.5 Resource List Server

The Resource List Server (RLS) performs the following functions:

· Accepts subscriptions to presence lists.
· Accepts subscriptions to request-contained resource list.
· Authorizes the watcher’s usage of the presence list. 

· Creates and manages back-end subscriptions to all presentities in the presence list, on behalf of the watcher. 
· Sends notifications to the watcher, based on information received from the back-end subscriptions.

· Applies aggregation and rate control mechanisms to the notifications, as appropriate.  

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL be implemented in an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.5.1 General

The RLS SHALL support subscriptions to the presence list, according to the RLS procedures described in [RFC4662] and MAY support subscriptions to a request-contained resource list according to the RLS procedures described in [URILISTSUB]. If subscriptions to a request-contained resource list is supported , the RLS SHALL support  “multipart/mixed” content type in SIP SUBSCRIBE request as described in [RFC2046].
The RLS SHALL, before accepting a presence list subscription, perform authorization of the usage of a presence list by the watcher, per local policy.If the presence list subscription is authorized, the RLS SHALL resolve the presence list into individual presentities according to section 5.5.4. 
When sending a list notification, the RLS SHALL set the “uri” attribute of each <resource> element included in the RLMI document to the URI of  the presentity  in the presence list or request-contained resource list.
NOTE:
If a presentity is identified by a pres URI or a tel URI in the presence list or request-contained resource list, the pres URI or the tel URI is included in the RLMI document correspondingly even if the RLS has knowledge of an equivalent SIP URI.
Editor’s Note: The usage of conditional subscriptions for RLS subscription is TBD. 
5.5.2 Back-end Subscriptions

For list subscriptions to the presence event package, the RLS SHALL generate back-end subscriptions to learn the presence information of presentities in the list. Note that the list subscriptions could be either subscriptions to presence list (see section 5.2.2.2 or subscriptions to request-contained resource list (see section 5.2.2.3) and list could be either a presence list or request-contained resource list.
For back-end subscriptions using SIP, the RLS: 
· SHALL support subscription and notification of presence information, according to the procedures described in sections 5.2.1, 5.2.2, 5.2.4, 5.2.5 and 5.2.6; and

· MAY support conditional subscriptions according to the procedures described in 5.2.7.
When the SIP/IP Core network corresponds to 3GPP IMS or 3GPP2 MMD networks, the RLS SHALL follow the procedures described in section 5.7.3 of [3GPP TS 24.229] and [3GPP2 X.P0013-004-A] and insert the URI of the P-Asserted-Identity header of the incoming SIP SUBSCRIBE request (as defined in [3GPP TS 24.229] and [3GPP2 X.P0013-004-A]) to the SIP SUBSCRIBE request of the back-end subscription, as opposed to acting as an authentication service (as defined in draft-ietf-sip-identity-03) required by the [RFC4662].

If the OTA Provisioning parameter MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST or local policy instructs, the RLS SHALL limit the number of back-end subscriptions. The RLS SHALL:

· initiate no more back-end subscriptions as instructed by the provisioning parameter or local policy; and

· return no <instance> element for those <resource> elements that could not be subscribed from the presence list document due to this limitation. The <instance> and <resource> elements are part of the Resource List Meta-Information (RLMI) document as defined in [RFC4662].

When the watcher adds presentities to the  list while the list subscription is active, the RLS SHALL generate back-end subscriptions for the newly added presentities, and SHALL include the newly added presentities in the next list notification. This procedure SHALL NOT require the watcher to re-subscribe to the  list.

When the watcher removes presentities from the  list while the list subscription is active, the RLS SHALL terminate back-end subscriptions to the recently removed presentities, and SHALL indicate that the back-end subscriptions have been terminated in the next list notification. This procedure SHALL NOT require the watcher to re-subscribe to the  list.
When the watcher refreshes the subscription, the RLS SHOULD refresh the back-end subscriptions accordingly. The RLS SHOULD try to re-generate the back-end subscriptions for those presentities whose corresponding <resource> element in the last list notification:

· did not include an <instance> element, if the omission was not caused by a limit to the maximum number of back-end subscriptions; or

· included an <instance> element whose “state” attribute was set to “terminated”.
Change 2:  Change to Appendix to add RLS URI

Appendix B. Presence Client Provisioning
(Normative)

This Appendix specifies the parameters that are needed by the presence client. Existing parameters in [Provisioning Content] and [OMA-DM-v1-1-2] are re-used; those without corresponding parameters are defined and to be registered in OMNA through OMA official registration process.

The Management Object (MO) for the OMA SIMPLE Presence 2.0 enabler is defined in [PRESMO]. The MO MAY be used for initial provisioning of parameters when the DM Profile is to be used (as specified on [OMA-DM-v1-2]), and the MO SHOULD be used for continuous provisioning of parameters according to [OMA-DM-v1-1-2] or [OMA-DM-v1-2], if required by the service provider to update service configurations.
B.1  Presence Client provisioning parameters

The following table lists the parameters available in an instance of the Presence Application Characteristic 

	Parameter Name
	Man / Opt
	Instances
	Default

	Standard Application Characteristic fields as defined in [Provisioning Content]

	APPID
	Mandatory
	1
	“ap0002PRS” 

	PROVIDER-ID
	Optional
	0 or 1
	None

	APPREF
	Mandatory
	1
	None

	TO-APPREF
	Mandatory
	1 or more
	None 

	NAME
	Optional
	 0 or 1
	None 

	TO-NAPID
	Optional
	   0 or more
	None 

	Application Characteristic fields specifically required for the Presence Enabler

	CLIENT-OBJ-DATA-LIMIT
	Mandatory
	1
	None 

	CONTENT-SERVER-URI
	Optional
	0 or 1
	None 

	SOURCE-THROTTLE-PUBLISH
	Optional
	0 or 1
	None 

	MAX-NUMBER-OF-PRESENCE-SUBSCRIPTIONS
	Optional
	0 or 1
	None

	MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST
	Optional
	0 or 1
	None

	SERVICE-URI-TEMPLATE
	Optional
	0 or 1
	None 

	RLS-URI
	Optional
	0 or 1
	None


The Presence Application Characteristics file for the OMA SIMPLE Presence 2.0 enabler is defined in [PRESAC].
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