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1 Reason for Contribution

According to the current WISPR schedule for Presence 2.0, the consistency review start date is January 7th 2008.  In order to achieve this, PAG WG must complete development of the specifications by December 14th (end of London F2F).  This would allow the DSO the necessary time to generate consistency review versions of all documents, also taking into account the end-of-year holiday season.

This contribution summarizes the current status of the Presence 2.0 work, and recommends an action plan to meet the WISPR schedule.

2 Summary of Contribution

Section 3 identifies the Presence 2.0 requirements and their current status.
3 Detailed Proposal

The below tables are taken from the Presence 2.0 RD, and include all the requirements (except those related to accounting) that were tagged for release 2.0.
The current status of each requirement is indicated by a color code:

· Green:  Contribution(s) have been submitted to address the requirement, which have either already been agreed or there is already consensus on a direction.  There is little or no risk to fulfilling the requirement in 2.0.
· Yellow:  Contribution(s) have been submitted to address the requirement, but consensus does not yet exist on a direction.
· Red:  No contributions have been submitted to address the requirement.
	Label
	Description
	Enabler Release

	
	The Presence Service (in some cases together with the corresponding OMA enablers) SHALL support at least the following commonly known Communication Means:


	Some editor’s notes need resolution.

	GEN-008
	1) OMA PoC;
	PRESENCE 1.0

	GEN-009
	2) IM (at a minimum OMA IMPS and OMA SIMPLE IM);
	PRESENCE 2.0

	GEN-010
	3) SMS;
	PRESENCE 2.0

	GEN-011
	4) MMS;
	PRESENCE 2.0

	GEN-012
	5) E-mail;
	PRESENCE 2.0

	GEN-013
	6) OMA GS (Gaming Service);
	PRESENCE 2.0

	GEN-014
	7) Circuit-Switched audio call;
	PRESENCE 2.0

	GEN-015
	8) Circuit-Switched video call;
	PRESENCE 2.0

	GEN-016
	9) SIP based Voice over IP (VoIP).
	PRESENCE 2.0


Table 1: General Requirements

	Label
	Description
	Enabler Release

	FEAT-PUB-002
	The Presence Service SHOULD support the publication of Presence Information on behalf of other Presentities (refer to Delegation Section).
	PRESENCE 2.0

	FEAT-PUB-005
	The Presence Service SHALL support the retrieval of Presence Information from Presence Sources (network entities, users agents, etc.) either ad-hoc (i.e. if Presence Server receives a presence subscription request and the requested Presence Information is not available, then Presence Server retrieves Presence Information from Presence Source) or on a periodic basis 
	PRESENCE 2.0

	FEAT-PUB-006
	The Presence Service MAY support a mechanism to dynamically regulate the rate of publications on a per Presentity basis.
	PRESENCE 2.0

	
	The Presence Service SHALL support a mechanism to define and enforce publication authorization rules. 

These rules SHALL be able to specify at least:

	

	FEAT-PUB-009
	1) Which Presentities each Presence Source is allowed to publish for
	PRESENCE 2.0

	FEAT-PUB-010
	2) For each authorized Presence Source and Presentity combination (as per the previous bullet item), which Presence Information the Presence Source is allowed to publish
	PRESENCE 2.0

	FEAT-PUB-011
	The Presence  Service and Presence Sources MAY support the publication of persistent Presence Information.
	PRESENCE 2.0

	
	The Presence Enabler SHALL define and enforce publication authorization rules. 

These rules SHALL be able to specify at least:

	

	FEAT-PUB-012
	1) Which Presentities each Presence Source is allowed to publish for
	PRESENCE 2.0 – appears redundant with FEAT-PUB-009

	FEAT-PUB-013
	2) For each authorized Presence Source and Presentity combination (as per the previous bullet item), which Presence Information the Presence Source is allowed to publish.
	PRESENCE 2.0 – appears redundant with FEAT-PUB-010

	
	The Presence Service SHALL support optimization of traffic between Presence Source and Presence Server based upon criteria that is:
	

	FEAT-PUB-014
	a) Activation/deactivation of publications per Presentity
	PRESENCE 2.0

	FEAT-PUB-015
	b) Activation/deactivation of publications per subset of Presence Information on a Presentity basis
	PRESENCE 2.0

	
	Optimization criteria for reducing presence publications traffic MAY include:
	

	FEAT-PUB-016
	a) Existence of Watchers
	PRESENCE 2.0

	FEAT-PUB-017
	b) Watcher-specified preferences
	PRESENCE 2.0


Table 2: Features Requirements – Publish Items

	Label
	Description
	Enabler Release

	FEAT-SUB-003
	Watchers SHALL be able to request the Presence Information of Presentities (including lists that represent multiple Presentities) on Subscription basis, where Notifications are sent periodically, i.e., at regular intervals.
	PRESENCE 2.0

	FEAT-SUB-004
	Watchers SHOULD be able to specify one or more conditions upon which presence Notifications are generated and sent to them. These conditions SHOULD include at least: 


	

	FEAT-SUB-004
	1) specific changes in presence status of a Presentity or list of Presentities;
	PRESENCE 1.0

	FEAT-SUB-005
	2) time constraint conditions, such as buffering or throttling mechanisms;
	PRESENCE 2.0 – partially fulfilled by FEAT-SUB-030

	FEAT-SUB-006
	3) a condition whether the current state of Presence Information should be delivered upon successful initial Subscription, Subscription refresh or Subscription termination;
	PRESENCE 2.0

	FEAT-SUB-007
	4) a condition on which the Presence Information from a list of Presentities should be delivered.
	PRESENCE 2.0

	FEAT-SUB-008
	5) a condition whether notifications should be suppressed depending on particular Watcher presence state values (if known to the Presence Server)
	PRESENCE 2.0 –0464R01

	FEAT-SUB-027
	A presentity SHALL be able to authorize a Watcher to retrieve its Presence Information, via one or more of the mechanisms described here, on behalf of another Watcher.
	PRESENCE 2.0

	FEAT-SUB-030
	It SHALL be possible for a subscribing Watcher to specify a maximum desired Notification frequency.
	PRESENCE 2.0 – some editor’s notes need resolution

	FEAT-SUB-033
	Watchers MAY be able to request the Presence Server to pull Presence Information from Presence Source (i.e. force a refresh).
	PRESENCE 2.0

	FEAT-SUB-034
	Watchers MAY be able to request Notifications to be selectively delivered upon the state of their presence status.
	PRESENCE 2.0 – appears redundant with FEAT-SUB-008

	FEAT-SUB-032
	The Presence Service SHALL provide mechanisms to limit the number of simultaneous Subscriptions per Presentity.
	PRESENCE 2.0


Table 3: Features Requirements – Subscribe Items

	Label
	Description
	Enabler Release

	FEAT-NOT-004
	It MAY be possible for the Presence Service to buffer or otherwise store Notifications, so that the subscribed Watcher, in lieu of asynchronous Notifications, can retrieve them.
	PRESENCE 2.0

	FEAT-NOT-006
	The Presence Service MAY buffer received Notifications from a list of Presentities and deliver those when some specified conditions met.
	PRESENCE 2.0 – related to FEAT-SUB-007

	FEAT-NOT-007
	The Presence Enabler SHOULD ensure that buffered received Notifications from a list of Presentities are delivered within an acceptable timeframe.
	PRESENCE 2.0 – 0546


Table 4: Features Requirements – Notify Items

	Label
	Description
	Enabler Release

	FEAT-PREF-007
	The Presence Service SHALL provide mechanisms which may be used to limit the number of times a Watcher can retrieve the Presence Information of a Presentity.
	PRESENCE 2.0

	FEAT-PREF-009
	It SHALL be possible for a service provider to override the policies defined by a Presentity.
	PRESENCE 2.0 – appears out of scope


Table 5: Features Requirements – Preferences Items

	Label
	Description
	Enabler Release

	FEAT-DEL-001
	The Presence Service SHALL allow a Presentity to selectively authorize others to perform publication on behalf of the Presentity.
	PRESENCE 2.0

	FEAT-DEL-002
	The Presence Service SHALL allow a Watcher to selectively authorizate others to perform Subscription on behalf of the Watcher.
	PRESENCE 2.0

	FEAT-DEL-003
	The Presence Service SHOULD allow the selective authorization of Presentities to configure preferences on behalf of other Presentities.
	PRESENCE 2.0 – requires XDM delegation

	FEAT-DEL-004
	The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presentities or Watchers are out of contact.
	PRESENCE 2.0


Table 6: Features Requirements – Delegation Items

	Label
	Description
	Enabler Release

	PINFO-CONT-004
	Presence Service SHALL include a mechanism whereby a Watcher may be informed as to the time the current state of an element pertaining to a particular Presentity is expected to be valid.
	PRESENCE 2.0 –<validity> element

	PINFO-CONT-005
	Presence Service SHALL include a mechanism whereby a Watcher may be informed of free text that augments the current state of an associated element pertaining to a particular Presentity.
	PRESENCE 2.0 –<note> element in RPID (PRES 1.0)?


Table 7: Presence Information Requirements – Content Items

	Label
	Description
	Enabler Release

	
	A standard format and information semantics (including values where applicable) SHALL be defined for the following common information:


	Some of the Presence 2.0 items in this table may be moved to Presence Data Ext.

	PINFO-FOR-003
	1) Default Willingness (e.g. willing, not willing, etc.)
	PRESENCE 1.0

	PINFO-FOR-004
	2) Application-specific Willingness (e.g. willing for PoC, not willing for IM etc);
	PRESENCE 1.0

	PINFO-FOR-005
	3) Overriding Willingness (e.g. willing, not willing);
	PRESENCE 1.0

	PINFO-FOR-006
	4) Application-specific Availability (e.g. registered with the PoC service);
	PRESENCE 1.0

	PINFO-FOR-007
	5) Application-specific media capabilities (e.g. video support in PoC service);
	PRESENCE 2.0

	PINFO-FOR-008
	6) Network Availability (e.g. the phone is attached or registered to the defined network such as 3GPP IMS or 3GPP2 MMD, out-of-coverage, etc.);
	PRESENCE 1.0

	
	7) Roaming Information
	

	PINFO-FOR-009
	i. Is roaming (e.g. home or visited network)
	PRESENCE 2.0

	PINFO-FOR-010
	ii. Visited network information
	PRESENCE 2.0

	PINFO-FOR-011
	8) Maximum local access network bandwidth (uplink and downlink where applicable);
	PRESENCE 2.0

	PINFO-FOR-012
	9) Estimated local access network bandwidth (uplink and downlink where applicable);
	PRESENCE 2.0

	PINFO-FOR-013
	10) Communication Address (e.g. email address, phone number, etc.);
	PRESENCE 1.0

	
	11) Presentity supplied activity and location
	

	PINFO-FOR-014
	i. Activity (e.g. in a meeting, at the movies, on the phone etc.);
	PRESENCE 1.0

	PINFO-FOR-015
	ii. Textual location (e.g. at home, at work, at the supermarket, etc.);
	PRESENCE 1.0

	
	12) Location (e.g. device-derived location, network-derived location, etc.);
	

	PINFO-FOR-016
	i. OMA recommended format for location information (e.g. MLP or GML).
	PRESENCE 2.0

	
	13) Client device capabilities
	

	PINFO-FOR-017
	i. Application capabilities(e.g. voice, text, H.263 or H.264 video, multimedia, etc.);
	PRESENCE 2.0

	PINFO-FOR-018
	ii. Bearer capabilities (e.g. UMTS, GPRS etc);
	PRESENCE 2.0

	PINFO-FOR-019
	iii. Via appropriate device identifiers (e.g. IMEI, MEID etc.)
	PRESENCE 2.0

	PINFO-FOR-020
	14) Time-zone (e.g. GMT etc);
	PRESENCE 1.0

	
	15) Personal information
	

	PINFO-FOR-021
	i. Mood (e.g. textual: happy, angry, sad, etc. or picture: smiley face, frowning face, etc.)
	PRESENCE 1.0

	PINFO-FOR-022
	ii. Preferred language (e.g. English, Spanish etc);
	PRESENCE 1.0

	PINFO-FOR-023
	iii. Icon (e.g. a status icon of the Presentity’s choice)
	PRESENCE 1.0

	
	16) Network Presence
	

	PINFO-FOR-024
	i. Network Status (eg Network up / Network down);
	PRESENCE 2.0

	PINFO-FOR-025
	ii. Maximum Bandwidth Available;
	PRESENCE 2.0

	PINFO-FOR-026
	iii. Device Ids attached to network
	PRESENCE 2.0

	PINFO-FOR-027
	iv. Service ID/Type being delivered by network
	PRESENCE 2.0

	PINFO-FOR-028
	v. Network ID
	PRESENCE 2.0


Table 8: Presence Information Requirements – Format Items

	Label
	Description
	Enabler Release

	XDM-AUP-001
	The document related to presence authorization policies SHALL define:
	

	XDM-AUP-001
	1) A document that defines how incoming Subscription requests are handled.  This document SHALL be able to utilize Accept, Reject, Polite Block and Deferred lists.  Depending on how the Subscription policy document combines those lists, the Presence Server will determine whether to accept, reject, politely block, or defer the handling of an incoming Subscription request.
	PRESENCE 1.0

	XDM-AUP-002
	2) What Presence Information will be disseminated to the Watchers of a particular Presentity.
	PRESENCE 1.0

	XDM-AUP-003
	3) What conditions will trigger a presence Notification for a particular Presentity.
	PRESENCE 2.0


Table 9: XML Document Management for the Presence Service Requirements – Presence Authorization Policies Items

	Label
	Description
	Enabler Release

	XDM-PSL-002
	PSL SHALL support a presence attribute request list for every list member. 
	PRESENCE 2.0

	XDM-PSL-003
	PSL SHALL support a presence attribute request list common for some list members. 
	PRESENCE 2.0


Table 10: XML Document Management for the Presence Service Requirements – Presence Subscription Lists Items

	Label
	Description
	Enabler Release

	IOP-002
	Presence 2.0 Service SHALL support Presence 1.0 Service functionality.
	PRESENCE 2.0

	IOP-003
	While connected to the Presence 1.0 Service, Presence 2.0 Clients SHALL support the Presence 1.0 functionality
	PRESENCE 2.0


Table 14: Interoperability between Presence Service Providers & Service Entities Requirements
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

In order to ensure that PAG is able to begin consistency review on schedule, this contribution makes the following recommendations:
1) By October 15th (beginning of Vancouver F2F), companies SHOULD submit contributions to address any requirements in red that are desired for the 2.0 release.  The contributions may be as advanced as CRs with full technical solutions, or as simple as input contributions to trigger discussion.  The goal is to initiate discussion on new topics as soon as possible and understand what is “on the table” for 2.0.
2) By October 18th (end of Vancouver F2F), PAG WG will decide on an action plan that will enable PAG to address the expected work by the end of the London F2F.  The action plan MAY include:
a. Interim F2F meeting (e.g. week of November 12th?)
b. Extending our normal Tuesday conference calls (e.g. 3 hours)

c. Adding additional conference calls (e.g. Thursdays)
d. Setting deadlines for: making decisions (e.g. strawpolls, voting), accepting contributions on new topics, etc.

e. Extending the London F2F

f. Other suggestions from PAG members.
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