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1 Reason for Change
This contribution proposes some updates in the guidelines (about Authorization Rules) in Section 5.8 of the PRS Implementation Guideline document. More specifically, it adds a rule and deletes another rule. Some changes are proposed for consistency and clarity. Moreover, the example authorization rule document is also updated based on the proposed changes in the rules.

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation
Approve proposed modifications to the PRS Implementation Guidelines document.
6 Detailed Change Proposal

Change 1:  Add reference
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Change 2:  Propose changes in Section 5.8
5.8 Authorization Rules
5.8.1 Authorization Rules Templates

The Presence Authorization Rules document [PRS XDM] offers a lot of flexibility for client implementation. 
This section defines a number of template rules with predefined values of “id” attribute, based on typical use cases. A client implementation is expected to follow these templates defined in the table below. With this approach other client implementations are easily able to recognize a certain type of rule. 

Client implementations with the need to specify other types of rules are expected to use other “id” attributes from the ones below.
	The value of the “id” attribute of a <rule> element
	The corresponding <sub-handling> child element
	The corresponding <transformations> child elements
	The corresponding <conditions> child element

	wp_prs_blockedcontacts
	Either “block” or “polite-block” is used as the value of the element. Either a client or a user selects the type of blocking.
	Not applicable
	<external-list> element is used to link to the URI List with “name” attribute value “oma_blockedcontacts” in Shared XDMS

	wp_prs_unlisted
	“confirm”, “allow”, “block”, or “polite-block” is used as the value of the element, depending on implementation or user selection.
	 Applicable only when <sub-handling> element has the value “allow”. All presence information is allowed. i.e. provide all Services, Persons, Devices and Attributes
	<other-identities> element is used in this rule. 
This rule is expected to be used for the identities not covered by any other rule.


	wp_prs_grantedcontacts
	“allow” is used as the value of the element
	Provide all Services, Persons, Devices and Attributes
	<external-list> element is used to link to the URI List with “name” attribute value “oma_grantedcontacts” in Shared XDMS.

	wp_prs_anonymous
	“polite-block”, “block”, “confirm” or “allow” is allowed to be used as content of the element, depending on implementation or user selection. 
	Applicable only when <sub-handling> element has value “allow”. All presence information to be allowed. i.e. Provide all Services, Persons, Devices and Attributes
	 <anonymous_requests> element is used in this rule.

	
	
	
	

	wp_prs_allow_own
	“allow" is used as the value of the element
	Provide all Services, Persons, Devices and Attributes
	<identity> child element is used to include user’s own URI. This rule allows a user to have her own Presence Information in situations when the user has multiple devices or uses e.g. web-based publication mechanism. 


Editor’s Note: The oma_grantedcontacts “name” attribute is not defined in XDM1.
5.8.2 Examples of a Presence Rule Document with Template Rules. 

The example contains a Presence Authorization Rules document with all the rules above. Red italic text is used to indicate the values a client implementation can choose according to the above table.
The example has been created using namespace prefixes for easy reading.

<?xml version="1.0" encoding="UTF-8"?>

<cr:ruleset

   xmlns:op="urn:oma:xml:prs:pres-rules"
   xmlns:ocp="urn:oma:xml:xdm:common-policy"

   xmlns:pr="urn:ietf:params:xml:ns:pres-rules"

   xmlns:cr="urn:ietf:params:xml:ns:common-policy">
<!-- This rule is expected to always exist-->

  <cr:rule id="wp_prs_blockedcontacts">

    <conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_blockedcontacts%22%5d"/>

       </ocp:external-list>

    </conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

 </cr:rule>  
<!-- This rule is expected to exist if a watcher not listed in any other rule is not to be blocked --> 
 <cr:rule id="wp_prs_unlisted">

    <cr:conditions>

      <ocp:other-identity/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>confirm</pr:sub-handling>

    </cr:actions>


  </cr:rule>   
<!-- This rule is expected to exist if a list of watchers are granted access to all Presence Information -->

   <cr:rule id="wp_prs_grantedcontacts">

    <conditions>

       <ocp:external-list> 

              <ocp:entry anc="http://xcap.example.org/resource-lists/users/

       sip:a@example.org/index/~~/resource-lists/list%5b@name=%22oma_grantedcontacts%22%5d"/>

       </ocp:external-list>

    </conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>

    <cr:transformations>

      <pr:provide-services>

        <pr:provide-all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:provide-all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:provide-all-devices/>

      </pr:provide-devices>
      <pr:provide-all-attributes/>      
    </cr:transformations>

  </cr:rule>
<!-- This rule is expected to exist if an anonymous watcher requires different treatment than a watcher not listed in any other rule -->
  <cr:rule id="wp_prs_anonymous">

    <cr:conditions>

      <ocp:anonymous-requests/>

    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>block</pr:sub-handling>

    </cr:actions>

  </cr:rule>

<!-- This rule is expected to exist if a user wants to track her own Presence Information -->

  <cr:rule id="wp_prs_allow_own">

    <cr:conditions>

      <cr:identity/>
        <cr:one id=”sip:min@example.com”/>
      </cr:identity/>
    </cr:conditions>

    <cr:actions>

      <pr:sub-handling>allow</pr:sub-handling>

    </cr:actions>
    <cr:transformations>

      <pr:provide-services>

        <pr:all-services/>

      </pr:provide-services>

      <pr:provide-persons>

        <pr:all-persons/>

      </pr:provide-persons>

      <pr:provide-devices>

        <pr:all-devices/>

      </pr:provide-devices>

      <pr:provide-all-attributes/>      

    </cr:transformations>
  </cr:rule>
</cr:ruleset>
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