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1 Reason for Contribution

Purpose for this contribution is show PAG WG that there are some forthcoming CPM requirements that might require new functionalities to current XDM and Presence Enablers by analyzing approved CPM Requirement Document.

Contribution tries to provide gap analysis between current releases of PAG Enablers and approved CPM requirements.

2 Summary of Contribution

Section 3 identifies the CPM requirements that may have impact for PAG work. 

Note that section 3 doesn’t include those CPM requirements that can be fulfilled with current releases of XDM and Presence Enablers (just because otherwise contribution has become too long).

3 Detailed Proposal

The below tables are taken from the approved CPM Requirement Document [OMA-RD-CPM-V1_0-20070927-D]. Tables include only those requirements that may require extra work from PAG WG. Those requirements that can be covered with current releases of XDM and Presence Enablers have been left out.
Explanations for used colour codes are following:

1) Green colour indicates that requirement is already fulfilled with xxx Enabler.

2) Red colour indicates that requirement is not fulfilled and it can be done in xxx Enabler.

3) Yellow colour indicates that maybe requirement is already fulfilled with xxx Enabler.

4) Comments are marked with blue colour.
High-Level Functional Requirements

	Label
	Description
	Enabler Release

	CPM-HLF-002
	The CPM Enabler SHALL provide the CPM User with a mechanism to set preferences based on:

· his addresses 

· his devices

· the message type 

· the Media Types
· the message priority

Comment: New condition elements for device and priority to Shared Policy Document are needed or totally new User Preferences XDM document. But as almost all of these preferences concern how communication in handle in AS e.g. redirect, they fit very well in scope of Shared Policy XDM Document. 
	CPM V1.0

XDM 2.0
XDM 2.0
XDM 2.1

	CPM-HLF-012
	The CPM Enabler SHALL be able to reject a CPM Message or a CPM Session Invitation based on the recipient user’s preferences, e.g. originator address (blacklist), undisclosed sender identity, or message type/content.
	CPM V1.0

XDM 2.0
XDM 2.1

	CPM-HLF-013
	The CPM User SHALL be able to set and manage his preferences within multiple User Preferences Profiles. User Preferences Profiles may be created according to different scenarios, such as Home, Office, Travel, Sleep, Meeting etc.
Comment: New condition element for profile is needed to Shared Policy XDM Document (or totally new User Preferences XDM document).

Presence Server needs to inform AS which profile is active.
	CPM V1.0
XDM 2.1
PRS 2.x

	CPM-HLF-014
	The CPM User SHALL be able to indicate one of the multiple User Preferences Profiles as an active profile for each of his addresses and/or devices, even if the profile was created using a different device.
Comment: New condition element for profile is needed to Shared Policy XDM Document (or totally new User Preferences XDM document).

Presence Server needs to inform AS which profile is active.
	CPM V1.0
XDM 2.1
PRS 2.x 

	CPM-HLF-015
	The CPM Enabler SHALL allow the CPM User to set his User Communication Preferences. Examples of scope of settings:

· Settings applying to all the devices that he chooses

· Individual settings per device

· Per contact or category of contacts

The settings can be grouped inside the User Preferences Profiles.
Comment: XDM 2.0 support different handling per Identity (contacts), but handling per device is not support. New device condition element is needed. 

	CPM V1.0
XDM 2.0
XDM 2.0
XDM 2.1

	CPM-HLF-016
	The CPM Enabler SHALL be able to expose a CPM User’s Communication Capabilities to other Principals based on user preferences (e.g. to his contacts in the CPM User’s address book).

Comment: Are Communication Capabilities and User Communication preferences included already to PRS 2.0?
	CPM V1.0
PRS 2.0 

	CPM-HLF-017
	The CPM Enabler SHALL be able to provide an Authorized Principal with the Communication Capabilities information for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If Communication Capabilities are available, the Communication Capabilities MAY be made available to the CPM User's address books.
Comment: Are Communication Capabilities and User Communication preferences included already to PRS 2.0?
	CPM V1.0
PRS 2.0

	CPM-HLF-018
	The CPM Enabler SHALL be able to provide an Authorized Principal with the User Communication Preferences for his contacts. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If User Communication Preferences are available, the User Communication Preferences MAY be made available to the CPM User's address books.
Comment: Are Communication Capabilities and User Communication preferences included already to PRS 2.0?
	CPM V1.0
PRS 2.0


	CPM-HLF-019
	The CPM Enabler SHALL be able to expose to other Principals (e.g. his contacts in the CPM User’s address book) a CPM User’s preferred communication means. A user’s preferred communication means are based on his User Communication Preferences and his Communication Capabilities.
Comment: Are Communication Capabilities and User Communication preferences included already to PRS 2.0?
	CPM V1.0
PRS 2.0

	CPM-HLF-020
	The CPM Enabler SHALL be able to provide an Authorized Principal with the preferred communication means that his contacts expose. This information MAY be obtained on a per subscription or on a per request basis (e.g. when initiating a CPM Session or a CPM Conversation).

If the preferred communication means of a CPM User’s contact are available, the data MAY be made available to the CPM User's address books.
Comment: Are Communication Capabilities and User Communication preferences included already to PRS 2.0? 
	CPM V1.0
PRS 2.0

	CPM-HLF-021
	The CPM Enabler SHALL be allowed to send a CPM Message or initiate a CPM Session on behalf of a user (e.g. for scheduled conferencing).
Comment: Conference needs to be initiated by the server. XDM 2.0 includes time when conference can be active, but it needs to be initiated by the User, it cannot be done automatically by the Server.
	CPM V1.0
XDM 2.1 


	CPM-HLF-024
	The CPM Enabler SHALL send a delivery notification and/or read report to the CPM Message originator, on a per-recipient basis, if requested by him/her and authorized by the CPM Message recipient.

Comment: New action element to the Shared Policy XDM document like “allow-delivery-reports” or totally new User Preferences XDM document. 
	CPM V1.0
XDM 2.1


Conversation

	Label
	Description
	Enabler Release

	
	Stand-alone Messaging:
	

	CPM-CONV-001
	The CPM Enabler SHALL be able to deliver CPM Messages in immediate mode if the recipient is available and his preferences allow it.
Comment: Extension to the Shared Policy XDM document (allow-immediate-mode) or totally new User Preferences XDM document
	CPM V1.0
XDM 2.1

	CPM-CONV-002
	The CPM Enabler SHALL allow CPM User to set preferences for the message handling mechanism used by the CPM Enabler in case the CPM User is not available for receiving the CPM Message (e.g. not registered in the home network, user does not wish to receive it immediately), e.g.:

· Discard the CPM Message while providing a notification to the sender based on service provider policies and sender’s preferences
· Defer the CPM Message
· Store the CPM Message in the network-based storage
· Deliver the message via a Non-CPM Communication Service, via interworking
Comment: New condition element “offline” for the User Access Policy and new actions for handling that condition. There is already allow-offline-storing action element that maybe reused/extended.
	CPM V1.0
XDM 2.1

	CPM-CONV-003
	The CPM Enabler SHALL defer CPM Message delivery according to service provider policies (e.g. hold for specific time period, hold only a certain number of messages) and based on user’s preferences.
Comment: Extension to the Shared Policy XDM Document. New action element for deferring messages.Does this concern also outgoing messages?
	CPM V1.0
XDM 2.1

	CPM-CONV-004
	The CPM Enabler SHALL be able to modify a CPM Message (e.g. content adaptation and/or content removal) based on recipient’s preferences (e.g. device settings), Communication Capabilities, and/or service provider’s policies.
Comment: Extension to the Shared Policy XDM Document. New action element for content adaptation. 

Presence Server needs to inform AS about Communication Capabilities of the user.
	CPM V1.0
XDM 2.1
PRS 2.0

	CPM-CONV-005
	The CPM Enabler SHALL be able to re-direct an incoming CPM Message to any address based on the user defined preference/settings, Communication Capabilities, and service provider policies, relating to Media Types and/or content adaptation.
Comment: Extension to the Shared Policy XDM Document. New action element for re-direction.
Presence Server needs to inform AS about Communication Capabilities of the user.
	CPM V1.0
XDM 2.1
PRS 2.0

	CPM-CONV-006
	The CPM Enabler SHOULD allow CPM User to set preferences for storing the CPM Messages based on the Media forms (e.g. store text and voice messages but delete video messages or streams).
Comment: Extension to the Shared Policy XDM Document. New action element for messages handling based on used media. Media condition is already there. 
	CPM V1.0
XDM 2.1

	
	CPM Sessions:
	

	CPM-CONV-020
	The CPM Enabler SHALL provide a mechanism to invite/remove/ban Participants to/from the ongoing CPM Group Session based on the CPM Group Membership Rules (e.g. limitation to conference initiator only).
Comment: “Remove-from-session “action element is needed to group definition. New conditions element for role is needed e.g. conference initiator, owner etc… 
	CPM V1.0
XDM 2.1

	CPM-CONV-022
	The CPM Enabler SHALL allow for participation in a CPM Group Session using a Pseudonym depending on the CPM Group and service provider's policy.
Comment: “allow-pseudonyms “action element is needed to group definition. 
	CPM V1.0
XDM 2.1

	CPM-CONV-026
	The CPM Enabler MAY allow an Authorized Principal to join a CPM Session in a "hidden mode"; that is, his/her presence in the communication and identity are not to be disclosed to other Participants, subject to service provider policies.
Comment: New conditions element for role is needed. Also new role “hidden user” is needed (= Others cannot see this User). 
	CPM V1.0
XDM 2.1

	CPM-CONV-033
	The CPM Enabler SHALL allow the CPM User to accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants.

The CPM Session SHALL be modified based on the group and provider’s policies, e.g.:

· CPM Session is only modified if all Participants accepted the request (group policy).
· CPM Session is only modified to those Participants who accepted the request.
Comment: Extend group definition to include new value “accepted-by-all”
	CPM V1.0
XDM 2.1

	CPM-CONV-034
	The CPM Enabler SHOULD allow the CPM User to automatically accept/reject a request to add/modify/delete continuous Media to a 1-N CPM Session received from the other Participants based on the Communication Capabilities and user preferences. In this case, the CPM Session is only modified to those Participants who accepted the request.
Comment: Generic User Preference, maybe Shared Policy XDM Document could be used for this as well or otherwise new User Preferences XDM Document is needed.
	CPM V1.0
XDM 2.1

	CPM-CONV-035
	A CPM Enabler MAY allow a CPM User to set a preference for the delivery mechanism in case he is not available (e.g. not registered in the home network) for receiving a CPM Session:

· Reject the CPM Session
· Establish the CPM Session via a Non-CPM Communication Service, via interworking
Comment: Extension to the Shared Policy XDM document. There is already allow-offline-storing element.
	CPM V1.0
XDM 2.1

	CPM-CONV-036
	The CPM Enabler SHALL enable an Authorized Principal (e.g. conference centre recording facility) to store the CPM Session History for his participation in a given CPM Session, and on request, subsequently provide this CPM Session History to another Authorized Principal (e.g. an Authorized Principal who joins the CPM Session halfway through).
Comment: Delegation / Access Rights are needed. XDM 2.1 has already requirement for this.
	CPM V1.0
XDM 2.1


CPM Group Handling

	Label
	Description
	Enabler Release

	CPM-GRP-003
	The CPM Enabler MAY allow an Authorized Principal to search for CPM Group Sessions based on given criteria about the CPM Group Session (e.g. time since the last message was sent in the CPM Group Session).
Comment: This requires search based on dynamic information. XDMS stores only static information and in the group definition there isn’t last message received field, which is dynamic and very often changing information. So search cannot be done over Shared Group XDMS but over CPM server for this dynamic condition.

Also Delegation / Access Rights are needed. XDM 2.1 has already requirement for this. Who is authorized to search group data?
	CPM V1.0
XDM 2.1

	CPM-GRP-004
	The CPM Enabler MAY allow an Authorized Principal to view all or a subset of the CPM Group information (e.g. CPM Group Membership Rules, list of Participants, etc.) based on service provider policies.
Comment: Delegation / Access Rights are needed. XDM 2.1 has already requirement for this. Who is authorized to view group data and what part of it?
	CPM V1.0
XDM 2.1

	CPM-GRP-005
	The CPM Enabler MAY allow an Authorized Principal to create a CPM Pre-defined Group on behalf of another Principal and transfer ownership rights over the group to that Principal.
Comment: Delegation / Access Rights are needed. XDM 2.1 has already requirement for this. Who is authorized to create group on behalf of the User?
	CPM V1.0
XDM 2.1

	CPM-GRP-006
	The CPM Enabler MAY allow the following continuous Media specific floor control: 

· Media burst control
based on the group’s policies. 
Comment: What this requirement means? Something new for group policy?


	CPM V1.0
XDM 2.1 ???

	CPM-GRP-007
	The CPM Enabler MAY allow an Authorized Principal with a mechanism to ask for notifications of changes to the CPM Group Membership Rules of the groups he/she is part of, according to service provider's policy.
Comment: Delegation / Access Rights are needed. XDM 2.1 has already requirement for this. Who is allowed to get notifications (members of the group)?
	CPM V1.0
XDM 2.1


Presence

	Label
	Description
	Enabler Release

	CPM-PRS-002
	The CPM Enabler MAY support a set of CPM-specific presence parameters on behalf of the CPM Users that derive from different Communication Capabilities (e.g. video-busy).
Comment: Are Communication Capabilities included already to PRS 2.0?
	CPM V1.0
PRS 2.0


Media Support

	Label
	Description
	Enabler Release

	CPM-MED-003
	The CPM Enabler SHALL allow an inviting CPM User to indicate a set of offered Media Types at the start of a CPM Session based on the Communication Capabilities of his/her device, user preferences, and service provider policies.
Comment: Are Communication Capabilities included already to PRS 2.0?
May not be XDM requirement. This can be done in UI level as well (=user selects which is preferred media).
	CPM V1.0
PRS 2.0
XDM


Multi-devices Environment
	Label
	Description
	Enabler Release

	CPM-MLD-001
	The CPM Enabler SHALL be able to deliver either the entire CPM Message or a notification of an available CPM Message to all or a subset of the devices of the CPM User based on message characteristics, Communication Capabilities, user preferences and/or service provider's policy. 
Comment: Maybe Shared Policy can be extended to cover this
	CPM V1.0
PRS 2.0
XDM ???

	CPM-MLD-002
	The CPM Enabler SHALL be able to deliver continuous Media to all or a subset of the devices with which the CPM User is registered based on Media characteristics, Communication Capabilities, user preferences and/or service provider’s policy.
Comment: Maybe Shared Policy can be extended to cover this
	CPM V1.0
PRS 2.0
XDM 

	CPM-MLD-003
	The CPM Enabler SHALL send delivery notification and/or read reports to all or a subset of the devices of the CPM User dependent upon the user preferences and/or service provider's policy.
Comment: Maybe Shared Policy can be extended to cover this
	CPM V1.0
XDM

	CPM-MLD-006
	The CPM Enabler SHALL be able to deliver a CPM Session Invitation to all or a subset of the devices of the CPM User dependent upon the user's preferences, device capabilities and/or service provider's policy.
Comment: Maybe Shared Policy can be extended to cover this
	CPM V1.0
XDM


Support of Multiple CPM Addresses

	Label
	Description
	Enabler Release

	CPM-MAD-004
	The CPM Enabler SHALL allow a CPM User to have a common set of preference settings for all or a subset of his/her CPM Addresses.
Comment: Mechanism to use one XDM document with several addresses is needed.
	CPM V1.0
XDM 2.1


Interworking

	Label
	Description
	Enabler Release

	CPM-IWF-014
	For a CPM User provided with presence support, it MAY be possible to make available Presence Information of that CPM User towards Non-CPM Communication Service that supports Presence Information exchange.
Comment: Requirement is not clear
	CPM V1.0
PRS

	CPM-IWF-015
	When provided with presence support, a CPM User MAY be provided with information generated by the CPM Enabler about users of a Non-CPM Communication Service that does not support Presence Information exchange (e.g. indication of “non-CPM Service”).’

Comment: Requirement is not clear
	CPM V1.0
PRS


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG to look forthcoming requirements and consider injecting requirements that are needed to current of future releases of XDM and Presence Enablers.

Also PAG WG should inform CPM WG about PAG WG’s capabilities to create technical solutions with XDM and Presence Enablers for CPM requirements that were marked with red colour and what could be PAG WG’s rough schedule for delivering such solutions. 
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