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1 Reason for Change

OMA-PAG-2007-0546 presented some throttling considerations, when taking into account that some presence use cases may depend upon timeliness of notifications.

Today, when throttling based on local configuration settings is applied, it is not possible for the RLS (or PS) to selectively apply throttling only to Watchers who can tolerate it.  It must be possible for a Watcher to request that throttling NOT occur.  This falls within the scope of FEAT-NOT-007, where the Watcher can indicate the acceptable timeframe for sending notifications.
	FEAT-NOT-007
	The Presence Enabler SHOULD ensure that buffered received Notifications from a list of Presentities are delivered within an acceptable timeframe.
	PRESENCE 2.0


The mechanism that is proposed is to allow a Watcher to include additional information when requesting filtering, to indicate which presence information is highly time-critical (i.e. preference that throttling not be applied).  The proposed mechanism works in conjunction with Watcher requested throttling and RLS/PS local configuration throttling.
The proposed extension is within the scope of RFC 4661 (“… mechanism for defining the preferred notification information to be delivered and for specifying triggers that cause that information to be delivered”).
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

If this CR is agreed, then the schema for the filter format extension is needed in a new SUP file.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the Presence 2.0 Specification.

6 Detailed Change Proposal

Change 1:  The Watcher may indicate that certain presence content is time critical (i.e. a preference that event notification throttling not occur).
5.2.5
Event Notification Filtering

Event notification filtering is a mechanism for the watcher to control the content and triggers of notifications.

A watcher subscribing to presence information MAY request event notification filtering.  A watcher requesting event notification filtering SHALL support the following:

· Event notification filtering, according to the subscriber procedures described in [RFC4660], and

· Content-type ‘application/simple-filter+xml’, according to [RFC4661]. 

A Watcher requesting event notification filtering MAY indicate that particular content is time critical (e.g. a preference that event notification throttling not be applied).  In this case, the Watcher SHALL support the OMA-specific extensions to [RFC4661] described in section 10.6.1 “OMA filtering format elements”.
Change 2:  No changes needed to this section, although it may be desirable to clarify that a Watcher can request event notification throttling AND at the same time indicate that certain content is time critical (i.e. throttle all but x, y, & z).
5.2.8 Event Notification Throttling

Event notification throttling is a mechanism for limiting the rate of SIP event notifications.

A watcher subscribing to presence information MAY request event notification throttling.  A watcher requesting event notification throttling SHALL support the subscriber procedures described in [Throttling].
5.4.3.3 Applying event notification filtering

The PS MAY support event notification filtering according to the following procedures:

· Event notification filtering, according to the procedures described in [RFC4660], 
· Content type ‘application/simple-filter+xml’, according to [RFC4661], and

· OMA-specific extensions to [RFC4661] described in section 10.6.1 “OMA filtering format elements”. 

If the PS supports event notification filtering; and 

· understands the particular filter included in the payload of the SUBSCRIBE request using the content type ‘application/simple-filter+xml’, the PS SHALL apply the requested filter. As a result, the authorized watchers are notified of the actual presence information after first applying the privacy filtering procedures as described in section 5.4.3.2 then the event notification filtering procedures described in this section.

· does not understand the particular filter included in the payload of the SUBSCRIBE request as requested by the watcher, the PS SHALL indicate it to the watcher as specified in [RFC4660] and [RFC4661].

Change 3:  PS procedures are modified to allow (but not require) the PS to ignore throttling configuration settings and/or watcher-requested throttling if the notification includes time-critical content.
5.4.3.6
Applying event notification throttling

The PS MAY have local throttling configuration setting that limit the rate at which notifications are generated (i.e. the shortest time period between two NOTIFY messages for a given watcher). In this case, the PS SHALL NOT generate NOTIFY messages more often than the throttling configuration dictates, except when: 
· generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes, or
· the notification includes content that is time critical as indicated by a Watcher-requested event notification filter, in which case the PS SHALL send the notification as close as possible to the generating event (e.g. not apply event notification throttling). 
The PS MAY also support watcher requested event notification throttling. If supported, the PS SHALL follow the notifier procedures described in [Throttling] with the following clarifications: 
· if the PS has local throttling configuration setting and that is lower than the watcher proposed throttle value, it MAY lower the watcher proposed throttle value to the configured setting as described in [Throttling]; 
· if the local throttling configuration setting is higher than the watcher proposed throttle value, the PS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request;
· if the notification includes content that is time critical as indicated by a Watcher-requested event notification filter, then the PS SHALL send the notification as close as possible to the generating event (e.g. not apply event notification throttling).
Editor’s Note: Further investigation is required how the PS can adjust the watcher proposed throttling value based on its configuration setting.

Change 4:  Same changes as above for RLS.
5.5.5
Rate control and Aggregation

Subject to rate limitations described below, the RLS SHALL generate notifications when it receives updated information from back-end subscriptions.

The RLS MAY have local throttling configuration settings that limit the rate at which notification are generated (i.e. the shortest time period between two NOTIFY message). In this case, the RLS SHALL NOT generate NOTIFY messages more often than the throttling configuration dictates, except when: 
· generating the notification either upon receipt of a SUBSCRIBE request or upon subscription state changes, or 
· the notification includes content that is time critical as indicated by a Watcher-requested event notification filter, in which case the RLS SHALL send the notification as close as possible to the generating event (e.g. not apply event notification throttling). 

The RLS MAY also support watcher requested event notification throttling. If supported, the RLS SHALL follow the notifier procedures described in [Throttling] with the following clarifications: 
· if the RLS has local throttling configuration setting and that is lower than the watcher proposed throttle value, it MAY lower the watcher proposed throttle value to the configured setting as described in [Throttling]; 
· if the local throttling configuration setting is higher than the watcher proposed throttle value, the RLS SHALL apply the local throttling configuration setting and omit the throttle parameter from the NOTIFY request;
· if the notification includes content that is time critical as indicated by a Watcher-requested event notification filter, then the RLS SHALL send the notification as close as possible to the generating event (e.g. not apply event notification throttling).
Editor’s Note: Further investigation is required how the RLS can adjust the watcher proposed throttling value based on its configuration setting.

If multiple back-end notifications arrive while rate control restrictions apply, the RLS MAY aggregate those notifications (i.e. combine the presence content into a single NOTIFY message) and transmit them when those restrictions expire.  The mechanism by which multiple notifications are aggregated is described in [RFC4662].
10.6 OMA-specific filtering format extensions

10.6.1
OMA filtering format elements
This section describes the OMA-specific extensions to [RFC4661].
10.6.1.1
time-critical attribute of <filter>
The <filter> element defined in [RFC4661] MAY include a “time-critical” attribute, which indicates whether the content matching to the filter is time-critical (e.g. a preference that event notification throttling not be applied).  The value is of the Boolean type, and the default value is “false”.
10.6.2 XML Schema definitions

The XML Schema for the OMA-defined filtering format extensions is given in [XSD_FILTFORMAT].












NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

© 2007 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 4 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20060101-I]

