Doc# OMA-PAG-2007-0745-CR_PRS2_TS_subscription_delegation.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-PAG-2007-0745-CR_PRS2_TS_subscription_delegation.doc
Change Request



Change Request

	Title:
	Presence subscription delegation
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	OMA-TS-Presence_SIMPLE-V2_0-20071011-D

	Submission Date:
	16 Oct 2007

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Jaekwon OH, Samsung Electronics, jaekwon.oh@samsung.com 

	Replaces:
	n/a


1 Reason for Change

This document purposes to implement the following yellow highlighted delegation requirements:
	FEAT-DEL-001
	The Presence Service SHALL allow a Presentity to selectively authorize others to perform publication on behalf of the Presentity.
	PRESENCE 2.0

	FEAT-DEL-002
	The Presence Service SHALL allow a Watcher to selectively authorizate others to perform Subscription on behalf of the Watcher.
	PRESENCE 2.0

	FEAT-DEL-003
	The Presence Service SHOULD allow the selective authorization of Presentities to configure preferences on behalf of other Presentities.
	PRESENCE 2.0

	FEAT-DEL-004
	The Presence Service SHOULD allow the selective delegation of features to the Presence Service, such that those features can be applied by the service when the Presentities or Watchers are out of contact.
	PRESENCE 2.0


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to implement the section 6.
6 Detailed Change Proposal

Change 1:  Add new section 5.2.2.3 for delegated subscription, in Watcher’s subscription procedure
5.2  Watcher

The watcher is an entity that subscribes to presence information about a presentity or list of presentities (i.e. presence list).

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the watcher MAY be implemented in a UE or an AS as defined in [3GPP TS 23.228] and [3GPP2 X.S0013-002-A] respectively.

5.2.1  General

A watcher SHALL support the ‘application/pidf+xml’ content type, according to [RFC3863].

5.2.2  Subscription to presence information
 A watcher SHALL support subscription and notification of presence information, according to the subscriber procedures described in [RFC3265] and [RFC3856]. 

If the watcher is aware of the SIP URI of the presentity, the watcher SHOULD insert the SIP URI in the Request-URI of the SUBSCRIBE request rather than a pres URI or a tel URI. 

If the watcher only knows the pres URI of the presentity, the pres URI may get translated to a SIP URI by the SIP/IP core network. In this case, the watcher MAY learn the translated URI from the “entity” attribute of the <presence> element included in the NOTIFY request and use it for future subscriptions.

5.2.2.1  Limiting the number of subscriptions

The service provider MAY configure a watcher with a total maximum number of subscriptions to the presence event package. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the watcher SHALL use the value of MAX-NUMBER-OF-PRESENCE-SUBSCRIPTIONS (defined in Appendix B.1) as a value for total maximum number of subscriptions.

If such configuration is present for the watcher, the watcher SHALL NOT generate more subscriptions to the presence event package as it is instructed by the limitation configuration.
5.2.2.2  Subscription to a Presence List
Presence lists enable a watcher to subscribe to multiple presentities using a single subscription.

A watcher MAY subscribe to a presence list.  If a watcher subscribes to a presence list, it SHALL support the SIP event notification extension for resource lists, according to the subscriber procedures described in [RFC4662].

5.2.2.2.1  Limiting the number of entries in presencelist document

The service provider MAY configure a watcher with a total maximum number of back-end subscriptions allowed for presencelists. This can be done with OTA Provisioning or local configuration. In case of OTA Provisioning, the watcher SHALL use the value of MAX-NUMBER-OF-SUBSCRIPTIONS-IN-PRESENCE-LIST (defined in Appendix B.1) as a value for total maximum number of back-end subscriptions allowed for presencelists.
NOTE: If such configuration is present for the watcher, the watcher will not receive notifications for those presentities that could not be subscribed by the RLS due to the maximum number of back-end subscriptions’ limitation configuration. Therefore care has to be taken when creating presencelist documents taking into account this configuration parameter.
5.2.2.3  Subscription delegation
A watcher MAY generate subscriptions on behalf of other user, which is called as subscription delegation. A watcher that supports subscription delegation SHALL support the “P-Delegating-User-Identity” SIP extension header as defined in Appnedix X.
A watcher who generates the presence subscription in the delegation of other user SHALL include the “P-Delegating-User-Identity” SIP extension header that contains the identity of that user.
Change 2:  Changes to section 5.4.2
(Note to Implementer: The section links should be updated per the proposed changes.)
5.4.2  Presence state event package

The PS SHALL support subscriptions for the presence event package, according to the procedures described in [RFC3265] and [RFC3856].

Before accepting a SUBSCRIBE request for the presence event package, the PS SHALL perform authorization of the subscription attempt of the watcher, per Presentity policy.  The policies to authorize the watcher’s subscription request are described in section 5.4.3.3. 
The PS MAY support the subscription delegation where the watcher generates the presence subscription on behalf of a delegating user. If the PS supports the subscription delegation, the PS SHALL, before accepting the delegated subscription request, perfom the authorization of the delegated subscription request as described in section 5.4.3.2. 
If the PS accepts the SUBSCRIBE request, the PS SHALL process the SUBCRIBE request in accordance with [RFC3265] and [RFC3856] with the following clarification:

· the PS SHALL NOT terminate a subscription because the presentity’s presence information which is being monitored does not exist. This allows a watcher to remain subscribed to the presentity and get its presence information whenever it is available 

If the presentity is identified by a SIP URI and also a pres URI or a tel URI, the PS SHALL consider these URIs equivalent for the purposes of presence event package subscriptions.

The PS SHALL support notification of changes to the presence event package, according to the procedures described in [RFC3265] and [RFC3856], to authorized watchers after applying the steps in section 5.4.3.

Change 3:  Add the PS procedure for delegation subscription authorization in between section 5.4.3.1 and 5.4.3.2
5.4.3.2  Applying the Authorization of the Delegated Subscription
The PS MAY support the subscription delegation where the watcher generates the presence subscription on behalf of a delegating user. If the PS supports the subscription delegation, the PS SHALL support the “P-Delegating-User-Identity” SIP extension header as defined in Appnedix X and SHALL identify the delegated presence subscription request by the existence of the “P-Delegating-User-Identity” SIP extension header in the SUBSCRIBE request. If the presence subscription request contains “P-Delegating-User-Identity”, the PS SHALL, before accepting the delegated subscription request, perform authorization as described in this subclause.
As defined in [PRESXDM] the Presence Delegation Rule is specified by the delegating user and is stored in the Presence XDMS. The Presence Delegation Rule describes to whom a user authorizes the right to generate the subscription request on behalf of the user.
Upon receiving a delegated presence subscription request from a watcher, the PS SHALL fetch from the Presence XDMS the Presence Delegation Rule of the delegating user whose identity is delivered via the “P-Delegating-User-Identity”. Then, the PS SHALL check the Presence Delegation Rule whether the watcher is authorized to delegate the delegating user in generating the presence subscription request.
If the watcher is authorized, the PS SHALL check the authorization of the delegating user on the presentity’s presence information as described in section 5.4.3.3.
Editor’s Note: The texts is to be further improved per the description of the Presence Delegation Rule in Presence XDMS.
Change 4:  Add new appendix X
Appendix X.  OMA specific SIP extension Headers
(Normative)

This section defines the semantics and syntax in Augmented Backus-Naur (ABNF) form as defined in [RFC 4234], of OMA specific SIP extension headers introduced in this specification.
X.1  P-Delegating-User-Identity
The “P-Delegating-User-Identity” SIP extension header is used to carry the identity of a user on behalf of whom a SIP request is generated. The formal syntax of the “P-Delegating-User-Identity” SIP extension header is defined as following:
PDelegatingUserID = "P-Delegating-User-Identity" HCOLON PDelegatingUserID-value
PDelegatingUserID-value = name-addr / addr-spec
Note: The ‘name-addr’ and ‘addr-spec’ token is defined in [RFC3261].
The “P-Delegating-User-Identity” SIP extension header value SHALL consist of exactly one name-addr or addr-spec. There SHALL be only one instance of “P-Delegating-User-Identity” value, which SHALL be a sip, sips, or tel URI. 
This document adds the following entry to Table 2 of [RFC3261]:
	Header field
	where
	proxy
	ACK
	BYE
	CAN
	INF
	INV
	MSG
	NOT

	P-Delegating-User-Identity
	
	dr
	-
	o
	-
	-
	o
	-
	o


	
	
	
	OPT
	PRA
	PUB
	REF
	REG
	SUB
	UPD

	
	
	
	-
	-
	o
	-
	-
	o
	-


Editor’s Note: It is to be decided how to register the “P-Delegating-Identity” SIP extension header.
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