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1 Reason for Change

The requirements related to access permissions are poorly organized across three different sections of the RD.  It would be very useful to restructure these requirements in a more logical way, in anticipation of additional requirements related to access permissions that will likely come from PoC 2.1 and CPM 1.0.

The requirements related to management of access permissions are reorganized as follows:
· GEN-006 is deleted (merged into FUNC-DMT-001/002)
· GEN-007 is moved to section 6.2.1

· FUNC-DLG-001 is deleted since they are simply restating (i.e. redundant) what is already covered by other requirements related to managing access permissions.

· FUNC-DLG-002 is deleted since it appears to be redundant with FUNC-DLG-001

· FUNC-DLG-003 is deleted since it is in conflict with the original MD-ACP-013.  We have previously agreed not to support “delegation of delegation”.

· FUNC-DMT-002 is deleted as an undesirable requirement.

· FUNC-DMT-003/004/009/015 are moved to section 6.2.1 (note: FUNC-DMT-009 is NOT an XDM 1.0 capability as currently indicated in the RD).

· FUNC-DMT-007 is deleted since it appears to be covered already by MD-ACP-013 (note: this is NOT an XDM 1.0 capability as currently indicated in the RD).

In addition, the requirements which are desired to be met in the XDM 2.1 timeframe are marked as such.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to the changes below for the latest version of the XDM 2.1 RD.

6 Detailed Change Proposal

Change 1:  NOTE TO EDITOR: Requirements will need renumbering due to the deletions in this contribution and in 0022.
6.1.1 General

	Label
	Description
	Enabler Release

	GEN-001
	The end-user SHALL be able to store his per-user information (e.g., URI Lists) in the network.
	XDM 1.0

	GEN-002
	Such information SHALL be stored as one or more documents described in an extensible and platform-neutral format.
	XDM 1.0

	GEN-003
	Each document SHALL be identified by at least one globally unique identifier (i.e., a URI according to RFC 2396).
	XDM 1.0

	
	Documents SHALL be associated with meta-data which describes certain properties of the document that are not included in its content. Such meta-data SHALL include at least the following:
	

	GEN-004
	1) Timestamp of document creation;
	Future release

	GEN-005
	2) Timestamp of last document access.
	Future release

	
	
	

	
	
	

	GEN-006
	The XDM enabler SHALL allow an authorized Principal to access and manage stored documents from any capable device type over any capable network.
	XDM 1.0

	GEN-007
	Data consistency of information stored in the XDM enabler SHALL be ensured, particularly if simultaneous access by multiple authorized end-users and/or multiple devices is allowed.
	XDM 1.0

	GEN-008
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal.
	XDM 1.0

	GEN-009
	The XDM enabler SHALL allow a Principal to retrieve a list of all stored documents for which the Principal is the Primary Principal per type of service (e.g., all documents related to his PoC service).
	XDM 1.0

	GEN-010
	It SHOULD be possible to provision the XDM Client using existing OMA Device Management and Provisioning enablers.
	XDM 1.0

	GEN-011
	XDM documents SHALL support multiple character sets.
	XDM 1.0

	GEN-012
	A document MAY be associated with XDM history information. The type of data contained in the XDM history is described in section 6.2.2.
	Future release

	GEN-013
	The XDM history management SHOULD be supported when the Delegation (section 6.2.1) is supported.
	Future release

	GEN-014
	The XDM enabler SHALL support interfaces that are access technology neutral.
	XDM 1.0

	GEN-015
	The XDM enabler SHALL provide a single contact point for all XDM Clients to access XML documents managed by the XDM enabler.
	XDM 1.0


Table 1: Functional Requirements -General
6.1.2 
	
	
	

	
	
	

	
	
	

	
	
	



6.1.3 Document Management Functions

The sub-sections below identify the set of available document management functions.

	Label
	Description
	Enabler Release

	
	Document management functions SHALL be controlled by access permissions which determine the capabilities available to a Principal wishing to perform a particular function on a document.   Such access permissions SHALL be based on:
	

	FUNC-DMT-001
	1) A default authorization policy associated with the document type which cannot be modified by any Principal.
	XDM 1.0

	FUNC-DMT-002
	2) Meta-data associated with each document (see section 6.2.1) that can be managed by authorized Principals.
	XDM 2.1

	
	
	

	
	
	

	
	
	

	FUNC-DMT-003
	Principals who try to perform a document management function SHALL first be authenticated.
	XDM 1.0 

	FUNC-DMT-004
	The creator of a document SHALL become the Primary Principal of the document.
	XDM 1.0 

	
	
	

	FUNC-DMT-005
	There SHALL always be one and only one Primary Principal of a document.
	XDM 1.0 

	
	
	

	
	The Service Provider SHALL be able to set the expiry time of a document based on one or more of the following:
	

	FUNC-DMT-006
	1) Time-to-live after creation:  The expiry time relative to when the document was created.
	Future release

	FUNC-DMT-007
	2) Time-to-live after last access:  The expiry time relative to when the document was last accessed.
	Future release

	FUNC-DMT-008
	3) Expiration time:  An absolute expiry time.
	Future release

	FUNC-DMT-009
	A Principal with appropriate management permissions MAY be able to set the expiry time of a document to a value that does not exceed the maximum expiry time set by the service provider.
	Future release 

	FUNC-DMT-010
	An expired document MAY be deleted automatically.
	Future release

	
	
	


Table 3: Functional Requirements –Document Management

Change 2:  .
6.2.1 Access Permissions
Access Permissions define which principals have rights to perform which XDM functions on the associated document.

	Label
	Description
	Enabler Release

	
	Access Permissions SHALL include the following data, in addition to those properties specified in Section 6.1.1:
	

	MD-ACP-001
	1) Identities of the Principals who have access permissions to the associated document, including their human readable name.
	XDM 2.1

	
	2) Operations these Principals are allowed to perform in the associated document. Operations SHALL include the following XDM functions:
	

	MD-ACP-002
	a) Retrieve
	XDM 2.1

	MD-ACP-003
	b) Search
	XDM 2.1

	MD-ACP-004
	c) Subscription for changes
	XDM 2.1

	MD-ACP-005
	d) Write
	XDM 2.1

	MD-ACP-006
	e) Delete
	XDM 2.1

	MD-ACP-007
	f) Create
	XDM 2.1

	MD-ACP-008
	g) Copy
	Future release

	MD-ACP-009
	h) Forward
	Future release

	MD-ACP-010
	i) Suspend
	Future release

	MD-ACP-011
	j) Resume
	Future release

	MD-ACP-012
	The Primary Principal of the associated document is the only one, who SHALL have rights to modify the Access Permissions.
	XDM 2.1

	MD-ACP-013
	The Access Permissions SHALL be managed with the same underlying mechanisms as defined is section 6.1.3. 
	XDM 2.1

	MD-ACP-014
	At the creation of a document, the default Access Permissions SHALL prevent all Principals, except the Primary Principal, to perform any document management functions.
	XDM 2.1

	MD-ACP-015
	Access Permissions MAY be modified at any time, from creation to deletion of the associated document.  
	XDM 2.1

	MD-ACP-016
	It SHOULD be possible for Principals with the appropriate access permission to query the access permissions applied to a specific document.
	XDM 2.1

	MD-ACP-017
	The Access Permissions associated with a document SHALL be deleted upon deletion of the document.
	XDM 2.1


Table 21: Access Permissions Document
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