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1 Reason for Change

Justification

In the Stockholm interim meeting it has been decided to support search request forwarding to multiple XDMSs in the Search Proxy’s domain.
Summary of Change

Modify text on search request forwarding and search response aggregation by the Search Proxy.

Scope of Change

6.4.

Consequence if not accepted

The XDM specification would be incomplete.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To accept the proposed changes as described in section 6.

6 Detailed Change Proposal
Change 1:  6.4 – modify text
6.4 Procedures at the Search Proxy
The Search Proxy performs request forwarding / response aggregation procedure for HTTP traffic carrying Search Requests / Search Responses as described in this subclause.

The Search Proxy SHALL share the XDMC authentication and its identity assertion provided by the Aggregation Proxy as described in section 5.1.3 “Authenticated Identity Sharing.” 
The Search Proxy SHALL protect the HTTP traffics as described in section 5.1.4 “Integrity and Confidentiality Protection”.

When the SIP/IP Core network corresponds with 3GPP IMS or 3GPP2 MMD networks, the Search Proxy MAY be implemented in an AS as defined in [3GPP-TS_23.228] and [3GPP2-X.S0013-002] respectively.

6.4.1 Search Request Forwarding
Upon receiving the HTTP Search Request, the Search Proxy:

1. SHALL get the AUID from the “target” query parameter included in the HTTP URI;
2. SHALL get the target search domain information from the optional “domain” query parameter included in the HTTP URI: 
a. If the “domain” query parameter does not exist, the value of the “domain” parameter is “home” or the value of the “domain” parameter includes the same target domain as is the domain of the Search Proxy handling the Search Request, the Search Proxy SHALL forward the Search Request to a single or multiple instances of the appropriate XDMS based on the AUID;
b. If the "domain” query parameter value is “all”, the Search Proxy SHALL forward the Search Request to a single or multiple instances of the appropriate XDMS based on the AUID and also SHALL forward the Search Request to the Cross-Network Proxy for each domain defined by the local policy of the Search Proxy if inter-domain search is requested and supported. When forwarding the Search Request to the Cross-Network Proxy, the Search Proxy SHALL set the value of the “domain” query parameter to the domain of the targeted remote network; and
c. If the “domain” query parameter includes one or more target domain names, the Search Proxy SHALL forward the Search Request to the Cross-Network Proxy for each target domain different than the domain of the Search Proxy handling the Search Request if inter-domain search is requested and supported. When forwarding the Search Request to the Cross-Network Proxy, the Search Proxy SHALL set the value of the “domain” query parameter to the domain of the targeted remote network.
6.4.1.1 Error Cases

If the Search Proxy receives an HTTP Search Request where:

· The HTTP Method is different from POST, the Search Proxy SHALL reject the request with an HTTP “405 Method Not Allowed” error response.

· The value in “target” query parameter is not recognized as known Application Usage, the Search Proxy SHALL reject the request with an HTTP “409 Conflict” error response with the <constraint-failure> error condition element defined in [RFC4825]. If included, the “phrase” attribute SHOULD be set to “Search not supported for indicated Application Usage”.

6.4.2 Search Response Aggregation

Upon receiving the responses for the Search Requests, the Search Proxy:

· SHALL forward the response back to the originator in case that the corresponding Search Request was forwarded to a single instance of the XDMS.

· SHALL aggregate and forward responses back to the originator in case that the corresponding Search Request was forwarded to multiple instances of the XDMS in the Search Proxy’s domain.

· SHALL aggregate and forward responses back to the originator in case that the corresponding Search Request was forwarded to multiple XDMSs in different domains.

When the responses are aggregated, the Search Proxy SHALL ensure that the total amount of results do not exceed the value of “max-results” attribute in corresponding Search Request if included. The mechanism of the selection of the subset of results in case that total amount of aggregated results is higher than requested by the XDMC is out of scope of this specification.
NOTE: It is out of scope of this specification how the Search Proxy to handle the received Server HTTP headers included in the received HTTP responses, when aggregating and forwarding those HTTP responses towards XDMC.
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