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	Title:
	Resolving XDM 2.1 ADRR comment A122
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	PAG

	Doc to Change:
	The latest OMA-AD-XDM-V2_1.doc

	Submission Date:
	25 Aug 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Dejan Petronijevic, Research In Motion, dpetronijevic@rim.com

	Replaces:
	n/a


1 Reason for Change

Providing resolution for XDM 2.1 ADRR comments A122:

	A122
	2009.07.09
	T
	5.5
	Source: RIM

Form: <doc #0227>

Comment: Relationship to Trusted Network is used instead of Trusted and Untrusted XDMC. Authorization is used in place of authentication.

Proposed Change: Use the defined terms Trusted and Untrusted XDMC. 
	Status: OPEN / CLOSED

<provide response>


2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG is kindly asked to review and agree with the proposed changes and close ADRR comments A122.

6 Detailed Change Proposal

Change 1:  Applying comment A122
5.5 Security Considerations

The Untrusted XDMC must be authenticated when accessing the XDM service.
The Trusted XDMC is authorised in the XDMS based on the received identity information.


For an Untrusted XDMC, TLS is used as specified in [RFC4825] in order to provide integrity and confidentiality protection to the exchanged messages. HTTP Digest is the default authentication mechanism as specified in [RFC4825]. For a 3GPP realisation the Generic Authentication Architecture (GAA) can be used as an underlying network mechanism as specified in [3GPP-TS_33.222].
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