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1 Reason for Contribution

The purpose of this contribution is to close the after more than 8 weeks after the AD review period (ended 2009-07-09) still unaddressed comments for the XDM2.1 AD which are delaying the timely progress of the XDM 2.1 enabler version.
A slip request for XDM 2.1 was agreed by PAG in Singapore to further extend the ADRR resolution time to after Shenzhen interim meeting to allow that meeting (initially assigned for TS work) to be also used for AD finalization and to give commenter more time to submit contributions. Reminders about this has also been sent to the OMA-PAG list and some input has been received

The following “orphaned comments” (i.e. without any input/proposal) in OMA-ADRR-XDM-V2_1-20090828-D are addressed by this contribution:
	A020
	2009.07.09
	T
	ALL
	Source: T-Mobile

Form: OMA-ARC-2009-0234

Comment: SIP/IP core issues:

1) a reference point includes components at both ends, so all these must be specified

2) OMA can only specify how a request should look like when arriving at the Server and has no influence to the underlying network, i.e. what may happen there.

Proposed Change: Consider to add a normative section XDM over IMS, i.e.

· remove SIP/IP Core throughout the AD

· replace SIP/IP Core with IMS and move the text to the new section

· add a diagram XDM over IMS

· show the IMS specifics in this section only, i.e.:

· mention Charging only here (is not defined in OMA, but in 3GPP)

· mention Compression only here

· mention NNI, i.e. Ici and Mw (just show an interface to a remote XDM enabler exposed by the XDM enabler directly in the AD diagram in section 5.2) only here


	Status: OPEN 
Comment: Group B)

	A021
	2009.07.09
	T
	ALL
	Source: T-Mobile

Form: OMA-ARC-2009-0234

Comment: security is not intrinsic to XDM

Proposed Change:
- consider to move security mechanism which are specified in 3GPP IMS to the XDM over IMS section

- consider to move security mechanisms that are common to more OMA enablers to SEC CF enabler and refer to it

- security related text should be only in security considerations and may be in XDM over IMS
	Status: OPEN 
Comment: Group A)

	A022
	2009.07.09
	T
	ALL
	Source: T-Mobile

Form: OMA-ARC-2009-0234

Comment: OGSA View is missing

Proposed Change:
Consider to add a section "OGSA View of XDM"
	Status: OPEN 
Comment: Group D)

Not part of applicable instructions/guidelines

	A023
	2009.7.8
	T
	ALL
	Source: Huawei (Pozefsky)

Form: input document

Comment: compression is not an intrinsic function so remove it throughout the doc.  Compression is an aspect of the network transport, not this enabler, and should be a deployment choice

Proposed Change: 
	Status: OPEN 
Comment: Group A)

	A028
	2009.07.08
	T
	5.1
	Source: Oracle

Form: INP doc

Comment: SIP/IP Core does not exist as an entity but as possible network supporting the service. How can this be a dependency? This is rather a possible realization 

Proposed Change: Update here and throughout the document as a possible realization, not a dependency. This also implies showing SIP/IPCore as I2 (if / when shown – AD guidelines recommend not to show in OMA ADs)).
	Status: OPEN 
Comment: Group B)

	A034
	2009.07.09
	T
	5.2
	Source: RIM

Form: <doc #0227>

Comment: The AD diagram does not show the reference point nor interface to support non-SIP subscription and notifications.

Proposed Change: Add necessary reference points/interfaces to support non-SIP subscription and notifications
	Status: OPEN 
Comment: Group D)
Addressed but not solved by -0293

	A035
	2009.7.8
	T
	5.2 Fig 2
	Source: Huawei (Pozefsky)

Form: input document

Comment:  remove one instance of “Cross Network Proxy” and the arrows going into it (an architecture diagram should have only 1 instance of any component)

Proposed Change: 
	Status: OPEN 

Comment: Group B)

	A036
	2009.7.8
	T
	5.2
	Source: Huawei (Pozefsky)

Form: input document

Comment: As indicated by the legend, the diagram shows I2 interfaces via the chained arrow.  The ARC guidelines say that you don’t show I2 interfaces in the generic arch picture.  Remove SIP/IP core (since it is external, not OMA, and is a specific network).  This picture can be in a separate normative section showing the arch in an IMS environment.

Proposed Change: 
	Status: OPEN 
Comment: Group B)

	A037
	2009.7.8
	T
	5.2
	Source: Huawei (Pozefsky)

Form: input document

Comment:  security is not intrinsic to XDM so it is a deployment option, not a spec decision.  So the notion of trusted vs untrusted is outside the scope of the enabler.  

Proposed Change: 
	Status: OPEN 

Comment: Group A)

	A038
	2009.7.8
	T
	5.2
	Source: Huawei (Pozefsky)

Form: input document

Comment:  interfaces 3 and 8.2 should be combined (since their only difference is security which should not be part of this enabler).  Likewise interfaces 5 and 6 should be combined.

Proposed Change: 
	Status: OPEN 

Comment: Group B)

	A039
	2009.07.08
	T
	5.2 / Figure 1 /2
	Source: Oracle

Form: INP doc

Comment: Limit AD to what are OMA elements. Remove (at least as non dashed elements) the Cross Network proxy on the Remote network side.

Proposed Change: Update as requested
	Status: OPEN 
Comment: Group B)

	A040
	2009.07.08
	T
	5.2 / Figure 1 /2
	Source: Oracle

Form: INP doc

Comment: Limit AD to what are OMA elements. Remove the SIP/IP Core as it is to be treated as realization specific (I2) [And hence apply AD guidelines].

Proposed Change: Update as requested
	Status: OPEN 
Comment: Group B)

	A041
	2009.07.08
	T
	5.2 / Figure 1 /2
	Source: Oracle

Form: INP doc

Comment: SIP/IP Core implies that this is a realization only for a specific network that would expose a SIP/IP core. Per AD guidelines and OMA charter, the enabler must be network neutral. So per AD guidelines while we may have informative section describing network specific implementations or realizations / considerations, the AD figure must be a network independent / implementation independent architecture diagram.

Proposed Change: Update as requested: remove SIP/IP Core and treat as I2 (not shown per AD guidelines). Update also in corresponding section after about the component.
	Status: OPEN 
Comment: Group B)

	A042
	2009.07.08
	T
	5.2 / Figure 1 /2 and corresponding component descriptions in later sections
	Source: Oracle

Form: INP doc

Comment: We do not understand the distinctions between trusted and untrusted XDMC. These are just the same entity accessing the same interface with non intrinsic policies rules on the path (i.e. external to XDM) to control the exchanges

Note that while RP are allowed it should not result into incorrect interface identifications because RP representations have challenges. Per AD guidelines getting the interfaces correctly represented is what matters most. If RP diagram becomes problematic; drop it!

Proposed Change: Update as requested: have only one XDMC and collapse the interfaces / reference points. Combine interfaces XDM-3i and XDM-8.2i etc
	Status: OPEN 
Comment: Group B)

	A043
	2009.7.8
	T
	5.2 & 5.3.1.5
	Source: Huawei (Pozefsky)

Form: input document

Comment: are the functions of AP and Cross Network Proxy different in any way?  Are the interfaces different?  Could the Cross Network Proxy be eliminated and replaced by the AP?

Proposed Change: 
	Status: OPEN 
Comment: Group B)

	A049
	2009.7.8
	T
	5.3.1.2
	Source: Huawei (Pozefsky)

Form: input document

Comment:  AP should not handle secure data transfer – this is a deployment decision, not part of the spec

Proposed Change: 
	Status: OPEN 

Comment: Group A)


	A050
	2009.07.08
	T
	5.3.1.2
	Source: Oracle

Form: INP doc

Comment: If aggregation proxy was not to perform authentication but that is delegated to extrinsic policy enforcement then A006 can immediately be satisfied. 

Proposed Change: Remove function from Aggregation Proxy.
	Status: OPEN 
Comment: Group A)

	A051
	2009.07.08
	T
	5.3.1.2
	Source: Oracle

Form: INP doc

Comment: “Support secure data transfer between the Aggregation Proxy and the XDMC, using TLS or other means.”: does it matter? It sounds like and implementation or deployment specific aspect… It affects the Aggregation proxy only to the extent that the AP must be able to perform other functions…

Proposed Change: Remove support statement from Aggregation Proxy.
	Status: OPEN 
Comment: Group A)

	A052
	2009.7.8
	T
	5.3.1.2
	Source: Huawei (Pozefsky)

Form: input document

Comment: AP should not do authentication; it is a decision left up to the deployment, not the spec.

Proposed Change: 
	Status: OPEN 
Comment: Group A)

	A057
	2009.7.8
	T
	5.3.1.5
	Source: Huawei (Pozefsky)

Form: input document

Comment: authentication should not be done by the proxy; this is a deployment, not spec, choice

Proposed Change: 
	Status: OPEN 
Comment: Group A)

	A058
	2009.7.8
	T
	5.3.1.5
	Source: Huawei (Jerry)

Form: input document

Comment:  The order of the bullets is unreasonable. 

Proposed Change: arrange the order of the bullets
	Status: OPEN 

Comment: Group D)

Simple CR needed

	A059
	2009.07.08
	T
	5.3.1.5
	Source: Oracle

Form: INP doc

Comment: If cross network proxy was not to perform authentication/ authorization but that is delegated to extrinsic policy enforcement. 

Proposed Change: Remove function from cross network Proxy.
	Status: OPEN 
Comment: Group A)

	A060
	2009.07.08
	T
	5.3.1.5
	Source: Oracle

Form: INP doc

Comment: “Support secure data transfer between Cross-Network Proxies using TLS or other mean.”: does it matter? It sounds like and implementation or deployment specific aspect… It affects the cross network proxy only to the extent that the cross network proxy must be able to perform other functions…

Proposed Change: Remove support statement from Cross Network Proxy.
	Status: OPEN 
Comment: Group A)

	A061
	2009.07.08
	T
	5.3.1.5 + Figure 1 and 2 and associated related sections 
	Source: Oracle

Form: INP doc

Comment: The cross network proxy seem exactly the same as the aggregation proxy (give or take implementation / realization differences). At the level of a network neutral / implementation / realization independent architecture diagram and according to the AD guidelines the two components should be collapsed and interface / reference point consolidated…. 

Proposed Change: Update everywhere as requested. 
	Status: OPEN 
Comment: Group B)

	A074
	2009.07.08
	T
	5.3.1.6.4 
	Source: Oracle

Form: INP doc

Comment: Recommend some caveat text to distinguish between PDP/PEP functions on access /manipulation versus PDP/PEP functions using the policies obtained from Policy XDMS (e.g. PEEM). The absence of such a distinction is a recipe for confusions. 

Proposed Change: Update as requested. 
	Status: OPEN 
Comment: Group D)

	A077
	2009.7.8
	T
	5.3.1.6.5 & 4
	Source: Huawei (Pozefsky)

Form: input document

Comment: this document does not describe what is contained in the  various XDMSs.  Though I can guess at Profile and other Policy XDMS, I need some help with “UPP”.  I suggest adding some material (either informative or normative) to minimally describe the various (or at least new) XDMS contents.

Proposed Change: 
	Status: OPEN 
Comment: Group D)

Covered by 0283R02?

	A082
	2009.07.08
	T
	5.3.2.1 
	Source: Oracle

Form: INP doc

Comment: Per OMA principles and OMA guidelines, remove SIP/IP core and treat as possible realization.

If assumptions exist on how the different components can rely on some capabilities today represented via interfaces to SIP/IP core, list these as assumptions on the components interacting with it…  

Proposed Change: Update as requested: remove Sip/IP core and map expected functions to expectations on the realization of the components that need them.
	Status: OPEN 
Comment: Group B)

	A086
	2009.07.03
	 T
	5.3.2.3
	Source: Ericsson,

Form: OMA-ARC-2009-0214-INP_Ericsson_comments_to_XDM_V2.1_AD_Formal_Review

Comment: Charging is marked as “future release” in the XDM 2.1 RD. 

Proposed Change: Clarify the use of the Charging enabler in XDM V.2.1
	Status: OPEN 
Comment: Group C)

	A090
	2009.07.08
	T
	5.3.3 
	Source: Oracle

Form: INP doc

Comment: Apply consolidation / removal of RPs per the recommendations of A001- A014 (Oracle)

Proposed Change: Update as requested.
	Status: OPEN 
Comment: Group B)

Not part of the applicable guidelines

	A092
	2009.7.8
	T
	5.3.3.2

Last 2 bullets
	Source: Huawei (Jerry)

Form: input document

Comment: It is no need to specify that an XDMS can subscribe to documents in the other XDMS. Actually the first 2 bullets already cover the last two. 

Proposed Change: remove the last 2 bullets. If it is really need to specify that the XDMS has this capability, it should describe in XDMSs section (5.3.1.6)
	Status: OPEN 
Comment: Group D)



	A101
	2009.07.08
	T
	5.3.4
	Source: Oracle

Form: INP doc

Comment: Apply consolidation / removal of Interfaces per the recommendations of A001- A014 (Oracle)

Proposed Change: Update as requested.
	Status: OPEN 
Comment: Group B)

	A102
	2009.7.8
	T
	5.3.4.1
	Source: Huawei (Pozefsky)

Form: input document

Comment:  this section describes interactions completely separate from this enabler so per ARC-0141, should not be described in this doc

Proposed Change: remove the section
	Status: OPEN 

Comment: Group B)

Not part of the applicable guidelines

	A110
	2009.7.8
	E
	5.4.1.4
	Source: Huawei (Pozefsky)

Form: input document

Comment:  first bullet should not be part of the list

Proposed Change: 
	Status: OPEN 

Comment: Group D)

Solved by -0218R02

	A111
	2009.7.8
	T
	5.4.1.4
	Source: Huawei (Pozefsky)

Form: input document

Comment: authentication should not be part of this enabler, but a choice of the deployment

Proposed Change: remove authentication from list
	Status: OPEN 
Comment: Group A)

	A119
	2009.7.8
	T
	5.4.2.1 & 5.4.2.2
	Source: Huawei (Pozefsky)

Form: input document

Comment: where is the “SIP/IP core” defined – where are SIC-1 and SIC-2 defined? 

Proposed Change: remove these sections (and the interfaces from Fig 1 and 2)
	Status: OPEN 
Comment: Group B)

	A121
	2009.7.8
	T
	5.4.2.4
	Source: Huawei (Pozefsky)

Form: input document

Comment:  the AD diagram (and I suspect the TS) will say nothing about required use of Charging enabler, so it is an implementation choice, not part of the enabler

Proposed Change: delete the section
	Status: OPEN 

Comment: Group C)

	A123
	2009.7.8
	T
	5.5
	Source: Huawei (Pozefsky)

Form: input document

Comment:  choice of security mechanism should be left to the SP, not defined in the enabler.  

Proposed Change: Remove mention of TLS and HTTP Digest.  
	Status: OPEN 

Comment: Group A)

	A124
	2009.06.23
	T
	5.5
	Source: ARC/SEC AHG 

Form: input doc

Comment: The security mechanisms proposed for an XDMC residing outside a Trusted Network are consistent with the enabler SEC_CF1.0. So ARC/SEC suggest to reuse the mechanisms defined in the enabler SEC_CF1.0.

Proposed Change:

	Status: OPEN 

Comment: Group A)

	A130
	2009.07.09
	T
	Appendix B
	Source: T-Mobile

Form: OMA-ARC-2009-0234

Comment: change wrt. SIP/IP Core and security have impact to this section

Proposed Change:
Consider to apply appropriate changes (as consequence of above changes) to the section "How to show a re-use of the XDM Enabler"
	Status: OPEN
Comment: Group C)


2 Summary of Contribution

This contribution suggests a way forward for the still unaddressed comments received for the XDM2.1 AD during the AD review.
3 Detailed Proposal

The unresolved comments have been grouped as follows:
A) “The aggregation proxy shall, as security is not an XDM intrinsic function, not do any authentication”
B) “Diagram related issues like: remove reference points, remove certain architecture elements”
C) “Dependency to Charging or DM enablers is not correct”
D) Miscellaneous
The guidelines to be followed for the AD review are the documents agreed and available at the time for the start of the AD work which for XDM 2.1 means the following:

OMA-ORG-Architecture_Best_Practices-V1_3-20080626-A.zip
OMA-ORG-ARCHReviewProcess-V1_4_1-20071001-A.zip 

OMA-ArchitecturePrinciples-V1_2-20040414-A.zip
This means that comments based on later versions may be taken into account but are up to the WG to decide if applicable and if possible to adjust to based on committed time schedule.
In the right most column in the table above is the group for each comment given.
Group A:

This group contains comments 

a) that claims that authentication and related issues (e.g. secure transport) are not part of the XDM enabler
Recommendation: As the XDM enabler has supported authentication since XDM 1.0 and it has not been commented before and it will be a major change to remove it as well as break backwards traceability/compatibility it is recommended that these comments are rejected by PAG.  The comment A124 from the ARC/SAC group further indicates the existing methods are consistent with what has been defined by SEC so no need to change the proposed re-use of existing methods. Security is required in the RD so needs to be addressed. Recommended to be “Rejected by PAG, No action needed” 

Group B:

This group contains comments 

a) regarding removal of SIP/IP Core from AD
b) regarding removal of CNP from AD diagram

Recommendation: As the SIP/IP core has been shown in all previous versions and does not violate any applicable recommendations it will cause confusion to remove it. Adding new sections to AD will need work to be done properly but no such inputs has been submitted to the group despite reminder. “Rejected by PAG, No action needed”  b) Removing the CNP can not be done as AP does not have same functions however some additional explanatory text can be added by a CR, so CR expected available during Shenzhen
Group C:

This group contains comments 

a) regarding dependency on DM enabler
b) regarding dependency to Charging enabler

Recommendation: a) As XDM 1.0 and later versions have defined AC and MO files and requires that data is entered into the UEs to be able to work there is a dependency however not of an OMA ARC interface defined way. To remove this information from XDM 2.1 will cause confusion and questions so it is recommended to keep as is. The per R&A agreed CR OMA-PAG-2009-0284 shows that the consensus is to keep DM text in the AD “No action needed” b) It is recommended to keep the charging in the AD for the moment as there are strong operator requests for having charging defined in enablers. The TS phase will show if/how this can be realized. The recommendation is to revisit this at the consistence review and remove or modify at that time. “No action needed”
Group D:

This group contains comments 
a) that are based on later versions of guidelines but as no contributions are supplied to adapt to the newer versions the guidelines applicable when the AD was written are followed. This is also a benefit for current XDM implementers who can more easily see the similarities with the current XDM 2.0 version

b) that will require a simple CR to fix (is expected available during Shenzhen)

c) that are already solved by not closed by other existing CR:s

Recommendation: a) keep as is i.e. “No action needed”  b) Write CR:s  c) Identify the CR:s
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG review and agree to the solutions/clarifications proposed.
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