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1 Reason for Change

Purpose of the contribution is to add missing description to the introduction section. The description is just copied from the XDM2.1 AD with minor changes.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG to review the changes proposed in Section 6 and agree to it.
6 Detailed Change Proposal

Change 1:  Changes to Section 4
4. Introduction

Various OMA enablers such as, Presence, Push to talk Over Cellular (PoC), Instant Messaging (IM), etc. need support for access to and manipulation of certain information that are needed by these enablers.  Such information is expressed as XML documents and stored in various document repositories in the network where such documents can be located, accessed and manipulated (created, changed, deleted) by authorised Principals. 

This specification defines the common protocol for access and manipulation of such XML documents by authorized Principals.  This specification reuses the IETF XML Configuration Access Protocol (XCAP). 

XCAP defines:

· A convention for describing elements and attributes of an XML document as an HTTP resource, i.e., accessible via an HTTP URI

· A technique for using HTTP GET, PUT and DELETE methods for various document manipulation operations (e.g., retrieving/adding/deleting elements/attributes, etc.)

· The concept and structure of an Application Usage by which XML documents can be described

· A default authorization policy for accessing and manipulating documents

This specification also defines a technique by which changes to such XML documents can be conveyed to an XCAP Client.  This reuses an IETF-defined SIP event package by which an XDMC or an XDM Agent subscribes to changes to one or all documents within one Application Usage that it owns.  
In order to facilitate finding certain information, limited search capabilities are defined. An XDMC or an XDM Agent can search for data stored in an XDMS by using HTTP POST requests conforming to defined Application Usages.

Basic requirements for handling of XML documents in remote domains are specified.

Document formats and associated Application Usages are described in separate specifications.







4.1 Version 1.1


The XDM V1.1 Enabler defines a common mechanism that makes user-specific service-related information accessible to the Enablers that need it. XDM specifies how such information is represented in well-structured XML documents, as well as the common protocol for access and manipulation (e.g. create, modify, delete, etc.) of such XML documents. 

The XDM V1.1 Specification defines the features of the XDM Enabler, which include the following:

· The common protocol, XCAP [RFC4825], by which Principals can store and manipulate their service-related data, stored in a network as XML documents. 

Documents accessed and manipulated via XCAP are stored in logical repositories in the network, called XDMSs. Each repository may be associated with a functional entity which uses its data to perform its functions.

Each XML document stored in an XDMS is described as an Application Usage, which enables applications to use the document via XCAP. The XDM Enabler describes Application Usages which can be reused by multiple Enablers and are stored in logical entities called Shared XDMSs. The documents defined by the XDM V1.1 Enabler are as follows:
· URI List and Group Usage List documents stored in the Shared XDMS.
4.2 Version 2.0



The XDM V2.0 Enabler defines new functionalities that extend XDM V1.1 Enabler to support the OMA SIMPLE IM V1.0 and PoC V2.0 Enablers.

To accommodate the needs of these Enablers, the following functionalities are added in XDM V2.0: 

· Search for information in XDM Documents stored in an XDMS;

· Network to Network Interface to enable search and retrieval of information across multiple domains; and

· The SIP subscription/notification mechanism by which Principals can be notified of changes to XDM Documents or XDM Document Parts.
XDM V2.0 inherits the Shared XDMS from XDM V1.0, but renames it as the Shared List XDMS to accommodate several new documents that are stored in separate Shared XDMS logical entities:

· Group XDM Document stored in the Shared Group XDMS;

· User Access Policy XDM Document stored in the Shared Policy XDMS; and

· User Profile XDM Document stored in the Shared Profile XDMS.

The Group and User Access Policy XDM Document structures are based on those of the PoC Group and PoC User Access Policy XDM Documents [PoC_XDM], respectively. The XDM V2.0 Enabler defines how to handle backwards compatibility with the PoC V1.0 Enabler when the Shared Group XDMS and Shared Policy XDMS are introduced in the network.

4.3 Version 2.1



The XDM V2.1 Enabler defines new functionalities that extend XDM V2.0 Enabler. Among those functionalities some are related to the requirements derived from other OMA Enablers (i.e. OMA CPM 1.0, OMA CAB 1.0 and OMA POC 2.1).

The following functionalities are added in XDM V2.1:

· Access Permissions to define which Principals have rights to perform XDM functions to an XDM Resource;

· Notifying Principals when their Access Permissions to a specific XDM Resource are changed;

· Document history management in order to capture some (or all) changes applied to an XDM Document;

· Restore operation which enables the authorized Principals to restore the XDM Documents to one of its previous versions;

· Forwarding of an XDM Document or XDM Document Parts by a Principal with appropriate permissions to other Principals;

· User Preferences Profiles which controls aspects of how a user perceives and receives services;

· Support for searching for active sessions;

· Document Share by Reference which enables authorized Principals to share the contents of an XDM document with other Principals;

· An alternative mechanism to SIP to perform subscription to XDM Resource changes and receive notifications indicating XDM Resource creations, modifications and removals;

· Extensions to User Access Policy and Group XDM Documents; and

· XDM Differential write request to modify XDM Document Parts with a single modify request, and XDM Differential read request to retrieve XDM Document Parts by obtaining the changes to the XDM Document, as opposed to obtaining the entire XDM Document
All “Shared xyz XDMS”s defined by the XDM Enabler are renamed to “xyz XDMS”.
NOTE: XDM V2.1 inherits the Shared List XDMS, Shared Group XDMS, Shared Profile XDMS and Shared Policy XDMS from XDM V2.0, but renames them as the List XDMS, Group XDMS, Profile XDMS and Policy XDMS.
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