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1 Reason for Change

This CR changes the name of the <is-member> element to <is-list-member>.
R01: <is-list-member> element is replaced with <external-list> element
R02: A space is removed and that a list in the Group Usage Application Usage can be used..
2 Impact on Backward Compatibility

The change has no impact on Backward Compatibility.
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree to the proposed changes to the XDM 2.1ListXDM TS and update the document as described below.
6 Detailed Change Proposal

Change 1:  Modify section 5.1.11 Authorization policies
6.5.1 Authorization Policies

The authorization policies SHALL conform to  [XDM_Core] Section “Authorization”. 

The Access Permissions document SHALL conform to [XDM_Core] Section “Access Permissions Document” with the following restictions:

1) A <node-selector> child element of a <node-selectors> element SHALL only contain a node selector that points to a <list> element in a URI List document.

2) An <external-list> element SHALL indicate the list of identities defined by the child elements to a particular <list> element.

An <allow-operation-own-data> element SHALL only allow operations on an <entry> element with the requesting Principal’s identity included in the “uri” attribute.
Change 2:  Add new section 5.2.11 Authorization policies
6.5.1 Authorization Policies

The authorization policies SHALL conform to  [XDM_Core] Section “Authorization”.

The Access Permissions document SHALL conform to [XDM_Core] Section “Access Permissions Document” with the following restrictions:

1) A <node-selector> child element of a <node-selectors> element SHALL only contain a node selector that points to a <list> element in a Group Usage List document.

2) An <external-list>> element SHALL indicate the list of identities defined by the child elements to a particular <list> element in a URI List document.

3) An <allow-operation-own-data> element SHALL only allow operations on an <entry> element with the requesting Principal’s identity included in the “uri” attribute.

Change 3:  Modify section Appendix C.2.1
5.4.2 URI List Access Permissions Document Examples

The example contains an Access Permissions Document for a URI List User Directory that gives the user “sip:bob@domain” the right to do any operation on the Access Permission Document itself (i.e. this user is an Admin Principal for this URI List User Directory) and on all other documents in this URI List User Directory. It also gives the user “sip:joe@domain” the right to do any operation on all documents apart from the Access Permissions Document in this URI List User Directory. It also gives all members that exist in a list with the name “list-a” in the document “index” the right to retrieve this list and to do operations on their own data in the list (e.g. a member can remove himself from the list).
<?xml version="1.0" encoding="UTF-8"?>

<ap-rules xmlns="urn:oma:xml:xdm:ap"

    xmlns:cp="urn:ietf:params:ns:common-policy"

    xmlns:ocp="urn:oma:xml:xdm:common-policy">

<access-permissions-document-rule>

 <cp:ruleset>

  <cp:rule cp:id="ap-allow-all">

    <cp:conditions>

         <cp:identity>

                <cp:one cp:id="sip:bob@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation>true</allow-any-operation>

     </cp:actions>

    </cp:rule>

    </cp:ruleset>

</access-permissions-document-rule>

<directory-rule>

 <cp:ruleset>

  <cp:rule cp:id="ap-allow-all">

    <cp:conditions>

         <cp:identity>

                <cp:one cp:id="sip:joe@domain"/>

                <cp:one cp:id="sip:bob@domain"/>

         </cp:identity>

    </cp:conditions>

    <cp:actions>

        <allow-any-operation>true</allow-any-operation>

     </cp:actions>

    </cp:rule>

    </cp:ruleset>

</directory-rule>

<document-rule path="index">

 <cp:ruleset>

   <cp:rule cp:id="ap-own-data:list-a">

     <cp:conditions>

         <ocp:external-list>

            <ocp:entry anc="http://xcap.example.org/resource-list/users/sip:joe@domain/index/~~/resource-lists/list%5B@name=%22list-a%22%5D"/>
         </ocp:external-list>
         <node-selectors>

           <node-selector id="resource-lists/list%5B@name=%22list-a%22%5D"/>

         </node-selectors>

    </cp:conditions>

    <cp:actions>

        <allow-retrieve>true</allow-retrieve>

        <allow-any-operation-own-data>true</allow-any-operation-own-data>

     </cp:actions>

   </cp:rule>  

 </cp:ruleset>

</document-rule>
</ap-rules>
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