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1 Reason for Change

To remove the usage of multipart MIME and change the name of the XDCP request name for the Forward Request.
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

PAG WG to review the changes proposed in Section 6 and agrees to it.
6 Detailed Change Proposal

Change 1:  Changes to Section 6.2.6.2
6.2.6.2        XDM Resource Forwarding Operations

Upon receiving an XDCP request, the XDMS SHALL check the value of the <request> element of the XDCP document included in the XDCP request body. 

If the value of the <request> element is “Forward”, the XDMS:

1. SHALL authorize the request as described in section 5.1.5 and verify that the requesting Principal is granted access to the XDM Forward operations as described in section 5.4; 

2. SHALL reject the XDCP request with an HTTP “403 Forbidden” response if the XDCP request for forwarding XDM Resource is not allowed, else continue with the following steps;

3. SHALL fetch the XDM Resource to be forwarded specified in the Request-URI of the XDCP request and follow the procedures as described in the section 6.2.6.2.1 “Creation of an XDM Document to be forwarded”;

4. SHALL extract the list of recipients from the XDCP Request body;

5. SHALL check the preferences set by all the recipients residing in the same domain as the XDMS for handling the received XDM Forward request as described in the section 6.2.6.2.3 “Handling of received XDM Forward Request based on recipients preferences”; 

6. SHALL generate the XDM Forward request if there are any recipients not residing in its domain as described in the section 6.2.6.2.2 “Generation of an XDM Forward Request to remote recipients“; and

7. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of the   received XDM Forward Request” for notifying about the status of the received XDM Forward request to all of the recipients residing in the same domain as the XDMS.

If the value of the <request> element is “ForwardRemote”, then XDMS:

1. SHALL extract the list of recipients from the XDCP Request body;

2. SHALL check the recipient’s preferences for handling of the received XDM Forward content as described in the section 6.2.6.2.3 “Handling of received XDM Forward Request based on recipients preferences”; and

3. SHALL follow the procedure as described in the section 6.2.6.2.4 “Notifying the recipients about the status of received XDM Forward Request” for notifying the recipients about the status of the received XDM Forward request.

Editor’s note: Current proposal of XDM_Forward and XDM_Forward_Remote may be changed on finding a better alternative names.

Change 2:  Changes to Section 6.2.6.2.1
6.2.6.2.1     Creation of an XDM Document to be forwarded

The XDMS, upon receiving the XDCP request for forwarding of a XDM Resource SHALL check for the presence of <filter> element in the XDCP document included in the XDCP request body. If no <filter> element is present, then XDMS SHALL store the XDM Document to be forwarded in the temporary storage. If a <filter> element is present, then XDMS

1.  
2. SHALL apply the filters to the XDM Document to be forwarded and store the resulting XDM Document in a temporary storage which can be accessed by the recipients. 

The XDMS SHALL delete the document stored in the temporary storage if all the recipients have fetched it or after the time period specified by the local policy.

Editor’s note: Details of the XDMS procedure for handling this temporary storage is TBD.

Change 3:  Changes to Section 6.2.6.2.2
6.2.6.2.2          Generation of an XDM Forward Request to remote recipients

The XDMS SHALL create the XDM Forward Request as explained in this section to forward the XDM Resource to the Users residing in the remote domains.

Editor’s note: Details of the XDMS procedure acting as XDM Agent for creating XDCP request to handle this is TBD

The recipients of the forwarded XDM Resource could reside in several remote domains. To each of the remote domain the XDMS SHALL make an XDCP request containing the XDCP document with the following clarifications: 
1. 
2. SHALL set the <request> element to “ForwardRemote”;

3. SHALL include the <recipients-list> element whose “cid” attribute carries the Content-ID of the section of the “multipart/related” content type which carries the list of recipients residing in the same domain to whom the XDM Resource has to be forwarded;

4. SHALL include the <note> element if the <note> element is present in the received XDM Forward Request and set its value with the content of the <note> element present in the received XDM Forward Request;

5. MAY include the <size> element which carries the size of the XDM Resource in bytes;

6. SHALL include the <sender-identity> element whose value is set to the Identity of the Principal forwarding the XDM Resource;

7. MAY include the <display-name> element if the <display-name> element is present in the received XDM Forward Request and set its value with the content of the <display-name> element present in the received XDM Forward Request;

8. SHALL include the <expiration-time> element which carries the expiration time of the XDM Resource being forwarded; and

9. SHALL include the <content-type> element which carries the MIME type of the XDM Resource being forwarded.

10. SHALL include the list of recipients in the format “application/resource-lists+xml”  described in [RFC4826] as part of the “multipart/related” content with the following clarifications:

a. The “name” attribute of the <list> element is not included; and
b. The <entry> element SHALL contain the "uri" attribute set to a valid User Address, e.g. a SIP URI (as defined in [RFC3261]) or a TEL URI (as defined in [RFC3966]);

Note: The procedure of XDMS for determining and grouping the recipients belonging to same domain is outside the scope of this specification. If grouping of recipients is not possible the implementation may choose to make individual XDCP requests to each of the recipients.

Change 4:  Changes to Section 6.2.6.2.4
6.2.6.2.4           Notifying the recipients about the status of the received XDM Forward Request

Editor’s note: Investigate the XDMS procedures for having extra XDCP commands to support Contact Share Delivery report is TBD

The XDMS SHALL update the Forwarding Notification List document of each of the recipients extracted from the XDCP Request body as explained in this sub-clause.

The XDMS SHALL update the Forwarding Notification List document by adding a <request> element as child element of <request-notification-list> element whose “auid” attribute value matches with its AUID with the following clarifications:

1. MAY include the <timestamp> element with the value set to the time when XDCP Request was received;

2. SHALL include the <note> element if it is present in the received XDCP Request and set its value same as the value of the <note> element present in the received XDCP Request;

3. SHALL include the <status> element;

4. If the value of the <request> element received in the XDCP Request is “ForwardRemote”, the XDMS:

a) SHALL include the “document-uri” attribute and set it to the value of the <document-uri> element received in the XDCP Request; and

b) SHALL include the following elements with the same value as received in the XDCP Request:

· <sender-identity>

· <size>

· <content-type>

5. If the value of the <request> element received in the XDCP Request is “Forward”, the XDMS:

a) SHALL include the “document-uri” attribute whose value is set to the URI of the forwarded XDM Resource residing in the temporary storage;

b) SHALL include <sender-identity> element whose value is set to the identity of the Principal forwarding the XDM Resource;

c) SHALL include <size> element whose value is set to the size of the forwarded XDM Resource; and

d) SHALL include <content-type> element whose value is set to the MIME type of the forwarded XDM Resource.

6. SHALL include the <display-name> as child element of <sender-identity> if it is present in the received XDCP Request and set its value same as the value of the <display-name> element present in the received XDCP Request.

Editor's note: Values for the Status element is FFS.
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