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1 Reason for Change

This CR proposes changes according to some comments received during the informal AD review and discussed via exploder as added below. This CR does not provide changes to all points discussed. 

1. Interfaces are required to be specified, ref points are optional

2. External entities should be given at the enabler and interface level not component level

BERT: Do you mean not only in diagram but also in text? If so, what purpose do the interfaces have? Isn't it  enough then to just specify what clients of other enablers that CBUS uses? The answer is probably  "no" because Clients not always use only one type of interface.

POZ: generally the interfaces are (or should be) defined to the enabler.This allows a WG to change the internal design of an enabler without changing all the other enablers that reuse it.  And yes, this applies in text and diagram.

3. Security is a deployment issue, perhaps handled by the SEC enabler, but outside the scope of the CBUS enabler

BERT: We have requirements on security and depending on what components that are included in the architecture the security needs can be satisfied either inside or outside the CBUS enabler. Besides  "Security" is part of the template, section 5.4.

POZ: the requirements (should) say that such security is possible with this enabler.  The enabler should NOT spec the choice of security mechanisms but leave that to the deployment.  Why else would OMA have a SEC enabler if it weren't to be reused across enablers, as opposed to having each enabler define security itself.  This is a prime example of how OMA incorrectly defines vertical solutions rather than enablers that can be reused and composed to form services. 
The OMA process document mandates to follow the OSE. The OSE contains the following normative chapter for specification writers:

5. Implications on enabler specification writers (normative)

The OMA Architecture Requirements [ARCH-REQ] state that enabler specifications should reuse existing specifications where possible. This approach includes reuse of existing OMA enabler specifications whenever possible (e.g. reuse of presence and group management enablers by the PoC enabler).

· If applicable, an enabler MUST specify or reference one or more interfaces for its intrinsic functionality that will be used to interface to (i.e. invoke) its functions. 

· If an enabler depends on already defined OMA functions, it MUST identify which other enablers' intrinsic functionality it will invoke to perform these already-defined OMA functions.

· An enabler MUST specify or reference only the functions, protocols and invocations that are essential (i.e. core) to its purpose
Any requirements or features that are not intrinsic to an enabler should not be specified within the enabler's specification.  An enabler's specification should only specify the intrinsic functionality required to fulfil its actual function.

For example, some enablers require having an identifier for the requesting entity. The requirement to perform the enabler's function is that there be a way to distinguish one requestor from another. It is not a requirement for the requestor's identity be verified using any particular mechanism (e.g. password, certificate, biometrics). The need to authenticate the requestor is a policy statement under the control of a domain. It is not required to perform the function of the enabler. Therefore, the authentication process is outside the scope of the enabler specification, allowing it either to be implemented as an added value by the enabler implementation or left to the policy enforcer implementation.

4. The term "co-located" is used but I don't know if this means that the enabler contains the component or that the component is accessed/invoked or something else. I have heard that the term means "located in the same physical element" but OMA does not deal with deployment issues so I'm not sure what it means

BERT: Seems more to be a question of wording. UML language would probably use the wording "inherits" about the Client component's interface object and "uses" about its interface. But of course we should not refer to UML. Instead of "co-located" you can use (although my examples maybe are too procedural for an AD) e.g. "acts as an X Client on behalf of blablaba" or "when acting as an X Client", or "CBUS Server uses an X Client to blablabla".

POZ: these wordings would make the intent clearer for me

5. Dieter has recommended lots of changes to the diagram that you should consider
BERT: Yes, I saw that on his e-mail. The only problem that I see is that when taking the step from AD to TS it will require a kind of "restart" to figure out how it should work. 

POZ: I don't know why you think a restart would be needed.  If you are worried about a problem here, we might be able to help you.

6. IMS can be one of the networks over which this enabler operates, but the enabler must be defined to operate over any SIP/IP infrastructure. Interfaces should not be defined into/out of SIP/IP core (it is not an OMA enabler) but rather to the destination enablers/components.

BERT: I think that the paragraph you maybe refer to can be removed from AD, or explained in a bit different way. If I understand you correctly, using something outside OMA is out of spec and should not be referred to?
POZ: correct interpretation of my point

7. You need to decide (and I don't care) whether elements having the XDMC functions will be a part of this enabler (and using the XDM-defined protocols/interfaces), or will be accessed from this enabler (ie a dependency).

BERT: Component XDMC is part of XDM enabler. The functions of XDMC are described in XDM enabler. Although we currently describe what functions CBUS uses maybe that also shall be removed, as that can be up to the implementor?
POZ: OK

2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To agree on proposed changes.
6 Detailed Change Proposal

Change 1:  5.2 Architectural Diagram

The following figure illustrates the OMA CBUS architecture.
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Figure 1: CBUS architecture

Editor’s Note:  The usage of Home Subscription Agent (HSA) in CBUS architecture is FFS.
Change 2:  5.3 Architectural Diagram

5.3 Functional Components and Interfaces/reference points definition

5.3.1 CBUS Functional Entities

This sub-clause describes the functional Entities of the CBUS Enabler.

5.2.1.1 CBUS Server
The CBUS Server is a functional Entity that supports the following functions;

· Provides information about its capability to retrieve Evaluation Information;

· Performs authorization of the requesting CBUS Client;

· Provides control of the evaluation of Conditions by supporting different types of evaluation, e.g. one-time evaluation, periodic evaluation and re-evaluation at change of the Evaluation Information:

· Subscribes for notification of  changes of Evaluation Information;

· Provides aggregation of notifications of Evaluation Information from multiple information sources;

· Notifies the subscriber of changes to the set of Candidate URIs matching the Conditions;
5.2.1.2 CBUS Client
The CBUS Client is a functional Entity that provides access to various features of a CBUS Server, as described in section 5.3.1.1. 

The CBUS Client is a functional Entity that supports the following functions:

· Subscribes for notification of changes to the set of Candidate URIs matching the Conditions;

Editor’s Note:  Whether CBUS Client can query CBUS Server capabilities, e.g. using SIP OPTION requests is FFS.
5.3.1 External Entities providing Services to CBUS 
5.3.1.1 Shared List XDMS
The Shared List XDMS supports the Application Usage for the URI List document used by the CBUS Enabler.
This Entity is described in [XDM_AD].

5.3.1.2 Shared Group XDMS
The Shared Group XDMS supports the Application Usage for the Group document used by the CBUS Enabler.
This Entity is described in [XDM_AD].

5.3.1.3 Shared profile XDMS
The Shared profile XDMS supports the Application Usage for the Profile document used by the CBUS Enabler.
This Entity is described in [XDM_AD].

5.3.2 CBUS Enabler in IMS
5.2.1.3 

When the CBUS enabler is used over IMS, the CBUS Server utilizes the capabilities of IMS as specified in 3GPP [3GPP-TS_23.228] and 3GPP2 [3GPP2-X.S0013-002], respectively. In such cases the IMS performs the following additional functions in support of the CBUS Service:

· Routes the SIP messages between the CBUS Client and the CBUS Server;
· Provides discovery and address resolution services; 

· Supports SIP compression;
· Performs a certain type of authentication and authorization of the CBUS Client based on user’s service profile;
· Maintains the registration state; 

· Provides charging information.
The CBUS-1 interface conforms to the ISC interface for CBUS Clients implemented in a server entity and to the Gm interface for CBUS Clients implemented in a terminal entity as specified in [3GPP-TS_23.002] [3GPP2-X.S0013-002].
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5.3.3 Description of Interfaces
Editor’s Note:  This is a preliminary list of Interfaces for the CBUS enabler. The complete list of Reference Points is FFS.
5.2.1.18 Interface CBUS-1
The CBUS-1 interface is exposed by the CBUS Server. The protocol for the CBUS-1 Reference Point is SIP.

The CBUS-1 interface provides the following functions:

· Subscription to URIs selection result;

· Notification of URIs selection result;
· Capability information of CBUS Server retrieval.
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Change 3:  Appendix B
Appendix B. Deployment Example (Informative)

Appendix C. CBUS enabler can use interfaces provided by other OMA enabler components such as Presence Server, Resource List Server and Location Server to request information.
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Figure2: CBUS Deployment Example
B.1.1 Location Server
The Location Server is a functional Entity that accepts location subscriptions and distributes location information about individual targets. 

The location information can be subscribed to by the Location Client in the CBUS Server.

This Entity is specified in [LOCSIP_AD].

B.1.2 Location Client
The Location Client is a functional Entity that requests location information about one or more individual targets. 

The CBUS Server acts as a Location Client to request location information for Candidate URIs, i.e. to retrieve Evaluation Information about targets.

This Entity is specified in [LOCSIP_AD].

B.1.3 Presence Server
The Presence Server is a functional Entity that accepts, stores, and distributes presence information about a Presentity. The presence information can be published by the Presence Source in the UE, or by a Service specific Server on behalf of the Presentity or by a Location Service on behalf of the Presentity. 

The presence information can be fetched or subscribed to by the Watcher in the CBUS Server.

This Entity is specified in [PRS_AD].
B.1.4 XDM Client
The XDM Client is a functional Entity that provides access to the Shared XDMSs. 
The CBUS Server acts as an XDM Client to request profile information for Candidate URIs, i.e. to retrieve profile information about users.

The XDM Client in the UE is used for management of the group definition of Conditions in Shared Group XDMS.

This Entity is described in [XDM_AD].
B.1.5 Resource List Server (RLS)
The RLS is the functional Entity that accepts and manages subscriptions to Request-contained Resource Lists, which enables a CBUS Server acting as a Watcher to subscribe to the Evaluation Information of multiple URIs using a single subscription transaction.
This Entity is specified in [OMA Presence V2.0 AD].
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