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1 Reason for Change

This CR introduces PAL Server procedures used in the PAL V1.0 Technical Specification document (TS).
2 Impact on Backward Compatibility

N/A.
3 Impact on Other Specifications

N/A.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

OMA PAG WG is kindly requested to review and agree to the following change-request as detailed in the next section.
6 Detailed Change Proposal

Change 1:  5.2 PAL Functional Entities – PAL Server
5. PAL Functional Components

5.1 PAL Server

A PAL Server is an entity that accepts requests and provides functions on behalf of a PAL Client e.g. providing Presence Aspect values relative to a given Presence Context.  

A PAL Server SHALL be implemented within a core network as an AS or Service specific AS.

If a core network corresponds with 3GPP IMS networks, a PAL Server SHALL be implemented in an AS or Service specific AS, as defined in [3GPP-TS_23_228].   

If a core network corresponds with 3GPP2 MMD networks, a PAL Server SHALL be implemented in an AS or Service specific AS, as defined in [3GPP2-X.S0013-002].

5.1.1 General

A PAL Server SHALL:

· Authenticate and authorize PAL Clients;

· Be able to function within the core network as an HSA;

· Resolve policy to support the consolidation of Presence Information provided to a PAL Client;

· Provide an interface with which a PAL Client is able to establish and terminate a Presence Context based on a Presence Aware Service or Class of Service;

· Provide an interface with which a PAL Client is able to request and/or receive Presence Aspects i.e. as detailed in [PDE_DDS] “Presence Aspect Definitions” through a Presence Context;

· Provide an interface with which a PAL Client is able to suspend or resume a Presence Context; and,

· Provide a mechanism for establishing and monitoring Presence Triggers applicable to a given Presence Context and for executing predefined actions when Presence Aspects corresponding to a Presence Trigger have changed.

5.1.2 Authentication and authorization 

Mutual authentication between a PAL Server and PAL Client is as described in section 8.1.  

Editor’s Note: Authorization details are TBD.
5.1.3 PAL Server as an HSA

The Home Subscription Agent (HSA) procedures are described in [PRS_HSA].

A PAL Server, when functioning as an HSA, SHALL have the following characteristics:

· SHALL be equivalent to a Subscriber as detailed in [PRS_HSA];
· SHALL be equivalent to subscribing to the Subscription Service as detailed in [PRS_HSA], when a PAL Server subscribes to Presence Information of the Presence Service; and,

· SHALL be equivalent to subscribing to the Subscription Service as detailed in [PRS_HSA], when a PAL Server subscribes to Watcher Information of the Presence Service.   

5.1.4 PAL Policy Resolution 

PAL Policy SHALL be utilized by a PAL Server to represent base (i.e. default) PAL Policy types/values.  A PAL Server SHALL apply base PAL Policy types/ values to provide PAL Clients with determinate, consistent Presence Aspect values for an associated Presence Aware Service or Class of Service.  PAL Policy types and values are as defined in [PDE_DDS], section “PAL Policy Definitions”.  

A Logical Observer (e.g. a PAL Client) may be unable to correctly establish determinate Presence Aspect values, in scenarios whereby a Presentity publishes Presence Information to a PS according to [PRS_Spec], section “Presence Information Processing”.  Reasons for this may include one or more of the following:

· Presentity omits a publication (either in whole, or in part) when the Presentities status changes;
· Presentity publishes correct Presence Information, however resulting composite Presence Information published to the PS, results in indeterminate states; or,

· Presentity authorization policy results in indeterminate Presence Information provided to a Logical Observer (e.g. a Watcher or PAL Client).

A PAL Server SHALL examine the following attributes to resolve base PAL Policy: 
· Presence Aware Service or Class of Service Identifier.

A PAL Server MAY optionally utilize other information to resolve base PAL Policy, including:

· Presence Service description identifier (i.e. as defined in the OMNA Presence <service-description> Registry); 

· PAL Client identifier.

· An arbitrary group identifier, to which a PAL Client is determined to be a member; or, 

· A local timestamp associated with a Presence Context establishment request made by a PAL Client to a PAL Server.

A PAL Server SHALL resolve PAL Policy through at least of the following mechanisms:

· PAL Policy is resolved by a PAL Server through a Policy XDM; or

· PAL Policy is resolved by a PAL Server through a PEEM PEM-1 PV request.

5.2.4.1 PAL Policy resolution utilizing Policy XDM

Editor’s Note: Details relating to the Policy XDM are TBD.
5.2.4.2 PAL Policy resolution utilizing PEEM PEM-1 PV request

Editor’s Note: Details relating to the PEEM PEM-1 PV request are TBD.
5.1.5 Presence Context Establishment procedures

A PAL Server SHALL receive Presence Context establishment requests from PAL Clients.  An appropriate Presence Context SHALL be established by a PAL Server on behalf of a PAL Client, for a specified Presence Aware Service or Class of Service.  

During Presence Context establishment, a PAL Server SHALL:

1) Authorize the PAL Client who initiated a Presence Context establishment request, as described in section 5.2.2;

2) Resolve base PAL Policies on behalf of a PAL Client, during Presence Context establishment as described in section 5.2.4.

3) Process Presence Context establishment request parameters as detailed in section 6.2.1.1;

4) Generate a unique Presence Context identifier associated with the requesting PAL Client; and,

5) Resolve applicable PAL Presence Parameters contained within a PAL Profile for a service identifier XUI provided as part of the Presence Context establishment request.

5.2.5.1 Presence Context establishment requests incorporating Presentities

If a Presence Context Request includes the identities of one or more Presentities, then once a Presence Context has been established a PAL Server SHALL:

1) Retrieve Presence Information corresponding to each Presentity specified as described in [PRS_Spec] section “Subscription to Presence Information”; and,

2) Evaluate Presence Aspect values corresponding to the specified Presentities, applicable to the established Presence Context.

Editor’s Note: Other sections are TBD.
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