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1. Scope
(Informative)

This document describes the architecture for Group Management as a common function used within the service enablers defined by OMA.  Due to the time pressure of some enablers it was agreed to start the work for group management focusing to their needs. Therefore the work is divided in two releases to support the early enablers with release one and the others with the secound release. 

This document is itended for the first release.  

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”, Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[@@@-RD]
	“@@@ Requirements”, Open Mobile Alliance, OMA-RD_@@@-Vx_y, URL:http://www.openmobilealliance.org/ 

	[3GPP TS 33.141]
	3GPP TS 33.141 Group Services and System Aspects; Presence service; Security (Release 6)

	
	

	[3GPP2 X.S0027-003-0]
	3GPP2 X.S0027-003-0 Group Services and System Aspects; Presence service; Security


2.2 Informative References

	[ARCH-INVENT]
	“Inventory of Existing Architectures in OMA”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-PRINC]
	“OMA Architecture Principles”, <doc ref>, URL:http://www.openmobilealliance.org/

	[ARCH-REVIEW]
	“OMA Architecture Review Process”, <doc ref>, URL:http://www.openmobilealliance.org/

	[OMA-DICT]
	“OMA Dictionary”, <doc ref>,URL:http://www.openmobilealliance.org/

	[OMA-CF]
	“OMA Common Functions”, <doc ref>, URL:http://www.openmobilealliance.org/

	[@@@-UC]
	“@@@ Use Cases”, <doc ref>, URL:http://www.openmobilealliance.org/

	
	

	
	<< Add/Remove reference rows as needed! >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<The Architecture Document is assumed to contain normative material and is expected to use the previous two paragraphs, if not (is it really an AD?), replace it with the following paragraph.  DELETE THIS COMMENT >>

This is an informative document, which is not intended to provide testable requirements to implementations.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  Delete all definitions that are not used in the document.  DELETE THIS COMMENT >>

	Collaborative Context Model
	An extension of the Context Model. It expands on the Context Model by describing the interactions (collaborations) between the entities of this architecture and external entities (e.g. entities in other architectures).

	Contextual Item
	A logical entity in an architecture

	Context Model
	A model that identifies all contextual items relevant to understanding architecture.

	Interface
	See [OMA-DICT].

	Reference Point
	See [OMA-DICT].

	System
	A functional entity 

	
	


3.3 Abbreviations

	OMA
	Open Mobile Alliance

	AoR
	Address of Record

	
	


4. Introduction
(Informative)

This architecture document for OMA Group Management supports Poc, Presence and Instant messaging services enablers. As early enablers there are treared first. The specification needs to be upward compatible since other service enablers should be able to also use group mamangement as a common function. 

The group features enables the user to reuse communication relations
  for themselves, other users and services. Groups are created during the setup or normal usage of services. Once created (by operator or user) they can be used for other may be new services too.  

Due to the nature of common functions there are a lot links to service enablers that use it and partly influence the design. Ínterfaces to the service enablers should be as common as possible to reduce the number of interfaces to a minimum.  (Therefore the e.g. Pgm interface not only transports data between service enablers and the group management function but also addresses the different service enablers explicitely.)

Since the PAG WG is chartered to support the SIMPLE technology there is no support for other technologies implied.
4.1 Target Audience

The target audience for this document includes but is not limited to the following:

· The Working Group(s) that will create specifications based on this subject matter

· Working Groups that need to understand and partly influence the architecture of this subject matter

· OMA - PoC WG

· OMA - MWG 

· OMA – GS  WG

· OMA – DM WG

· OMA – BAC WG

· OMA – LOC WG

· OMA – DS WG

· OMA – MWS WG
· Architecture Working Group (e.g. during Architecture Reviews as defined in [ARCH-REVIEW], to determine compliance of [ARCH-PRINC], etc.)

· Interoperability Working Group (e.g. for early analysis of interoperability requirements)

4.2 Use Cases

<< Identify the Use Cases that covered by the architecture.  Add all references to Use Case documents to section 2.  This section should also identify the major Actors in the architecture.  DELETE THIS COMMENT >>

4.3 Requirements

<< [NOTE: the reader of this section should be able to clearly identify those requirements that are met or satisfied and those that are NOT met or satisfied]

Identify the Requirements Document(s) on which this architecture is based.  

Using the table below, list all of the Requirements in the identified Requirements Document(s).  Use one table for each Requirements Document.  If a requirement is not met or satified, enter the string None in the Phase Met column.  The Section(s) column should contain a list of the sections in this document that contain text that addresses the requirement.

Add all references to Requirement Documents to section 2. 

DELETE THIS COMMENT >>

	Requirement ID/Number
	Phase Met
	Section(s)

	6.1.1 #1
	1.0
	7.1, 7.2

	6.1.1#2
	None
	

	6.1.1#3
	1.0, 2.0
	7.1, 7.2, 7.3

	
	
	


Table 1: Example Table – Listed in the Table of Tables

4.4 Planned Phases

Due to the different stutus of different service enablers it was agreed to have two releases for Group Management. 

The work for group management is focusing on the needs of the early enablers and call it release one. 

We expect for release one not to completely cover all generic group management needs of all its potential using services. Therefore we decided to create a secound release to cover all functions necessary concerning the whole bunch of service enablers that can call for the common function group management.  

We plan to start with an initial architecture that contains all building blocks and is able to support the secound release without major changes to avoid migration problems.

4.5 Features and Functions:

4.5.1 Preconditions

4.5.1.1 Authentication

The GM Subscriber must be authenticates before using the GM Services. The authentication can be performed either by the GM Service, the under laying transport network or other authentication framework.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the mechanism for securing Ut interface SHALL be applied to the GM-3 interface.  Specifically [3GPP TS 33.141], [3GPP2 X.S0027-003-0] SHALL be used to provide the security protection, where the GAA mechanism referred in [3GPP TS 33.141], [3GPP2 X.S0027-003-0], as an underlying network mechanism, SHOULD be used. Alternatively, Tthe GM Service use HTTP Digest authentication as specified in [RFC 2617] could also be used. Both mechanisms MUST be implemented in the GM Service, and the GM Client MUST implement either HTTP Digest authentication or [3GPP TS 33.141], [3GPP2 X.S0027-003-0] as specified in [FIX_ME: OMA_GM_SPEC_1_0OMA GM Specification]

Description of how authentication is performed by the under laying transport network or other authentication framework is out of the scope of this specification. 




4.5.2 Group and List Management Operations 

This section describes the generic operations that can be performed on groups and lists. The List Management Operations section should include the XCAP operations against GMS.

Note that some groups or list might not support all operations. 

4.5.2.1 Create or Replace Group / List 
A user SHALL create a group or list document by specifying the name for the group or list document. The GM client SHALL construct the URI which is later used to access the document. The user MAY also specify the contents of the group or list document at creation time.
NOTE: Creating a new group or list document with same name replaces the existing document.
4.5.2.2 Delete Group / List

To delete a group or list document, the GM client SHALL issue a delete request to the URI pointing to that document.
4.5.2.3 Get Group / List

To get the group or list document contents, the GM client SHALL issue a get request to the URI pointing to that document.

4.5.2.4 Create or Replace Group / List Element

To create an element (or entry) to the group or list document, the GM client SHALL specify in the URI the group or list document, and also the location in the document where the element is to be added. The request SHALL also contain the element itself.
4.5.2.5 
Replacing an element is similar to creating an element, only when replacing an element the URI SHALL point to an existing element which is to be replaced.
4.5.2.6 Delete Group / List Element

To delete an element, the GM client SHALL issue a delete request, and specify the document and element in the URI.
4.5.2.7 Get Group / List Element

To get the value of an element, the GM client SHALL issue a get request, and specify the XCAP document and element in the URI.

4.5.2.8 Create or Replace Group / List Attribute

To create an attribute for an element, the GM client SHALL specify in the URI the group or list document and the element for which the attribute is to be created. The request SHALL also contain the attribute itself.
Replacing an attribute is similar to creating an attribute, only when replacing an attribute the URI SHALL point to an existing attribute which is to be replaced.

4.5.2.9 Delete Group / List Attribute

To delete an attribute, the GM client SHALL issue a delete request, and specify the document, element and attribute in the URI.

4.5.2.10 Get Group /  List Attribute

To get the value of an attribute, the GM client SHALL issue a get request, and specify the document, element and attribute in the URI.

4.5.3 Group and List attributes and elements

This section describes the different elements and attributes for the different types of groups and lists. Note that some of the attributes might be implicitly supported by the protocol  chosen for Group and List management however they are listed here to represent the data exchanged by the GM Client and the GM Service. 

4.5.3.1 Contact List

 Contact lists are collections of subscriber and group identities, used by the end user as a means of organizing  his contacts. A contact list SHALL comply to the resource list format presented in [draft-ietf-simple-xcap-list-usage-03].

A contact list SHALL contain the following information 
· Identifier; a contact list SHALL be addressble using its XCAP or SIP URI.

· Name; a descriptive name for the contact list
· List of end user and group identities
· Each identity shall contain a URI and a descriptive name
· Indication whether the contact list is the default contact list

NOTE: How the “default” attribute is should be used or interpreted is not specified. 
4.5.3.2 Presence List

Attributes:

Elements:

4.5.3.3 PoC Group

Attributes:

Elements:

4.5.3.4 Session Policy List

Attributes:

Elements:

Editor’s Note: Section 4.5.4 and 4.5.5 doesn’t easy map to the proposal of OMA-PAG-2004-0225R01-GM-AD-Structure.doc. Therefore it is not deleted or changed but renumbered. 

4.5.4 Access List Management
Access list management shall use the common policy authorization framework as defined in [draft-geopriv-common-policy-00]. The access list management is used to allow or deny access to a resource. The access lists SHALL be managed by XCAP application usage for access list management as defined  in subsection 5.1.2.1

4.5.4.1 Structure of Access Lists

An access list contains two logical functions: the accept list and a reject list. The access list contains the following information elements:

· Subscriber identities from whom the user is willing to receive session invitations (accept list)

· Subscriber identities from whom the user is not willing to receive session invitations (reject list)

NOTE: The access list may be extended later with additional attributes.

The access list document contains any number of rules, all of which are matched against the request according to the principles described below. 

A rule contains three main elements: conditions, actions, and transformations [draft-ietf-geopriv-common-policy-00].

The conditions defines the conditions that need to be met before a certain rule is applied. The actions and transformations parts define the operations the server MUST execute before initiator of the request (the caller) is allowed to progress with the session invitation. 

4.5.4.2 Conditions

Only one condition element is defined here:

· identity

The identity element defines the identity against which the caller’s identity is matched. If the identities match, the rule in question applies to the initiator of the session invitation. Then subsequent rules, if any, are processed.

The identity element can contain 

· individual identities,

· domains, 

· a reference to a resource list, or

· “any” parameter, meaning that the condition matches to all callers.

If a reference is used, the GM server SHALL retrieve the list entries and populate the identity element with the individual entries stored in the external list. 

The domain and any parameter may contain any number of exceptions to the condition. The exceptions are used to implement a simple blacklist functionality.

4.5.4.3 Actions

Actions define the action to be taken for those callers whose identity matches the identity element in the conditions part. Two actions are defined here

· Block

· Allow
Editor’s note: the default action to be taken in case of an unknown user, and in the case when no rule matches, is FFS.

4.5.4.4 Transformations

Transformations define the operations the GM server MUST execute before providing any information to the callerEditor’s note: Whether any transformations are needed is FFS.

4.5.5 Manipulating the access list

The access list is managed according the generic XCAP operations. 

4.6 Basic Data Structures

4.6.1 Group List

Group List is created when a authorized user requested the GMS to create and kept until the user requests to delete it or the service provider deletes it based on the policy. The list could be seen as a table of members who will join the PoC session and who will be rejected their request to join. There are attributes associated to the table.

	Group List

	Owner: xxxxx

Group ID: xxxxx

Services: "PoC"

Talk session type: xxxxxChat/Pre-defined

Membership: open/close

Maximum number of member: nnn

Annonymous access: OK/NG

Owner Initiation Only: Yes/No

	Subscribers (URI)
	Screen Names

	member-1
	

	member-2
	

	member-x
	

	Group Reject List

	Subscribers (URI)
	Screen Names

	persona non grata 
	

	persona non grata
	

	persona non grata
	


A group consists of the following entries.

	Entry
	Definition

	Owner
	Subscriber ID which owns this group. This subscriber also has the management authority in default.

	Group ID
	URI which identifies the group.

	Services
	The services in which the group is utilized. As the list could be used for several purposes depending on the value of this entry, if this list is used for PoC, then it shall beinclude "PoC".

	Talk session type
	This value identifies the type of the PoC session.

	Membership
	This value indicates that the group is open or closed. If "closed", then the members to be included in the PoC session is limited only the listed members.

	Maximum number of member
	Maximum number of member in the group.

	Anonymous access
	This value indicates whether the member is able to participate anonymously in the PoC session.

	Owner initiation only
	This value indicates whether only the owner of this group is able to initiate the PoC session. If "No", then any members are able to initiate the session.

	Member(s)
	Subscriber IDs in the group. Their screen name may be included.

	Group reject list
	There may be annoying subscribers previously identified during the session. The owner is able to list such subscriber IDs to reject their initiation of the PoC communication.


4.6.2 Access/Reject List

Access/Reject list is created when a PoC subscriber requests the GMS to creat and kept until the subscriber requests to delete or the service provider deletes it based on the policy. The list could be seen as a table of members whom he/she would like to handle the special treatment. There are attributes associated to the table.

	Access/Reject List

	Owner: xxxxxx

Service: PoC

Auto-answer: yes/no

	Subscribers (URI)
	Screen Names
	Access/Reject

	favorable person
	
	Access

	so so person
	
	Access

	persona non grata
	
	Reject


An Access/Reject list consists of the following entries.

	Entry
	Definition

	Owner
	Subscriber ID which owns this list.

	Services
	The services in which the list is utilized. As the list could be used for several purposes depending on the value of this entry, if this list is used for PoC, then it shall include "PoC".

	Auto-answer
	This value indicates whether the PoC session in the groups included in the list is automatically answered.

	Subscribers
	Subscriber IDs whom the list owner hopes to react in special manners (answer possible or reject). Their screen names may be included.


4.6.3 Contact List

Contact list is created when a PoC subscriber requests the GMS to creat and kept until the subscriber requests to delete or the service provider deletes it based on the policy. The list could be seen as a table of members whom he/she would like to access in the easy manners (in any sense). There are attributes associated to the table. There may be more than one contact lists.

	Contact List. 

	Owner: xxxxxx

Contact list name: yyyyyy

Contact list default: yes/no

Service: PoC

	Subscribers (URI)
	Screen Names

	
	

	
	

	
	


A Contact list consists of the following entries.

	Entry
	Definition

	Owner
	Subscriber ID which owns this list.

	Contact list name
	The alias of the contact list.

	Contact list default
	There may be more than one contact list the owner creats on the GMS. This value indicates whether the contact list is used by the owner as the default list.

	Services
	The services in which the list is utilized. As the list could be used for several purposes depending on the value of this entry, if this list is used for PoC, then it shall beinclude "PoC".

	Subscribers
	Subscriber IDs. Their screen names may be included.


4.7 Flows for Basic procedures

This clause describes information flows for basic procedures used to operate upon the lists on the GMS. The interaction between the GM client and the GMS is described as the message sequence charts (MSCs).

4.7.1 GM client Authentication


[image: image2] 
Figure 1: User authentication by GMS
Procedure in GLM client authentication

1.
The GLM client requests the server to authenticate itself.

2.
The GLM server sends Challenge with the challenging parameter to the GLM client. 

When the GLM client receives the Challenge, it extracts the challenging parameter and executes the pre-defined procedure to obtain the challenged result.

3.
The Response is sent with the challenged result to the GLM server. 

The GLM server checks the challenged result in the Response received.

4.
The GLM server sends Authentication result to the GLM client.

Note: (1) The distribution of the authentication related data (e.g. password) prior to the GLM client authentication procedure is out of scope. (2) It is strongly recommended that the procedure in the step 2 is secure enough for the GLM client so that the malicious client is not able to guess the previously-distributed authentication related data easily (eg. MD5) and all the information are transported in the encrypted manner.
4.7.2 Create List

This procedure is used to create a list. 

The GLM client requests the GMS to create a list. The request includes the owner's ID, who has the sole authority to manage the list, and the response includes the URI of the newly-created list.

It may be possible to specify the attributes to the list. If not specified, the default attributes which are provided by the service provider are assumed.


[image: image4]
Figure 2: Procedure Create List

4.7.3 Delete List

This procedure is used to delete a list. 

The GLM client requests the GMS to delete the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.

Optionally it may be possible for the GMS to confirm the owner's will to do so before the excecution.


[image: image6]
 Figure 3: Procedure Delete List

4.7.4 Add Member Entry

This procedure is used to add the specified member entry to the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.

It may be possible to specify the attributes to the list. If not specified, the default attributes which are provided by the service provider are assumed.


[image: image8]
Figure 4: Procedure Add Member Entry

4.7.5 Delete Member Entry

This procedure is used to delete the specified member entry from the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image10]
Figure 5: Procedure Delete Member Entry

4.7.6 Modify List Attributes

This procedure is used to modify the attributes to the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image12]
Figure 6: Procedure Modify List Attributes

4.7.7 Modify Member Attributes

This procedure is used to modify the attributes to the specified member entry in the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image14]
Figure 7: Procedure Modify Member Attributes

4.7.8 Get Lists

This procedure is used to obtain the lists owened by the specified owner. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image16]
Figure 8: Procedure Get Lists
4.7.9 Get List Attributes

This procedure is used to obtain the attributes to the specified list owened by the specified owner. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image18]
Figure 9: Procedure Get List Attributes

4.7.10 Get Member

This procedure is used to obtain the member list, and optionally their attributes, in the specified list. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image20]
Figure 10: Procedure Get Member
4.7.11 Get Member Attributes

This procedure is used to obtain the attributes to the specified member in a list owened by the specified owner. The request shall be accepted only if the GLM client matches the owner in this request, unless otherwise specified.


[image: image22]
Figure 11: Procedure Get Member Attributes

5. Context Model
(Informative)

<< [NOTE: A reader of this section should be able to clearly understand how the architecture that is the subject of this document relates to other architectures within OMA.]  

This section defines the Context Model (also know as a Logical Model) of the subject matter.  The model identifies all of the concepts, terms, relationships and contextual items that are relevant to understanding the subject matter from an external point of view.  The contextual items themselves are logical entities in the architecture.  

This section should specify the services provided by the subject matter.  It should also describe high-level dependencies on other architectures (e.g. other Architecture Documents in OMA).

Note that the context model itself may not actually exist in a real world instantiation of the subject matter but is helpful in understanding the subject matter from a logical perspective. 

Users of this template should consult [OMA-CF] and identify any of this subject matter’s functionality (e.g. its systems, subsystems, interfaces) that is covered by OMA’s Common Functions ([OMA-CF]).  

DELETE THIS COMMENT >>

5.1 Context Diagram

<< Include one or more diagrams that depict the contextual items of the subject matter.  The logical entities identified above should be included in the diagram(s). 

Diagrams in this section should contain Logical entities only and not conflate Logical entities with Physical entities.

A diagram of physical entities (i.e. a diagram that includes deployment/implementation artifacts) is permitted in this section but ONLY if the diagram is clearly identified as such.  

The text in this section should identify and explain all entities in the diagrams.  

This section should include an explanation of how this architecture relates to the various views (i.e. the reference point view) defined in  [ARCH-INVENT].   This section should also include a diagram, which superimposes this architecture on top of the various views (i.e. the reference point view) included in [ARCH-INVENT].

The text should also identify the external entites that depend on this particular architecture and vice-versa.

DELETE THIS COMMENT >>
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Figure 12: Example Figure – This Label Is Listed in Table of Figures

5.2 Context Collaboration Model

5.2.1 Poc Architecture with GMS as Group Mangement Entity
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Figure 13: PoC view on GM

Poc is using the group management as integral part of its architecture. In the GMS and the GMS-Management and Administration are directly related to group management. 

Comparing the interfaces with Figure 17 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 13
Poc view
	Figure 17
Generic GM

	
	Is 
	GM-1

	
	Pgs
	GM-2

	
	Pm
	GM-3

	
	Pe
	GM-4

	
	Ik
	GM-7

	
	Pgm 
	GM-5


The identified interfaces related to group management are mainly the Pe, Pgs and Pm interface. During comparison with Figure 17 one can easy identify they are identical. The Pgm and the Ik interfaces are combined and is named GM-5,

5.2.2 Presence Architecture with GMS as Group Mangement Entity
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 Figure 14: Presence view on GM

The presence architecture as shown in Figure 14 also uses the GMS entity to refer to group management. 
Comparing the interfaces with Figure 17 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 14
Presence view
	Figure 13
Generic GM

	
	Ps
	GM-1

	
	Pgs
	GM-2

	
	Pm
	GM-3

	
	Pe
	GM-4

	
	Pgm
	GM-5


5.2.3 Instant Messaging Architecture with List&Policy Server as Group Mangement Entity
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Figure 15: Instant Messaging view on GM

The Instant Messaging architecture as shown in Figure 15 uses the List & Policy Server entity to refer to group management. 
Comparing the interfaces with Figure 17 one ends up with the following mapping for the group management functions:

	Interfaces of Group Management Functions
	Figure 15
Instant Messaging view
	Figure 17
Generic GM

	
	Not Applicable
	GM-1

	
	Not Applicable
	GM-2

	
	Xcap
	GM-3

	
	Not Applicable
	GM-4

	
	Not Applicable
	GM-5


5.2.4 Overall Architecture Diagramm 
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Figure 16: Overall Architecture Dagramm

6. Architectural Model
(Informative)


[image: image29]
Figure 17: Generic Group Management Architecture

6.1 GMS Functional Entities

6.1.1 GMS-Terminal Client

6.1.2 GMS-Server

6.1.3 External GMS-Mgmt/Admin 

6.2 External Entities Providing Services to GMS

6.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars.  The SIP/IP Core performs the following functions that are needed in support of the GMS Service:

· Routes the SIP signaling between the GMS Client and the GMS Server

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of GMS Client based on user’s service profile

· Maintains the registration state 

· Provides charging information

In the context of 3GPP or 3GPP2 networks, the OMA GMS SHALL utilize the capabilities of IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.P0013.2]), respectivtely. 

Editor’s note: Need to verify if the Reference above match GMS

In the context of other networks, a network of SIP proxies and registrars providing the aforementioned functionality is utilized.

6.2.2 GM using OMA Service Enablers

6.2.2.1 Push to Talk over Cellular (PoC)

6.2.2.2 Instant Messaging (IM)

6.2.2.3 Presence (PRS)
6.3 Reference Points:

Following the naming convention of the overall archtitectur (Figure 16) we use the same converntion for (Figure 17 ). We identified four generic reference points(6.3.1,6.3.2,6.3.3, 6.3.4) that are related to the GMS functionality only. One(6.3.5) is a generic reference point that connects GMS using services with the GMS. 

Editor’s note: It will be necessary to identify if we can develop a genric reference point that fits to all using service?
6.3.1 Reference Point GM-1: GMS-Client <->SIP/IP-Core

The GM-1 reference point supports the communication between the Group Management client and the SIP/IP Core. The protocol for the GM-1 reference point is SIP. 

This reference point SHALL support the following:

· Provides discovery and address resolution services 

· Provides SIP compression

· Subscription to modification by the GMS of  Lists

· Notification of modification by the GMS of Lists

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the GM-1 reference point SHALL conform with the Gm reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].

6.3.2 Reference Point GM-2: SIP/IP-Core <-> GMS-Server

The GM-2 reference point supports the communication between the GMS and the SIP/IP Core.  The GM-2 reference point SHALL provide the following functions:

· Subscription to the modification of Lists.

· Notification of the modification of Lists.

6.3.3 Reference Point GM-3: GMS-Client <->GMS-Server

The GM-3 reference point is between the Group Management  Client and the Group List and Management Server. The protocol for the GM-3 reference point is XCAP.  The GM-3 reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the GM-3 reference point SHALL conform to the Ut reference point [3GPP TS 23.002].

6.3.4 Reference Point GM-4: GMS-Server <-> External GMS-Mgmt/Admin

The GM-4 reference point is between the Group List and Management Server and GMS Management/Adminstration entities. These entities can act on behalf of end users and administrators subject to service providers access contol policies. Access may be provided via the intranet, internet or corporate networks. The GM-4 reference point SHALL provide the following functions:

· Create groups and lists
· Modify existing groups and lists (e.g. add and remove users of the group)
· Retrieve groups and lists 
· Delete groups and lists
Editor’s Note: Security Issues on the GM-4 reference point need to be addressed.

6.3.5 Reference Point GM-5: GMS-Server <-> OMA PRS Service Enabler

The GM-5 reference point supports the communication between the GMS and the Presence Server.  

The GM-5 reference point SHALL support the following:

· Transfer of Presence Lists to the Presence Server
· Transfer of Group Lists to the Presence Server
· Transfer of Subscription Authorisation Policies to the Presence Server

6.3.6 Reference Point GM-6: GMS-Server <-> OMA IM Service Enabler

Editor’s note: A contribution is expected from the MWG to fill in this subclause. If no contribution is received then this refernce point will be removed from phase 1.

6.3.7 Reference Point GM-7: GMS-Server <-> OMA PoC Service Enabler

The GM-7 reference point supports the communication between the PoC server and GMS.  The GM-7 reference point SHALL provide the following functions:

· Retrieval of access control and group member lists 

Editor’s note: It is an open issue how the data in GMS and PoC server will be synchronized.

6.3.8 Reference Point SE-2: SIP/IP-Core <-> OMA Service Enabler (POC, IM, PRS,…)

Phase relevance: Driven by other Service Enablers 
These reference points are developed by the appropriated OMA Service Enabler. Therefore there are only mentioned but not defined. The naming convention follows Figure 16 . 
· POC-2

· IM-2

· PRS-2

6.4 Subsystem Collaboration

<< Include sequence diagrams that illustrate how the architectural structure fulfills the requirements (as derived from the relevant use cases).  DELETE THIS COMMENT >>

Appendix A. Change History
(Informative)

A.1 Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA

	OMA-PAG-2004-0119-AD-Group-Mgmt-Proposal.doc
	30.4.2004
	Initial basis for AD

	OMA-PAG-2004-0118-Proposed-Structure-for-the-GM-AD.doc


	30.4.2004
	Input to reflect the XCAP usage for GMS inserting Resource List Management and Reporting

	OMA-PAG-2004-0156R02-GM-AD-AccessListManagement.doc
	26.5.2004
	New text explaining the usage of Access Lists.

	OMA-PAG-2004-0157-GM-AD-GroupPolicyManagement.doc
	27.5.2004
	Input should be reconsidered when we go through the policy management and identified that XCON is stable at the IETF.

	OMA-PAG-2004-0226-GM-AD-Authentication.doc
	10.6.2004
	The current version of the GM AD does not contain any information about authentication.

	OMA-PAG-2004-0225R01-GM-AD-Structure.doc
	10.6.2004
	This contribution proposes two sections, one with the generic GM operations and one with the elements and attributes of the different groups and lists. 



	OMA-PAG-2004-0231-GM-AD-IM-REF-POINT.doc
	13.6.2004
	Change Phases outcome

	OMA-PAG-2004-0234-GM-AD-ADD-GM-Ref-points.doc
	13.6.2004
	Add some text for the reference points and delete Phases within the Ref-points section; But put the Phases Declaration into one table as proposed by the arch-template.

	OMA-PAG-2004-0206R02-CR_GM-RD-Overall-System-Requirements.doc
	9.7.2004
	Inputs for list of list was missing based on the requirements.                            (OMA-PAG-2004-0160-Clarification-on-Lists-of-Lists-for-GM;                       OMA-PAG-2004-0162R02-GM-RD-Use-Case-on-List-of-Lists)

	OMA-PAG-2004-0139R03-GMADDataStructureHandlingPoC.doc
	15.6.2004
	This document proposes the basics for the data structure and its handling in the GMS.

	OMA-PAG-2004-0140R03-GMADAuthenticationBasicFlowsPoC.doc
	16.6.2004
	This document proposes basic flows description for authentication.

	OMA-PAG-2004-0141R03-GMADProcedureBasicFlowsPoC.doc
	16.6.2004
	This document proposes basic flow descriptions for various procedures necessary for GM.

	OMA-PAG-2004-0360-GM-AD-Contact-list-structure
	16.8.2004
	Contact list attributes and elements should be described in AD.

	OMA-PAG-2004-0361R01-GM-AD-4.5.2-Management-operations
	16.8.2004
	Group and list management operations should be described in AD.



	OMA-PAG-2004-0376R01-LATE-GM-AD-security
	16.8.2004
	It is proposed to use 3GPP mechanism for GM server accessing, when SIP/IP core is IMS.
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A.4 App Headers

<More text>

A.4.1 More Headers

Appendix B. <Additional Information>

B.1 Inputs to be included

B.1.1 
B.1.2 
B.2 Inputs to be included

Inputs of should be revisited when the requirements are more stable or the depending IETF drafts are becoming an RFC are included here.

B.2.1 OMA-PAG-2004-0157-GM-AD-GroupPolicyManagement

4.x Group Policy Management
Group policy management is used to store, modify, and delete group policies. Group policy management SHALL use the XCAP application usage for Confrerence Policy Control Protocol (CPCP) as defined in [draft-ietf-xcon-cpcp-00]. 

4.x.1 Group Policy Document Structure

A group policy document SHALL contain the following information:

· Group name identified as a SIP URI 

· Group membership (who should be invited to a group session)

· Group authorization policy (as an example, this defines an access list specifying who can call into a group)

· Maximum number of participants 

A PoC user may provide a group name when creating the group policy. If no group name is proposed by the creator, the server will assign one.

Additionally, the group policy MAY contain the following information

· Display name

· Subject of the conference

· Descriptive text

· Keywords

· Host information, which MAY include the URI, e-mail address, or a reference to a Web page providing more information about the meeting host

· Visibility, which defines whether information about the group may be made publicly available e.g. for search purposes
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� Example for communication relations are:


Communicate to a group as single partner during communication setup and data transfer (e.g. Conference Call, Chat, Message Distribution, Push to talk over cellular,…) [I use the group to simplify my communication during setup and data transfer]


Allow group members to authorize proactively (e.g. Watcher authorization for location or presence, calendar,…) [I allow members of the group to watch my data without my active intervention.]  
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