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1. Scope

This specification describes the data format and Application Usage for the UPP Directory document, which contains the meta-information about the User Preferences Profiles that can be used by other OMA enablers (e.g. CPM).
2. References

2.1 Normative References
	OMA
	

	[CPM_RD]
	“Converged IP Messaging Requirements”, Version 1.0, Open Mobile Alliance(, OMA-RD-CPM-V1_0,                                                                                                                                  URL: http://www.openmobilealliance.org

	[Dict]
	“Dictionary for OMA Specifications”, Version 2.4, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_4,                                                                                                                                                         URL: http://www.openmobilealliance.org/

	[SCRRULES]
	“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0,                                                                                                            URL: http://www.openmobilealliance.org/

	[XDM_Core]
	“XML Document Management (XDM) Specification”, Version 2.1, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_1,                                                                                                                                             URL: http://www.openmobilealliance.org/

	[XDM_RD]
	“XML Document Management Requirements”, Version 2.1, Open Mobile Alliance(, OMA-RD-XDM-V2_1,                                                                                                                                                                 URL: http://www.openmobilealliance.org/

	IETF
	


2.2 Informative References

	OMA
	

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.1, Open Mobile Alliance(, OMA-AD-XDM-V2_1,                                                                                                                                                                URL: http://www.openmobilealliance.org/


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Active User Preferences Profile
	Use definition from [XDM_RD].

	Application Unique ID
	A unique identifier within the namespace of Application Unique IDs created by this specification that differentiates XCAP Resources accessed by one application from XCAP Resources accessed by another application.  (Source: [RFC4825])

	Application Usage
	Detailed information on the interaction of an application with an XCAP Server. (Source: [RFC4825])

	Automatic Answer Mode
	A mode of operation in which the client accepts a communication request without manual intervention from the User; Media is immediately played when received.

	Default User Preferences Profile
	Use definition from [XDM_RD].

	Document Selector
	A sequence of path segments, with each segment being separated by a “/”, that identify the XML document within an XCAP Root that is being selected. (Source: [RFC4825])

	Document URI
	The HTTP URI containing the XCAP Root and Document Selector, resulting in the selection of a specific document.  As a result, performing a GET against the Document URI would retrieve the document. (Source: [RFC4825])

	Global Document
	A document placed under the Global Tree that applies to all users of that Application Usage.

	Global Tree
	A URI that represents the parent for all Global Documents for a particular Application Usage within a particular XCAP Root. (Source: [RFC4825])

	Manual Answer Mode
	A mode of operation in which the client requires the User to manually accept the communication request before the communication session is established.

	Node Selector
	A sequence of path segments, with each segment being separated by a "/", that identify the XML node (element or attribute) being selected within a document. (Source: [RFC4825])

	Node Selector Separator
	A single path segment equal to two tilde characters "~~" that is used to separate the document selector from the Node Selector within an HTTP URI. (Source: [RFC4825])

	Node URI
	The HTTP URI containing the XCAP Root, Document Selector, Node Selector Separator and Node Selector, resulting in the selection of a specific XML node. (Source: [RFC4825])

	Principal
	An entity that has an identity, that is capable of providing consent and other data, and to which authenticated actions are done on its behalf. Examples of principals include an individual user, a group of individuals, a corporation, service enablers/applications, system entities and other legal entities. (Source: [Dict])

	User
	A User is any entity that uses the described features through the User Equipment.

	User Preferences Profile
	Use definition from [CPM_RD]

	XCAP Resource
	An HTTP resource representing an XML document, an element within an XML document, or an attribute of an element within an XML document that follows the naming and validation constraints of XCAP. (Source: [RFC4825])

	XCAP Root
	A context that includes all of the documents across all Application Usages and users that are managed by a server. (Source: [RFC4825])

	XCAP Server
	An HTTP server that understands how to follow the naming and validation constraints defined in this specification. (Source: [RFC4825])

	XCAP User Identifier
	The XUI is a string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server. (Source: [RFC4825])


3.3 Abbreviations

	ABNF
	Augmented Backus-Naur Form

	AUID
	Application Unique ID

	HTTP
	Hypertext Transfer Protocol

	IETF
	Internet Engireering Task Force

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	SCR
	Static Conformance Requirements

	SIP
	Session Initiation Protocol

	UPP
	User Preferences Profile

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


4. Introduction

This specification provides the Application Usage for the UPP Directory document.
The UPP Directory XDMS (see [XDM_AD]) is the logical repository for UPP Directory documents. The common protocol specified in [XDM_Core] is used for access and manipulation of UPP Directory documents by authorized Principals.

<< From a market perspective...  

What can you do with this specification?

What problem does this solve?

How can this specification be applied?

Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 

4.1 Version 1.0
This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.
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5. UPP Directory XDM Application Usages

5.1 UPP Directory
5.1.1 Structure

The UPP Directory document SHALL conform to the structure of the “upp-directory” described in this subclause. The schema definition is provided in section 5.1.3.
The <upp-directory> element:

a) SHALL include <upp-set> element which contains the list of UPPs available to the user. The <upp-set> element
1. MAY include one or more <upp> elements which contain the details of each UPP available to the user. The <upp> element

i. SHALL include a “upp_id” attribute that uniquely identifies the UPP.
ii. MAY include any other attribute for the purpose of extensibility.
iii. MAY include <display-name> element, containing a suggested name to display in user interfaces (e.g. Home).
iv. MAY include any other elements for the purpose of extensibility.
b) SHALL include <active-upp> which contains the details of Active UPP selected by the user for its devices
1. SHALL include <default-upp> element which identifies a Default UPP. The <default-upp> element

i. SHALL include a <upp-reference> element which uniquely identifes a UPP which is selected as Default UPP by the user. The <upp-reference> element 

1. SHALL include the “ref_id” attribute which carries the identifier of a UPP as value.

2. MAY include one or more <active-device-upp> elements that identify a UPP which is selected as Active UPP by a particular device. The <active-device-upp> element 
i. SHALL include a “device_id” attribute which uniquely identifies a particular device of the user.
ii. SHALL include a <upp-reference> element which uniquely identifes a UPP which is selected as Active UPP by a particular device. The <upp-reference> element 
1. SHALL include the “ref_id” attribute which carries the identifier of a UPP as value.
c) MAY include any other attribute for the purposes of extensibility

5.1.2 Application Unique ID

The AUID SHALL be “org.openmobilealliance.upp-directory”.

5.1.3 XML Schema

The “upp-directory” XML document SHALL be composed according to the XML schema described in [XSD_uppDirectory].
5.1.4 Default Namespace

The default namespace used in expanding URIs SHALL be “urn:oma:xml:xdm:upp-directory” defined in Section 5.1.3.

5.1.5 MIME Type

The MIME type for the UPP Directory document SHALL be “application/upp-directory+xml”.

5.1.6 Validation constraints
The UPP Directory document SHALL conform to the XML Schema described in section 5.1.3 “XML Schema”, with the clarifications given below.
The value of the “ref_id” of the <upp-reference> element SHALL match with one of the “upp_id” attribute values of the <upp> element listed under <upp-set> element.
The value of the “device_id” attribute proposed by the XDMC in the <active-device-upp> SHALL be unique amongst the values of all <active-device-upp> elements present in the UPP Directory document of a particular user.

If the XDMC deletes a <upp> element and if it’s “upp_id” attribute value matches with any of the “ref_id” attribute value of the <upp-reference> element the UPP Directory XDMS SHALL return an HTTP “409 Conflict” response including the XCAP error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “The UPP is in use”.
If the XDMC adds an <active-device-upp> element whose “device_id” attribute value matches with that of another <active-device-upp> already present, the UPP Directory XDMS SHALL return HTTP “409 Conflict” including the error element <constraint-failure>. If included, the “phrase” attribute SHOULD be set to “Duplicate entry”.
5.1.7 Data Semantics

5.1.8 Naming conventions

The name of the UPP Directory document SHALL be “upp-directory”.

5.1.9 Global Documents

This Application Usage defines no Global Documents.

5.1.10 Resource interdependencies

This Application Usage defines no additional resource interdependencies.

5.1.11 Authorization policies

The authorization policies SHALL be defined according to [XDM_Core] “Authorization”.
6. Subscribing to changes in the XML documents

The Policy XDMS SHALL support subscriptions to changes in the XML documents as specified in [XDM_Core] “Subscriptions to changes in the XML documents”, sections “Initial subscription” and “Generating a SIP NOTIFY request”.
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Appendix B. Static Conformance Requirements
(Normative)
The notation used in this appendix is specified in [SCRRULES].

The SCR’s defined in the following tables include SCR for:

· UPP Directory XDM Application Usages
B.1 UPP Directory XDM Application Usages (Server)
	Item
	Function
	Reference
	Requirement

	XDM_UPP_Directory-XOP-S-001-M 
	Support UPP Directory Document Structure
	‎5.1.1 
	XDM_Core -XCAP-S-001-M

	XDM_UPP_Directory-XOP-S-002-M 
	Support Application Unique ID of UPP Directory Document
	‎5.1.2
	

	XDM_UPP_Directory-XOP-S-003-M 
	Support XML Schema of UPP Directory Document
	‎5.1.3
	

	XDM_UPP_Directory-XOP-S-010-M 
	Support  Default name space for UPP Directory Document
	‎5.1.4
	

	XDM_UPP_Directory-XOP-S-004-M 
	Support MIME type of UPP Directory Document
	‎5.1.5 
	

	XDM_UPP_Directory-XOP-S-005-M 
	Support Validation constraints of UPP Directory Document
	‎5.1.6 
	

	XDM_UPP_Directory-XOP-S-006-M 
	Support Data semantics of UPP Directory Document
	‎5.1.7 
	

	XDM_UPP_Directory-XOP-S-007-M 
	Support Naming conventions for UPP Directory Document
	‎5.1.8 
	

	XDM_UPP_Directory-XOP-S-008-M 
	Support Authorization policies for manipulating UPP Directory Document
	‎5.1.11 
	XDM_Core-SEC-S-001-M

	XDM_UPP_Directory-SUB-S-009-M 
	Support  Subscribing to changes in UPP Directory Document
	‎6
	XDM_Core-SUB-S-001-O AND XDM_Core-SUB-S-002-O


B.2 UPP Directory XDM Application Usages (Client)
	Item
	Function
	Reference
	Requirement

	XDM_UPP_Directory-XOP-C-001-M
	Support UPP Directory Document Structure
	5.1.1
	XDM_Core-XOP-C-003-M

	XDM_UPP_Directory-XOP-C-002-M
	Support Application Unique ID of UPP Directory Document
	5.1.2
	

	XDM_UPP_Directory-XOP-C-003-M
	Support XML Schema of UPP Directory Document
	5.1.3

	

	XDM_UPP_Directory-XOP-C-010-O
	Support  Default name space for UPP Directory Document
	5.1.4
	

	XDM_UPP_Directory-XOP-C-004-M
	Support MIME type of UPP Directory Document
	5.1.5
	

	XDM_UPP_Directory-XOP-C-005-M
	Support Validation constraints of UPP Directory Document
	5.1.6
	

	XDM_UPP_Directory-XOP-C-006-M
	Support Data semantics of UPP Directory Document
	5.1.7
	

	XDM_UPP_Directory-XOP-C-007-M
	Support Naming conventions for UPP Directory Document
	5.1.8
	

	XDM_UPP_Directory-XOP-C-008-M
	Support Authorization policies for manipulating UPP Directory Document
	5.1.11
	XDM_Core-SEC-C-001-M

	XDM_UPP_Directory-SUB-C-009-M
	Support  Subscribing to changes in UPP Directory Document
	6
	XDM_Core-SUB-C-001-O AND XDM_Core-SUB-C-002-O


B.3 Aggregation Proxy
Appendix C. Examples
(Informative)

C.1 Manipulating UPP Directory
C.1.1 Obtaining UPP Directory document
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